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1 Reason for Change

Clarification is needed about the procedures between an application server (such as PoC Server, Presence Server, etc) and the relevant XDMS.  This contribution proposes XCAP & SIP (i.e. the same as the XDM Client).

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

None.

5 Recommendation

Approve for inclusion in the latest version of the XDM Specification.

6 Detailed Change Proposal

5. Description of Functional Elements

5. XDM Client

The XDM Client SHALL support the XDM Client procedures described in section 6.1, and the XCAP application usages described in [SharedXDM].

5. Shared XDMS
The Shared XDMS SHALL support the XDM Server procedures described in section 6.2, and the XCAP application usages described in [Shared_XDM].

5. Aggregation Proxy

The Aggregation Proxy is the contact point for the XDM Client to access XML documents stored in any XDMS.

The Aggregation Proxy SHALL act as an HTTP Proxy defined in [RFC2616] with the following clarifications. The Aggregation Proxy:

1. SHALL support authenticating the XDM Client; in case the GAA is used according to [3GPP TS 33.222], the mutual authentication SHALL be supported;

2. SHALL forward the XCAP requests to the corresponding XDM Server, and forward the response back to the XDM Client;
3. SHALL protect the XCAP traffic by enabling TLS transport security mechanism. The TLS resumption procedure SHALL be able to use according to [RFC2818].
When realized in 3GPP/3GPP2 IMS the Aggregation Proxy SHALL act as an Authentication Proxy defined in [3GPP TS 33.222] with the following clarifications. The Aggregation Proxy:

1. SHALL assert the XDM client identity to the XDMS as described [3GPP TS 24.109], if the authenticated identity is not inserted by XDM Client;

[…]
6. Description of procedures

6. Procedures at the XDM Client

An XDM Client is an entity that accesses a XCAP resource in a XML Data Management Server (XDMS). Such XCAP resources correspond to elements and attributes of a XML document. A XCAP resource is identified via a HTTP URI following the conventions for constructing URIs in [XCAP].

6. Document Management

6. XDM URI Construction

A HTTP URI represents each element and attribute of an XML document in a XDM respository. The rules for constructing such URIs SHALL follow the rules described in [XCAP] Section 6 with the clarifications given in this sub-clause.

Therefore, for example, a generic XCAP URI would be of the form http://[Root URI]/services/[AUID]/users/[XUI]/…..(See Appendix B for examples.)

The path segment corresponding to the XUI SHALL be a Public SIP URI of form sip: user@domain, identifying the document owner.

6. XDM Operations

An XDM Client manipulates an XML document by invoking certain HTTP operations (defined in sub-sections below) on the XDM resource identified in the Request-URI of the HTTP header. 

The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document.

An XDM client MAY implement the conditional operations of [XCAP] section 7.10.

6. Create or Replace a Document

Creating or replacing an XML document SHALL follow the procedures described in [XCAP] Section 7.1.

6. Delete a Document

Deleting an XML document SHALL follow the procedures described in [XCAP] Section 7.2.

6. Retrieve a Document

Retrieving an XML document SHALL follow the procedures described in [XCAP] Section 7.3.

6. Create or Replace an Element

Creating or replacing an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.4.

6. Delete an Element

Deleting an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.5.

6. Retrieve an Element

Retrieving an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.6.

6. Create or Replace an Attribute

Creating or replacing an attribute of an XML element in an XML document SHALL follow the procedures described in [XCAP] Section 7.7.

6. Delete an Attribute

Deleting an attribute of an XML element in an XML document SHALL follow the procedures described in [XCAP] Section 7.8.

6. Retrieve an Attribute

Retrieving an attribute of an XML element in an XML document SHALL follow the procedures described in [XCAP] Section 7.9.

6. Subscribing to changes in the XML documents

6. Initial subscription

An XDM Client MAY subscribe to the changes in the XML documents by sending a SUBSCRIBE request.

The XDM Client SHALL generate SUBSCRIBE request according to [RFC3265] and [SIP_UA_Prof] with the clarifications given in this sub-clause.

The XDM Client

1. SHALL set the Request-URI to the public SIP URI identifying the document owner;

2. SHALL include value “application” in the “profile-name” Event header parameter;

3. MAY include the AUID to be watched in the “app-id” Event header parameter;

4. MAY include the “document” Event header parameter specifying the document to be watched;

5. SHALL include an Accept header to indicate acceptable content-type for notifications. The Accept header

a. MAY include value “application/xcap-diff+xml” to indicate support for partial XML updates described in [XCAP_Diff];

b. MAY include value “message/external-body” to indicate support for content indirection described in [INDIRMECH];

6. SHALL send the SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP core.

The responses to the SUBSCRIBE request SHALL be handled in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM Client SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

6. NOTIFY processing

Upon receiving an incoming NOTIFY request that is part of the same dialog as the previously sent SUBSCRIBE request the XDM Client

1. SHALL handle the request according to [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP core;

2. SHOULD update stored XML document based on the information in the NOTIFY request.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM Client SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

6. Procedures at the XDM Server

A XDM Server (XDMS) is a HTTP origin server that manipulates XML resources according to the conventions described in [XCAP].

6. Document Management

An XDM Server receiving a HTTP request targeted at a XCAP resource identified by the HTTP Request-URI follows the following procedures based on the method requested.

An XDM server SHALL conform to [XCAP] section 8.5 for the management of Etags. 

An XDM server SHALL implement the conditional operations of [XCAP] section 7.10.

If the XDM Server implements parallel processing of requests, it SHALL ensure the integrity of the resulting document.

6. POST handling

HTTP POST requests targeted at an XDM resource SHALL be rejected with a HTTP 405 response.

6. PUT handling

HTTP PUT requests targeted at an XDM resource SHALL be processed as described in [XCAP] Section 8.2.

6.  GET handling

HTTP GET requests targeted at an XDM resource SHALL be processed as described in [XCAP] Section 8.3.

6. DELETE handling

HTTP DELETE requests targeted at an XDM resource SHALL be processed as described in [XCAP] Section 8.4.

6. Subscriptions to changes in the XML documents

6. Initial subscription

Upon receiving of a SUBSCRIBE request for the “sip-profile” event defined in [SIP_UA_Prof] the XDM Server:

1. If the “sip-profile” event is not supported, the XDM Server SHALL return the SIP “501 Not Implemented” error response; otherwise perform the following steps.
2. SHALL resolve use the Request-URI into as an XUI identifying the document owner;

3. SHALL perform the necessary authorisation checks on the originator to ensure that he/she is authorized to track the document changes. If the condition fails, the XDM Server SHALL return the SIP “403 Forbidden” error response.

4. SHALL create a subscription to changes of XML data identified by Event header parameters as described in [SIP_UA_Prof];

5. SHALL send a SIP “200 OK” in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP core.
6. SHALL generate and send an initial NOTIFY request as specified in sub-clause 6.2.2.2 “Generating a NOTIFY request”.

When a change in the subscribed document occurs, the XDM Server SHOULD generate and send a NOTIFY request as specified in sub-clause 6.2.2.2 “Generating a NOTIFY request”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

6. Generating a NOTIFY request

The XDM Server SHALL generate a NOTIFY request as described in the [RFC3265] and [SIP_UA_Prof] with the clarifications given in this sub-clause.
The XDM Server

1. SHALL check content-types accepted by the XDM Client as indicated in the SUBSCRIBE request (see sub-clause 6.1.2.1);

a. if both indirect and directly supplied content are acceptable, the XDM Server SHALL include both alternatives enclosed with a “multipart/alternative” body;

b. if acceptable for the XDM Client, the XDM Server SHALL include an “application/xcap-diff+xml” body as defined in [XCAP_Diff];

c. if acceptable for the XDM Client, the XDM Server SHALL include an “message/external-body” body as defined in [SIP_UA_Prof] and [INDIRMECH];

2. SHALL send the NOTIFY request towards the SIP/IP Core according to the procedures of the SIP/IP core.

The responses to the NOTIFY request SHALL be handled in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
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