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1 Reason for Change

This CR is needed as a result of the agreed overall split of the information between different enabler packages. 

This CR defines what ETR tests to be moved from the XDM CONRR to ensure that no Presence enabler test requirements are listed in the XDM ETR and it also proposes where to add those in the Presence_SIMPLE ETR.

First step of this CR is to remove the non relevant tests from the XDM ETR

Second step is adding the Presence related tests to the Presence_SIMPLE ETR

This two step operation is to ensure easy traceability for the OMA-PAG WG done in one CR.

2 Impact on Backward Compatibility

N/a

3 Impact on Other Specifications

The information moved from the OMA-ETR-GM-V1_0_2-20050125-D will be added to the OMA-ETR-SIMPLE-V_0-20041118-D

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the text marked in red in the next chapter is removed from the OMA-ETR-GM-V1_0_2-20050125-D and added to the appointed places in the OMA-ETR-SIMPLE-V1_0-20041118-D.

It is further assumed that the respective editors will
A) regenerate all relevant table of contents and lists of tables etc 
B) add/remove any affected references as well as update these with current names
C) check any table numbering
D) check references to the relevant specifications

so are not part of this contribution 

6 Detailed Change Proposal

Step 1 
Remove the following text in red from the OMA-ETR-GM-V1_0_2-20050125-D:

5.2.1 PAG XDM for Presence (Note chapter is actually 5.1.1.3)

The testing requirements specified in this section, are described in [OMA-Presence-XDM].
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Subscription Authorization Rules ([OMA-Presence-XDM], section 5.1.1)
	a) Verify the Presence server is able to determine the authorization of watcher based on authorization policies defined by the service provider (local policy) and the Presence Authorization Rules documents stored in the Presence XDMS that is defined by Presentity.

b) Verify the Presentity and Presence server both are able to support the XDM structure of Subscription Authorization Rules , and also the others in following:

b.1) Application Unique ID

b.2) XML Schema

b.3) MIME type

b.4) Validation constraints
b.5) Data Semantics 
b.6) Naming conventions

b.7) Global documents

b.8) Resource interdependency

b.9) Authorization policies

c) Verify Subscription Authorisation Rules contains “conditions” and “actions”.

d) Verify the “conditions” can support the "identity", “external-list” element and “other-identity” that include identities of the potential watchers.

e) Verify the "actions" element contains  "sub-handling" element which supports 4 values “block”, “confirm” , “polite-block” and “allow”.

	
	[02]: Presence Content Rules ([OMA-Presence-XDM], section 5.1.2)
	a) Verify the Presence source and Presence server both are able to support the Presence Content Rules structure (conform with pres-rules), and also the others in following:

Application Unique ID

XML Schema

MIME type

Validation constraints

Data Semantics

Naming conventions

Global documents

Resource interdependency

Authorization policies

b) Verify Presence source and Presence server support the “transformations” element that is able to include the "provide-tuples" element.

	
	[03]: 
	

	
	[04]: 
	

	
	[05]: 
	

	
	[06]: 
	

	
	[07]: 
	

	
	[08]: 
	

	
	[09]: 
	

	
	[10]: 
	

	
	[11]: 
	

	
	[12]: 
	

	
	[13]: 
	

	
	[14]: 
	

	
	[15]: 
	

	ERROR FLOW
	[01]: 
	

	
	[02]: 
	

	
	[03]: 
	

	
	[04]: 
	

	
	[05]: 
	


Table 3: Mandatory Test Requirements for Presence XDM
5.2.1  PAG XDM for RLS (Note chapter is actually 5.1.1.4)

The testing requirements specified in this section, are described in  [OMA-RLS-XDM].
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Presence List ([OMA-RLS-XDM], section 5.1)
	Verify the watcher and RLS XDMS both are able to support the Presence Content Rules structure, and also the others in following:

Application Unique ID

XML Schema

MIME type

Validation constraints

Data Semantics

Naming conventions

Global documents

Resource interdependency

Authorization policies

	
	[02]: 
	

	
	[03]: 
	

	
	[04]: 
	

	
	[05]: 
	

	
	[06]: 
	

	
	[07]: 
	

	
	[08]: 
	

	
	[09]: 
	

	
	[10]: 
	

	
	[11]: 
	

	
	[12]: 
	

	
	[13]: 
	

	
	[14]: 
	

	
	[15]: 
	

	ERROR FLOW
	[01]: Validation constraints 1 ([OMA-RLS-XDM], section 5.1.5)
	Verify if the Service URI does not conform to the local policy, the RLS XDMS is able to respond with an HTTP “409 Conflict” response.

	
	[02]: 
	

	
	[03]: 
	

	
	[04]: 
	

	
	[05]: 
	


Table 4: Mandatory Test Requirements for RLS XDM
5.1.2 Optional Test Requirements (Is actually 5.1.2)

5.2.1 Optional XDM functionality (Is actually 5.1.2.1)
	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: GAA usage ([OMA-XDM -Spec] section 6.4.1) in a realization of 3GPP
	Verify if the GAA is present, the XDMC and Aggregation Proxy are able to utilize the GAA to perform mutual authentication based on GAA.

	
	
	

	
	[02]: Query of permissions.  ( [OMA GM-RD] section 6.1.3.10)


	Verify authorized principle with appropriate permissions may query document permissions.



	
	[03]: Notification of document updates. ([OMA GM-RD] section 6.2.1 bullet 3, 6.2.2 bullet 4)
	Upon request, verify authorized principals receive notification of updates to documents.



	
	[04]: Usability. ([OMA GM-RD] section 6.1.6)
	a) Verify the system supports version control of XDM documents.

b) Verify the XDMC use a version control function to avoid unnecessary document retrievals prior to document manipulation. 

	
	[05]: XDMCs and notifications. ( [OMA GM-RD] section 6.2.1 bullet3, [OMA-XDM -Spec] section 6.1.2.1)
	Verify XDMC can subscribe to and receive notification of document updates (the change part).

	
	[06]: XDMSs and notifications. ([OMA GM-RD] section 6.2.2, bullet 4)
	Verify XDMS notifies authorized principals of document updates.

	
	[07]: Synchronization of user XML data over user-network interfaces (UNI).  ( [OMA GM-RD] section 6.2.3.1, bullet 5)
	Verify XDM-1, XDM-3 Network Interfaces support the synchronization of changed user data , e.g. resource list.

	
	[08]: Aggregation Proxy supporting compression ([OMA-XDM -Spec] section 6.3.4)
	Verify that Aggregation Proxy is able to perform compression of XML documents over the radio interface.

	
	[09]: TLS usage ([OMA-XDM -Spec] section 6.4.1)
	Support other TLS cipher suites defined in RFC2246

	
	[10]: 
	

	
	[11]: 
	

	
	[12]: 
	

	
	[13]: 
	

	
	[14]: 
	

	
	[15]: 
	

	ERROR FLOW
	[01]: Validation constraints: Receiving an HTTP “409 Conflict” response indicating “uniqueness-failure” of the conference URI ([OMA-PoC-XDM], section 5.1.5, [OMA-RLS-XDM], section 5.1.5)
	Verify the XDMC is optionally support to repeat the XCAP request using one of the generated conference URI.

	
	[02]: Validation constraints 2 ([OMA-PoC-XDM], section 5.1.5, [OMA-RLS-XDM], section 5.1.5)
	Verify if the received HTTP “409 Conflict” response includes an “alt-value” element, the XDMC is optionally support to repeat the XCAP request using one of the Service URI provided in the received “alt-value” element.

	
	[03]: 
	

	
	[04]: 
	

	
	[05]: 
	


Table 6: Optional Test Requirements for Optional XDM functionality.

Step 2

Current content of SIMPLE ETR OMA-ETR-SIMPLE-V_0-20041118-D chapter 5 will be amended with a new subchapter 5.2 containing two subchapters


Change 1 Add a new chapter 5.2 called “Enabler Test Requirements XDMs” 
Change 2 To this chapter add Presence XDM requirements which will be called 5.2.1  “Test Requirements Presence XDM” from XDM ETR 

Change 3 Also add RLS XDM requirements which will be called 5.2.2 “Test Requirements RLS XDM” from XDM ETR (change 3)
>>>>>>>>>>>>>>>>>>First change<<<<<<<<<<<<<<<<<<<<<<

5.2 Enabler Test Requirements

>>>>>>>>>>>>>>>>>>>>>>> end of first change<<<<<<<<<<<<<<<<<<<<

>>>>>>>>>>>>>>>>>>Second change<<<<<<<<<<<<<<<<<<<<<<
5.2.1 Test Requirements Presence XDM
The testing requirements specified in this section, are described in [OMA-Presence-XDM].
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Subscription Authorization Rules ([OMA-Presence-XDM], section 5.1.1)
	a) Verify the Presence server is able to determine the authorization of watcher based on authorization policies defined by the service provider (local policy) and the Presence Authorization Rules documents stored in the Presence XDMS that is defined by Presentity.

b) Verify the Presentity and Presence server both are able to support the XDM structure of Subscription Authorization Rules , and also the others in following:

b.1) Application Unique ID

b.2) XML Schema

b.3) MIME type

b.4) Validation constraints
b.5) Data Semantics 
b.6) Naming conventions

b.7) Global documents

b.8) Resource interdependency

b.9) Authorization policies

c) Verify Subscription Authorisation Rules contains “conditions” and “actions”.

d) Verify the “conditions” can support the "identity", “external-list” element and “other-identity” that include identities of the potential watchers.

e) Verify the "actions" element contains  "sub-handling" element which supports 4 values “block”, “confirm” , “polite-block” and “allow”.

	
	[02]: Presence Content Rules ([OMA-Presence-XDM], section 5.1.2)
	a) Verify the Presence source and Presence server both are able to support the Presence Content Rules structure (conform with pres-rules), and also the others in following:

Application Unique ID

XML Schema

MIME type

Validation constraints

Data Semantics

Naming conventions

Global documents

Resource interdependency

Authorization policies

b) Verify Presence source and Presence server support the “transformations” element that is able to include the "provide-tuples" element.

	
	[03]:
	

	ERROR FLOW
	[01]: 
	

	
	[02]: 
	

	
	[03]: 
	

	
	[04]: 
	

	
	[05]: 
	


Table 3: Mandatory Test Requirements for Presence XDM
>>>>>>>>>>>>>>>>>>>>>>> end of second change<<<<<<<<<<<<<<<<<<<<

>>>>>>>>>>>>>>>>>>>>>>>>Third change<<<<<<<<<<<<<<<<<<<<<<

5.2.1 Test Requirements RLS XDM (Note Shall be 5.2.2)
The testing requirements specified in this section, are described in  [OMA-RLS-XDM].
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: Presence List ([OMA-RLS-XDM], section 5.1)
	Verify the watcher and RLS XDMS both are able to support the Presence Content Rules structure, and also the others in following:

Application Unique ID

XML Schema

MIME type

Validation constraints

Data Semantics

Naming conventions

Global documents

Resource interdependency

Authorization policies

	
	[02]: 


	ERROR FLOW
	[01]: Validation constraints 1 ([OMA-RLS-XDM], section 5.1.5)
	Verify if the Service URI does not conform to the local policy, the RLS XDMS is able to respond with an HTTP “409 Conflict” response.

	
	[02]: 
	

	
	[03]: 
	

	
	[04]: 
	

	
	[05]: 
	


Table 4: Mandatory Test Requirements for RLS XDM
>>>>>>>>>>>>>>>>>>>>>>> end of third change<<<<<<<<<<<<<<<<<<<<
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