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1 Reason for Change

This CR presents a resolution to IOP PoC Problem Reports #14 and #15 (http://www.openmobilealliance.org/ftp/Public_documents/poc/2005/OMA-POC-2005-0595-POC1-Problem-Report-014.zip and http://www.openmobilealliance.org/ftp/Public_documents/poc/2005/OMA-POC-2005-0596-POC1-Problem-Report-015.zip).  These problems were discussed in San Diego meeting.

The 2 PRs report namespace binding issue in XML fragments when using XCAP GET/PUT.  The latest I-D XCAP-08 provides a way to retrieve in-scope namespaces.  However, requiring 2 XCAP requests for each transaction is not acceptable to wireless domain.  

In considering all factors, it is recommended that XDM Core Specs requires the use of Exclusive XML Canonicalization when sending XML fragments.

2 Impact on Backward Compatibility

N/a

3 Impact on Other Specifications

N/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to include the proposed changes into document: OMA-TS-XDM_Core-V1_0-20060110-C.doc.

6 Detailed Change Proposal

>>>>>>>>>>>>Proposed addition to section 2.1>>>>>>>>>>>>>>>

	[W3C-EXCLUSIVE]
	W3C Exclusive XML Canonicalization

URL: http://www.w3.org/TR/xml-exc-c14n/


>>>>>>>>>>>>End of proposed addition to section 2.1>>>>>>>>>>>>>>>

>>>>>>>>>>>Proposed changes in section 6.1>>>>>>>>>>>>>>

6.1 Procedures at the XDM Client

An XDM Client is an entity that accesses a XCAP resource in an XML Document Management Server (XDMS). Such XCAP resources correspond to elements and attributes of an XML document. An XCAP resource is identified via an HTTP URI following the conventions for constructing URIs in [XCAP]. 

6.1.1 Document Management

6. XDM URI Construction

An HTTP URI represents each element and attribute of an XML document in a XDM respository. The rules for constructing such URIs SHALL follow the rules described in [XCAP] Section 6 with the clarifications given in this sub-clause.

Therefore, for example, a generic XCAP URI would be of the form [XCAP Root URL]/[AUID]/users/[XUI]/… (See Appendix B for examples.)

In the case where the XDMC resides within an UE the DNS lookup of the hostname of [XCAP Root URL] SHALL resolve to the address of the Aggregation Proxy. The path segment corresponding to the XUI SHALL be a Public SIP URI of form sip: user@domain, identifying the document owner. If the XDMC resides within an AS (within a trusted environment) it SHALL have the possibility to address the XDMS directly without going through the Aggregation Proxy.

If the Path Separator is used in the URI, then:

· The Path Separator SHALL convey the meaning as defined in [XCAP].
· The Path Separator SHALL appear only once, as a URI separator (i.e. in the form of “/~~/”). 
· The Path Separator SHOULD NOT be percent-encoded according to the procedures defined in [RFC 3986].
Note: Using double tilde or the percent-encoded format as part of a name is still allowed. For example, “/first~~last/”, “/first~~/” and “/~~last/” are valid expressions.

6. XDM Operations

An XDM Client manipulates an XML document by invoking certain HTTP operations (defined in sub-sections below) on the XDM resource identified in the Request-URI of the HTTP header. 

The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document.

An XDM client MAY implement the conditional operations of [XCAP] section 7.10.

An XDM client MAY support HTTP compression using content encoding. If the XDM client utilizes HTTP compression, it SHALL set the “Accept-Encoding” header as defined in [RFC2616].

6.1.1.2.1 Create or Replace a Document

Creating or replacing an XML document SHALL follow the procedures described in [XCAP] Section 7.1.

6.1.1.2.2 Delete a Document

Deleting an XML document SHALL follow the procedures described in [XCAP] Section 7.2.

6.1.1.2.3 Retrieve a Document

Retrieving an XML document SHALL follow the procedures described in [XCAP] Section 7.3.

6.1.1.2.4 Create or Replace an Element

Creating or replacing an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.4 with the following clarification.  When sending the XML body of  an elements, the XDM client SHALL use Exclusive XML Cannonicalization as described in [W3C EXCLUSIVE].

6.1.1.2.5 Delete an Element

Deleting an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.5.

6.1.1.2.6 Retrieve an Element

Retrieving an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.6.

6.1.1.2.7 Create or Replace an Attribute

Creating or replacing an attribute of an element in an XML document SHALL follow the procedures described in [XCAP] Section 7..

6.1.1.2.8 Delete an Attribute

Deleting an attribute of an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.8.

6.1.1.2.9 Retrieve an Attribute

Retrieving an attribute of an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.9.

>>>>>>>>>>>End of proposed changes in section 6.1.1.2>>>>>>>>>>>>>>

>>>>>>>>>>>Proposed changes in section 6.2>>>>>>>>>>>>>>

6.7 Procedures at the XDM Server

A XDM Server (XDMS) is a HTTP origin server that manipulates XML resources according to the conventions described in [XCAP].

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the XDM Server SHALL be implemented in an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.

6.7.1 Document Management

An XDM Server receiving an HTTP request targeted at an XCAP resource identified by the HTTP Request-URI follows the following procedures based on the method requested.

An XDM server SHALL conform to [XCAP] section 8.5 for the management of Etags. 

An XDM server SHALL implement the conditional operations of [XCAP] section 7.10.

If the XDM Server implements parallel processing of requests, it SHALL ensure the integrity of the resulting document.

6.2.1.1.1 POST handling

HTTP POST requests targeted at an XDM resource SHALL be rejected with an HTTP 405 “Method not allowed” response as described in [XCAP] Section 8.1.

6.2.1.2.1 PUT handling

HTTP PUT requests targeted at an XDM resource SHALL be processed as described in [XCAP] Section 8.2.

6.2.1.3.1 GET handling

HTTP GET requests targeted at an XDM resource SHALL be processed as described in [XCAP] Section 8.3 with the following clarification.  When the retrieved XDM resource is an element, the XDMS SHALL use Exclusive XML Cannonicalization as described in [W3C EXCLUSIVE].
6.2.1.4.1 DELETE handling

HTTP DELETE requests targeted at an XDM resource SHALL be processed as described in [XCAP] Section 8.4.

>>>>>>>>>>>>>>>>End of Proposed changes>>>>>>>>>>>>>>>>>>>>>>
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