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Reason for Change

Some clerical errors still exist in the current version of the XDM2 RD OMA-RD-XDM-V2_0-20060228-D, 
a) The requirement numbers are mistaken in 6.3.3.2

b) Names of table 2 and 13 are incorrect

c) Old number in 6.3.3.1 is not removed

d) Some other clerical errors
Impact on Backward Compatibility

N/A

Impact on Other Specifications

N/A
Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

Recommendation

Update the reference according to detailed proposal in chapter 6

Detailed Change Proposal

>>>>>>>>>>>>Make the proposed change in section 6.1.1>>>>>>>>>>>>

6.1.1 General

	Label
	Description
	Enabler Release

	GEN-001
	The end-user SHALL be able to store his per-user information (e.g., URI Lists) in the network.
	XDM 2.0

	GEN-002
	Such information SHALL be stored as one or more documents described in an extensible and platform-neutral format.
	XDM 2.0

	GEN-003
	Each such document SHALL be identified by at least one globally unique identifier (i.e., a URI according to RFC 2396).
	XDM 2.0

	GEN-004
	Documents SHALL be associated with meta-data which describes certain properties of the document that are not included in its content
	XDM 2.0

	GEN-005
	A document SHALL be associated with access permissions, which SHALL be stored  in a separate access document. The type of data contained in the access control document is described in section 6.1.3.2.
	XDM 2.0

	GEN-006
	The XDM enabler SHALL allow an authorized principal to access and manage stored documents from any capable device type over any capable network.
	XDM 2.0

	GEN-007
	Data consistency of information stored in the XDM enabler SHALL be ensured, particularly if simultaneous access by multiple authorised end-users and/or multiple devices is allowed.
	XDM 2.0

	GEN-008
	The XDM enabler SHALL allow a XDM principal to retrieve a list of all stored documents for which the principal is the Primary Principal.
	XDM 2.0

	GEN-009
	The XDM enabler SHALL allow a XDM principal to retrieve a list of all stored documents for which the principal is the Primary Principal per type of service (e.g., all documents related to his PoC service).
	XDM 2.0

	GEN-010
	It SHOULD be possible to provision the XDM client using existing OMA Device Management and Provisioning enablers.
	XDM 2.0

	GEN-011
	If provisioning data relevant to XDM is present in the smartcard, the XDM client SHALL be able to retrieve that data.
	XDM 2.0

	GEN-012
	XDM documents SHALL support multiple character sets.
	XDM 2.0


Table 2: Functional Requirements -General
>>>>>>>>>>End of the proposed change in section 6.1.1>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 6.1.3.9>>>>>>>>>>>>

6.1.3.9 Search

	Label
	Description
	Enabler Release

	FUNC-SRCH-001
	It SHOULD be possible to search for the existence of certain content (e.g., the identifier of a user) in a document.
	XDM 2.0

	FUNC-SRCH -002
	It SHOULD be possible to search for the existence of a document based on meta-data associated with the document.
	XDM 2.0

	FUNC-SRCH -003
	Principals with the appropriate permission SHALL be able to define the visibility of a document when performing a search.
	XDM 2.0

	FUNC-SRCH -004
	It SHALL be possible to limit the number of search results
	XDM 2.0

	FUNC-SRCH -005
	Searches MAY be limited to documents hosted by the Service Provider.  
	XDM 2.0

	FUNC-SRCH -006
	Search results SHALL be subject to Service Provider policy or end-user privacy settings.
	XDM 2.0

	FUNC-SRCH -007
	Wildcards MAY be used when searching for documents.
	XDM 2.0

	FUNC-SRCH -008
	Search SHALL be limited to one document type (e.g. Shared Group document) at a time.
	XDM 2.0


Table 13: Functional Requirements –Document Management - Search
>>>>>>>>>>End of the proposed change in section 6.1.3.9>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 6.1.9>>>>>>>>>>>>

6.1.9 XDM History Management

	Label
	Description
	Enabler Release

	FUNC-HST-001
	The XDM History Management SHOULD be supported when the Delegation (section 6.1.2) is supported. If supported:
1) The Primary Principal SHALL be able to enable and disable the XDM history function, on a per-document basis.

2) If the XDM history function is enabled, the following XDM history information  associated with the XML document being managed SHALL be stored:

a. Type of operation:

i. Create of an element or attribute

ii. Modify of an element or attribute

iii. Delete of an element or attribute

b. Timestamp of operation

c. Identity of Principal that performed the operation

3) Principals with appropriate permissions SHALL be able to retrieve the stored XDM History information.

4) Principals with appropriate permissions MAY be able to search history information (see 6.1.3.9).  If supported, it SHALL be possible to search using the following criteria:
a. Type of operation (Create, Modify, or Delete)
b. Time range

c. Identity of Principal that performed the operation(s).

5) The service provider SHALL be able to limit the size of the XDM History information.
	XDM 2.0


Table 20: XDM History Management

>>>>>>>>>>End of the proposed change in section 6.1.9>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 6.1.10>>>>>>>>>>>>

6.1.10 XDM Forward
	Label
	Description
	Enabler Release

	FUNC-FWD-001
	Principals with appropriate permissions SHOULD be able to forward documents to other principals
	XDM 2.0

	FUNC-FWD-002
	Forwarding Principals SHOULD be able to select an XML document that need to be forwarded and perform modification to its content without affecting the original document, before the document is forwarded to other principals so that the Receiving Principals receive the modified document.

1) Forwarding Principals SHALL be able to add new elements to the XML Document

2) Forwarding Principals SHALL be able to delete elements from the XML Document

3) Forwarding Principals SHALL be able to update the content of the XML Document
	XDM 2.0

	FUNC-FWD-003
	Once the documents are forwarded, the Receiving Principals SHALL be able to accept or reject the forwarded XML documents. 
If accepted, the Receiving Principals SHALL own the forwarded documents and SHALL be regarded as creator of the documents. The accessibility of documents SHALL follow the requirements described in Section 6.1.3.
	XDM 2.0


Table 21: XDM Forward

>>>>>>>>>>>>End of the proposed change in section 6.1.10>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 6.3.3.1>>>>>>>>>>>>

6.3.3.1 Presence Policies

	Label
	Description
	Enabler Release

	DOC-PRS-001
	The following types of documents related to presence authorization policies SHALL be supported:
1) A document that defines how incoming subscription requests are handled.  This document SHALL be able to utilize Accept, Reject, Polite Block and Deferred lists.  Depending on how the subscription policy document combines those lists, the Presence Server will determine whether to accept, reject, politely block, or defer the handling of an incoming subscription request.

2) A document that defines what presence information will be disseminated to the watchers of a particular presentity.

3) A document that defines what conditions will trigger a presence notification for a particular presentity.
	XDM 2.0


Table 33: Presence Policy

>>>>>>>>>>>>End of the proposed change in section 6.3.3.1>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 6.3.3.2>>>>>>>>>>>>

 6.3.3.2  Presence Subscription Lists

Presence Subscription Lists (PSLs) are used to support the end-user to watch for presence information for a list of URIs with a list of requested attributes for every member.  Following the requirement to support subscriptions to parts of the presence information, it is meaningful to link the requested presence information tuples with the PSL.

	Label
	Description
	Enabler Release

	DOC-PSL-001
	 URI lists (as stored in the XDM server and the terminal) SHALL be supported as a reference for members of a PSL.
	XDM 2.0

	DOC-PSL-002
	PSL SHALL support a presence attribute request list for every list member. 
	XDM 2.0

	DOC-PSL-003
	PSL SHALL support a presence attribute request list common for some list members. 
	XDM 2.0


Table 34: Presence Subscription List
>>>>>>>>>>>>End of the proposed change in section 6.3.3.2>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 6.3.4.1>>>>>>>>>>>>
6.3.4.1 Conversation History Metadata

IM Conversation History Metadata Document consists of one or more conversation, which SHALL have the following content:

	Label
	Description
	Enabler Release

	DOC-IMH -001
	 IM Conversation History Metadata Document consists of one or more conversation, which SHALL have the following content:

1) Subject: indicating the topic of the conversation.
2) Expiry: indicating the storage time limit for the Conversation History.
3) Size: indicating the size of the stored message exchange
	XDM 2.0


Table 35: Conversation History Metadata

>>>>>>>>>>>>End of  the proposed change in section 6.3.4.1>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 6.3.2.1>>>>>>>>>>>>

6.3.2.1 PoC Access Control Policy Document

	Label
	Description
	Enabler Release

	DOC-POC-001
	A PoC access control policy document SHALL be described by the following:

1) Accept List:  A list of end-users from whom requests are accepted.
2) Reject List:  A list of end-users from whom requests are rejected.
	XDM 2.0


Table 32: PoC Access Control Policy
>>>>>>>>>>>>End of  the proposed change in section 6.3.2.1>>>>>>>>>>>>
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