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1 Reason for Change

After proof reading parts of the XDM Core TS I have found some minor errors which need to be corrected 

A) There is inconsistent usage of “reference point” and “interface” in chapter 6.4.1

B) When introducing the change request OMA-PAG-2005-0662-XDM1-Problem-Report-005-Solution in the XDM Core TS (removing the need to support TLS_DHE_DSS_WITH_3DES_EDE_CBC_SHA, so now only one cipher is required) it was forgotten to remove the corresponding text in the SCR tables in Appendix A 1.1 and A.3 for XDM1. These tables were then copied to XDM2 XDM Core TS.
C) Harder to read examples due to bad indentation in appendix B.5

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The changes in section 6 below are proposed to be incorporated into the above mentioned OMA document.

6 Detailed Change Proposal

Change 1:  Reference point
6.4.1 Authentication

The XDM-3 reference point (see [XDMAD]) SHALL provide mutual authentication.

For a 3GPP/3GPP2 realisation, the XDM-3 corresponds to the Ut reference point. In this case the authentication between theXDM Client and the Aggregation Proxy  SHALL be performed according to [3GPP TS 33.141] / [3GPP2 X.S0027-002-0].
If the Generic Authentication Architecture (GAA) as defined in [3GPP TS 33.222] is not used, the XDM Client and the Aggregation Proxy (see [XDMAD]) SHALL support the HTTP Digest mechanism for client authentication.

The HTTP Digest authentication SHALL conform to [RFC2617] with the following clarifications:
· The HTTP server (“401 Unauthorized”) SHALL be used;

· the “rspauth” parameter MAY be used to provide mutual authentication;

· the “username” parameter SHALL contain the SIP or TEL URI identifying the user (the public user identity);

NOTE: The “username” is a part of the Device Provisioning parameters (see Appendix C).The XDM client shall use the “username” received without any modification.

The XDM Client and the Aggregation Proxy SHALL support HTTP over Transport Layer Security (TLS) as specified in [RFC2818] for server authentication over the XDM-3 reference point.

Change 2:  Incorrect text in SCR tables change 1

There is also an extra row between item 7 and 8 in the table. It shall be removed.
A.1.1 XDM Client implemented in a UE

	Item
	Function
	Reference
	Status
	Requirement

	XDM-XDMC-C-001
	Support rules for constructing HTTP URIs
	6.1.1.1
	M
	

	XDM-XDMC-C-002
	Support for XDM Operations
	6.1.1.2
	M
	

	XDM-XDMC-C-003
	Initial Subscription using the SUBSCRIBE message
	6.1.2.1
	O
	XDM-XDMC-C-004

	XDM-XDMC-C-004
	Processing Received NOTIFY Request
	6.1.2.2
	O
	XDM-XDMC-C-003

	XDM-XDMC-C-005
	Support HTTP Digest authentication
	6.4.1
	M
	

	XDM-XDMC-C-006
	Support HTTP over TLS using the supported cipher suite
	6.4.1
	M
	

	XDM-XDMC-C-007
	Support other cipher suites defined in RFC2246
	6.4.1
	O
	

	
	
	
	
	

	XDM-XDMC-C-008
	Support HTTP Compression
	6.1.1.2
	O
	


Change 3:  Incorrect text in SCR tables, change 2

A3 Aggregation Proxy

	Item
	Function
	Reference
	Status
	Requirement

	XDM-AP-S-001
	Support HTTP Digest authentication
	5.2, 6.3.1, 6.4.1
	M
	

	XDM-AP-S-002
	Support HTTP over TLS using the  supported cipher suite
	5.2, 6.4.2
	M
	

	XDM-AP-S-003
	Support other cipher suites defined in RFC2246
	6.4.2
	O
	


Change 4:  Appendix B.5 Hard to read examples due to messed up indentation

5) PoC XDMS checks the identity of subscriber, whether the identity is allowed to subscribe according to local policy (e,g, allow the current group members to subscribe). If allowed, the PoC XDMS generates and send an initial SIP NOTIFY containing the <list> node and its child elements.

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pocxdms1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: <sip:joe.bloggs@example.com>;tag=31415

To: <sip:john_doe@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 102 NOTIFY

Subscription-State: active;expires=600000

Event: ua-profile

Content-Type: application/xcap-diff+xml

Contact: <sip:pocxdms1.home1.net>

Content-Length: (...)
<?xml version="1.0" encoding="UTF-8"?>

   <xcap-diff xmlns="urn:ietf:params:xml:ns:xcap-diff"

    xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

    xcap-root=”http://xcap.example.com/root”>

    <document new-etag=”7ahggs”

doc-selector="org.openmobilealliance.poc-groups/users/sip:joe.bloggs@example.com/joebloggs_friends” >

     
<change-log>

        <add sel="group/list-service/list">





<entry uri="sip:john.doe@exa
mple.com"/>




  </add>




</change-log>



 </document>

   </xcap-diff>

6) The SIP/IP core network forwards the SIP NOTIFY request to appropriate XDMC.

7) The XDMC responds with a 200 OK, and use the received contents in the initial NOTIFY as baseline, or to replace the old content identified with older eTag, if any exists, according to [XCAP_Diff].

8) The SIP/IP core network forwards the 200 OK to the PoC XDMS.

9) The PoC XDMS sends the diff part in NOTIFY to the XDMC, in this example, it is a new member added, new-friend@example.com.

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pocxdms1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: <sip:joe.bloggs@example.com>;tag=31415

To: <sip:john_doe@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 112 NOTIFY

Subscription-State: active;expires=600000

Event: ua-profile

Content-Type: application/xcap-diff+xml

Contact: <sip:pocxdms1.home1.net>

Content-Length: (...)
<?xml version="1.0" encoding="UTF-8"?>

   <xcap-diff xmlns="urn:ietf:params:xml:ns:xcap-diff"

    xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

    <document new-etag=”7ahggs” doc-selector="org.openmobilealliance.poc-groups/users/sip:joe.bloggs@example.com/joebloggs_friends"

     previous-etag="ffds66a">




<change-log>

        <add sel="group/list-service/list">

         <entry uri="sip:new-friend@exa
mple.com"/>




  </add>




</change-log>    


 </document>

   </xcap-diff>

10) The SIP/IP core network forwards the SIP NOTIFY request to appropriate XDMC.
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