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1 Reason for Change

Informal RDRR of XDM2 has requested to PAG to rephrase ‘document’ in XDM2 RD to make RD not to describe implementation aspects. This contribution is purposed to conform this request and proposes subsequent changes to XDM2 RD, which can be summarized as:
· Rename section 6.3.1 and move one-level up to section 6.3, such that this section contains only those document-associated metadata requirements. As such, the previous section 6.3 has been moved down to section 6.4 and now contains those requirements on the contents of XMD document (e.g., Shared URI, Shared User Profile, Shared Group, PoC, IM specific documents.)
· Remove the term ‘document’ or rephrase it into ‘information’, where appropriate and without changing the semantical meaning of the previous requirements. This mainly affects the section 6.4 (previously section 6.3 Document Types). 
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Upon WG agreement, it is recommended to implement the proposed changes in the following section 6 in OMA-RD-XDM-V2_0-20060406-D.
6 Detailed Change Proposal

Change 1:  Section 6.3
6.3 
6.3.1 Associated Metadata
 This section describes a set of meta-data that are associated with a XML document upon its creation, and describes certain properties of the XML document. 
	
	
	

	
	
	



6.4.4.1 Access Permissions 
Access Permissions define which principals have rights to perform which XDM functions on the associated XML document.
	Label
	Description
	Enabler Release

	DOC-ACP-001
	Access Permissions SHALL include the following meta-data, in addition to those properties specified in Section 6.1.1:

a. Identities of the principals who have access permissions to the associated XML document, including their human readable name.

b. Operations these principals are allowed to perform in the associated XDM document. Operations include all the XDM functions that are defined:

i) Read

ii) Write

iii) Delete

iv) Create

v) Search

vi) Copy
vii) Forward
viii) Subscription for changes
	XDM 2.0

	DOC-ACP-002
	The Primary Principal of the associated XML document is the only one, who SHALL have rights to modify the Access Permissions.
	XDM 2.0


Table 27: Access Permissions Document
6.4.4.2 XDM History
The XDM History contains a history of XDM operations performed on the associated XML document.

	Label
	Description
	Enabler Release

	DOC-HST-001
	The Primary Principal SHALL be able to enable and disable the XDM history function, on a per-document basis.
	XDM 2.0

	DOC-HST-002
	If the XDM history function is enabled, the XDM history information of Document Management Operation for the modification of the document SHALL be stored. Such information SHALL include at least:  

1) Type of operation:

a) Create of an element or attribute

b) Modify of an element or attribute

c) Delete of an element or attribute

2) Timestamp of operation

3) Identity of Principal that performed the operation
	XDM 2.0

	DOC-HST-003
	If the XDM history function is enabled, the XDM history information of other Document Management Operations than that for the modification of the document MAY be stored, at least, with the timestamp of the operation and the identity of the principal that performed the operation. 
	XDM 2.0


	DOC-HST-004
	Principals with appropriate permissions SHALL be able to retrieve the stored XDM History information.
	XDM 2.0

	DOC-HST-005
	Principals with appropriate permissions MAY be able to search history information.  If supported, it SHALL be possible to search, at least, using the following criteria:
a) Type of Document Management Operation
b) Time range\
c) Identity of Principal that performed the Document Management operation(s).
	XDM 2.0

	DOC-HST-006
	The service provider SHALL be able to limit the size of the XDM History information.
	XDM 2.0


Table 28: XDM History Document
NOTE: The handling of XDM history information upon the Deletion Operation of the document is FFS.
6.4 Information Types

This section describes the types of information that XML document delivers. Some types of information are shared by multiple enablers while others are enabler specific.
6.4.1 Shared Information
	Label
	Description
	Enabler Release

	DOC-SHD-001
	It SHALL be possible to share the following types of information: URI List, User Profile, Group such that they can be used by multiple enablers (e.g. PoC, Presence, IM, etc.).
	XDM 2.0


Table 29: Shared Information
6.4.4.3 Shared URI List

	Label
	Description
	Enabler Release

	DOC-URI-001
	A Shared URI List SHALL have the following meta-data, in addition to those properties specified in Section 6.1.1:

1) Display name:  A human readable name.
	XDM 2.0

	DOC-URI-002
	A Shared URI List SHALL contain zero or more URI List members.
	XDM 2.0

	DOC-URI-003
	The following requirements apply to Shared URI List members:

1) Every Shared URI List member SHALL be identified by a globally unique identifier (i.e., a URI as defined in RFC 2396).

2) A Shared URI List member MAY have a human readable display name.
	XDM 2.0

	DOC-URI-004
	The following requirements apply to Shared URI List management, in addition to those specified in Section 6.1.3:

1) The service provider SHALL be able to set the maximum number of URIs in a Shared URI List.
	XDM 2.0


Table 30: Shared URI List

6.4.4.4 Shared User Profile

	Label
	Description
	Enabler Release

	DOC-USP-001
	Shared User Profile SHALL contain static user information that can be used by other users and applications for means of communication i.e search chat partner.


	XDM 2.0

	DOC-USP-002
	The Shared User Profile contains mandatory information and a user SHALL NOT be able to create a profile unless all the mandatory information elements are completed.
	XDM 2.0

	DOC-USP-003
	Subsequent modifications to the Shared User Profile SHALL ensure that all mandatory information elements are also completed.
	XDM 2.0

	DOC-USP-004
	The Shared User Profile MAY have the following static information of the user:

1) Communication addresses. This field MAY contain the following information:

a. SIP URI as defined in RFC 3261
b. E.164 number

c. E-mail address
	XDM 2.0

	
	2) Alias, representing human readable name of the user in a group session which is shown to other members of that session instead of real communication address e.g. chat alias in Instant Messaging chat rooms or display name in PoC session.
	

	
	3) Date of birth: this information SHALL contain the following information:

a. Birth day-of month

b. Birth month

c. Birth year
	

	
	4) Name, representing the civil identity of the user. This field MAY contain the following information:

a. Given name

b. Family name

c. Middle name

d. Name suffix

e. Name prefix
	

	
	5) Address, representing one or several of the physical addresses of the user (e.g. home, work…). This field MAY contain the following information:

a. Country: the country in which the user is located (for this address)

b. Region: the region (i.e. state, province…) in which the user is located

c. Locality (i.e town, village, city…) 

d. Area is the subdivision of the town in which the user is located (i.e. neighbourhood, suburb, district…)

e. Street name: the name of the street where the user is located for this address

f. Street number: the number in this street where the user is located for this address

g. Postal code: the code for postal delivery (e.g ZIP code)
	

	
	6) Gender, indicating whether the user is male or female

7) Free text description.

8) Communication abilities defines possible means to reach user e.g. voice, message, video etc..

9) Hobbies.

10) Favourite links, in the form of a list of URLs
	


Table 31: Shared User Profile

6.4.4.5 Shared Group
	Label
	Description
	Enabler Release

	DOC-GRP-001
	A Shared Group MAY have the following content, in addition to the meta-data specified in Section 6.1.1:

1) Display name: This is a human readable name.

2) Session Type: This identifies the nature of the Shared Group e.g. chat, instant.  (In an instant group session, end-users are invited during session initiation.  In a chat group session, end-users are not invited during session initiation but are instead expected to individually join the session once it is active.)
	XDM 2.0

	
	3) Allow session initiation: This describes who may initiate a group session.
	

	
	4) Group member list: This identifies end-users who are members of the Shared Group. The semantics of group membership may depend on the session type, and may also be enabler-specific. 

5) Allow session access: This describes who may join a group session.  
	

	
	6) Maximum number of participants: This is the maximum number of end-users who can be active in the session. 

7) Allow anonymous access: This describes who may join a group session anonymously, if anonymous access is requested.
	

	
	8) Allow dynamic invitation: This describes who may invite additional participants to a group session.
9) Key participant: This describes who may assume the role of a “Key Participant”.  The semantics of Key Participant may depend on the session type, and may also be enabler-specific (e.g. a  “Distinguished Participant” of a 1-many-1 PoC group session).
	

	
	10) Subject: This contains a topic or description of a Shared Group.
11) Session participation policy:This describes the rules for determining who may participate in a group session.  The session participation policy may be based on the following:
i. Age minimum:  This indicates the minimum allowed age of a participant.

ii. Age maximum:  This indicates the maximum allowed age of a participant.
	

	
	12) Session termination policy: This describes the rules for determining whether the group session shall be terminated. The session termination policy may be based on the following:
i. Maximum duration:  This indicates the maximum allowed time that a session may be active.

ii. Required participant: This describes who (e.g. session initiator) must be a participant for the session to remain active.
13) Schedule: This represents the timing and duration of Group Session.
NOTE:  The schedule can be used by entities external to the XDM enabler to determine when to initiate the group session (e.g. an IM or PoC Client) or to enforce session timing and duration (e.g. an IM or PoC Server).
14) Allow sub-conferencing: This describes who may create sub-conferences in a group session.
15) Allow Private messaging: This describes who may send private messages in a group session.
	

	
	16) Allowed medias: This identifies which medias are allowed to use in a group session e.g. audio, text, video, application. 
17) Allow to see conference state: This describes who can see the state of the group session (e.g. who is currently online).
	

	DOC-GRP -002
	Each entry in a Group member list or Group reject list SHALL be a tuple consisting of a URI and, optionally, a display name.
	XDM 2.0

	DOC-GRP -003
	Each URI in the Group member list SHALL be unique.
	XDM 2.0

	DOC-GRP -004
	Each URI in the Group reject list SHALL be unique.
	XDM 2.0


Table 32: Shared Group
The following requirements apply to Shared Group management, in addition to those specified in Section 6.1.3:

	Label
	Description
	Enabler Release

	DOC-GRP -005
	 The service provider SHALL be able to set the maximum number of participants in a Shared Group.  
	XDM 2.0

	DOC-GRP -006
	A principal with appropriate management permissions MAY be able to set the maximum number of participants in a Shared Group to a value that does not exceed the maximum number set by the service provider.
	XDM 2.0

	DOC-GRP-007
	It SHALL be possible to create a Shared Group that contains members in the group member list or group reject list that belong to different service providers.
	XDM 2.0

	DOC-GRP-008
	Shared Group members MAY use Shared Groups to which they belong to, to create a new Shared Group. by copying an existing Shared Group, subject to service provider policy and access rules.
	XDM 2.0

	DOC-GRP-009
	Principals with appropriate management permissions SHALL be able to retrieve the Shared Group member list contained in Shared Group.
	XDM 2.0


Table 33: Shared Group Management
6.4.2 PoC-specific Information
This section describes additional functional requirements that are specific to information types needed to support the PoC enabler.

6.4.4.6 PoC Access Control Policy
	Label
	Description
	Enabler Release

	DOC-POC-001
	A PoC access control policy SHALL be described by the following:

1) Accept List:  A list of end-users from whom requests are accepted.
2) Reject List:  A list of end-users from whom requests are rejected.
	XDM 2.0


Table 34: PoC Access Control Policy
6.4.3 Presence-specific Information
This section describes additional functional requirements that are specific to information types needed to support the Presence enabler.
6.4.4.7 Presence Subscription Authorization Policy
	Label
	Description
	Enabler Release

	DOC-PRS-001
	A Presence Subscription Authorization Policy SHALL describe the following information:
1) A policy that defines how incoming subscription requests are handled.  This policy SHALL be able to utilize Accept, Reject, Polite Block and Deferred lists.  Depending on how the policy combines those lists, the Presence Server will determine whether to accept, reject, politely block, or defer the handling of an incoming subscription request.

2) A policy that defines what presence information will be disseminated to the watchers of a particular presentity.

3) A policy that defines what conditions will trigger a presence notification for a particular presentity.
	XDM 2.0


Table 35: Presence Subscription Authorization Policy

6.4.4.8 Presence Subscription Lists

Presence Subscription Lists (PSLs) are used to support the end-user to watch for presence information for a list of URIs with a list of requested attributes for every member.  Following the requirement to support subscriptions to parts of the presence information, it is meaningful to link the requested presence information tuples with the PSL.

	Label
	Description
	Enabler Release

	DOC-PSL -001
	 Shared URI Lists SHALL be supported as a reference for members of a PSL.
	XDM 2.0

	DOC-PSL -002
	PSL SHALL support a presence attribute request list for every list member. 
	XDM 2.0

	DOC-PSL-003
	PSL SHALL support a presence attribute request list common for some list members. 
	XDM 2.0


Table 36: Presence Subscription List
6.4.4 IM-specific Information
This section describes additional functional requirements that are specific to information types needed to support the SIMPLE IM enabler.
6.4.4.9 Conversation History Metadata
IM Conversation History Metadata describes meta information of one or more conversation, which SHALL have the following content:

	Label
	Description
	Enabler Release

	DOC-IMH -001
	 IM Conversation History Metadata describes meta information of one or more conversation, which SHALL have, at least,  the following contents:

1) Subject: indicating the topic of the conversation.
2) Expiry: indicating the storage time limit for the Conversation History.
3) Size: indicating the size of the stored message exchange
	XDM 2.0


Table 37: IM Conversation History Metadata

6.4.4.10 IM User Access Control Policy
An IM Access Control Policy SHALL be described by the following:

	Label
	Description
	Enabler Release

	DOC-IMAP -001
	An IM Access Control Policy SHALL describe the following:

1) Accept List:  A list of end-users from whom the requests are accepted.
2) Reject List:  A list of end-users from whom the requests are rejected.
	XDM 2.0


Table 38: IM User Access Policy
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