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1 Reason for Change
Based on OMA-IM-2006-0292-Minutes_22Jun2006_Conference-Call , MWG-IM has agreed to support similar (metadata) solution to Deferred Messages as already defined for the History. 
Copied from the minutes:

· We have agreements on the following: Storing of deferred message metadata in the XMDS. Storing of the contents of messages in the IM server. We need to check whether we need to enhance the IM XDMS spec to support deferred messages.
This contribution brings the initial texts for the Deferred Metadata.

Short summary of the contribution:

The same XML Schema as defined for the History Metadata is also used for the Deferred Messages Metadata. This contribution provides a description which XML elements of History Metadata are utilized for the Deferred Messages. A couple of new XML elements need to be defined for the Deferred Messages also regarding the XML Schema. 

As far as the MWG-IM prefers to keep the conversation history and deferred messages as different concepts, a separate AUID is defined for deferred messages. It also enables e.g. to place them to different (physical) network elements as well as supports the current understanding of search solution.

Since it can been seen easier for the client to differentiate the content, own MIME types are also proposed.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Accept the text as the basis for the Deferred Metadata texts.

6 Detailed Change Proposal

3.2  Deferred Messages Metadata

3.2.1 Structure

The root element of the Deferred Messages Metadata XML document is "history-list" which contains one or more "history" elements. Each "history" element contains supplementary descriptive information regarding the message in question. The "history" element:

1. SHALL include an “id” attribute representing a user part of the Message-ID URI assigned to the Deferred Message;
Editor note: The format of those identifiers to be stated in the IM TS 

2. SHALL include a "date" attribute representing the date when the message was sent. This attribute SHALL not exceed the precision of the day of the month; 

3. SHALL include a "history-reference" attribute representing the complete path and name of the stored content; namely the Message-ID URI ;

4. SHALL include a “size” element representing the size of the stored content;

5. MAY include an "expiry" element representing the date at which the content expires;
6. MAY include a “subject” element representing the Subject header field of the SIP request;

7. SHALL include a “pager” element containing:

a) a mandatory “time-stamp” element representing the creation time of the message;
b) a mandatory "from" element taken from the “From” header field of the SIP request;
c) a mandatory “to” element taken from the “To” header field of the SIP request;

d) an optional “auth-id” element representing the Authenticated Originator’s IM Address as defined in [OMA-IM-TS] if Privacy setting allows;
e) optionally any other attributes from any other namespaces for the purposes of extensibility.
8. MAY include any other attributes from any other namespaces for the purposes of extensibility.
Editor’s Note: 7c-e are new XML elements which should be added to the XML Schema.
3.2.2 Application Unique ID

The AUID SHALL be “org.openmobilealliance.deferred-list”.
3.2.3 XML Schema

The Deferred Messages Metadata XML document SHALL be composed according to the XML Schema defined in OMA-SUP-XSD-xdm_IMHistory-V1_0-xxxxxx.txt.

3.2.4 Default Namespace
The default namespace SHALL be "urn:oma:xml:imhistory-list".
3.2.5 MIME Type

The MIME type for the deferred messages metadata information SHALL be “application/deferred+xml”.

3.2.6 Validation constraints

The XML document SHALL conform to the XML Schema defined in OMA-SUP-XSD-xdm_IMHistory-V1_0-xxxxxx.txt with the clarifications given in the sub‑clause 5.1.6 Validation Constraints.

3.2.7 Data Semantics

Each <history> element contains descriptive information about one Deferred Message stored at the Storage. The IM Server creates the <history> element, and all the values of XML elements and attributes are initially set by the IM Server. 

The mandatory “id” attribute of the <history> element identifies the stored message. The mandatory <history-reference> sub-element of the <history> element refers to the stored message. The client can use the URI contained in the <history-reference> for fetching the message. The values of the “id” attribute and <history-reference> element are given by the IM Server and SHALL NOT be changed by the User. 
The “date” attribute of the <history> element defines the date when the User sent the message derived from the SIP request. The value of the “date” attribute SHOULD NOT be changed by the User.
The initial value of the <subject> element corresponds to the Subject header field of the SIP request. The value of the <subject> element can be changed by the User.

The value of the <size> element is set by the IM Server to the size of the stored content measured in kBytes. The value SHOULD NOT change by the User.
The value of the <expiry> element is used to indicate the storage time limit. The User MAY set or change the value of the <expiry> element to a preferred value indicating to the IM Server when the Deferred Message is no more needed and MAY be deleted. The IM Server MAY set a default value when adding the <history> element.
Editor’s Note: When the IM TS has agreed a solution for deleting the Deferred Messages, the above text to be checked / complemented.
The <pager> element SHALL be used for the Deferred Messages. The <time-stamp> sub-element of the <pager> element is set to the time when the User sent the message derived from the request. Values of the <from> and <to> elements are derived from the SIP request. The value of the <auth-id> element is set according to Authenticated Originator’s IM Address defined in [OMA-IM-TS] if the Privacy settings allow.
3.2.8 Naming conventions

There SHALL be only one Deferred Message Metadata XML document per XUI for the Deferred Message application usage. Therefore, the XDMS SHALL assign the Deferred Message metadata XML document the name “deferred_list”. 

To retrieve the Deferred Messages Metadata document the XDMC SHALL always use this name.

3.2.9 Global Documents

This XCAP Application Usage defines no Global Documents.

3.2.10 Resource interdependencies

This XCAP Application Usage defines no additional resource interdependencies.

3.2.11 Authorization policies

The authorization policies SHALL be defined according to [OMA-XDM_CORE-TS] and extensions defined in this subclause. 

By default, IM Server SHALL give to the User access and manipulation rights regarding the document created at the same User’s directory.

3.3 User Access Policy
*** NEXT CHANGE ***

3.4 Definitions

	Access Policy
	User defined rules for describing who is allowed to contact him/her using the IM Service. 

	Application Unique ID

(AUID)
	A unique identifier that differentiates XCAP resources accessed by one XDM Client from XCAP resources accessed by another XDM Client.  (Source: [XCAP])

	Conversation History
	A record of a user’s IM communication during IM sessions and pager mode messages. The Conversation History includes both the messages exchanged as well as supplementary descriptive information (e.g., topics and time of communication).  (Source: [OMA-XDM-AD])

	Deferred Message
	A functionality of IM Service by which the network stores pager mode or large message mode messages if not able to deliver them immediately to the recipient.

	Global Document
	A document placed under the XCAP Global Tree that applies to all users of that application usage.

	Global Tree
	A URL that represents the parent for all Global Documents for a particular application usage within a particular XCAP Root. (Source: [XCAP])

	IM Server
	An Application Server which implements the 3GPP IMS and 3GPP2 MMD application level network functionality for the IM service.  

	Shared List
	A URI List by which a user is able to group together a number of URIs (e.g., as “Friends”, “Family” etc.) or other resources, and where such a list is expected to be reused for a number of different services.

	URI List
	A list of URIs

	User
	A User is any entity that uses the described features through the User Equipment.

	User Address
	A User Address identifies a  User. The User Address can be used by one  User to request communication with other  Users.  (Source: [OMA-PoC-CP])

	XCAP Application Usage
	Detailed information on the interaction of an XCAP/XDM Client with an XCAP server.  (Source: [XCAP])

	XDM Client
	An HTTP client that understands how to follow the naming and validation constraints defined in this specification.

	XCAP Root
	A context that includes all of the documents across all application usages and users that are managed by a server. (Source: [XCAP])

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. (Source: [XCAP])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])

	XCAP User Identifier (XUI)
	The XUI is a string, valid as a path element in an HTTP URI that is associated with each user served by the XCAP server. (Source: [XCAP])
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