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1 Reason for Change

    During Osaka meeting, the group agreed the mechanism proposed in OMA-PAG-2006-0310-Realization-PINFO-CONT-4.zip to realize the following requirement.
	PINFO-CONT-004
	Presence Service SHALL include a mechanism whereby a watcher may be informed as to the time the current state of an element pertaining to a particular presentity is expected to be valid.


Here is the summary of the conclusion:
(1) For the elements defined in [RPID] we need to reuse the ‘fromUntil’ attribute. 
(2) For the elements defined by OMA we need to add an optional attribute ‘until’ to show the current state’s valid period. It was suggested that just use attribute ‘until’ to show the current state’s valid period. So the complicated processing can be avoided (e.g. time ranges overlap).
R01: Implemented the comments during the Beijing Meeting

(1) Only add ‘until’ attribute to <willingness> and <overriding-willingness> element;

(2) Add description for ‘Watcher Processing’ section
(3) Add description for ‘Publication of presence information’ section
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that PAG WG agree this CR.
6 Detailed Change Proposal

Change 1:  Section 5.1.1
5.1.1    Publication of presence information

A Presence Source SHALL implement the Event Publication Agent (EPA) function and support the PUBLISH method according to the procedures described in [RFC3903]. 

A Presence Source SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].

A Presence Source SHALL use the elements listed in section 10.4 when it has to publish presence information with semantics identical to those elements.

When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, and the Presence Source is a UE, it SHALL set the entity attribute of the <presence> element of the Presence Information document, defined in [RFC3863], to its registered public user identity, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].  If more than one registered public user identity is available, 
· the Presence Source SHALL set the value of the “entity” attribute of the <presence> element in the Presence Information document with the value of the P-Preferred-Identity header field used in the SIP PUBLISH request, if present, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. 
· If there is no P-Preferred-Identity header field included in the SIP PUBLISH request, the Presence Source SHALL include its default public user identity, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A], in the “entity” attribute of the <presence> element of the Presence Information document,
When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks and if the Presence Source is an AS, it SHALL set the value of the “entity” attribute of the <presence> element in the Presence Information document with the value of the P-Asserted-Identity header field used in the SIP PUBLISH request as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. 
The Presence Source MAY support other PIDF extensions to publish elements whose semantics do not match with those defined in section 10.4, as long as, if a Watcher that does not understand those extensions can ignore them without changing the meaning of the presence elements that are understood.
When the Presence Source publishes an element with an ‘until’ attribute (defined in [RPID] or [XSD_PRSPIDF]), it SHOULD set the Expires header field of the PUBLISH request corresponding with the ‘until’ attribute.
The Presence Source SHALL be free to provide any value of the instance identifier attributes (id) for <tuple>, <person> and <device> (as defined in [PRESDATAMODEL]) as this is being used only to syntactically differentiate between the elements and is not linked with any composition actions in the PS or resolution of conflicts in watcher.

For a given presentity, the information published by each presence source is composed into a single raw presence document as described in Section 5.4.3.1.

Change 2:  Add a watcher processing procedure which is missing in Presence 2.0
10.4 Presence Information Elements semantics

OMA Presence RD [PRESREQ] specifies a set of building blocks of presence information that need to be supported by the Presence enabler and their semantics.

The following sections describe the mapping of those presence information building blocks initially to some presence data model components and then to some element of PIDF [RFC3863], or one of its extensions (e.g. RPID [RPID], geographical, location object [RFC4119], and Presence Data Model [PRESDATAMODEL]). In case such a mapping is not possible because elements with similar semantics have not been defined so far in IETF, then OMA-specific extensions to PIDF are performed. 

The mandatory instance identifier “id” attribute in the <person>, <tuple> and <device> elements of a presence document serves no other purpose than to syntactically distinguish between the elements.

10.4.1 Application-specific Willingness

10.4.1.1 Description

The “Application-specific Willingness” indicates whether the user of the specified communication service desires to receive incoming communication requests for the specified application and device (if specified).  

10.4.1.2 Mapping to presence data model

The “Application-specific Willingness” is a part of  “service” information according to the presence data model.

10.4.1.3 Mapping to PIDF

The “Application-specific Willingness” building block SHALL be mapped to PIDF as following: <tuple>( <willingness>( <basic>( open/closed and <service-description>.

The <willingness> element is defined is section 10.5.1.2.

The <service-description> element is  defined in section 10.5.1.

10.4.1.4 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3 except for the case when the <willingness> element has an “until” attribute. In that case, should more than one <willingness> element be present in different <tuple> elements within a presence document, the watcher SHALL consider the willingness of the presentity to be the aggregate of all willingness-describing elements with all <willingness> elements. Duplicates SHALL be ignored. 
If the “Overriding Willingness” element exists, then the value of that element SHALL be used and the value of the “Application-specific Willingness” SHALL be ignored.  

If none of the two elements exist, then it should be concluded that it is not known whether the user of this communication service desires or not to receive incoming requests.  
The semantics of the deduced “willingness” for a watcher are the same, regardless if “application-specific” or “overriding” willingness was used by the presentity.

10.4.1.5 Limitations

None.

10.4.2 Overriding Willingness

10.4.1.6 Description

The “Overriding Willingness” provides an indication, set by the presentity that takes precedence over “Application-specific willingness” settings. For example, when an “Overriding Willingness” element is present, a positive setting indicates that the user is willing to accept communications for all available communications types, while a negative setting indicates that the user is not willing to accept any communications.

10.4.1.7 Mapping to presence data model

The “Overriding Willingness is part of the “person” component according to the presence data model.

10.4.1.8 Mapping to PIDF

The “Overriding Willingness” building block SHALL be mapped to PIDF as following: <person>( <overriding-willingness>( <basic>( open/closed.

The <overriding-willingness> element is defined is section 10.5.1.3.

10.4.1.9 Watcher Processing

Watcher Processing SHALL be performed as described in section 5.2.3 except for the case when the <overriding-willingness> element has an “until” attribute. In that case, should more than one <overriding-willingness> element be present in different <person> elements within a presence document, the watcher SHALL consider the overriding willingness of the presentity to be the aggregate of all overriding-willingness-describing elements with all <overriding-willingness> elements. Duplicates SHALL be ignored.
The semantics of the deduced “willingness” for a watcher are the same, regardless if “application-specific” or “overriding” willingness was used by the presentity.  
10.4.1.10 Limitations

None.

Change 3:  Add the ‘until’ attribute to <willingness> and <overriding-willingness>.
10.5 OMA specific PIDF extensions

10.5.1 OMA PIDF elements

10.4.1.11 <service-description>

The <service-description> element is an extension to PIDF that is used to describe OMA-specific services. The <service-description> element SHALL be used as a child element of the <tuple> element as defined in [PIDF].

The <service-description> element SHALL contain the following child elements:

· <service-id> element: Uniquely identifies the service. This element is mandatory and it SHALL contain a string value. Services utilizing this element SHALL register a unique value with OMNA. 

Editor’s Note: need to provide reference where those values are enumerated once OMNA has created the appropriate registry.

· <version> element: Defines the version of the service. This element is mandatory and it SHALL contain a string value in the form of “x.y” where “x” is the major version and “y” is the minor version of the particular service.

· <description> element: This element is optional. If present, it SHALL contain a string value providing additional informative description of the service.

10.4.1.12 <willingness>

The <willingness> element is an extension to PIDF that is used to describe the “Application-specific willingness” building block. The <willingness> element SHALL be used as a child element of the <tuple> element as defined in [PIDF]. 

The <willingness> element SHALL include the <basic> element and have two values “open” and “closed” indicating willingness for communication.
The <willingness> element MAY include the 'until' attribute indicating the time that the willingness state is expected to be valid.
10.4.1.13 <overriding-willingness>

The <overriding-willingness> element is an extension to PIDF that is used to describe the “Overriding willingness” building block. The <overriding-willingness> element SHALL be used as a child element of the <person> element defined in [PRESDATAMODEL].  

The <overriding-willingness> element SHALL include the <basic> element with the values “open” and “closed” indicating overriding willingness.
The <overriding-willingness> element MAY include the 'until' attribute indicating the time that the overriding-willingness state is expected to be valid.
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