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1 Reason for Change

This contribution provides response for the comment B023 in OMA-PAG-2006-0403R01-INP_XDM2_for_IM_Informal_Review_Report.doc.
	B023
	2006.07.12
	
	5.1.7
	Source: Qian Sun, Huawei

Form: <INP doc, mtg, confcall

“earlier than” attribute is not clear.
	Status: OPEN

Qian will provide response. 




The proposed changes are based on the agreed CR of OMA-PAG-2006-0625-CR_CR_XDM2_Merge_Schedule_And_Session_Termination_Policy:
	DOC-GRP-015
	1) Session active policy: This describes the rules for determining the existence of a group session.
The session active policy MAY be based on the following:

NOTE: How to utilize the session active policy for the actual session initiation or termination is not the scope of XDM enabler but that of the application enabler (e.g., IM or PoC).
	XDM 2.0

	DOC-GRP-016
	a) Maximum duration:  This indicates the maximum allowed time duration (e.g., 1 hour) for the session to remain active.
	XDM 2.0

	DOC-GRP-017
	b) Required participant: This describes who (e.g. session initiator) must participate for the session to get or remain active.
	XDM 2.0

	DOC-GRP-018
	c) Minimum number of participants: This describes how many must remain participating for the session to remain active.
	XDM 2.0

	DOC-GRP-019
	d) Allowed range of a time: This describes the allowed range of time (e.g., from 2pm to 4pm) for the session to get or remain active.
	XDM 2.0


Three new sub-elements for <list-service> element are added according to DOC-GRP-016, DOC-GRP-017 and DOC-GRP-018, and the <schedule> element is modified according to DOC-GRP-019.
The modification to the <schedule> element follows the style of <age> element referring to OMA-PAG-2006-0443R02-CR_Shared_Group_XDMS_Age_Intervals_clarification.
The corresponding changes to the schema will be deal with in another contribution after this one is agreed.
R03：Revised based on Jaekwon Oh’s comments.
2 Impact on Backward Compatibility

This CR has no impact on backward compatibility.
3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Add the proposed text under the proposed section.
6 Detailed Change Proposal
Change1: Modify the Structure for Session active policy in section 5.1.1
5.1.1  Structure

The Group document SHALL conform to the structure of the “group” document described in this sub‑clause. The schema definition is provided in section 5.1.3.

The <list-service> element 

a) SHALL include a “uri” attribute representing the Group Identity;

b) MAY include any other attributes from any other namespaces for the purpose of extensibility;

c) MAY include a <display-name> element containing a human readable name of the Group;

d) MAY include a <list> element containing the Group Members;

e) MAY include an <invite-members> element indicating whether the Group Members will be invited;

f) MAY include a <max-participant-count> element;

g) MAY include a <ruleset> element representing the authorization policy associated with this Group;

h) MAY include a <subject> element containing a topic or description of the Group;

i) MAY include one or more <age-restrictions> elements indicating the allowed age or age-range(s) of a Participant;

j) MAY include a <session-active-policy> element describing the rules for determining the existence of a Group Session;
k) 
l) MAY include an <automatic-group-advertisement> element indicating automatic sending of an Extended Group Advertisement message to members of the Group;
m) MAY include any other elements from any other namespaces for the purposes of extensibility.

Each <list> element SHALL be composed of a sequence of zero or more elements, each of which is
a) an <entry> element containing an attribute "uri" that conforms with SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]) identifying a single user, and an optional child element <display-name> associated with each element <entry>, containing a human readable name of each Group Member, as defined in [XCAP_List]; or

b) an <external> element pointing to a URI List in the Shared List XDMS as defined in [LIST_XDM]. 

The structure of the <ruleset> element SHALL conform to [COMMONPOL]. Each <ruleset> element is composed of a sequence of zero or more <rule> elements.

The <conditions> child element of any <rule> element MAY include the following child elements:

a) the <identity> element as described in  [COMMONPOL], except the sub-elements that are prohibited in [XDMSPEC];

b) the <external-list> element as defined in [XDMSPEC];

c) the <other-identity> element as defined in [XDMSPEC];
d) the <is-list-member> element.

Other types of <conditions> child elements described in [COMMONPOL] are not defined by this specification. This means that, if present, the Application Server performing the Group Session Controlling Function ignores such elements.

The <actions> child element of any <rule> element MAY include the following child elements:

a) the <allow-conference-state> element;

b) the <allow-invite-users-dynamically> element;

c) the <join-handling> element;

d) the <allow-initiate-conference> element;

e) the <allow-anonymity> element;

f) the <is-key-participant> element;

g) the <allow-subconf> element;

h) the <allow-private-message> element;

i) the <allow-media> element;
j) any other enabler specific <actions> child element defined by the enabler. (See the Appendix D for details).
The <age-restrictions> element SHALL include zero or more <age> child elements. Each <age> child element MAY contain the combination of the ”from” and ”until” attributes to specify an age or age interval.
The <session-active-policy> element MAY include as its child elements:

a) a <max-duration> element representing the maximum allowed time duration of a Group Session;
b) a <required-participants> element representing who must participate for a Group Session to get or remain active;
c) a <min-participant-count> element representing how many must remain participating for a Group Session to remain active;
d) a <schedule> element representing the allowed range of time for a Group Session to get or remain active;
e) any other elements from any other namespaces for the purposes of extensibility.
The <required-participants> element SHALL contain a sequence of zero or more following child elements, each of which is:

a) an <entry> element containing an attribute "uri" that conforms with SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]) identifying a single user, and an optional child element <display-name> associated with each element <entry>, containing the user’s human readable name, as defined in [XCAP_List]; or

b) an <external> element pointing to a URI List in the Shared List XDMS as defined in [LIST_XDM].
The <schedule> element SHALL include zero or more <time-range> child elements. Each <time-range> child element MAY contain the combination of the “start-time” and “end-time” attributes to specify a time range.







Change2: Modify the Data Semantics for Session active policy in section 5.1.7
5.1.7  Data Semantics

The value of the “uri” attribute in the <list-service> element SHALL represent a Group Identity.

The <list> element SHALL contain the Group Members:

· The <list > element MAY contain one or several <entry> child elements. The <entry> element SHALL contain an attribute "uri" which contains a valid User Address, i.e., either a SIP URI (as defined in [RFC3261]) or TEL URI (as defined in [RFC3966]), as well as a <display-name> associated with each of the element <entry>, and

· The <list> element MAY contain one or several <external> child elements. The <external> element SHALL reference URI Lists stored in the Shared List XDMS (as defined in [LIST_XDM]). Such referenced URI Lists SHALL belong to the same user as that of the Group document.

The <invite-members> element SHALL indicate whether the Group Session Controlling Function will invite the Group Members to the Group Session. The possible values are:

“false”
represents the Join-in Group. The Application Server performing the Group Session Controlling Function will not invite the Group Members to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
represents the Pre-arranged  Group. The Application Server performing the Group Session Controlling Function will invite the Group Members identified by the <list> element.

The <max-participant-count> element SHALL indicate the maximum number of Participants in the Group Session. 
The <subject> element SHALL indicate the title or description for the Group.
The <age-restrictions> element SHALL indicate the allowed age or age span of a Participant in a Group Session. Each <age> child element SHALL indicate each of such allowed age or age span by the combination of ”from” and ”until” attributes. Those attributes represent the boundaries of an age interval. This interval denotes an acceptance of participation (i.e. a user whose age is within the interval is allowed to join the group). The boundaries are inclusive (i.e. from 14 until 18 means that people of 14 and 18 are allowed to join the group). A missing attribute means “any age”; e.g., <age from=”18”/> means that the age span is from 18 to any. A specific age can be specified by having the same value for both attributes; e.g., <age from=”20” until=”20>.  Multiple <age> child elements under <age-restrictions> element denote multiple allowed ages or age spans, and SHALL be interpreted as logically ORed.

The <max-duration> element SHALL indicate the maximum allowed time duration in seconds of a Group Session.
The <required-participants> element SHALL contain a list of the Group Members who must participate for a Group Session to get or remain active:
· The <required-participants> element MAY contain one or several <entry> child elements. The <entry> element SHALL contain an attribute "uri" which contains a valid User Address, i.e., either a SIP URI (as defined in [RFC3261]) or TEL URI (as defined in [RFC3966]), as well as a <display-name> associated with each of the element <entry>, and

· The <required-participants> element MAY contain one or several <external> child elements. The <external> element SHALL reference URI Lists stored in the Shared List XDMS (as defined in [LIST_XDM]). Such referenced URI Lists SHALL belong to the same user as that of the Group document.

The <min-participant-count> element SHALL indicate the minimum number of Participants for a Group Session to remain active.
The <schedule> element SHALL define the allowed range of time for a Group Session to get or remain active. Each <time-range> child element SHALL indicate each of such allowed range of time by the combination of “start-time” and “end-time” attributes. These attributes represent the boundaries of the time range during which the Group Session can get or remain active. A missing attribute means “any time”; e.g., <time-range start-time=“2006-12-01T09:00:00Z”/> means that the Group Session is allowed to get active since 2006-12-01 09:00:00 UTC and remain active indefinitely.  Multiple <time-range> child elements under <schedule> element denote multiple allowed ranges of time, and SHALL be interpreted as logically ORed.

The <automatic-group-advertisement>  element indicating automatic sending of an Extended Group Advertisement message to members of the Group. The possible values are:

“false”
instructs the Shared Group XDMS not to send an Extended Group Advertisement message to members of the group. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Shared Group XDMS to send an Extended Group Advertisement message to members of the group as described in Chapter 7. 
The <is-list-member> “condition” element SHALL be used to match an identity against the contents of the <list> element.

The <join-handling> element SHALL define the action that the Application Server performing the Group Session Controlling Function is to take when processing a particular request to join a Group Session. 

The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the access to the Group Session. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the access to the Group Session. 

The <allow-initiate-conference> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to initiate a Pre‑arranged Group Session. The possible values are:
“false”
instructs the Application Server performing the Group Session Controlling Function to prevent the user from initiating the Pre‑arranged Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the user to initiate the Pre‑arranged Group Session.

The <allow-invite-users-dynamically> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to invite additional participants. The possible values are:

“false”
instructs the Application Server to prevent the user from inviting additional participants. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server to allow the user to invite additional participants.

The <allow-anonymity> “action” SHALL be used to indicate whether anonymity is allowed for a matching identity that is requesting anonymity. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block an anonymous access to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept an anonymous access to the Group Session.

The <allow-conference-state> “action” SHALL be used to indicate that the identity matching this rule is allowed to subscribe to the “conference” event package. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the subscription to the “conference” event package. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subscription to the “conference” event package.

The <is-key-participant> “action” SHALL be used to indicate that the identity matching this rule is assigned the role of ”Distinguished Participant”. The semantics of the “Distinguished Participant” is described in enabler specific specifications, e.g., in case of PoC in [OMA-PoC-AD]. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a normal participant. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a Distinguished Participant. 

The <allow-subconf> “action” SHALL be used to indicate that the identity matching this rule is allowed to create sub-conferences. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the sub-conferences originated by the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subs conferences originated by the User.

The <allow-private-message> “action” SHALL be used to indicate that the identity matching this rule is allowed to use private messages in the conference. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to deny usage of private messages from the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow usage of private messages to the User.

The <allow-media> “action” SHALL be used to indicate which media types the identity matching this rule is allowed to use and/or must support in the group communication. The possible child elements are: “audio”, “message”, “video”, “application” elements, etc. or combination of those elements. 

NOTE 1: Additional enabler-specific semantics of the above “action” elements may be described in enabler-specific specifications.
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