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1 Reason for Change
This contribution provides response for Shared Group XDM review comment number B004 by changing term pre-arranged to pre-defined: 

	B004
	2006.07.11
	3.2 and 5.1.7 
	Rename “pre-arranged” to “pre-defined”.


Also one pre-arranged term is changed in chapter C.1.2 and empty chapter C.2 is deleted.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Accept changes to Shared Group XDM Specification document.
6 Detailed Change Proposal

Change 1:  3.2. Definitions (change pre-arranged to pre-defined)
3.2 Definitions

	Application Server
	A functional entity that implements the service logic for SIP Sessions (e.g. PoC Server or IM Server).

	Application Unique ID

(AUID)
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application.  (Source: [XCAP])

	Join-in Group
	A persistent Group in which a User individually joins to have a Group Session with other joined Users, i.e., the establishment of a Group Session to a Join-in Group does not result in other Users being invited.  A Join-in Group optionally has an associated set of members.

	Group Session Controlling Function
	The Group Session Controlling Function is implemented in an Application Server and provides centralized Group Session handling, which includes group policy enforcement.

	Global Document
	A document placed under the XCAP Global Tree that applies to all users of that application usage.

	Global Tree
	A URL that represents the parent for all Global Documents for a particular application usage within a particular XCAP Root. (Source: [XCAP])

	Participant
	A Participant is a User in an “active” Session.

	User Address
	A User Address identifies a  User. The User Address can be used by one  User to request communication with other  Users.  (Source: [OMA-PoC-CP])

	Group
	A Group is a predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI.

	Group Session
	A Group Session is a Pre-defined Group, Ad-hoc Group or Joinm-in Group Session.

	Group Identity
	The SIP URI of the Pre-defined Group or Join-in-Group. 

	Group Member
	A User on the predefined list of those who are to be invited during initial Group Session establishment (in the case of Pre-defined Group Session), or allowed to join the Group Session (in the case of Restricted Join-in Group Session).

	Pre-defined Group
	A persistent Group that has an associated set of members.  The establishment of a Group Session to a Pre-defined Group results in all members being invited. 

	URI List
	A list of URIs.

	User
	A User is any entity that uses the described features through the User Equipment.

	XCAP Application Usage
	Detailed information on the interaction of an XCAP Client with an XCAP server. (Source: [XCAP])

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in [XCAP]. 

	XCAP Root
	A context that includes all of the documents across all application usages and users that are managed by a server. (Source: [XCAP])

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. (Source: [XCAP])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [XCAP]

	XCAP User Identifier (XUI)
	The XUI is a string, valid as a path element in an HTTP URI that is associated with each user served by the XCAP server. (Source: [XCAP])

	XDM Client
	See XCAP Client.

	XDM Server
	See XCAP Server.


Change 2:  Data Semantics  (change pre-arranged to pre-defined)
5.1.7   Data Semantics

The value of the “uri” attribute in the <list-service> element SHALL represent a Group Identity.

The <list> element SHALL contain the Group Members:

· The <list > element MAY contain one or several <entry> child elements. The <entry> element SHALL contain an attribute "uri" which contains a valid User Address, i.e., either a SIP URI (as defined in [RFC3261]) or TEL URI (as defined in [RFC3966]), as well as a <display-name> associated with each of the element <entry>, and

· The <list> element MAY contain one or several <external> child elements. The <external> element SHALL reference URI Lists stored in the Shared List XDMS (as defined in [LIST_XDM]). Such referenced URI Lists SHALL belong to the same user as that of the Group document.

The <invite-members> element SHALL indicate whether the Group Session Controlling Function will invite the Group Members to the Group Session. The possible values are:

“false”
represents the Join-in Group. The Application Server performing the Group Session Controlling Function will not invite the Group Members to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
represents the Pre-defined  Group. The Application Server performing the Group Session Controlling Function will invite the Group Members identified by the <list> element.

The <max-participant-count> element SHALL indicate the maximum number of Participants allowed by the document owner in the  Group Session. 

The <subject> element SHALL indicate the title or description for the Group.
The <schedule> element SHALL define the start and end times for a Group Session. The <start-time> element SHALL be used to indicate the starting time of the Group Session, e.g., to indicate the first possible time when Users can join the Group Session with the “eq” or “lt” attributes; or the latest possible joining time with the “earlier than” attribute. The <end-time> element can be used to indicate e.g. an exact end time or an end time if no participants with the “eq”, “gt” and “no-participants” attributes. More detailed semantics of the <schedule> element may be defined in enabler specific specifications. Using the same element multiple times inside the same <schedule> element denotes a logical AND operation between those elements.
The <age-limit> element SHALL indicate the allowed age of a Participant in a Group Session. Multiple <age-limit> elements inside the <list-service> element denotes a logical AND operation between those elements.
The <is-list-member> “condition” element SHALL be used to match an identity against the contents of the <list> element.

The <join-handling> element SHALL define the action that the Application Server performing the Group Session Controlling Function is to take when processing a particular request to join a Group Session. 

The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the access to the Group Session. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the access to the Group Session. 

The <allow-initiate-conference> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to initiate a Pre‑defined Group Session. The possible values are:
“false”
instructs the Application Server performing the Group Session Controlling Function to prevent the user from initiating the Pre‑defined Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the user to initiate the Pre‑defined Group Session.

The <allow-invite-users-dynamically> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to invite additional participants. The possible values are:

“false”
instructs the Application Server to prevent the user from inviting additional participants. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server to allow the user to invite additional participants.

The <allow-anonymity> “action” SHALL be used to indicate whether anonymity is allowed for a matching identity that is requesting anonymity. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block an anonymous access to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept an anonymous access to the Group Session.

The <allow-conference-state> “action” SHALL be used to indicate that the identity matching this rule is allowed to subscribe to the “conference” event package. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the subscription to the “conference” event package. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subscription to the “conference” event package.

The <is-key-participant> “action” SHALL be used to indicate that the identity matching this rule is assigned the role of ”Distinguished Participant”. The semantics of the “Distinguished Participant” is described in enabler specific specifications, e.g., in case of PoC in [OMA-PoC-AD]. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a normal participant. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a Distinguished Participant. 

The <allow-subconf> “action” SHALL be used to indicate that the identity matching this rule is allowed to create sub-conferences. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the sub-conferences originated by the User.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subs conferences originated by the User.

The <allow-private-message> “action” SHALL be used to indicate that the identity matching this rule is allowed to use private messages in the conference. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to deny usage of private messages from the User.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow usage of private messages to the User.

The <allow-media> “action” SHALL be used to indicate which media types the identity matching this rule is allowed to use and/or must support in the  group communication. The possible child elements are: “audio”, “message”, “video”, “application” elements, etc. or combination of those elements. 

NOTE 1: Additional enabler-specific semantics of the above “action” elements may be described in enabler-specific specifications.
Change 3:  C.1.2 Conference URI Negotiation (change pre-arranged to pre-defined)

C.1.2 Conference URI Negotiation

Figure B.2 describes how the Shared Group XDMS can negotiate a Conference URI.
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Figure B.1- Shared Group XDMS negotiates a Conference URI

The details of the flows are as follows:

1) The user “sip:ronald.underwood@example.com” wants to create a document with a conference URI “sip:wrongname@example.com”. For this purpose the XDMC sends an HTTP PUT request to the Aggregation Proxy.

PUT http://xcap.example.com
/org.openmobilealliance.groups/users/sip:ronald.underwood@example.com/MyGroup.xml HTTP/1.1

...

Content-Type: application/vnd.oma.poc.groups+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<group xmlns="urn:oma:xml:poc:list-service"
xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
xmlns:cr="urn:ietf:params:xml:ns:common-policy"
xmlns:ocr="urn:oma:xml:xdm:common-policy"

   xmlns:ext="urn:oma:xml:xdm:shared-group">

  <list-service uri="sip:wrongname@example.com">

    <list>

      <entry uri="tel:+1-212-555-1234"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <invite-members>true</invite-members>

    <ext:subject>My conference</ext:subject>

    <cr:ruleset>

      <cr:rule id="78t">

        <cr:conditions>

          <ocr:other-identity/>

        </cr:conditions>

        <cr:actions>

          <join-handling>true</join-handling>




<ext:allow-private-message>true</ext:allow-private-message>





<ext:allow-media>




   <ext:audio>mand</ext:audio>





   <ext:message>mand</ext:message>





   <ext:video>supp</ext:video>





</ext:allow-media>

        </cr:actions>

      </cr:rule>

    </cr:ruleset>

  </list-service>

</group>

creating the file “MyGroup.xml” to describe the pre-defined Group whose proposed name is “sip:wrongname@example.com”.

2) Based on the AUID the Aggregation Proxy forwards the request to Shared Group XDMS.

3) The Shared Group XDMS detects that the conference URI does not conform to the local policy. The Shared Group XDMS generates a valid conference name “sip:correctname@example.com” and sends an HTTP “409 Conflict” response including the generated URI.

HTTP/1.1 409 Conflict

...

Content-Type: application/xcap-error+xml

<?xml version="1.0" encoding="UTF-8"?>

<xcap-error xmlns="urn:ietf:params:xml:ns:xcap-error">

  <uniqueness-failure phrase="URI constraint violated">

    <exists field="group/list-service/@uri">

      <alt-value>sip:correctname@example.com</alt-value>

    </exists>

  </uniqueness-failure>

</xcap-error>

4) The Aggregation Proxy routes the response to the XDM Client.

5) The XDM Client repeats the XCAP request (sent in step 1) using the received conference URI value.

PUT http://xcap.example.com
/org.openmobilealliance.groups/users/

   sip:ronald.underwood@example.com/MyGroup.xml HTTP/1.1

...

Content-Type: application/vnd.oma.poc.groups+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<group xmlns="urn:oma:xml:poc:list-service"

xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
xmlns:cr="urn:ietf:params:xml:ns:common-policy"
xmlns:ocr="urn:oma:xml:xdm:common-policy"

   xmlns:ext="urn:oma:xml:xdm:shared-group">

  <list-service uri="sip:correctname@example.com">

    <list>
      <entry uri="tel:+1-212-555-1234"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <invite-members>true</invite-members>

    <ext:subject>My conference</ext:subject>

    <cr:ruleset>

      <cr:rule id="78t">

        <cr:conditions>

          <ocr:other-identity/>

        </cr:conditions>

        <cr:actions>

          <join-handling>true</join-handling>




<ext:allow-private-message>true</ext:allow-private-message>





<ext:allow-media>




  <ext:audio>mand</ext:audio>





  <ext:message>mand</ext:message>





  <ext:video>supp</ext:video>





</ext:allow-media>

        </cr:actions>

      </cr:rule>

    </cr:ruleset>

  </list-service>

</group>

where the file “MyGroup.xml” is the document created in step 1)

6) Based on the AUID the Aggregation Proxy forwards the request to Shared Group XDMS.

7) The Shared Group XDMS creates the requested conference URI and sends an HTTP “201 Created” response.

HTTP/1.1 201 Created

Etag: "et17a"

...

Content-Length: 0

The Aggregation Proxy routes the response to the XDM Client.

Change 4:  Delete chapter C.2 as it is empty
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