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1 Reason for Change
This contribution provides answer to IM XDM review comment A049 together with OMA-PAG-2006-0517:
	A049
	2006.07.11
	
	5.2.7
	Source: Antti Laurila, Nokia

Description of <allow-session> and <allow-pager-mode-message>: more information about those elements relation to “large message mode”, FT, GA and System Message could be provided. E.g. that the access control is not applied to system messages. How about GA or FT? Large message mode could be included in the <allow-pager-mode-message>, but it should be clarified in the text.
	Status: OPEN 

Nicolas will provide response. 

Related to A037


Contribution proposes to add new <media> element under <conditions> element which describes for which media this condition concern. With <media> element it is possible to define different rules for different media like for voice, video, group advertisement, file transfer and pager mode messages. 

Below is example of new rule description:

<rule id="aaa">

    <conditions>

      <identity>

        <one id="tel:5678;phone-context=+43012349999" />

        <one id="sip:percy.underwood@example.com" />

      </identity>


    <media>


  <pager-mode-message/>



  <file-transfer/>



  <group-advertisement/>


    </media>

    </conditions>

    <actions>

      <allow-invite>reject</allow-invite>
   </actions>

</rule>

<rule id="bbb">

    <conditions>


      <ocp:other-identity/>


  <media>




<message/>


  </media>

    </conditions>

    <actions>


  <allow-invite>accept</allow-invite>

   </actions>

</rule>

Proposed solution is also backward compatible with PoC 1 level solution where all kind of communication was blocked / accepted with definition of <allow-session> element (although name of the element refers only to session initiation).

And because <media> element can be used by several enabler (IM, POC) it is proposed to add it to the XDM Core specification instead of enabler specific XDM Specification.

Please see also related contribution OMA-PAG-2006-0517 against IM XDM Specification.
2 Impact on Backward Compatibility

None as proposed solution is backward compatible with PoC 1 User Access Policy.

3 Impact on Other Specification
IM XDM Specification and PoC 2 XDM Specification if PoC 2 wants to add these to PoC User Access Policy (CR for PoC 2 WG will follow).
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed additions to the specification.
6 Detailed Change Proposal

Change 1:  Add <media > with its subelements to the structure 
6.6.2.1 Structure

Every rule in an authorization policy document SHALL support the following extensions to [COMMONPOL]: 

· the <external-list> condition element (as defined in section 6.6.2.2);

· the <anonymous-request> condition element (as defined in section 6.6.2.2);

· the <other-identity> condition element (as defined in section 6.6.2.2).

· the <media> condition element (as defined in section 6.6.2.2).
If present in any rule, the <external-list> element allows for matching those identities that are part of a URI List (as defined in section 6.6.2.2).

If present in any rule, the <anonymous-request> element matches those incoming requests that have been identified as anonymous.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, an AS SHALL use the procedures as defined in chapter 5.7.1.4 in [3GPP TS 24.229]  / [3GPP2 X.S0013-004-A] how to identify the source of the request anonymous.

Note: If the authorization policy document includes a rule having an <anonymous-request> condition element, an XDM client should not specify another rule containing an <identity> condition element with a <many/> child element and the same <actions> and/or <transformations> element(s) as the rule with the <anonymous-request> condition element.

If present in any rule, the <other-identity> element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy.
If present in any rule, the <media> element matches all media that are listed. 

The <media> element can include following sub-elements:
· <message> indicating all messaging types (MSRP, SIP MESSAGE).
· <pager-mode-message> indicating both “normal“ SIP MESSAGE and “large message mode” requests
· <group-advertisement> 
· <file-transfer>
· <audio>

· <video>

· <application>
The <audio> and <video> elements may include one of the following elements describing audio or video type: <full-duplex> or <half-duplex>.

The <conditions> element of a rule SHALL contain no more than one of <identity>, <external-list>, <anonymous-request>, <other-identity> or <media>.

Change 2:  Add <media > and its subelements to the XML Schema. NOTE that Schema should be moved to SUP-file and new proposed additions to other SUP-file 

6.6.2.2 XML Schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oma:params:xml:ns:common-policy"

   xmlns="urn:oma:params:xml:ns:common-policy"

   xmlns:xs="http://www.w3.org/2001/XMLSchema"

   elementFormDefault="qualified" attributeFormDefault="unqualified">

<!-- OMA specific "conditions" child elements -->    

<xs:element name="other-identity" type="emptyType"/>

    <xs:element name="external-list">

      <xs:complexType>

        <xs:sequence>

          <xs:element name="entry" type="anchorType" minOccurs="0" maxOccurs="unbounded"/>

        </xs:sequence>

      </xs:complexType>

    </xs:element>

  <xs:element name="anonymous-request" type="emptyType"/>

  <xs:complexType name="anchorType">

    <xs:attribute name="anc" type="xs:anyURI"/>

    <xs:anyAttribute namespace="##any"/>

  </xs:complexType>
  <xs:element name="media" type=mediaType>

<xs:complexType name="mediaType">

  <xs:sequence maxOccurs=”unbounded”>

  <xs:choice>

    <xs:element name="message" type="mType"/>
    <xs:element name="pager-mode-message" type="mType"/>

    <xs:element name="group-advertisement” type="mType"/>

    <xs:element name="file-transfer” type="mType"/>
    <xs:element name="audio” type="duplex"/>

    <xs:element name="video” type="duplex"/>

    <xs:element name="application” type="mType"/>
    <xs:any namespace="##other" processContents="lax"/>
  </xs:choice>

  </xs:sequence>

</xs:complexType>
<xs:complexType name="duplex">

  <xs:sequence minOccurs="0" maxOccurs=”1”>  <xs:choice minOccurs=”0”>

    <xs:element name="full-duplex" type="emptyType"/>
    <xs:element name="half-duplex” type="emptyType"/>

</xs:choice>
   <xs:any namespace="##other" processContents="lax"

    minOccurs="0" maxOccurs="unbounded"/>
  </xs:sequence>

</xs:complexType>
<xs:complexType name="mType">

  <xs:sequence minOccurs=”0”>

    <xs:any namespace="##other" processContents="lax"

     minOccurs="0" maxOccurs="unbounded"/>

  </xs:sequence>

</xs:complexType>

<xs:complexType name="emptyType"/>

</xs:schema>
Editor note: It must be clarified how to register the OMA specific namespace.
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