Doc# OMA-PAG-2006-0541-PRS1-Presence-TS-New-RFC-filter-f[image: image1.jpg]"sOMaQa

Open Mobile Alliance



ormat 
Change Request

Doc# OMA-PAG-2006-0541-PRS1-Presence-TS-New-RFC-filter-format
Change Request



Change Request

	Title:
	New RFC 4661 (simple-filter-format)
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-PAG

	Doc to Change:
	OMA-TS-Presence_SIMPLE-V1_0-20060725-A

	Submission Date:
	29 Sep 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Ingemar Lindgren, Ericsson, ingemar.lindgren@ericsson.com

	Replaces:
	n/a


1 Reason for Change

The OMA-TS-Presence_SIMPLE-V1_0-20060725-A is normatively referencing the draft-ieft-simple-filter-format-05 which has now finally become RFC 4661.
This CR proposes the necessary changes in order to reference the RFC 4661.

The changes compared to draft-ieft-simple-filter-format-05 are mostly minor bug fixes and editorial touch-ups:

Before Intro:
changed status text
Chapter 1:
editorial touch-ups
Chapter 3:
editorial touch-ups
Chapter 3.1:
clarified MIME type
Chapter 3.4:
editorial touch-ups
Chapter 3.5:
editorial touch-ups
Chapter 3.6.1:
improved explanation
Chapter 3.6.2:
editorial touch-ups
Chapter 3.6.3:
editorial touch-ups
Chapter 4:
editorial touch-ups
Chapter 5:
editorial touch-ups, added example pointers
Chapter 6.2:
editorial touch-ups
Chapter 6.5:
editorial touch-ups
Chapter 6.6:
editorial touch-ups
Chapter 7:
added extensibility in schema 
Chapter 8:
editorial touch-ups
Chapter 9.1:
editorial touch-ups
Chapter 11.1:
updated normative reference text
Chapter 11.2:
updated informative reference text
App:

changed disclaimer appendix
As these changes will not impact the text of OMA-TS-Presence_SIMPLE-V1_0-20060725-A changes needed are in chapter 2.1 Normative References and where the reference is used.
Summary of the changes in the TS are:

a) Added new RFC reference in 2.1

b) Removed old I-D reference in 2.1

c) Changed the reference [FILTERFORMAT] to [RFC4661] in all appropriate places

2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Update the reference according to detailed proposal in chapter 6

6 Detailed Change Proposal

>>>>>>>>>>>>Make the proposed changes in section 2.1>>>>>>>>>>>>

NOTE to the editor: Keep RFCs in numbered order.

	[RFC3863]
	“Presence Information Data Format (PIDF)”, H.Sugano et al., Aug 2004 (http://www.ietf.org/rfc/rfc3863.txt)

	[RFC3903]
	”An Event State Publication Extension to the Session Initiation Protocol (SIP) “, A. Niemi, Oct. 2004,  (http://www.ietf.org/rfc/rfc3903.txt)

	[RFC4119]
	“Presence-based GEOPRIV Location Object Format”, J. Peterson, Dec. 2005, (http://www.ietf.org/rfc/rfc4119.txt)

	[RFC4122]
	“A Universally Unique IDentifier (UUID) URN Namespace”, P.Leach et al., July 2005, (http://www.ietf.org/rfc/rfc4122.txt)

	[RFC4661]
	“An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H.Khartabil et al, Sep 2006
(http://www.ietf.org/rfc/rfc4661.txt)

	[CONTENTIND]
	“A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E.Burger, Oct. 2004, (http://www.ietf.org/internet-drafts/draft-ietf-sip-content-indirect-mech-05.txt)

Note: IETF Draft Work in progress

	[EVENTLIST]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al., IETF draft, December 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-list-07.txt)

Note: IETF Draft work in progress

	
	


	[FILTER]
	“Functional Description of Event Notification Filtering”, H.Khartabil et al., Mar. 2005 (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-filter-funct-05.txt)

Note: IETF Draft work in progress

	[PARNOT]
	Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information”, M.Lonnfors et al., Jun 9. 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-notify-07.txt)

Note: IETF Draft work in progress


2.1 Normative References

>>>>>>>>>>End of the proposed changes in section 2.1>>>>>>>>>>>>>>>>
>>>>>>>>>>>>Make the proposed change in section 4 >>>>>>>>>>>>>
In addition to the SIP methods for subscription, publication, and notification of presence state based on [RFC3265], [RFC3856] and [RFC3903], this specification also addresses: 

· The content of presence information, based on [RFC3863], [RPID], [RFC4119], [PRESDATAMODEL] etc.

· The partial publication of (only the changed) presence information, based on [PARFORMAT]

· Triggers for the generation of notifications when specific events take place

· The handling of large presence information content, based on support of [RFC 2387] and [CONTENTIND]

· The control of the content of the notification sent to a watcher, based on [FILTER] and [RFC4661]

· Back-end subscriptions to a presence list, based on [EVENTLIST]

· Subscription authorization rules for watchers, based on [PRESXDM], and

· Presence content rules for watchers, based on [PRESXDM].

The Presence Services makes use of various data repositories in the network that store information related to presentities and watchers, specifically: 

>>>>>>>>>>End of the proposed changes in section 4 >>>>>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 5.2.5>>>>>>>>>
5.5.3 Event Notification Filtering

Event notification filtering is a mechanism for the watcher to control the content and triggers of notifications.

A watcher subscribing to presence information MAY request event notification filtering.  A watcher requesting event notification filtering SHALL support the following:

· Event notification filtering, according to the subscriber procedures described in [FILTER], and

· Content-type ‘application/simple-filter+xml’, according to [RFC4661]. 

>>>>>>>>>>End of the proposed changes in section 5.2.5 >>>>>>>>>>>>>>>>
>>>>>>>>>>>>Make the proposed change in section 5.3.1.1>>>>>>>>>

5.4.4.1 Event notification filtering

Event notification filtering is a mechanism for the watcher information subscriber to control the content of notifications sent to it.

A watcher information subscriber subscribing to watcher information MAY request event notification filtering. A watcher information subscriber requesting event notification filtering SHALL support the following:

· Event notification filtering, according to the subscriber procedures described in [FILTER], and

· Content-type ‘application/simple-filter+xml’, according to [RFC4661].

>>>>>>>>>>End of the proposed changes in section 5.3.1.1 >>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 5.4.3.3>>>>>>>>>

5.4.4.1 Applying event notification filtering

The PS MAY support event notification filtering according to the following procedures:

· Event notification filtering, according to the procedures described in [FILTER], and

· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 

If the PS supports event notification filtering; and 

· understands the particular filter included in the payload of the SUBSCRIBE request using the content type ‘application/simple-filter+xml’, the PS SHALL apply the requested filter. As a result, the authorized watchers are notified of the actual presence information after first applying the privacy filtering procedures as described in section 5.4.3.2 then the event notification filtering procedures described in this section.

· does not understand the particular filter included in the payload of the SUBSCRIBE request as requested by the watcher, the PS SHALL indicate it to the watcher as specified in [FILTER] and [RFC4661].
>>>>>>>>>>End of the proposed changes in section 5.4.3.3 >>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 5.4.4.1>>>>>>>>>
5.4.4.1 Applying event notification filtering

The PS MAY support event notification filtering according to the following procedures:

· Event notification filtering, according to the procedures described in [FILTER], and

· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 

If the PS supports event notification filtering; and 

· understands the particular filter included in the payload of the SUBSCRIBE request, the PS SHALL apply the requested filter.

· does not understand the particular filter included in the payload of the SUBSCRIBE request, the PS SHALL indicate it to the subscriber as specified in [FILTER] and [RFC4661].

>>>>>>>>>>End of the proposed changes in section 5.4.4.1 >>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section 5.5.3>>>>>>>>>
5.5.3 Event Notification Filtering

The RLS MAY support event notification filtering according to the following procedures:

· Event notification filtering, according to the RLS and notifier procedures described in [FILTER], and

· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 

If the RLS supports event notification filtering; and 

· understands the particular filter included in the payload of the SUBSCRIBE request, the RLS SHALL apply the requested filter.

· does not understand the particular filter included in the payload of the SUBSCRIBE request, the RLS SHALL indicate it to the subscriber as specified in [FILTER] and [RFC4661]. 

>>>>>>>>>>End of the proposed changes in section 5.5.3 >>>>>>>>>>>>>

>>>>>>>>>>>>Make the proposed change in section C.1.2.8>>>>>>>>>
In this example, a presentity has a presence document that includes two presence tuples: one for Instant Messaging (IM) and another for gaming services. 

1.
A watcher sends a SIP SUBSCRIBE request to the PS requesting the presence information related to all the messaging applications (e.g. MMS, SMS, IM) of the presentity. This is done by including a filter in the body of the SIP SUBSCRIBE request according to [FILTER] and [RFC4661].

2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the PS.

3. The PS authorizes the subscription and interprets the subscription filter and sends a SIP 200 OK response to the SIP/IP Core network indicating that the subscription has been accepted and the subscription filter understood.

4. The SIP/IP Core network forwards the SIP 200 OK response to the watcher.

5. The PS sends a SIP NOTIFY request to the the SIP/IP Core network including only the Instant Messaging related tuple that was requested by the watcher’s subscription filter.

>>>>>>>>>>End of the proposed changes in section C.1.2.8 >>>>>>>>>>>>>
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