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1 Reason for Change
With Presence 1.0 procedures, the PS can only provide a valid presence document to the watchers if it has received input presence information from Presence Sources and that information has not been expired.

There are use cases where there may be no active sources capable of publishing presence information and setting of permanent presence state is useful. This type of default state is independent of any particular source and can be considered to be persistent. draft-ietf-simple-xcap-pidf-manipulation-usage-02 provides a solution for setting the Permanent Presence State document for the presentity.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

N/A.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes shown below.
6 Detailed Change Proposal
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Change 2:  Section 4

Introduction

The document defines an application level specification for the OMA SIP/SIMPLE-based Presence Service. It defines the presence information semantics for presence information conveyed using the Presence Information Data Format (PIDF) the Rich Presence Information Data Format (RPID) and geographical information conveyed in a GEOPRIV location object (see [RFC4119]) specified by the IETF in conjunction with the overall Presence Data Model defined in [RFC4479].

This specification makes use of the implementations of the SIP protocol in the 3GPP IMS (IP Multimedia Subsystem) and 3GPP2 MMD (Multimedia Domain) for collecting and disseminating presence information between the various Presence Sources and their watchers as described in the Presence architecture document ([PRESAD]).

In addition to the SIP methods for subscription, publication, and notification of presence state based on [RFC3265], [RFC3856] and [RFC3903], this specification also addresses: 

· The content of presence information, based on [RFC3863], [RFC4119], [RFC4479], [RFC4480]  etc.;
· Setting of permanent presence state in the absence of any Presence Source actively publishing presence information;
· The partial publication of (only the changed) presence information, based on [PARFORMAT];
· Triggers for the generation of notifications when specific events take place;
· The handling of large presence information content, based on support of [RFC 2387] and [RFC4483];
· The control of the content of the notification sent to a watcher, based on [FILTER] and [FILTERFORMAT];
· Back-end subscriptions to a presence list, based on [RFC4662];
· Subscription authorization rules for watchers, based on [PRESXDM]; and

· Presence content rules for watchers, based on [PRESXDM].

The Presence Services makes use of various data repositories in the network that store information related to presentities and watchers, specifically: 

· The Presence XDMS (see [PRESXDM]) for storage of documents related to a presentity, such as subscription authorization rules, presence content rules for watchers and permanent presence state; 

· The Shared List XDMS (see [SharedListXDM]) for URL Lists which may be referenced from other documents; 

· The RLS XDMS (see [RLSXDM]) for storing a watcher’s presence list; and

· The Content Server (see [PRESAD]) for managing MIME objects.

Change 3:  Section 5.4

Presence Server

The Presence Server (PS) is an entity that accepts, stores and distributes presence information. The PS performs the following functions:

· Handles publications from one or multiple Presence Source(s) of a certain presentity. This includes refreshing presence information, replacing existing presence information with newly published information, or removing presence information, for a given Presence Source (see section 5.4.1).
· Composes the presence information received from one or multiple Presence Source(s) into a single presence document (see section 5.4.3.1). 

· Handles subscriptions from watchers to presence information and generates notifications about the presence information state changes (see section 5.4.2).

· Handles subscriptions from watcher information subscribers to watcher information and generates notifications about the watcher information state changes (see section 5.4.4).

· Authorizes the watcher’s subscription to the presentity’s presence information and applies policies (see section 5.4.3.2).

· Applies the watcher’s event notification filtering preferences, as appropriate (see section 5.4.4.1).

· Applies rate control mechanisms to the notifications, as appropriate (see section 5.4.3.4).

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the PS SHALL be implemented in an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.

5.4.1 Presence information publication acceptance from Presence Sources

A PS SHALL implement the Event State Compositor (ESC) function and support the PUBLISH method according to the procedures described in [RFC3903]. 

A PS SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].
5.4.1.1 Applying Presence Publication
As part of the publication process, the Presence Server may need to replace existing presence information with new incoming information received by Presence Sources (see Section 4.4 of [RFC3903]).  

The PS SHALL handle incoming publications as defined in [RFC3903].
5.4.1.2 Presence publication authorisation

Before accepting a PUBLISH request, the PS SHALL perform identity verification and authorization of the publication attempt of the Presence Source, per local policy. 

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD then the PS SHALL 

· verify the identity of the Presence Source of the PUBLISH request as described in [3GPP TS 24.229]/ [3GPP2 X.S0013-004-A] sub-clause 5.7.1.4 

The PS publication authorisation policy SHALL authorize the publication for the presentity, and SHOULD reject the publication for all other users. 

The PS SHALL perform authorisation of the publication by verifying that the identity of the source of the PUBLISH request matches against the value of the “entity” attribute of the <presence> element in the Presence information document as described in [RFC3863]. If the presentity is identified by both a pres URI and a SIP URI, they SHALL be considered equivalent for the purposes of publication and publication authorization.
In case of successful authorization, the PS accepts the PUBLISH request and SHALL process the PUBLISH request in accordance with [RFC3903].

If a <timestamp> element exists in a <tuple> element, <person> element or <device> element, the PS SHALL overwrite its value with the time the PUBLISH request was received. If a <timestamp> element does not exist in a <tuple> element, <person> element or <device> element, the PS SHALL add a <timestamp> element respectively. The PS SHALL NOT update <timestamp> element value on publication refreshes.

The PS SHALL ensure that consecutive publications never are assigned the same time-stamp, such that in the case of conflicts watchers are always able to differentiate between elements by looking at the time of their publication.

5.4.1.3 Handling of partial publications

The PS MAY support partial publication. 

If the Presence Source generates a partial publication request as described in chapter 5.1.1.1 using the ‘application/pidf-diff+xml’ content-type defined in [PARFORMAT] the PS SHALL process the PUBLISH request in accordance with [RFC3903] and [PARPUBLISH].

5.4.1.4 Handling of large objects

The PS MAY support the ‘multipart/related’ content type in accordance with [RFC2387]:

If supported, the PS SHALL process a presence document represented as ‘multipart/related’ content type as follows:

· If the ‘multipart/related’ content type contains direct MIME object data, the PS SHALL check the size of the direct MIME object data. 
a. If the size exceeds the upper limit as defined by Presence Server policies the Presence Server SHALL stop processing and return the SIP response “413 Request Entity Too Large”. The upper limit used by the Presence Server SHALL be at least equal to or greater than the respective limit defined for the Presence Source.
b. If the size of the direct MIME object data is within the PS's upper limit, the PS SHALL either store the MIME object in case of initial publication or replace an existing content in case of modify operation. 

· If the ‘multipart/related’ content type contains an indirect MIME object included in a ‘message/external-body’ content type and the content indirection [RFC4483] mechanism is supported by the PS, the PS SHALL associate the value of the relevant presence attribute with the external content.

If the PS does not support the ‘multipart/related’ content type, then the PS shall send a 415 (Unsupported Media Type) response and indicate the supported content types in the “Accept” header field.
5.4.1.5 Permanent Presence State
If there is no valid incoming publication for the presentity, the PS MAY fetch the presentity’s Permanent Presence State document stored in the Presence XDMS according to the procedures defined in [XDMSPEC] section 6.1.1. When fetching the document, the PS SHALL construct the HTTP URI as follows: 

· Set the XCAP Root URI as described in [XDMSPEC];
· Set the AUID to “pidf-manipulation” as defined in [PRESXDM]; and
· Set the document name to “perm-presence” as defined in [PRESXDM]; and

· Set the XUI to the URI of the presentity. 
In case the Presence XDMS returns a PIDF document for the above fetch, the PS SHALL treat this input as a document published by a Presence Source and use it for presence information processing. 
When the PS receives a valid presence information publication from a Presence Source, it SHALL ignore the Permanent Presence State document for presence information processing.
Change 4:  Section 5.4.5

5.4.2 XDM Functions

Certain PS functionality depends on particular XML documents stored in the Presence and Shared List XDMSs.  In order to provide this functionality the PS SHALL support the following:

· Retrieval of XML documents stored in the Presence XDMS and Shared List XDMS, according to [XDMSPEC] section 6.1.1 (via the PRS-8 and PRS-5 reference points, respectively).

· XCAP application usages specified in [PRESXDM] section 5.1 and [SharedListXDM].
The PS MAY support the Permanent Presence State functionality as specified in section 5.4.1.5. If supported, the PS SHALL support the XCAP application usage specified in [PRESXDM] section 5.2.
The PS MAY subscribe to changes made to XML documents stored in the Presence XDMS and Shared List XDMS, If so, the PS SHALL follow the procedure defined in [XDMSPEC] section 6.1.2 (via the PRS-3 reference point).
Change 5:  Section 5.6

XDM Client

The XDM Client SHALL support the XDM Client procedures described in [XDMSPEC] section 6.1, and some or all the XCAP application usages described in [PRESXDM], [RLSXDM] and [SharedListXDM].
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