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1 Reason for Change

Reason 1
The new version of the IETF draft draft-ietf-simple-xcap-12 is now available. The changes to the previous version are available at: 

http://tools.ietf.org/wg/simple/draft-ietf-simple-xcap/draft-ietf-simple-xcap-12-from-11.diff.html
The following changes were done:

* clarified the distinction between 'default document namespace',

   which is the default namespace used in evaluation of XCAP URIs, and

   'default namespace', which is the standard XML term for defaults

   within XML documents. Using those two different terms consistently

   in the specification

* added the following warning where the structure of the XCAP URI is

   discussed:

Implementors making use of HTTP servlets should be aware that XCAP

may require them to get authorization from the server administrator to

place resources within this specific subset of the URI

namespace.

* Clarified handling of redundant namespace declarations in Section

   8.2.3:

<t> If the element being inserted (or any of its children) contain

namespace declarations, those declarations are retained when the

element is inserted, even if those same declarations exist in a parent

element after insertion. The XCAP server MUST NOT remove redundant namespace

declarations or otherwise change the namespace declarations that were

present in the element being inserted.

</t>

and within 8.2.4:

<t>

As with creation, replacement of an element does not result in the

changing or elimination of namespace declarations within the newly

modified element.

</t>

* clarified that namespace bindings are not added in a GET

   response. The following was added in section 8.3:

The server MUST NOT add namespace bindings

representing namespaces used by the element or its children, but

declared in ancestor elements; the client will either know these bindings

already (since it has a cached copy of the whole document), or it can

learn them by explicitly querying for the bindings.

* clarified in section 8.2.5:

If a schema allows for

elements or attributes from other namespaces, and the new document

contains elements or attributes from an unknown namespace, the server

MUST allow the change. In other words, it is not necessary for an XCAP

server to understand the namespaces and corresponding schemas for

elements and attributes within a document, as long as the schema

itself allows for such elements or attributes to be included. Of

course, such unknown namespaces would not be advertised by the server

in its XCAP capabilities document <xref target="sec:xcap-caps"/>.

</t>

* also clarified in section 8.25 the handling of unknown elements from

   a known namespace:

<t>

If the final document contains elements or attributes from a namespace 

that the

server does understand (and has consequently advertised in its XCAP

capabilities document), but the server does not have the schema for

that particular element or attribute, the server MUST reject the request 

with a 409

response. That response SHOULD

contain a detailed conflict report containing the

&lt;schema-validation-error&gt; element.

</t>

* Clarified in Section 12 what it means to support a namespace:

To 'support' a namespace, the

server must have the schemas for all elements within that namespace,

and be able to validate them if they appear within documents.

* clarified in 8.2.7 that a successful PUT response MUST include an

   entity tag. This was already stated in section 8.5 but is repeated

   here as part of PUT processing.

* clarified in 8.3 that a successful GET has to include an etag.

* clarified in 8.4 that if the document remains after DELETE, the 200

   OK response must include an etag

* in section 8.5 on managing etags, clarified that there is basically

   one etag for the whole document. This was kind of opaque

   before. First paragraph now reads:

<t>

An XCAP server MUST maintain entity tags for all resources that it

maintains. This specification introduces the additional constraint

that when one resource within a document (including the document

itself) changes, that resource is assigned a new etag, and all other

resources within that document MUST be assigned the same etag

value. Effectively, there is a single etag for the entire document. An

XCAP server MUST include the Etag header field in all 200 or 201

responses to PUT, GET, and DELETE, assuming the document itself still

exists after the operation. In the case of a DELETE, the entity tag

refers to the value of the entity tag for the document after the

deletion of the element or attribute.

</t>

* removed text that allowed weak entity tags. Spec merely says that

   xcap doesn't introduce new requirements on strength of entity

   tags. Allowance for weak etags was added in -03 but I found no

   record of discussion for this change and I cannot recall why I put

   it in. Weak entity tags are strongly discouraged these days, so the

   text allowing them was pulled.

* clarified in 7.11 that it is not possible to insert an element or

   attribute condition on the operation being an INSERT and not a

   replacement:

One way to think of this is that,

logically speaking, on receipt of the PUT request, the XCAP server

instantiates the etag for the resource referenced by the request, and

then applies the processing of the request. Because of this behavior,

it is not possible to perform a conditional insert on an attribute or

element conditioned on the operation being an insertion and not a

replacement. In other words, a conditional PUT of an element or

attribute with an If-None-Match: * will always fail.  </t>

* Section 14, security considerations, now requires client TLS

   implementation (new content is the last sentence):

<t>

Frequently, the data manipulated by XCAP contains sensitive

information. To avoid eavesdroppers from seeing this information, it is

RECOMMENDED that an admistrator hand out an https URI as the XCAP root

URI. This will result in TLS-encrypted communications between

the client and server, preventing any eavesdropping. Clients MUST

implement TLS, assuring that such URIs will be usable by the client.

</t>

This was implied but instated previously. Similarly, clients MUST

implement digest and servers MUST NOT use basic without TLS (new

content is the last two sentences):

<t>

Client and server authentication are also important. A client needs to

be sure it is talking to the server it believes it is

contacting. Otherwise, it may be given false information, which can

lead to denial of service attacks against a client. To prevent this, a

client SHOULD attempt to <xref target="RFC2817">upgrade</xref> any

connections to TLS. Similarly, authorization of read and write

operations against the data is important, and this requires client

authentication. As a result, a server SHOULD challenge a client using

<xref target="RFC2617">HTTP Digest</xref> to establish its identity,

and this SHOULD be done over a TLS connection. Clients MUST implement

digest authentication, assuring interoperability with servers which

challenge the client. Servers MUST NOT perform basic authentication

without a TLS connection to the client.

</t>

* Labeled the examples in the example section (though I cannot figure

   out how to fix the odd figure numbering that xml2rfc does; rfc-ed

   will need to repair that)

* clarified the meaning of application in the introduction:

<t> Each application (where an application refers to a use case that

implies a collection of data and associated semantics) that makes use

* reworded discussion on referential integrity, which now reads:

<t>

Another important data constraint is referential

integrity. Referential integrity is important when the name or value

of an element or attribute is used as a key to select another element

or attribute. An application usage MAY specify referential integrity

constraints. However, XCAP servers are not a replacement for

Relational Database Management Systems (RDBMS), and therefore clients

MUST NOT depend on servers to maintain referential integrity. XCAP

clients are responsible for making all of the appropriate changes to

documents in order to maintain referential integrity. </t>

* mentioned in Section 8.3 (GET processing)

<t>

Note that the GET of a resource that was just PUT might not be

octet-for-octet equivalent to what was PUT, due to XML normalization

and equivalency rules.

</t>

* fixed grammar bug. Previously:

  attr-test
= ( "@" att-name "=" <"> att-value <"> ) / ( "@" att-name "=" <'> att-value <'> )

  by-attr

= NameorAny "[" attr-test "]"

  by-pos-attr
= NameorAny "[" position "]" "[" attr-test "]"

  NameorAny
= QName / "*"   ; QName from XML Namespaces

  att-name
= QName

  att-value
= AttValue      ; from XML specification

but AttValue is already defined with the quotes (single and double) so

this is wrong. Grammar is now corrected to:

attr-test

= "@" att-name "=" att-value

by-attr

= NameorAny "[" attr-test "]"

by-pos-attr
= NameorAny "[" position "]" "[" attr-test "]"

NameorAny
= QName / "*"   ; QName from XML Namespaces

att-name
= QName

att-value
= AttValue      ; from XML specification

* clarified the following nonsensical text in 8.2.3:

Not any <bar> element may precede one or multiple <foo> elements.

to say:

Based on this schema, the document contains some number of &lt;foo&gt; elements followed by some number of &lt;bar&gt; elements.

Reason 2

The new version of the IETF draft draft-ietf-simple-presence-rules-08 is now available. The changes to the previous version are available at: 

http://tools.ietf.org/wg/simple/draft-ietf-simple-presence-rules/draft-ietf-simple-presence-rules-08-from-07.diff.html
The changes are:

* clarified the reasoning why anonymous digest doesn't count as

   authenticated, but anonymous RFC 4474 does. Text says:

<t>

An anonymous From header field with RFC 4474 <xref target="RFC4474"/>

is considered authenticated, while anonymous digest is not considered

authenticated, because the former still involves the usage of an

actual username and credential as part of an authentication operation

in the originating domain.

</t>

* a bug was identified in extensibility for the sub-handling

   element. The text says you an extend it with new values, but this is

   contradited by the schema (which doesnt allow that) and the

   guidelines on extensibility. Consequently, I removed the offending

   text which says that the values for sub-handling are extensible. THe

   text says instead:

<t>

Future specifications that wish to define new types of actions MUST

define an entirely new action (separate from &lt;sub-handling&gt;),

and define their own set of values for that action. A document could

contain both &lt;sub-handling&gt; and a subscription handling action

defined by a future specification; in that case, since each action is

always a positive grant of information, the resulting action is the

least restrictive one across both elements.

</t>

* mention in section 4 that a user can have multiple authorization

   documents and that the rules for their composition are in the

   geopriv common policy spec

* mention in security considerations section the privacy properties of

   authorization documents:

<t>

Authorization documents themselves exist for the purposes of providing

a security function - privacy. The SIP presence specifications <xref

target="RFC3856"/> require

the usage of an authorization function prior to the granting of

presence information, and this specification meets that

need. Presence authorization documents inherit the privacy properties

of the common policy format on which they are based. This format has

been designed to be privacy-safe, which means that failure of the

presence server to obtain or understand an authorization document can

never reveal more information than is desired about the user, only

less. This is a consequence of the fact that all permissions are

positive grants of information, and not negative grants.

</t>

* based on the discussions last IETF, with the decision to drop

   xcap-policy-caps, we had a need for an alternate way for the client

   to know the capabilities of the server. It was decided to handle

   this by including the namespaces for the permission extensions known

   by the presence server, in the list of supported capabilities in the

   xcap-caps document. I've added a paragraph in the schema

   extensibility section which describes this:

<t>

When extensions are made to the set of permissions, it becomes

necessary for the agent constructing the permission document

(typically a SIP user agent, though not necessarily) to know which

permissions are supported by the server. This allows the agent to know

how to build a document which results in the desired behavior, since

unknown permissions would be ignored by the server. To handle this,

when presence authorization documents are transported using XCAP, the

XCAP capabilities document stored at the server SHOULD contain the

namespaces for the permissions supported by the presence server. This

way, an agent can query for this list prior to constructing a

document.

</t>

* updated references with published RFC, removed reference to

   xcap-policy-caps
Reason 3

The OMA-TS-Presence_SIMPLE-XDM-V1_0-20060725-A is also normatively referencing the draft-ietf-geopriv-common-policy-08 which since long has been replaced by draft-ietf-geopriv-common-policy-11.
This CR proposes the necessary change in order to reference the current common-policy-11.

Also by introducing this CR the analysis work step to the final RFC version is expected to be small as the draft-ietf-geopriv-common-policy-11 is now in RFC editors queue.

The changes compared to draft-ietf-geopriv-common-policy-08 are mostly general editorial touch-ups but also include some clarifying improvements done to the requirement text.
Below is a short delta analysis of the three updates that has been made and that we need to adopt.

The analysis is based on the tool found at http://tools.ietf.org/wg/geopriv/draft-ietf-geopriv-common-policy/
As this tool only supports comparisons between version “n” and version “n+1” the analysis is presented in 3 steps, which however makes it a bit difficult to follow the end-to-end delta analysis.
Changes from common-policy-08 to -09

Before ch 7:
Only date and number updates
Chapter 7.1.1:
Clarified text regarding <identity> when not existing
Chapter 7.1.2:
Changed reference chapter for “id”
Chapter 7.1.3:
Moved subchapter 7.1.3 to own chapter 7.2 and clarified text
Chapter 7.2:
Added “case insensitive” to comparison text.
Chapter 7.3:
Added new element “any namespace” in schema
Chapter15.2:
Removed text about default encoding, changed filetype extension
Chapter 16.2:
Updated references
App B

Editorial touch-ups

Changes from common-policy-09 to -10

Chapter 1:
Editorial, updated references
Chapter 2:
Clarified terms “PT”, “LR”, and rule
Chapter 3:
Editorial touch-up
Chapter 3.3:
Removed text about specific rule set instances
Chapter 4:
Clarified text
Chapter 6:
Editorial touch-up
Chapter 6.2:
Editorial touch-up
Chapter 7:
Editorial touch-up
Chapter 7.1.1:
Editorial touch-up
Chapter 7.1.3:
Clarified when ASCII strings are equal.
Chapter 7.1.3.1:
Clarified matching rule text (see also OMA-PAG-2006-466R01)
Chapter 7.1.3.2:
Simplified example
Chapter 7.1.3.3:
Editorial touch-up
Chapter 7.3:
Updated references, moved text within the chapter
Chapter 7.4:
Editorial touch-up
Chapter 8:
Editorial touch-up
Chapter 10.1:
Rephrased explanatory text and moved it to chapter 10
Chapter 10.2:
Moved some explanatory text to ch 10, the example to chapter 10.1
Chapter 10.3:
Clarified example
Chapter 14:
Added some text and a reference in the security chapter
Chapter 15:
Updated reference

Chapter 15.2:
Updated references

Chapter 16.1:
Added normative reference
Chapter 16.2:
Added one reference and updated informative references
App B

Editorial touch-ups
Changes from common-policy-10 to -11 (Note that some subchapter numbering is changed)

Before ch 1:
Only date and number updates
Chapter 1:
Editorial changes
Chapter 2:
Removed clarification for “PT”, “WR”
Chapter 3:
Added sentence about specific ruleset
Chapter 4:
Editorial touch-ups, Clarified text
Chapter 6:
Editorial touch-up
Chapter 6.1:
Editorial touch-up
Chapter 6.2:
Editorial touch-up
Chapter 7:
Clarified Condition equality
Chapter 7.1.1:
Editorial touch-up
Chapter 7.1.3:
Simplified rule steps for comparison of domains
Chapter 7.1.3.1:
Editorial touch-up
Chapter 7.1.3.2:
Included this part in 7.1.3.1,  removed “omitted” example (see also OMA-PAG-2006-466R01)
Chapter 7.1.3.3:
Reversed the change done in -10 in ch 7.1.3.2
Chapter 7.1.3.4:
Editorial touch-up
Chapter 7.3:
Updated references, moved text within the chapter
Chapter 7.4:
Editorial touch-up
Chapter 8:
Editorial touch-up
Chapter 10:
Reversed most of the change done in -10 in ch 10
Chapter 10.1:
Renumbered to chapter 10.2 reversed most of the change done in -10 in ch 10.1
Chapter 10.2:
Renumbered to chapter 10.3, reversed most of the change done in -10 in ch 10.2
Chapter 14: 
Reversed most of the change done in -10 in ch 14
Chapter 15.1:
Editorial
Chapter 16.1:
Added normative reference
Chapter 16.2:
Removed one and updated informative references
After App B
Updated addresses and IPR note
As the sum of all these changes will not impact the text of the OMA-TS-Presence_SIMPLE-XDM-V1_0-20060725-A the changes needed are only in chapter 2.1 Normative References.
Summary of the changes in the TS are:

a) Changed to new version and date for the presence-rules-08 reference in chapter 2.1

b) Changed to new version and date for the xcap-12 reference in chapter 2.1

c) Changed to new version and date for the common-policy-11 reference in chapter 2.1

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.
6 Detailed Change Proposal
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