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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[ERELD]
	 “Enabler Relese Document for <Enabler>”, Open Mobile Alliance™,
OMA-ERELD-<EnablerName>-Vx_y, URL:http://www.openmobilealliance.org/

	
	


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	TestFest
	Multi-lateral interoperability testing event

	
	


3.3 Abbreviations

	AD
	Architecture Document

	OMA
	Open Mobile Alliance

	RD
	Requirements Document

	
	

	
	


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler XDM-V2_0 documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-TS-XDM_Core-V2_0-20060901-D: specifies common protocols, data access conventions, common data application usages and two entities that are needed to provide XDM services to other enablers
· OMA-TS-XDM_Shared_List-V2_0-20060627-D: specifies the data format and XCAP application usage for the shared document, URI List and Group Usage List, which can be used by all OMA enablers
· OMA-TS-XDM_Shared_Group-V2_0-20060905-D: specifies the data format and XCAP Application Usage for the Group document and Extended Group Advertisement, which can be used by all OMA enablers (e.g. PoC and IM)
· OMA-TS-XDM_Shared_Profile-V2_0-20060626-D: specifies the data format and XCAP application usage for the shared document, User Profile, which can be used by all OMA enablers
· OMA-TS-XDM_MO-V2_0-20061024-D: specifies the OMA XDM Management Object (MO), which is defined using the OMA DM Device Description Framework
Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for XDM-V2_0.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler XDM-V2_0.
5. Test Requirements

5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler XDM-V2_0.

The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test  requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature,
5.1.1 Mandatory Test Requirements

Mandatory test requirements are covering mandatory features/functions of an Enabler which shall always be implemented in the client/server

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

5.1.1.1 XDM Core Specification

5.1.1.1.1 XDM Client
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	CHU
	Constructing HTTP URIs (Core XDM section 6.1.1.1) 
	Verify that the constructed URI is a valid URI based on the defined rules

	
	XOP
	XDM Operations (Core XDM section 6.1.1.2)
	Verify that an XDMC can send request for different XDM operations (e.g. create/replace/delete/retrieve document, element and attribute) properly

	
	SEC
	HTTP Digest authentication (Core XDM section 6.4.1)
	Verify that an XDMC supports HTTP Digest mechanism for client authentication

	
	SEC
	HTTP over TLS (Core XDM section 6.4.1 and 6.4.2)
	Verify that an XDMC supports HTTP over TLS for server authentication, integrity and confidentiality protection

	Error Flow
	
	
	

	
	
	
	


Table 1: Mandatory Test Requirements for XDM Client from XDM Core Specification
5.1.1.1.2 XDM Server
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	XCAP
	XCAP (Core XDM section 6.2.1)
	Verify that an XDMS can manage Etags and handle different HTTP methods (POST, PUT, GET, DELETE) properly

	
	SEC
	Authorization (Core XDM section 6.4.3)
	Verify that an XDMS allows only authorized XDMC to access an XML document, while an unauthorized XDMC is denied access.

	
	ERR
	Error handling (Core XDM section 6.5)
	Verify that an XDMS sends a required error response to any invalid request made by an XDMC

	
	CAPS
	Application Usage “xcap-caps” (Core XDM section 6.7.1)
	Verify that an XDMS server supports the Application Usage “xcap-caps” so that it returns server capabilities on demand.

	
	DIR
	Application Usage “org.openmobilealliance.xcap-directory” (Core XDM section 6.7.2)
	Verify that an XDMS server supports the Application Usage “xcap-caps”; so that it maintains a list of documents as required, and provides it full or partially to an XDMC on demand

	
	XOP
	XDM Operations
	Verify that an XDMS can process any valid request for different XDM operations (e.g. create/replace/delete/retrieve document, element and attribute) as required

	
	SRC
	Searching for XML documents (Core XDM section 6.2.3 and 6.7.3)
	Verify that an XDMS supports Application Usage “org.openmobilealliance.search” and can 

· handle a valid request for searching information within XML documents, and

· send the corresponding response 

	
	DEL
	Delegating the XML document management (Core XDM section 6.2.4)
	Verify that an XDMS can handle and process a valid request for delegating the XML document management

	Error Flow
	
	
	

	
	
	
	


Table 2: Mandatory Test Requirements for XDM Server from XDM Core Specification
5.1.1.1.3 Aggregation Proxy

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SEC
	HTTP Digest authentication (Core XDM section 5.3, 6.3.1 and 6.4.1)
	Verify that an XDMC supports HTTP Digest mechanism for client authentication

	
	SEC
	HTTP over TLS (Core XDM section 5.3, 6.4.1 and 6.4.2)
	Verify that an Aggregation Proxy supports HTTP over TLS for server authentication, integrity and confidentiality protection

	
	CIA
	XDM Client Identity Assertion (Core XDM section 5.3 and 6.3.2)
	Verify that an Aggregation Proxy checks and asserts (if required) the client identity into an HTTP request, as required

	
	CAPS
	XCAP Server Capabilities retrieval (Core XDM section 6.3.3.2)
	Verify that an Aggregation Proxy supports the Application Usage “xcap-caps”; so that a request for server capabilities is forwarded and the corresponding response is sent back, as required

	
	DIR
	XCAP Directorty retrieval (Core XDM section 6.3.3.3)
	Verify that an Aggregation Proxy supports the Application Usage “org.openmobilealliance.xcap-directory”; so that a request for directory retrieval is forwarded and the corresponding response is sent back, as required

	
	SRC
	Search (Core XDM section 6.3.3.4)
	Verify that an Aggregation Proxy supports the Application Usage “org.openmobilealliance.search”; so that a request for search is forwarded and the corresponding response is sent back as required

	
	ERR
	Error handling (Core XDM section 6.5)
	Verify that an Aggregation Proxy sends a required error response to any invalid request made by an XDMC

	
	DEL
	Delegating the XML document management
	Verify that an Aggregation Proxy supports the delegation; so that such a request is forwarded and the corresponding response is sent back, as required

	Error Flow
	
	
	

	
	
	
	


Table 3: Mandatory Test Requirements for Aggregation Proxy from XDM Core Specification
5.1.1.1.4 Search Proxy

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SRC
	Handling search requests (Core XDM section 5.4 and 6.9.1)
	Verify that a Search Proxy handles a search request properly, by processing and forwarding the request as required  

	
	SRC
	Aggregating and forwarding search results (Core XDM section 5.4 and 6.9.2)
	Verify that a Search Proxy sends back the search response to Aggregation Proxy as required

	
	SRC
	Handling error cases (Core XDM section and 6.9.1.1)
	Verify that a Search Proxy provides error response back for any invalid request, as required

	Error Flow
	
	
	

	
	
	
	


Table 4: Mandatory Test Requirements for Search Proxy from XDM Core Specification
5.1.1.2 Shared List XDM Specification
5.1.1.2.1 XDM Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	


Table 5: Mandatory Test Requirements for XDM Client from Shared List XDM Specification
5.1.1.2.2 XDM Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	UL
	URI List (Shared List section 5.1)
	Verify that a Shared List XDMS supports the required rules when using the URI List

	
	
	URI List creation
	Verify that a Shared List XDMS creates a new list successfully upon receiving a valid request from an XDMC 

	
	
	URI List modification
	Verify that a Shared List XDMS modifies a list successfully upon receiving a valid request from an XDMC

	
	
	URI List retrieval
	Verify that a Shared List XDMS provides a list upon receiving a valid request from an XDMC

	
	
	URI List deletion
	Verify that a Shared List XDMS deletes a list upon receiving a valid request from an XDMC

	
	LSU
	Subscribe to changes in XML documents (Shared List section 6)
	Verify that a Shared XDMS can

· handle a subscription properly, and

· generate a NOTIFY request as required

	Error Flow
	
	
	

	
	
	
	


Table 6: Mandatory Test Requirements for XDM Server from Shared List XDM Specification
5.1.1.3 Shared Group XDM Specification

5.1.1.3.1 XDM Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	GD
	Application Usage “org.openmobilealliance.groups” (Shared Group section 5.1)
	Verify that an XDMC supports the required rules when using the Application Usage

	
	
	
	

	Error Flow
	
	
	

	
	
	
	


Table 7: Mandatory Test Requirements for XDM Client from Shared Group XDM Specification
5.1.1.3.2 XDM Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	GD
	Application Usage “org.openmobilealliance.groups” (Shared Group section 5.1)
	Verify that a Shared List XDMS supports the required rules when using the Application Usage

	
	
	Group creation 
	Verify that a Shared List XDMS creates a new group successfully upon receiving a valid request from an XDMC 

	
	
	Group modification
	Verify that a Shared List XDMS modifies a group successfully upon receiving a valid request from an XDMC

	
	
	Group retrieval
	Verify that a Shared List XDMS provides a group upon receiving a valid request from an XDMC

	
	
	Group deletion
	Verify that a Shared List XDMS deletes a group upon receiving a valid request from an XDMC

	
	GSU
	Subscribe to changes in XML documents (Shared Group section 6)
	Verify that a Shared XDMS can

· handle a subscription properly, and

· generate a NOTIFY request as required

	Error Flow
	
	
	

	
	
	
	


Table 8: Mandatory Test Requirements for XDM Server from Shared Group XDM Specification
5.1.1.4 Shared Profile XDM Specification

5.1.1.4.1 XDM Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	


Table 9: Mandatory Test Requirements for XDM Client from Shared User Profile XDM Specification
5.1.1.4.2 XDM Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	UP
	Application Usage “org.openmobilealliance.shared-user-profile” (Shared Profile section 5.1)
	Verify that a Shared User Profile XDMS supports the required rules when using the Application Usage

	
	
	User Profile creation
	Verify that a Shared List XDMS creates a new User Profile document successfully upon receiving a valid request from an XDMC 

	
	
	User Profile modification
	Verify that a Shared List XDMS modifies a User Profile document successfully upon receiving a valid request from an XDMC

	
	
	User Profile retrieval
	Verify that a Shared List XDMS provides a User Profile document upon receiving a valid request from an XDMC

	
	
	User Profile deletion
	Verify that a Shared List XDMS deletes a User Profile document upon receiving a valid request from an XDMC

	
	
	
	

	Error Flow
	
	
	

	
	
	
	


Table 10: Mandatory Test Requirements for XDM Server from Shared User Profile XDM Specification
5.1.2 Optional Test Requirements

Optional test requirements are covering optional features/functions of an Enabler.

If an optional requirement of the Enabler is implemented in the client/server, this requirement SHALL be tested.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

5.1.2.1 XDM Core Specification

5.1.2.1.1 XDM Client
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SUB
	Subscribing to changes in an XML documents (Core XDM section 6.1.2)
	Verify that 

· an XDMC can send initial subscription properly, and 

· corresponsing NOTIFY request is handled properly in the XDMC

	
	HCOM
	HTTP Compression (Core XDM section 6.1.1.2)
	Verify that an XDMC support HTTP compression using content encoding

	
	SRC
	Searching (Core XDM section 6.1.3 and 6.7.3)
	Verify that an XDMC supports Application Usage “org.openmobilealliance.search” and can 
· request for searching information within XML documents, and

· handle the corresponding response 

	
	DEL
	Delegating the XML document management (Core XDM section 6.1.4)
	Verify that an XDMC can send a request for delegating the XML document management

	
	SEC
	GAA (Core XDM section 6.4.1)
	Verify that an XDMC supports GAA for client authentication

	
	CAPS
	Application Usage “xcap-caps” (Core XDM section 6.7.1)
	Verify that an XDMC supports the Application Usage “xcap-caps”

	
	DIR
	Application Usage “org.openmobilealliance.xcap-directory” (Core XDM section 6.7.2)
	Verify that an XDMC can send a request for fetching a list of documents for all or given AUID corresponding to an XUI

	Error Flow
	
	
	

	
	
	
	


Table 11: Optional Test Requirements for XDM Client from XDM Core Specification
5.1.2.1.2 XDM Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SUB
	Subscribing to changes in an XML documents (Core XDM section 6..2.2)
	Verify that an XDMS can
· handle an initiatl subscription properly, and

· generate a NOTIFY request as required

	Error Flow
	
	
	

	
	
	
	


Table 12: Optional Test Requirements for XDM Server from XDM Core Specification
5.1.2.1.3 Aggregation Proxy

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	HCOM
	Compression (Core XDM section 6.3.4)
	Verify that an Aggregation Proxy supports compression using content encoding, as required

	
	SEC
	GAA (Core XDM section 6.3 and 6.4)
	Verify that an Aggregation Proxy supports GAA for authentication, as required

	Error Flow
	
	
	

	
	
	
	


Table 13: Optional Test Requirements for Aggregation Proxy from XDM Core Specification
5.1.2.1.4 Search Proxy

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	


Table 14: Optional Test Requirements for Search Proxy from XDM Core Specification
5.1.2.2 Shared List XDM Specification

5.1.2.2.1 XDM Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	UL
	URI List (Shared List section 5.1)
	Verify that an XDMC supports the required rules when using the URI List

	Normal Flow
	
	URI List creation
	Verify that an XDMC can request for creating a new list, as required 

	
	
	URI List modification
	Verify that an XDMC can request for modifying a list, as required

	
	
	URI List retrieval
	Verify that an XDMC can request for retrieving a list, as required

	
	
	URI List deletion
	Verify that an XDMC can request for deleting a list, as required

	
	GUL
	Group Usage List (Shared List section 5.2)
	Verify that an XDMC supports Group Usage List following the defined rules, as required

	
	
	Group Usage List creation (?)
	Verify that an XDMC can request for creating a new list, as required 

	
	
	Group Usage List modification (?)
	Verify that an XDMC can request for modifying a list, as required

	
	
	Group Usage List retrieval
	Verify that an XDMC can request for retrieving a list, as required

	
	
	Group Usage List deletion (?)
	Verify that an XDMC can request for deleting a list, as required

	
	LSU
	Subscribing to changes in an XML documents (Shared List section 6)
	Verify that 

· an XDMC can send initial subscription properly, and
· corresponsing NOTIFY request is handled properly in the XDMC

	Error Flow
	
	
	

	
	
	
	


Table 15: Optional Test Requirements for XDM Client from Shared List XDM Specification
5.1.2.2.2 XDM Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	GUL
	Group Usage List (Shared List section 5.2)
	Verify that a Shared List XDMS supports Group Usage List following the defined rules, as required

	
	
	Group Usage List creation (?)
	Verify that a Shared List XDMS creates a new list successfully upon receiving a valid request from an XDMC

	
	
	Group Usage List modification (?)
	Verify that a Shared List XDMS modifies a list successfully upon receiving a valid request from an XDMC

	
	
	Group Usage List retrieval
	Verify that a Shared List XDMS provides a list upon receiving a valid request from an XDMC

	
	
	Group Usage List deletion (?)
	Verify that a Shared List XDMS deletes a list upon receiving a valid request from an XDMC

	Error Flow
	
	
	

	
	
	
	


Table 16: Optional Test Requirements for XDM Server from Shared List XDM Specification
5.1.2.3 Shared Group XDM Specification

5.1.2.3.1 XDM Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	Group creation
	Verify that an XDMC can request for creating a new group, as required 

	
	
	Group modification
	Verify that an XDMC can request for modifying a group, as required

	
	
	Group retrieval
	Verify that an XDMC can request for retrieving a group, as required

	
	
	Group deletion
	Verify that an XDMC can request for deleting a group, as required

	
	GSU
	Subscribing to changes in an XML documents (Shared Group section 6)
	Verify that 

· an XDMC can send initial subscription properly, and
· corresponsing NOTIFY request is handled properly in the XDMC

	
	GA
	Extended Group Advertisement (Shared Group section 7.1)
	Verify that an XDMC supports the structure of Extended Group Advertisement document, as required

	
	
	Receiving Extended Group Advertisement document
	Verify that an XDMC can handle a valid Extended Group Advertisement document

	Error Flow
	
	
	

	
	
	
	


Table 17: Optional Test Requirements for XDM Client from Shared Group XDM Specification
5.1.2.3.2 XDM Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	GA
	Extended Group Advertisement (Shared Group section 7.1)
	Verify that a Shared Group XDMS supports Extended Group Advertisement document following the defined rules, as required

	
	GA
	Sending Extended Group Advertisement document (Shared Group section 7.1.1)
	Verify that a Shared Group XDMS sends the Extended Group Advertisement document, as required

	Error Flow
	
	
	

	
	
	
	


Table 18: Optional Test Requirements for XDM Server from Shared Group XDM Specification
5.1.2.4 Shared Profile XDM Specification

5.1.2.4.1 XDM Client

	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	UP
	Application Usage “org.openmobilealliance.shared-user-profile” (Shared Profile section 5.1)
	Verify that an XDMC supports the required rules when using the Application Usage

	Normal Flow
	
	User Profile creation
	Verify that an XDMC can request for creating a new User Profile document, as required 

	
	
	User Profile modification
	Verify that an XDMC can request for modifying a User Profile document, as required

	
	
	User Profile retrieval
	Verify that an XDMC can request for retrieving a User Profile document, as required

	
	
	User Profile deletion
	Verify that an XDMC can request for deleting a User Profile document, as required

	
	PSU
	Subscribing to changes in an XML documents (Shared Profile section 6)
	Verify that 

· an XDMC can send initial subscription properly, and

· corresponsing NOTIFY request is handled properly in the XDMC

	Error Flow
	
	
	

	
	
	
	


Table 19: Optional Test Requirements for XDM Client from Shared User Profile XDM Specification
5.1.2.4.2 XDM Server

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	PSU
	Subscribing to changes in XML documents
	Verify that a Shared User Profile  XDMS can

· handle a subscription properly, and

· generate a NOTIFY request as required



	Error Flow
	
	
	

	
	
	
	


Table 20: Optional Test Requirements for XDM Server from Shared User Profile XDM Specification
5.2 Backwards Compatibility

This Enabler (i.e. XDM-V2_0) is backward compatible with the Enabler XDM-V1_0. Compliane with the Enabler XDM-V1_0 is required for the Enabler XDM-V2_0.
XDM-V2_0 Shared Group is inherited from the PoC Group definition. So, XDM-V2_0 also requires compliance with the PoC Group definition.
5.3 Enabler Dependencies

OMA Device Management V1.2
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   OMA-XY-2003-0172-CR_AddSectionOnJellyGoesOnTop

	Candidate Versions

OMA-xxyyz-V1_2
	13 Nov 2003
	n/a
	Status changed to Candidate by TP

   TP ref # OMA-TP-2003-0def-CandidateRequest_xxyyz_V1_2_again

	
	21 Dec 2003
	4.2, 6.3
	Minor CR to address interpretation of bread references

   OMA-XY-2003-0205-CR_SlicedBreadClarification

Notice sent to TP of minor update

   TP ref # OMA-TP-2003-0ghi-CandidateUpdateNotice_xxyyz_V1_2

	
	12 Jan 2004
	4.2, 6.6
	Minor CR to cover cases where knife not available

   OMA-XY-2004-0012-CR_SpreadingWithoutKnife

Notice sent to TP of minor update

   TP ref # OMA-TP-2004-0jkl-CandidateUpdateNotice_xxyyz_V1_2


Appendix B. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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Figure 1: Example Figure
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