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1 Reason for Change
Contribution closes CONRR comment F023:
	F023
	2007.01.24
	T
	5.1
	Source: NOKIA

Form: 

Comment: Latest version of PoC XDM Spec defines new fields for PoC usage in appendix H like (auto-answer and poc-box). 

Proposed Change: Move text from PoC XDM Spec to Shared Policy Spec and make it generic so that also other enablers can reuse same definition. Remember also to move related SUP-files.
	Status: OPEN
Nokia


CR will copy text from PoC XDM Appendix H and make it generic.

This copy includes new <actions> elements:

· <allow-invited-id-autoanswer>

· <allow-unconditional-nwpocbox-routing>  ==> <allow-offline-communication-storing>

· <pocbox-type> ==> <offline-storage-type>

And it also adds some new text related to <media> according to PoC XDM Appendix H.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
It is recommended to accept the changes in the CR to the specification.

6 Detailed Change Proposal

2.2 Informative References

	[OMA-POC-CP]
	“OMA PoC Control Plane”, Version 2.0, Open Mobile Alliance™, OMA-TS-PoC_ControlPlane-V2_0, http://www.openmobilealliance.org/


3.2 Definitions

	NW PoC Box
	It is a PoC functional entity in the PoC Network where PoC Session Data and PoC Session Control Data can be stored.

	PoC Session Control Data
	Information about PoC Session Data e.g. time and date, PoC Session initiator.

	PoC Session Data
	Media Bursts and Media Burst Control information exchanged during a PoC Session e.g. Video frames, an image or Talk Burst.

	UE PoC Box
	It is a function co-located with the PoC Client in the User Equipment where PoC Session Data and PoC Session Control Data can be stored.


5.1 User Access Policy

5.1.1 Structure

The User Access Policy document SHALL conform to the structure of the “ruleset” document described in [COMMONPOL], with the extensions and constraints given in this subclause.

The User Access Policy document makes use of the following two elements defined for the <rule> element in [COMMONPOL]: 

· <conditions>

· <actions>

NOTE 1: This specification does not define any value for the <transformations> element defined as a child of the <rule> element in [COMMONPOL]. This means that, if present, the Application Server in question ignores this element.

The <conditions> element supports the following elements:

a) the <identity> element, as defined in [COMMONPOL], except the sub-elements that are prohibited in [XDM_Spec] “Common Extensions”;

b) the <external-list> element, as defined in [XDM_Spec]  “Common Extensions”;

c) the <other-identity> element, as defined in [XDM_Spec]   “Common Extensions”;

d) the <anonymous-request> element, as defined in [XDM_Spec] “Common Extensions” ;
e) the <media> element, as defined in [XDM_Spec]  “Common Extensions”;
f) other elements from other namespaces for the purposes of extensibility.
NOTE 2: This specification does not define any value for those elements defined as a part of the <conditions> element in [COMMONPOL] (e.g., <sphere>, <validity>) but which are not explicitly identified in the list above. This means that, if present, the Application Server ignores such elements.
The <actions> element supports the following elements:

a) <allow-invite>

b)  <allow-invited-id-autoanswer> 
c) <allow-offline-communication-storing>

d) <offline-storage-type>
e) other elements from other namespaces for the purposes of extensibility.

5.1.7 Data Semantics

The User Access Policy document SHALL conform to the semantics for the “conditions” and “actions” described in [COMMONPOL] and extended in subclause “Common Extensions”of [XDM_Spec] with the extensions described in [XSD_UAP-RULES] and [XSD_MEDIA-EXT], together with the clarifications given in this subclause.

When evaluating a “rule” against an identity, the value of the “entity” attribute of the <one> element, if present, is compared against that identity to see if the “rule” is applicable.

When evaluating a “rule” against the offered media, the sub elements of the <media> element are compared against media in incoming request to see if the “rule” is applicable. The <media> element, if present, has one or more sub elements, defining media related to the corresponding “rule”.The duplex specific sub element of the <audio> and <video> elements MAY be used for further defining the corresponding medium using <half-duplex> and <full-duplex> sub elements.  The duplex specific sub element of the <message> element MAY be used.  The duplex specific sub element <half-duplex> indicates Discrete Media transfer with Media Burst Control and the sub element <full-duplex> indicates the Discrete Media transfer without Media Burst Control.  If duplex specific sub element is not included, it means that the access rule is applicable in both cases (i.e. half-duplex and full-duplex). 
Editor's Note:  More appropriate wording for 'full-duplex'/'half-duplex' is FFS.

Editor's Note:  It is FFS if audio includes PoC Speech or not.

The sub element <full-duplex> SHALL NOT be applied for PoC <audio> and <video>.The PoC User Access Policy document can contain references to URI Lists stored in Shared List XDMS (as defined in [SHARED_LIST_XDM]).

The User Access Policy document can contain references to URI Lists stored in Shared List XDMS (as defined in [XDM_Shared_List]).

The <allow-invite> element defines the action the Application Server is to take when processing a communication request, respectively, for a particular User. This element has one of the following three values, whose use is described in Application Server in question. The value is of an enumerated integer type:

 “pass”
instructing the Application Server to process the communication request using manual answer procedure (i.e. leave it for User to decide the acceptance). This is the lowest value for this action, and also the value used when no match happens, according to [COMMONPOL].

“reject”
instructing the Application Server to reject the communication request. 

“accept”
instructing the Application Server to accept the communication request. 
NOTE: The <actions> element value "reject" is not valid for <media> element in PoC 2.0.
The < allow-invited-id-autoanswer> element defines the action the Application Server is to take when the Group Session invitation contains invited party identities information for a particular user. The Application Server operation according to the access rule is described in [OMA-PoC-CP] "PoC Session request". This element has one of the following two values of a Boolean type:

"true"
instructing the Application Server to accept the invitation according to the User's Answer Mode setting to process the Group Session invitation. 
"false"
instructing the Application Server to process the Group Session invitation using manual answer procedure (i.e. leave it for User to decide the acceptance). This is the default value for this action when no match happens.
NOTE: After access rule checking for auto answer permission, the delivery of the invited party identity information is handled according to the invited party identity information service setting.
The <allow-offline-communication-storing> element defines the action the Application Server is to take when processing a Group Session invitation for a particular User who is not registered. The value is of a Boolean type:

"false"
instructs the Application Server not to route the incoming Group Session invitation to the offline storage when the User is not registered. This is the default value taken in the absence of the element.

"true"
instructs the Application Server to route the incoming Group Session invitation to the offline storage when the User is not registered. 
The <offline-storage-type> element indicates which type of offline communication storage will be connected when the incoming Group Session invitation is routed to a offline storage. This element has one of the following two values, whose use is described in [OMA-PoC-CP]. The value is of an enumerated integer type:

"nwpocbox"  instructs the NW PoC Box to be connected. This is the lowest value for this action, and also the value used when no match happens, according to [COMMONPOL]. 

"uepocbox"  instructs the UE PoC Box to be connected. 
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