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1 Reason for Change

This CR addresses the CONRR items C159, C160, C162 and C164 related to chapter 6.1.3
	C159
	2007.01.24
	T
	6.1.3
	Source: Motorola

Form: OMA-REL-2007-0065

Comment: Search Request is capitalized but is not included in the definitions.

Proposed Change: Make the following changes:

· Add definition of Search Request to section 3.2

· Modify second sentence as follows: “When performing a search operation, the XDMC SHALL generate the Search Request by using HTTP POST request containing a Search document defined in chapter 6.7.3”
	Status: OPEN
Ericsson will provide answer
Done partly: 
Search Request def added
Sentence partly changed

	C160
	2007.01.24
	T
	6.1.3
	Source: Motorola

Form: OMA-REL-2007-0065

Comment: The last sentence indicates that the XQuery expression SHALL conform to additional operator-defined local policies.  How is this possible? There is no way for the XDMC to know the local policy.

Proposed Change: Delete “or to additional operator’s defined policy”.
	Status: OPEN
Ericsson will provide answer
Done

	C162
	2007.01.24
	T
	6.1.3
	Source: Ericsson,

Form: INP doc

Comment: The paragraph “The HTTP POST Search Request SHALL include the XML body of the content type “application/vnd.oma.search +xml” as defined in chapter 6.7.3.2, wherein:  “ 
Unclear what the wherein: clause ends and the reference add little information
Proposed Change: Clarify
	Status: OPEN
Ericsson will provide answer
Done: “Wherein” removed

	C164
	2007.01.24
	T
	6.1.3
	Source: Ericsson.

Form: INP doc

Comment:  The text define how the XDMC shall use the protocol“Limited XQuery Over OMA-Extended XCAP.

Proposed Change: Add information about that the client SHALL use Limited XQuery Over OMA-Extended XCAP. 
	Status: OPEN
Ericsson will provide answer
Done: text added


· “Search Request” is capitalized in whole document
· Updated chapter 6.2.3 (as it looks after applying OMA-PAG-2007-0029R01) to be more consistent with updated 6.1.3
· Some minor word improvements
R01 Removed changes for 6.2.3 as that will be part of another contribution since 029R01 was unagreed since conflicting with previously agreed 046
R01 should be agreed 036R01not 046
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Change the text according to detailed proposal. 
6 Detailed Change Proposal

Change 1:  Chapter 3.2
	Reverse Proxy
	A reverse proxy is a web server system that is capable of serving web pages sourced from other web servers (AS), making these pages look like they originated at the reverse proxy.
(Source: [3GPP TS 33.222])

	Search Request
	A request to perform a search operation towards XCAP Resources.

	Service Provider
	A legal or administrative entity that provides a service to its clients or customers. Typically it is (but is not restricted to) a network operator.

	Shared Group
	A Group which can be used by multiple enablers.

	Shared Group URI
	A Group Identity as defined by [Shared_Group_XDM]

	SIP NOTIFY
	The SIP method NOTIFY as defined by [RFC3265]


Change 2:  Chapter 6.1.3
6.1.3   Searching for data in XML Documents
The XDMC MAY support searching for data in XML documents using Limited XQuery over OMA extended XCAP as described in this subsection. 

When searching, the XDMC SHALL generate the Search Request by using HTTP POST request containing a Search document as defined in chapter 6.7.3. The HTTP URI for the Search Application Usage SHALL be constructed as http://[XCAP Root URI]/[search AUID]. For simplified routing purpose, the HTTP URI of the Search request MAY also include the optional query information with parameter “target” and whose value is equal to the parameter of the collection input function of the XQuery request in the Search Request body that identifies the documents to be searched. When using the “target” parameter, the HTTP URI for the Search Application Usage SHALL be constructed as http://[XCAP Root URI]/[search AUID]?target=”[value of collection input function]”.
Example: http://xcap.example.com/org.openmobilealliance.search?target=”org.openmobilealliance.shared-user-profile/users/”
The HTTP POST Search Request SHALL include the XML body of the content type “application/vnd.oma.search +xml” as defined in chapter 6.7.3.2. 

Based on the data to be searched, the XDMC SHALL use the collection input function collection(“[AUID]/users/”) when searching for data in all domains that a Search Proxy is able to forward the request to or collection(“[AUID]/users/@[domain]/”) when searching for data in a particular domain.

The XQuery expression in the Search Request SHALL conform to the constraints as defined by the target Application Usage to be searched for.

.

Change 3:  Chapter 6.3

6.3   Procedures at the Aggregation Proxy

The Aggregation Proxy SHALL act as an HTTP Proxy defined in [RFC2616] with the following clarifications. The Aggregation Proxy:

1. SHALL be configured as an HTTP Reverse Proxy (see [RFC3040]);

2. SHALL support authenticating the XDMC;

a) if GAA is used according to [3GPP TS 33.222], the mutual authentication SHALL be supported;

b) otherwise, the Aggregation Proxy SHALL assert the XDMC identity by inserting the X-XCAP-Asserted-Identity extension header to the HTTP requests after a successful HTTP Digest Authentication as defined in Section 6.3.2.

3. SHALL forward XCAP requests to the corresponding XDMS or Aggregation Proxy of Remote Networks if they are XCAP requests, or; SHALL forward requests to the Search Proxy if they are Search Requests; 

4. SHALL aggregate and forward responses back to the XDMC if they are XCAP responses from XDMS or Aggregation Proxy of Remote Networks, or; SHALL forward responses back to the XDMC if they are search responses from the Search Proxy;
5. SHALL protect XCAP and search traffic between the XDMC and Aggregation Proxy by enabling the TLS transport security mechanism. The TLS resumption procedure SHALL be used as specified in [RFC2818].

Change 4:  Chapter 6.3.3.5

6.3.3.2 Search

Upon receiving an HTTP POST Search Request for the “org.openmobilealliance.search” AUID in the HTTP Request-URI (described in section 6.7.3), the Aggregation Proxy:

1. SHALL act as an HTTP Reverse Proxy;

2. SHALL forward the HTTP POST Search Request to the corresponding Search Proxy.
Upon receiving an HTTP request for the “org.openmobilealliance.search” AUID where HTTP Method is different from POST, the Aggregation Proxy SHALL reject the request with an HTTP “405 Method not allowed” error response.

Upon receiving an HTTP Search response from the Search Proxy, the response SHALL be sent back to the requestor.
Change 5:  Chapter 6.7.3.9
6.7.3.9    Authorization Policies

This Application Usage does not define any authorization policy. 

NOTE: The authorization of Search Requests shall be specified by the corresponding Application Usage.
Change 6:  Chapter 6.9.1

6.9.1 Search Request Forwarding
Upon receiving the HTTP Search Request, the Search Proxy:

1. SHALL check if the body of the request is valid XML document;
2. SHALL get the AUID from the optional query information included in the HTTP URI or SHALL get the AUID from the relative URI used as the parameter of the collection input function when the optional query information is not included as part of the HTTP URI;
3. SHALL forward the Search Request to appropriate XDMS based on the AUID and to appropriate Search Proxies of remote networks if inter domain search is supported.
6.9.1.1  Error Cases

If the Search Proxy receives an HTTP Search Request where:

· HTTP Method is different from POST, the Search Proxy SHALL reject the request with an HTTP 405 (Method Not Allowed) error response.

· The body of the request is not valid XML, the Search Proxy SHALL reject the request with an HTTP 400 (Bad request) error response.

· No collection input function is used in the request body – XQuery expression, the Search Proxy SHALL reject the request with an HTTP 400 (Bad request) error response. 

· The input of a collection function is not recognized as known Application Usage, the Search Proxy SHALL reject the request with an HTTP 409 error response as defined in section 6.7.3.6.

· The user domain part of the collection function is not recognized as a known user domain and the Search Proxy is not able to forward the Search Request, the Search Proxy SHALL reject the request with an HTTP 4089 error response as defined in section 6.7.3.6.

Change 7:  Chapter 6.11 (Note this chapter will be redundant if CR for B035 is approved)
6.11   Procedures at the Search Proxy of Remote Network
The Search Proxy of Remote Network SHALL support the Search Proxy procedures detailed in section 6.9.
The Search Proxy of Remote Network:

1. SHALL forward Search Requests from Search Proxies of trusted domains to the corresponding XDMS that store the targeted XML document;
2. SHALL aggregate search results from XDMS as appropriate, then forward those back to the Search Proxies of trusted domains;
3. SHALL protect the traffic between Search Proxies of trusted domains by enabling the TLS transport security mechanism or other inter-network domain security mechanism. The TLS resumption procedure SHALL be used as specified in [RFC2818].










NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050101-I]

© 2005 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20050101-I]

