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1 Reason for Change

a)
Justification: 

OMA-PAG-2007-0099 previously agreed closed CONRR comments C025, C026, C546 and C549 with “No action needed”.. The primary justification for not agreeing to reference only DM 1.2 and make other related changes was that PoC had not agreed yet to emove references to DM 1.1.2. Furthermore OMA-PAG-2007-0099 stated that “As XDM 2.0 should be aligned with PoC 2.0 it is proposed to NOT to remove support for DM 1.1.2 and keep it as it was already in XDM 1.0.”.

However PoC has now agreed in OMA-POC-POCv2-2007-0573 changes to the PoC Control Plane specification to remove all DM 1.1.2 references and align with DM 1.2. Other PoC specifications had already previously been updated to remove all DM 1.1.2 references following a joint meeting between PoC and DM on this issue in Athens in October 2006 and the principle of removing DM 1.12 was already agreed in PoC at that time. However at that point there had been difficulty in PoC agreeing the actual wording changes for the PoC Control Plane specification but this was resolved during the Frankfurt meeting. 

It should be noted that DM 1.2 is now an Approved OMA Enabler and now completely obsoletes DM 1.1.2 and that 3GPP release 7 only references DM 1.2 enabler for provisioning of IMS and other capabilities. DM 1.2 continues to support the option to use WAP Client Provisioning for initial provisioning as in DM 1.1.2 however additionally supports the option to use Sync ML for initial provisioning.

Similar CONRR comments have been made against SIMPLE-IM enabler and MWG SIMPLE IM is still holding those comments OPEN. It is expected that SIMPLE IM will align with PoC and PAG on this issue.

The latest versions of all POC 2.0 specifications no longer contain any references to DM 1.1.2 and as stated in OMA-PAG-2007-0099 “XDM 2.0 should be aligned with PoC 2”  
It is therefore proposed to remove all references to DM 1.1.2, align the text with equivalent text in PoC 2.0 and change the resolution of the comments H001, H002 and H003 (ref. OMA-CONRR-XDM-V2_0-20070419-D).

	C025
	2007.01.24
	T
	2.1 
	Source: RIM

Form: OMA-REL-2007-0073
Comment::Old DM version of DM 1.12 as well as DM 1.2 reference 

Proposed Change: Delete DM 1.1.2 reference leaving only thr latest DM Enabler DM 1.2 ” "OMA Device Management Protocol", V1.2.”

	Status: CLOSED by PAG-360


	026
	2007.01.24
	T
	2.1 
	Source: RIM

Form: OMA-REL-2007-0073
Comment::WAP CP reference. 

[Provisioning Content] This is not needed as the appropriate references are obtained  by referencing OMA DM. 

Proposed Change: Delete and replace with reference to latest DM Enabler DM 1.2  references

	Status: CLOSED by PAG-360


	C546
	2007.01.24
	T
	Appendix D 
	Source: RIM

Form: OMA-REL-2007-0073
Comment:: This appendix specifies the parameters that are needed by the XDM Client. Existing parameters in [Provisioning Content] and [OMA-DM-v1-1-2] are re-used; those without corresponding parameters are defined and to be registered in OMNA through OMA official registration process.

The Management Object (MO) for OMA XDM is defined in [XDM_MO]. The MO MAY be used for initial provisioning of parameters when the DM Profile is to be used (as specified on [OMA-DM-v1-2]), and the MO SHOULD be used for continuous provisioning of parameters according to [OMA-DM-v1-1-2] or [OMA-DM-v1-2], if required by the service provider to update service configurations. 

Proposed Change: Only DM 1.2 should be used DM 1.1.2 and WAP CP are obsolete enablers. Delete and replace with reference to latest DM Enabler DM 1.2  references

	Status: CLOSED by PAG-360


	C549
	2007.01.24
	T
	Appendix D.2 
	Source: RIM

Form: OMA-REL-2007-0073

Comment:: Initial provisioning needs to be done using the latest OMA DM enabler OMA DM 1.2. 

Proposed Change: Only DM 1.2 should be used DM 1.1.2 and WAP CP are obsolete enablers. Rewrite based on OMA DM 1.2


	Status: CLOSED by PAG-360



b)
Clauses affected:

Sub clause 2.1 and 5
c)
Summary of change:

Covered the comments C025, C026, C546 and C549.  

d)
Consequence if not approved:

Incorrect resolution of CONRR comments and continued support for obsolete DM 1.1.2 Enabler in misalignment with PoC 2.0.
e)
Reason for revision:
N/A.

2 Impact on Backward Compatibility

No impact.

3 Impact on Other Specifications

No impact.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG WG, agree to the changes and incorporate in the next PAG XDM V2 MO
6 Detailed Change Proposal
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Appendix D XDMC Provisioning 
(Normative)

This appendix specifies the parameters that are needed by the XDMC well as continuous provisioning by Service Provider.. These parameters are specified in Client Provisioning Application Characteristics document (AC file) and Device Management Management Object (DM MOs). The bootstrap function specified in [Provisioning Bootstrap] and [OMA DM] SHALL be used to enforce the security of provisioning. Existing parameters in [Provisioning Content] and [OMA-DM] are re-used; those without corresponding parameters are defined and to be registered in OMNA through OMA official registration process.

The Management Object (MO) for OMA XDM is defined in [XDM_MO]. The MO MAY be used for initial provisioning of parameters when the DM Profile is to be used (as specified on [OMA-DM]), and the MO SHOULD be used for continuous provisioning of parameters according to [OMA-DM], if required by the Service Provider to update service configurations.

D.1 Provisioned XDMC Parameters

The parameters listed in the table below are needed for XDMC provisioning:

	ID
	Name
	Description
	Mandatory (M) /Optional (O)

	1
	Application identity
	Uniquely identifies the application
	M

	2
	Application name
	User displayable name for the XDM service
	M

	3
	Provider -ID
	Identity of the XDM Service Provider
	O

	4
	Network Access Definitions
	Reference to the connection used for the XCAP traffic.
	M

	5
	XDM reference to SIP/IP Core
	Reference to the SIP/IP Core for accessing an XDMS using the referenced SIP/IP Core.
	M

	6
	XCAP Root URI
	The root of all XCAP resources (which points to the Aggregation Proxy address). This is used when accessing via XCAP. 
	M

	7
	XCAP Authentication user name 
	HTTP digest “username”, for accessing an XDMS using the XCAP protocol
	O 

	8
	XCAP Authentication password
	 HTTP digest password
	O

	9
	XCAP Authentication type
	Authentication method for XDMS over XCAP
	O

	10
	Conference-URI Template
	A template used by the XDMC to propose a Conference URI when creating a Group document.
	O


NOTE: 
The parameters ”XCAP Authentication username” and “XCAP Authentication password” are not needed if GAA is used in a 3GPP IMS or 3GPP2 MMD realization. 

In addition, there may be enabler-specific parameters related to XDMC that are described in separate specifications.

One type of provisioned parameter having a reusable structure is a URI Template.  A URI Template is used to describe a single syntax for a URI (e.g. Conference URI of a Group), so that the XDMC can autonomously generate a URI that complies with local policy and uniqueness constraints.  It is up to separate specifications to define provisioned parameters that make use of a URI Template.  

A URI Template SHALL describe a URI as defined in [RFC3986].  The template contains a sequence, in any order, of:

a. unreserved characters according to [RFC3986], and

b. substitution tags enclosed in “< >”brackets. 

The XDMC SHALL support the following substitution tags:


<id> : The XDMC SHALL replace this tag with a unique identifier, generated by the XDMC.


<user> : The XDMC SHALL replace this tag with the user part of the XUI if the XUI is a Public SIP URI.  If the XUI is a Tel URI [RFC 3966] then the XDMC SHALL replace the <user> tag with the “global-number-digits”/”local-number-digits” part of the Tel URI.  Any “visual-separator” or “+” SHALL be removed from the “global-number-digits” before the replacement takes place.


<xui> : The XDMC SHALL replace this tag with the XUI.  

NOTE 1: 
the XUI is a Public SIP URI [RFC3261] or Tel URI [RFC3966].

NOTE 2: 
usage of the <xui> tag in a URI template may result in the generation of Tel URIs, which may not be valid for certain services (e.g. services that require SIP URIs).

Illustrative examples of URI templates are shown in Table X.

	Example URI Template
	Example URI generated from template

	sip:<id>@example.com
	sip:abc123@example.com

	sip:<id>_<user>@example.com
	sip:abc123_joe@example.com

	sip:<id>_<user>@example.com
	sip:abc123_17205551212@example.com

	<xui>;group=<id>
	sip:joe@example.com;group=abc123

	<xui>;group=<id>
	tel:+1720-555-1212;group=abc123


Table X: Example usages of URI Templates

D.2 XDM Application Characteristic
The XDM Application characteristics (AC) file is based on [OMA ClientProvisioning]. It MAY be used for initial provisioning of the XDMC. 


The following table lists the parameters available in an instance of the XDM Application Characteristic 

	Parameter Name
	Req / Opt
	Instances
	Default

	Standard Application Characteristic fields as defined in [Provisioning Content]

	APPID
	Required
	1
	“ap0003XDMS” 

	PROVIDER-ID
	Optional
	0 or 1
	none

	TO-APPREF
	Required
	1
	n/a

	NAME
	Required
	 1
	n/a

	TO-NAPID
	Required
	   1 or more
	n/a

	URI
	Required
	1
	n/a

	AAUTHNAME
	Optional
	0 or 1
	n/a

	AAUTHSECRET
	Optional
	0 or 1
	n/a

	AAUTHTYPE
	Optional
	0 or 1
	n/a


The XDM Application Characteristics file for the OMA XDM 2.0 enabler is defined in [OMA-XDM-AC].
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