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	Source:
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1 Reason for Change


The internet draft “Extensions to the Session Initiation Protocol (SIP) User Agent Profile Delivery Change Notification Event Package for the Extensible Markup Language Configuration Access Protocol (XCAP)", D. Petrie, October 14, 2006. URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-xcap-config-00.txt has expired and will not be replaced with a draft with a similar content.
Therefore the "Subscription to Changes in the XML documents" functionality must be removed from the XDM 1.1 AD as it is not longer specified. 
All reference points needed for this function are removed from AD diagram but corresponding headlines are kept as placeholders/reminders but marked as Void and describing text changed to Not supported.


* In another contribution OMA-PAG-2007-0399R01-INP_XDM_1_1_baseline it is proposed that the current XDM 1.0.1 version of the RD shall be used as a base line for the XDM 1.1 RD.

R01 Changed wording for not supported ref points and added figure drawings for the editor
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

Many XDM1 documents needs to be revised as well as other enabler specifications which depending on this feature.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Change the text according to detailed proposal. 

6 Detailed Change Proposal

Change 1:  Chapter 2.1
	IETF References
	 

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, RFC2119, URL:http://www.ietf.org/rfc/rfc2119.txt 

	[RFC3261]
	"SIP: Session Initiation Protocol", Rosenberg, J., Schulzrinne, H., Camarillo, G., Johnston, A., Peterson, J., Sparks, R., Handley, M. and E. Schooler, June 2002, RFC 3261, URL http://www.ietf.org/rfc/rfc3261.txt

	
	

	IETF - Drafts
	

	[XCAP]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)” J.Rosenberg, October 13, 2006, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-12.txt 

Note: IETF Draft work in progress

	
	

	
	


	
	


	3GPP/3GPP2
References
	

	[3GPP TS 23.002]
	3GPP TS 23.002 “Network architecture  (Release 6)” URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.002/

	[3GPP2 X.S0013-000-A]
	3GPP2 X.S0013-000-A “All-IP Core Network Multimedia Domain: Overview”, Revision A, Version 1.0, 3GPP2, 2005, URL: http://www.3gpp2.org/Public_html/specs/ 

	[3GPP TS 23.228]
	3GPP TS 23.228 “IP Multimedia Subsystem (IMS); Stage 2 (Release 6)”
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP2 X.S0013-002-A]
	3GPP2 X.S0013-002-A “All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, Revision A, Version 1.0, 3GPP2, 2005, URL: http://www.3gpp2.org/Public_html/specs/ 

	[3GPP TS 33.222]
	3GPP TS 33.222 “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS) (Release 6)” URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.222/ 

	OMA References
	

	[ARCH-PRINC]
	“OMA Architecture Principles”, Version 1.2, Open Mobile Alliance(, OMA-ArchitecturePrinciples-V1_2, URL: http://www.openmobilealliance.org 

	[ARCH-REVIEW]
	“OMA Architecture Review Process”, Version 1.0, Open Mobile Alliance(, OMA-ARCH_Review_Process-V1_0_0, URL: http://www.openmobilealliance.org 

	[OMA-DICT]
	“OMA Dictionary”, Version 2.1, Open Mobile Alliance(, OMA-Dictionary-V2_1, URL: http://www.openmobilealliance.org 

	[OMA-DM]
	OMA Device Management ( based on SyncML DM) ”, Version 1.1.2, Open Mobile Alliance(, OMA-DM-V1_1_2, URL: http://www.openmobilealliance.org

	[OMA-RD-XDM]
	“XML Document Management Requirements”, Version 1.0, Open Mobile Alliance(, OMA-RD-XDM-V1_1, URL: http://www.openmobilealliance.org 

	[OMA-PRO-AD]
	“Provisioning Architecture Overview”, Version 1.1, Version 1.1.2, Open Mobile Alliance(, OMA-WAP-ProvArch-v1_1, URL: http://www.openmobilealliance.org

	[OMA-PRO-CONT]
	“Provisioning Content”, Version 1.1, Open Mobile Alliance(, OMA-WAP-ProvCont-v1_1, URL: http://www.openmobilealliance.org

	[OMA-PRO-UA]
	“Provisioning User Agent Behaviour”, Version 1.1, Open Mobile Alliance(, OMA-WAP-ProvUAB-v1_1, URL: http://www.openmobilealliance.org

	[OMA-PRO-SEC]
	“Provisioning Bootstrap”, Version 1.1, Open Mobile Alliance(, OMA-WAP-ProvBoot-v1_1, URL: http://www.openmobilealliance.org

	[OMA-RD-Presence_SIMPLE]
	“Presence SIMPLE Requirements”, Version 1.0, Open Mobile Alliance(, OMA-RD-Presence_SIMPLE-V1_1, URL: http://www.openmobilealliance.org 

	[OMA-TS-XDM_Core]
	“XML Document Management (XDM) Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Core-V1_1, URL: http://www.openmobilealliance.org 

	[OMA-TS-XDM_Shared]
	“Shared XDM Specification ”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Shared-V1_1, URL: http://www.openmobilealliance.org 



Change 2:  Chapter 3.2
Note to editor: Do not change link information in even if the last items may show changes
	Context  Collaboration Model
	An extension of the Context Model. It expands on the Context Model by describing the interactions (collaborations) between the entities of this architecture and external entities (e.g. entities in other architectures).

	Contextual Item
	A logical entity in an architecture

	Context Model
	A model that identifies all contextual items relevant to understanding architecture.

	Group Management
	A generic list of URIs that can be used by different enablers to address all list members at once They are stored and managed by the Shared XDM. Additional service specific semantics are defined by the using service itself with service specific extensions on the basis of additional XML documents.

Due to the overloaded meaning of “Group  Management”, it was decided to use “XML Document Management” (short form is XDM) to describe the service enabler that was defined.

	Presence
	Defined in [OMA-RD-Presence_SIMPLE]

	Presence Authorization Policies
	Defined in [OMA-RD-Presence_SIMPLE].

	Presence Information
	Defined in [OMA-RD-Presence_SIMPLE].

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities. [OMA-DICT]

	
	

	XDM Client
	The XDMC is a client entity that provides access to the various XDMS features.  [See also Error! Reference source not found. ]

	XCAP Server
	The XCAP Server manages XML documents. [See also ‎0 ]


Change 3:  Chapter 4
4. Introduction
(Informative)

This Architecture Document describes the features and architecture of the OMA XML Document Management enabler.  

The XML Document Management (XDM) defines a common mechanism that makes user-specific service-related information accessible to the service enablers that need them. Such information is expected to be stored in the network where it can be located, accessed and manipulated (created, changed, deleted, etc.). XDM specifies how such information will be defined in well-structured XML documents, as well as the common protocol for access and manipulation of such XML documents. The XML Configuration Access Protocol (XCAP) [XCAP], as defined by IETF, has been chosen as the common XML Document Management protocol.

The XDM Specification [OMA-TS-XDM_Core] defines the feature:

· The common protocol, XML Configuration Access Protocol (XCAP), by which principals can store and manipulate their service-related data, stored in a network as XML documents. 

· 
Documents accessed and manipulated via XCAP are stored in logical repositories in the network, called XML Document Management Servers (XDMS).  Each repository may be associated with a functional entity which uses its data to perform its functions. (For example, a POC server accesses a POC XDMS to obtain a particular type of user document, a POC Group document, which provides the member list for a POC group session, and uses this information to invite such members for a POC session.) 

Change 4:  Chapter 5.3
5.3 Void



Change 5:  Chapter 6.1.1

6.1 Context Collaboration Model
6.1.1 Functions

The XDM enabler provides the following functionality: 

1) Manipulation of XML documents stored in an XDM Server (XDMS) by the XDM Client (XDMC).
2) 
Manipulation of XML documents is achieved using the XCAP protocol, between the XDMC and the XDMS storing the data. Authentication is described in Section 5.
Change 6:  Chapter 7 
(Note the Editor: The copy pasted original .ppt figure maybe distorted so included for editing in the CR files)
[image: image1.wmf] 

XDM Client

 

Aggregation Proxy

 

Enabler

 

specific

 

XDMS

 

Enabler

 

Specific

 

Server

 

XDM

-

3

 

XDM

-

4

 

Bold boxes identify XDM functional entities;

 

Dashed lines identify enabler specific reference

-

points

 

DMS

 

DMC

 

DM

-

1

 

Shared  XDMS

 

[image: image2.png]DMS

l— 2% pvc

XDM Client

XDM-3

Aggregation Proxy

XDM-4

Shared XDMS [+————

H
:
!

L 4

Enabler
specific [$77777TTTmTTmm
ADMS

H
:
!

¥

Enabler
specific

»
Server

SIP /1P Core





Change 7:  Chapter 7.2.1

7.2.1  Enabler specific XML Document Management Server

The enabler specific XDMSs are XCAP Servers that supports the following functions:

· Performs authorisation of incoming SIP and XCAP requests
· Manages XML documents, which are specific to the service enabler.
· .

· 
Change 8:  Chapter 7.3.1

7.3.1     SIP/IP Core (Void)



· 
· 
· 
· 
· 
·  The use of this entity is not specified in this release.
Change 9:  Chapter 7.4.1
7.4.1 Reference Point XDM-1: XDM Client – SIP/IP Core (Void)
Use of this reference point is not supported in this release 

· 
· 

7.4.2 Reference Point XDM-2: Shared XDMS – SIP/IP-Core (Void)
Use of this reference point is not supported in this release 

· 
· 

Change 10:  Chapter 7.4.6

7.4.6   Reference Points: “Enabler specific XDMS” - SIP/IP Core (Void)
Use of this reference point is not supported in this release 
. 


7.4.7 Reference Points: “Enabler specific Server” - SIP/IP Core (Void)
Use of this reference point is not supported in this release 
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