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1 Reason for Change

The XDM 1.1 AD should according to the analysis in 
OMA-PAG-2007-0365R01-INP_XDM1_AD_from_XDM2_AD_CRs.
be enhanced with some of the CR:s made to XDM 2.0 AD.
This CR adds the XDM 1.1 with applicable parts from the following CRs

OMA-PAG-2006-684R03

OMA-PAG-2006-685R02
OMA-PAG-2006-719R01

OMA-PAG-2006-755

OMA-PAG-2006-756

OMA-PAG-2006-0833R01 (move of section 7 references to normative is not implemented)
OMA-PAG-2007-0098

OMA-PAG-2007-0199R02
* In OMA-PAG-2007-0399R01-INP_XDM_1_1_baseline it is proposed that the current XDM 1.0.1 version of the AD shall be used as a base line for the XDM 1.1 AD.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Change the text according to detailed proposal. 

6 Detailed Change Proposal

7 Chapter 2.1
	IETF References
	 

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, RFC2119, URL:http://www.ietf.org/rfc/rfc2119.txt 

	[RFC3261]
	"SIP: Session Initiation Protocol", Rosenberg, J., Schulzrinne, H., Camarillo, G., Johnston, A., Peterson, J., Sparks, R., Handley, M. and E. Schooler, June 2002, RFC 3261, URL http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B. Roach, June 2002, RFC3265, URL: http://www.ietf.org/rfc/rfc3265.txt

	IETF - Drafts
	

	[XCAP]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)” J.Rosenberg, October 13, 2006, URL:
http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-12.txt 

Note: IETF Draft work in progress

	[XCAP_Config]
	“Extensions to the Session Initiation Protocol (SIP) User Agent Profile Delivery Change Notification Event Package for the Extensible Markup Language Configuration Access Protocol (XCAP)", D. Petrie, October 14, 2006. 
URL: 

http://www.ietf.org/internet-drafts/draft-ietf-sip-xcap-config-00.txt 
Note: IETF Draft work in progress

	[xcap-diff]
	“An Extensible Markup Language (XML) Document Format for Indicating Changes in XML Configuration Access Protocol (XCAP) Resources” J. Rosenberg, October 17, 2006, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-diff-04.txt 
Note: IETF Draft work in progress

	[sipping-config-framework]
	“A Framework for Session Initiation Protocol User Agent Profile Delivery”, D. Petrie, October 3, 2006. URL: http://www.ietf.org/internet-drafts/draft-ietf-sipping-config-framework-09.txt 

Note: IETF Draft work in progress

	3GPP/3GPP2
References
	

	[3GPP TS 23.002]
	3GPP TS 23.002 “Network architecture  (Release 6)” URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.002/

	[3GPP2 X.S0013-000-A]
	3GPP2 X.S0013-000-A “All-IP Core Network Multimedia Domain: Overview”, Revision A, Version 1.0, 3GPP2, 2005, URL: http://www.3gpp2.org/Public_html/specs/

	[3GPP TS 23.228]
	3GPP TS 23.228 “IP Multimedia Subsystem (IMS); Stage 2 (Release 6)”
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP2 X.S0013-002-A]
	3GPP2 X.S0013-002-A “All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, Revision A, Version 1.0, 3GPP2, 2005, URL: http://www.3gpp2.org/Public_html/specs/ 

	[3GPP TS 33.222]
	3GPP TS 33.222 “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS) (Release 6)” URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.222/ 

	OMA References
	

	[ARCH-PRINC]
	“OMA Architecture Principles”, Version 1.2, Open Mobile Alliance(, OMA-ArchitecturePrinciples-V1_2, URL: http://www.openmobilealliance.org 

	[ARCH-REVIEW]
	“OMA Architecture Review Process”, Version 1.4, Open Mobile Alliance(, OMA-ORG-ARCHReviewProcess-V1_4, URL: http://www.openmobilealliance.org 

	[OMA-DICT]
	“Dictionary for OMA Specifications”, Version 2.4, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_4, URL: http://www.openmobilealliance.org 

	[OMA-DM]
	OMA Device Management ( based on SyncML DM) ”, Version 1.1.2, Open Mobile Alliance(, OMA-DM-V1_1_2, URL: http://www.openmobilealliance.org

	[OMA-RD-XDM]
	“XML Document Management Requirements”, Version 1.1, Open Mobile Alliance(, OMA-RD-XDM-V1_1, URL: http://www.openmobilealliance.org 

	[OMA-PRO-AD]
	“Provisioning Architecture Overview”, Version 1.1, Open Mobile Alliance(, OMA-WAP-ProvArch-v1_1, URL: http://www.openmobilealliance.org

	[OMA-PRO-CONT]
	“Provisioning Content”, Version 1.1, Open Mobile Alliance(, OMA-WAP-TS-ProvCont-v1_1, URL: http://www.openmobilealliance.org

	[OMA-PRO-UA]
	“Provisioning User Agent Behaviour”, Version 1.1, Open Mobile Alliance(, OMA-WAP-ProvUAB-v1_1, URL: http://www.openmobilealliance.org

	[OMA-PRO-SEC]
	“Provisioning Bootstrap”, Version 1.1, Open Mobile Alliance(, OMA-WAP-ProvBoot-v1_1, URL: http://www.openmobilealliance.org

	[OMA-RD-Presence_SIMPLE]
	“Presence SIMPLE Requirements”, Version 1.0, Open Mobile Alliance(, OMA-RD-Presence_SIMPLE-V1_0, URL: http://www.openmobilealliance.org 

	[OMA-TS-XDM_Core]
	“XML Document Management (XDM) Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Core-V1_1, URL: http://www.openmobilealliance.org 

	[OMA-TS-XDM_Shared]
	“Shared XDM Specification ”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Shared-V1_1, URL: http://www.openmobilealliance.org 



Change 1:  Chapter 3.2
Note to editor: Do not change link information in even if the last items may show changes
	Context Collaboration Model
	An extension of the Context Model. It expands on the Context Model by describing the interactions (collaborations) between the entities of this architecture and external entities (e.g. entities in other architectures).

	Contextual Item
	A logical entity in an architecture

	Context Model
	A model that identifies all contextual items relevant to understanding architecture.

	
	


	Presence
	Defined in [OMA-RD-Presence_SIMPLE]

	Presence Authorization Policies
	Defined in [OMA-RD-Presence_SIMPLE].

	Presence Information
	Defined in [OMA-RD-Presence_SIMPLE].

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities. [OMA-DICT]

	
	

	XDM Client
	The XDMC is a client entity that provides access to the various XDMS features.  [See also Error! Reference source not found. ]

	XCAP Server
	The XCAP Server manages XML documents. [See also ‎0 ]


Change 2:  Chapter 3.2
	GAA
	Generic Authentication Architecture

	OMA
	Open Mobile Alliance

	IETF
	Internet Engineering Task Force

	PoC
	Push to talk over Cellular

	
	

	SIP
	Session Initiation Protocol  [RFC3261]

	TLS 
	Transport Layer Security

	UE
	User Equipment

	XCAP
	Extensible Markup Language (XML) Configuration Access Protocol

	XDM
	XML Document Management

	XDMC
	XML Document Management Client

	XDMS
	XML Document Management Server


Change 3:  Chapter 7

7      Architectural Model

Change 4:  Chapter 7.1.3
7.1.3     Shared XML Document Management Server 

The Shared XDMS is a server that supports the following functions:

· Manages and supports content of URI List and Group Usage List XML documents as described in [OMA-TS-XDM_Shared_List];

· Performs authorisation of incoming XCAP requests;

Change 5:  Section 7.1.2 

7.1.1 Aggregation Proxy

The Aggregation Proxy is the contact point for the XDM Client implemented in an UE to access XML documents stored in any XDMS. The Aggregation Proxy performs the following functions:

· Performs authentication of the XDM Client.

· Routes individual XCAP requests to the correct XDMS 

· Optionally supports charging 

· Optionally performs compression/decompression.
Change 6:  Chapter 7.3.2

7.3.2     Device Management Server

The Device Management (DM) Server [OMA-DM] performs the following functions:

· initialisations and updates of all configuration parameters necessary for XDMC.
7.3.3   Device Management Client
The Device Management Client performs the following functions in support of an XDMC residing in a UE:

· Receives the initial configuration parameters and the updated parameters needed for XDM service sent by the Device Management Server.
Change 7:  Chapter 7.4.3 
7.4.3
Reference Point XDM-3: XDM Client – Aggregation Proxy

The XDM-3 reference point is between the XDM Client and the Aggregation Proxy. The protocol for the XDM-3 reference point is XCAP.  

The XDM-3 reference point provides the following functions:

· XML document management (e.g. create, modify, retrieve, delete)

· Mutual authentication between XDMC and Aggregation Proxy
· Optional compression
When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, then the XDM-3 reference point conforms to the Ut reference point [3GPP TS 23.002] [3GPP2 X.S0013-000-A].
Change 8:  Chapter 7.4.10
7.4.10    Reference Points: “Enabler specific XDMS” – “Enabler specific Server”
Each of these reference points are named by and defined in the specifications for the enabler in question.

The protocol for the reference points is defined in the specifications for the enabler in question.

They provide the following function:

· Transfer of enabler specific data from the enabler specific XDMS to the enabler specific server.
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