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1 Reason for Change

Subscription to XML Document Changes is not supported by XDM 1.1, so test requirements related to this feature are removed.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below for the Presence 1.1 ETR.

6 Detailed Change Proposal

Change 1:  Removal of test requirements related to “Subscription to XML Document Changes”.
5.1.2.1 Test requirements Presence-XDM

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: “Group Lists” 
([OMARDPRES] 6.1.5#1) 
	Verify that presentities can manage/utilize (using XDM functions) Presence Authorisation Rules’ documents stored in the Presence XDMS.

	
	[2]: Subscription Authorization Rules ([OMA-Presence-XDM], section 5.1.1)
	a) Verify that the Presence server is able to determine the authorization of watcher based on authorization policies defined by the service provider (local policy) and the Presence Authorization Rules documents stored in the Presence XDMS that is defined by Presentity.

b) Verify that the Presentity and Presence server both are able to support the XDM structure of Subscription Authorization Rules, including the  following:

b.1) Application Unique ID

b.2) XML Schema

b.3) MIME type

b.4) Validation constraints
b.5) Data Semantics 
b.6) Naming conventions

b.7) (Global documents)

b.8) (Resource interdependency)

b.9) Authorization policies

c) Verify that the Subscription Authorisation Rules contains “conditions” and “actions”.

d) Verify that the “conditions” can support the "identity", “external-list” element and “other-identity” that include identities of the potential watchers.

e) Verify that the "actions" element contains  "sub-handling" element which supports 4 values “block”, “confirm” , “polite-block” and “allow”.

	
	[3]: Presence Content Rules 
([OMA-Presence-XDM], section 5.1.2)
	a) Verify that the Presence server is able to support the Presence Content Rules structure (conform with pres-rules), including the following:

Application Unique ID

XML Schema

MIME type

Validation constraints

Data Semantics

Naming conventions

(Global documents)

(Resource interdependency)

Authorization policies



	
	[04]: Presence Content Rules 
([OMA-Presence-XDM], section 5.1.2)
	Verify that the Presence server supports the “transformations” element that is (as described in [OMA-Presence-XDM]) able to include 


a.   the <provide-persons> element 

b. the <provide-devices> element 

c. the <provide-services> element and optionally its child elements 

d. the <provide-willingness> element] 

e. the <provide-network-availability> element 

f. the <provide-session-participation> element 

g. the <provide-activities> element 

h. the <provide-mood> element 



	
	[05]: Presence Content Rules 
([OMA-Presence-XDM], section 5.1.2)
	Verify that the Presence server supports the “transformations” element that is (as described in [OMA-Presence-XDM]) able to include 

a. the <provide-place-type> element 

b. the <provide-status-icon> element;

c. the <provide-time-offset> element 

d. the <provide-note> element 

e. the <provide-geopriv> element 

f. the <provide-all-attributes> element.

g. the <provide-place-type> element 

h. the <provide-status-icon> element 

i. the <provide-time-offset> element 

j. the <provide-note> element 

k. the <provide-geopriv> element

l. the <provide-all-attributes> element 

	
	
	

	ERROR FLOW
	
	


Table 9 Mandatory Test Requirements for Presence XDM

5.1.2.2 Test Requirements RLS-XDM

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[01]: “Group Lists” 
([OMARDPRES] 6.1.5#1) 
	Verify that watchers can manage/utilize (using XDM functions) presence lists stored in the RLS XDMS.

	
	[02]: Presence List 
([OMA-RLS-XDM], section 5.1)
	Verify that the watcher and RLS XDMS both are able to support the Presence Content Rules structure, including the  following:

Application Unique ID

Default Namespace

XML Schema

MIME type

Validation constraints

Data Semantics

Naming conventions

Global documents

Resource interdependency

Authorization policies

	
	
	

	ERROR FLOW
	[01]: Validation constraints 1 
([OMA-RLS-XDM], section 5.1.6)
	Verify if the Service URI does not conform to the local policy, the RLS XDMS is able to respond with an HTTP “409 Conflict” response.

	
	[02]: Validation constraints 2, 
([OMA-RLS-XDM], section 5.1.6)
	Verify if the received HTTP “409 Conflict” response includes an “alt-value” element, the XDMC optionally supports to repeat the XCAP request using one of the Service URI provided in the received “alt-value” element.

	
	
	


Table 10 Mandatory Test Requirements for RLS XDM
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