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1 Reason for Change

This is a update of my original review of XDM V2_1 draft requirements document (RD).  All comments have been removed, and only editorial changes have been retained.  Applicable editorial changes (discussed in Seoul) have been broken out, and applied in a separate CR.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept editorial changes to the RD. 
6 Detailed Change Proposal

Change 1:  Editorial - definition for abbreviation.
3.3. Abbreviations

	CS
	Circuit Switched

	GUI
	Graphical User Interface

	IM
	Instant Messaging

	LI
	Lawful Interception

	MSISDN
	Mobile Station International Subscriber Directory Number (defined by E.164 numbering plan).

	
	

	OMA
	Open Mobile Alliance

	P2P
	Peer to Peer

	PoC
	Push to Talk over Cellular

	PSL
	Presence Subscription List

	RD
	Requirements Document

	RFC
	Request For Comments

	SIP
	Session Initiation Protocol.

	SMS
	Short Messaging Service

	UE
	User Equipment

	UI
	User Interface

	URI
	Uniform Resource Identifier.

	VoIP
	Voice Over IP

	XDM
	XML Document Management

	XML
	Extensible Markup Language.


Change 2:  Editorial - Use Case – Access Control Policy
5.1.7.7 Normal Flow

1) Acme Communication Corporation creates using their fixed corporate computer resources an Access Control Policy containing a list of the identities of Acme end-users Atul, Andrew, Paul, Sunny, Gary, Nick and Adrian. This Access Control Policy is assigned as an accept list and allocated to all the Acme end-users.

2) Different attributes are assigned to the accept lists of each of the end-users – Atul, Andrew, Paul, Sunny, Nick, and Adrian are all allocated attributes that indicate that this Access Control Policy applies to both the push-to-talk service and instant messaging service, While the Access Control Policy of Gary indicates that this only applies to the instant messaging service since Gary does not use the push-to-talk service. 

3) Acme corporation creates an associated authorisation policy for the accept list that only allows their network administrators to delete, or modify these entries on the accept list but allows the end-user to whom the list applies to add additional entries to the accept list and to modify and remove those additional entries added by the end-user as well as allowing that end-user to create, add modify, remove and delete their reject list.

4) Adrian adds his friend Izumi's telephone number to his accept list using his mobile terminal. Izumi adds Adrian to her accept list using her personal computer from home. Andrew adds his friend Nadja's SIP URI to his accept list using his personal computer from the office. Nadja requests her Service Provider to add Andrew's SIP URI to her accept list.

5) "Mr Hacker" attempts to hack into the Access control lists of Paul and Nick using his mobile terminal and his personal computer, but is prevented by strong security mechanisms that authenticate and prevent the spoofing by "Mr Hacker" of Paul and Nick's identities. "Mr Hacker" also manages to hack into an intermediate router and get packets routed to himself but is unable to gain any information about the end-users because the Access Control Policy information is securely encrypted.

6) "Mr Spammer" discovers Gary's identity from a business card and sends him an instant message from his mobile terminal anonymously with details of his lottery winner scam. Gary decides he does not want to receive any more SPAM from "Mr Spammer" so he uses the capability of his mobile terminal to add the anonymous end-user that sent him the SPAM to his reject list. The network entities are able to resolve the anonymous address of "Mr Spammer" and add "Mr Spammer" to Gary's Reject list. Further spam instant messages from "Mr Spammer" to Gary are rejected based on "Mr Spammer" being on his reject list.

7) Izumi receives an abusive instant message from "Mr Abusive". Izumi adds "Mr Abusive" to her reject list. Further instant messages from "Mr Abusive" to Izumi are rejected based on "Mr Abusive" being on her reject list.

8) Sunny accepts a push-to-talk request from "Mr Angry" who gets upset on the call and starts shouting. Sunny terminates the push-to-talk request but "Mr Angry" calls again. Since Sunny is set up so that calls from end-users not on the accept list are manually answered he does not have to accept the call. Sunny then adds "Mr Angry" to his reject list. Further push-to-talk calls from "Mr Angry" to Sunny are rejected based on "Mr Angry" being on his reject list.
Change 3:  Editorial - Use Case in PoC RD V1_0 Incorrect – Private Chat Group Support One to Many
5.2.1.3 Use Case - Private Chat Group Support One to Many

“Private Chat Group Support – One-to-Many” (PoC Use Case I) see [PoC_RD-V1_0] section 5.9.
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