Doc# OMA-PAG-2007-0639-CR_PRS1_1_AD_B017.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-PAG-2007-0639-CR_PRS1_1_AD_B017.doc
Change Request



Change Request

	Title:
	Capitalize Presence Information
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA PAG

	Doc to Change:
	OMA-AD-Presence_SIMPLE-V1_1-20070701-D

	Submission Date:
	2nd Oct 2007

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Pavel Dostal, Nokia Siemens Networks, pavel.dostal.ext@nsn.com

	Replaces:
	n/a


1 Reason for Change

This CR deals with following review comments:

	B017
	2007-09-13
	T
	
	Source: Nokia

Form: OMA-CONR-2007-031

Comment: 
Proposed Change: Submit mirror CR of 520
	Status: OPEN 

<provide response>


2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Chapter 4

4. Introduction
(Informative)

The OMA Presence Enabler is a service that manages the collection and controlled dissemination of Presence Information over mobile networks.Multiple standards fora are working on presence.  This section describes the OMA Presence Service and how it relates to similar work of other industry/standards fora.

The IETF has defined protocols and formats for presence in its SIMPLE (SIP Instant Messaging and Presence Leveraging Extentions) activity (see [RFC3856]). The work of OMA and other fora leverages these standards.

3GPP and 3GPP2 have defined an aligned Presence Service framework in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0]. This framework has a defined presence reference architecture both in “network layer” and “application layer” meaning that 3GPP and 3GPP2 specifications [3GPP TS 24.141] and [3GPP2 X.P0027-003-0] respectively define end-to-end Presence Information flows. The term “network layer” refers to the communication that is required between the Presence Service functional elements (e.g. Presence Server) and various network elements as they are defined in the network architectures of 3GPP and 3GPP2 (e.g. MSC, HLR). The term “application layer” refers to the communication that is required between the various Presence Service elements (e.g. Presence Server and Presence Source), which includes the “application layer” functional entities.

Additionally, there are presence services that exist or can be envisaged that do not leverage core network infrastructure as defined by 3GPP and 3GPP2.  However, those presence services are still relevant to the mobile domain and thus supported by this architecture.

Change 2:  Chapter 5.1

5.1 Collaboration with Service Enablers

The Presence Enabler provides a variety of services that can be invoked from other Enablers.  Those Enablers can assume one or both of the following roles:

· Presence Source: publishes Presence Information to the Presence Enabler.

· Watcher: subscribes to retrieve Presence Information from the Presence Enabler

Change 3:  Chapter 6.1.1.2

6.1.1.2 Presence Source

The Presence Source is an entity that provides Presence Information to a Presence Service [RFC2778]. The Presence Source can be located in a user’s terminal or within a network entity.
Change 4:  Chapter 6.1.1.3

6.1.1.3 Watcher

A Watcher is an entity that requests Presence Information about a Presentity, or Watcher Information about a watcher, from the Presence Service.

Change 5:  Chapter 6.1.1.4
6.1.1.4 Resource List Server (RLS)

The Resource List Server (RLS) is the functional entity that accepts and manages subscriptions to Presence Lists, which enables a Watcher application to subscribe to the Presence Information of multiple Presentities using a single subscription transaction.  

The RLS is able to fetch documents from the Shared XDMS and the RLS XDMS.

Change 6:  Chapters 6.1.3.1 and 6.1.3.2 and 6.1.3.3 and 6.1.3.4

6.1.3.1 Reference Point PRS-1: Presence Source – SIP/IP Core

The PRS-1 reference point supports the communication between the Presence Source and the SIP/IP Core network. The protocol for the PRS-1 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core.

PRS-1 Is used to publish Presence Information.

PRS-1 supports SIP compression/decompression when the Presence Source resides in the terminal.

6.1.3.2 Reference Point PRS-2: Watcher – SIP/IP Core network

The PRS-2 reference point supports the communication between the watcher and SIP/IP Core network. The protocol for the PRS-2 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core.

PRS-2 is used to:

· Subscribe to a Presentity's Presence Information and receive notifications

· Subscribe to Presence Information and receive notifications for Presence Lists 

· Subscribe to watcher information and receive notifications 

PRS-2 supports SIP compression when the Watcher resides in the terminal.

6.1.3.3 Reference Point PRS-3: SIP/IP Core – Presence Server

The PRS-3 reference point supports the communication between the SIP/IP Core network and the PS. The protocol for the PRS-3 reference point is SIP.

PRS-3 is used to route the SIP messages from the SIP/IP Core to (and from) the appropriate PS in order to:

· Publish Presence Information 

· Subscribe to Presence Information and receive notifications 

· Subscribe to watcher information and receive notifications

6.1.3.4 Reference Point PRS-4: SIP/IP Core – Resource List Server

The PRS-4 reference point supports the communication between the SIP/IP Core network and the Resource List Server. The protocol for the PRS-4 reference point is SIP.

PRS-4 is used to route the SIP messages from the SIP/IP Core to (and from) the appropriate RLS in order to 

· receive a subscription and send notifications for a Presence List

· subscribe to Presence Information  and to receive notifications for a Presentity in a Presence List .

Change 7:  Chapter 6.1.4 and 6.1.5

6.1.4 Presence Information Format

The Presence Service uses the Presence Information Data Format (PIDF) [RFC3863] and its extensions as the base format through which Presence Information is represented. 

The OMA Presence Enabler defines the semantics of several presence elements, and allows for those elements to be extended.  Those elements are represented in XML using the PIDF format.  

6.1.5 Privacy

The following sections describe a variety of policies that Presentities can define to control the dissemination of their Presence Information.

6.1.5.1 Subscription Authorisation Rules

Subscriptions authorization rules determine how incoming subscriptions are handled.

Subscription authorisation rules determine the watchers who can be allowed to subscribe to the Presence Information of a Presentity and those that cannot. The subscription authorisation rules may include lists that can be stored in the Presence XDMS or the Shared XDMS. 

The subscription authorization rules support the following actions:

· Accept

· Reject

· Polite blocking

· Deferred decision

For a particular Presentity, more than one these subscription authorization rules may exist.

6.1.5.2 Presence Content Rules

Presence Content rules determine which Presence Information will be disseminated to potential Watchers that have been accepted by Subscription Authorization rules.  A Presentity can define content rules that apply for one or more Watchers.  

The documents containing the Presence Content Rules are stored in the Presence XDMS.
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