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1 Reason for Change

This CR deals with following review comments:

	C026
	2007-09-17
	T
	5.5.2
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL follow the procedures described in section 5.7.3 of [3GPP TS 24.229] and [3GPP2 X.P0013-004-A] and insert the a URI value of the P-Asserted-Identity header of the incoming SIP SUBSCRIBE request (as defined in [3GPP TS 24.229] and [3GPP2 X.P0013-004-A]) to the SIP SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service ([RFC4474]) required by the [RFC4662].
Proposed Change: 

See above. The P-Asserted-Identity header field may comprise 2 values (e.g. a sip-URI and a tel-URI).
	Status: CLOSED 
Closed in OMA-PAG-2007-697

	C027
	2007-09-17
	T
	5.5.2
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: It should be mentioned that updates of Presence Lists can be explicit or implicit. In the former case, the Presence Lists document stored in the  RLS XDMS is updated, in the latter case Shared URI lists stored in the Shared XDMS and referenced in the Presence Lists document are updated.
Proposed Change: .
	Status: CLOSED 
Closed in OMA-PAG-2007-697

	C028
	2007-09-17
	T
	5.5.3
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment:
Does not understand the particular filter included in the payload of the SUBSCRIBE request as requested by the watcher, the RLS SHALL indicate it to the subscriber watcher as specified in [RFC4660] and [RFC4661]
Proposed Change:  as error handling is only described in RFC 4660, remove the reference to RFC 4661. Alignment with the description in section5.4.3.3
	Status: CLOSED 
Closed in OMA-PAG-2007-697

	C029
	2007-09-17
	T
	5.5.4
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment:
A P-Asserted-Identity header value includes a SIP URI, a tel URI or both.

An X-3GPP-Asserted-Identity comprises one or more identities.

An X-XCAP-Asserted-Identity comprises one identity.

Are all P-Asserted-Identity URI values to be copied into the X-3GPP-Asserted-Identity header?

Can any of the P-Asserted-Identity URI values be copied into the X-XCAP-Asserted-Identity header?

Proposed Change:

	Status: CLOSED 
Closed in OMA-PAG-2007-697


2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Chapters 5.5.2 to 5.5.4

5.5.2 Back-end Subscriptions

For list subscriptions to the presence event package, the RLS SHALL generate back-end subscriptions to learn the presence information of presentities in the list.

For back-end subscriptions using SIP, the RLS SHALL support subscription and notification of presence information, according to the procedures described in sections 5.2.1, 5.2.2, 5.2.4, 5.2.5 and 5.2.6.

When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL follow the procedures described in section 5.7.3 of [3GPP TS 24.229] and [3GPP2 X.P0013-004-A] and insert a URI value from the P-Asserted-Identity header of the incoming SIP SUBSCRIBE request (as defined in [3GPP TS 24.229] and [3GPP2 X.P0013-004-A]) to the SIP SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service ([RFC4474]) required by the [RFC4662].

If the OTA Provisioning parameter MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST or local policy instructs, the RLS SHALL limit the number of back-end subscriptions. The RLS SHALL:

· initiate no more back-end subscriptions as instructed by the provisioning parameter or local policy; and

· return no <instance> element for those <resource> elements that could not be subscribed from the presence list document due to this limitation. The <instance> and <resource> elements are part of the Resource List Meta-Information (RLMI) document as defined in [RFC4662].

When the watcher adds presentities to the presence list while the list subscription is active, the RLS SHALL generate back-end subscriptions for the newly added presentities, and SHALL include the newly added presentities in the next list notification. This procedure SHALL NOT require the watcher to re-subscribe to the presence list.

When the watcher removes presentities from the presence list while the list subscription is active, the RLS SHALL terminate back-end subscriptions to the recently removed presentities, and SHALL indicate that the back-end subscriptions have been terminated in the next list notification. This procedure SHALL NOT require the watcher to re-subscribe to the presence list.
The presence list can be changed either directly, when the presence list document stored in RLS XDMS is updated, or indirectly, when the shared URI list stored in the Shared XMDS and referenced in the presence list document is updated.
NOTE:
The mechanism for the RLS to ensure that updates to the presence list are being applied to active list subscriptions is out of scope of this specification.
When the watcher refreshes the subscription, the RLS SHOULD refresh the back-end subscriptions accordingly. The RLS SHOULD try to re-generate the back-end subscriptions for those presentities whose corresponding <resource> element in the last list notification:

· did not include an <instance> element, if the omission was not caused by a limit to the maximum number of back-end subscriptions; or
· included an <instance> element whose “state” attribute was set to “terminated”.
5.5.3 Event Notification Filtering

The RLS MAY support event notification filtering according to the following procedures:

· Event notification filtering, according to the RLS and notifier procedures described in [RFC4660], and

· Content type ‘application/simple-filter+xml’, according to [RFC4661]. 

If the RLS supports event notification filtering; and 

· understands the particular filter included in the payload of the SUBSCRIBE request, the RLS SHALL apply the requested filter.

· does not understand the particular filter included in the payload of the SUBSCRIBE request as requested by the Watcher, the RLS SHALL indicate it to the Watcher as specified in [RFC4660]. 

5.5.4 XDM Functions

In order to resolve presence lists into individual presentities, the RLS SHALL support the following :

· Retrieval of XML documents stored in the RLS XDMS and Shared XDMS, according to [XDMSPEC] section 6.1.1 (via the PRS-10 and PRS-9 reference points, respectively).

· XCAP application usages specified in [RLSXDM] and [SharedXDM].

On receiving a SIP SUBSCRIBE request directed at a presence list identified by a Request-URI, the RLS SHALL access the global “index” document described in [RLSXDM] using the XCAP path
[XCAP Root URI]/rls-services/global/index.

The RLS SHALL retrieve the presence list from the contents of the <service> element within the index document whose “uri” attribute value matches the Request-URI of the received SUBSCRIBE request.  If the RLS is unable to retrieve the presence list from the RLS XDMS, the RLS SHALL reject the SUBSCRIBE request with a 404 (Not Found) response.

The presence list can contain references to URI Lists stored in the Shared XDMS.  If the RLS is unable to retrieve a URI List from the Shared XDMS, then that URI List SHOULD be ignored; if so, the watcher is made aware of this when the URIs which could not be de-referenced are omitted from the list notification.

When realized in 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL insert a URI from the received P-Asserted-Identity header (as defined in [3GPP TS 24.229] and [3GPP2 X.P0013-004-A]) from the SIP SUBSCRIBE request in the X-3GPP-Asserted-Identity header, as defined in [3GPP TS 24.109] or the “X-XCAP-Asserted-Identity” header as defined in [XDMSPEC], of the HTTP GET request.
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