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1  Reason for Change

This CR restructures the content of section 5.1 and 5.6 in OMA-WP-XDM_Implementation_Guidelines-20071126-D according to the guidelines agreed in OMA-PAG-2007-0827R01-CR_IGPRS_proposed_template_for_guidelines.
R01:
Restructured section 5.1.1 to contain one section for OMA defined list and another section for XDMC defined lists.

Added “;and” in a number of places.

5.1.4 First Recommendation bullet removed.
Some editorial fixes.

2   Impact on Backward Compatibility

None.
3   Impact on Other Specifications

N/A
4   Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below.

6 Detailed Change Proposal

Note to the reader: The text in section 5.6 is a) cut out, b) moved to 5.1and then c) modified. In order to provide some traceability different colours are used to indicate that. As however the agreed template requires quite extensive restructuring it is in some cases hard to see how the original agreed text is modified.
Change 1:  Section 3.3

Abbreviations

	
	

	OMA
	Open Mobile Alliance

	RLS
	Resource List Server

	URI
	Uniform Resource Identifier

	XDM
	XML Document Management

	XDMC
	XML Document Management Client

	XDMS
	XML Document Management Server


Change 2:  Section 5.1
5.1  URI Lists

5.1.1  Usage of different types of URI Lists
An XDMC has a need to recognize different types of URI Lists. The [XDM SHARED] specification, section 5.1.8 “Naming Conventions” OMA defines some values of the “name” attribute for URI Lists.
 
In addition to these pre-defined values, an XDMC can also use values for the “name” attribute that are defined by the XDMC/user
. 
Such a list is called ‘URI list with XDMC assigned “name” attribute’ in this document. 
The [XDM_SHARED] specification makes it also possible to have a reference from one URI List to another URI List and in that way create nesting of URI Lists. 
In the following sections recommendations are given about the usage and nesting of the different types of URI Lists.
5.1.1.1  


URI Lists with an OMA defined “name” attribute
It is RECOMMENDED that
· a URI Lists with an OMA defined “name” attribute is able to have one or more URI List references using an <external> child element to URI List(s) with XDMC assigned “name” attributes; and 
· a URI Lists with an OMA defined “name” attribute has no <list> child elements.
· 


The reasons for the recommendations include:


· a URI list with XDMC assigned “name” attributes defined for other purposes can be used as a sub-list in a URI list with an OMA defined “name” attribute to be able to include also these users in the URI list without having to insert them one by one; and

· 
· a list in a list can be created using the <external> child element. As the method must be used to reference another URI List, this method is also selected to implement a list in a list. This means that the <list> child element is recommended not to be used to avoid having two ways of doing the same thing which will make implementation more complex.
It is RECOMMENDED that
· an XDMC uses the “oma_buddylist” URI List to store references to all other URI List  that can be used as Presence Lists in RLS XDMS; and
· an “oma_buddylist” URI List can have a reference using an <external> child element to an “oma_pocbuddylist” list if such list exists.
The reasons for the recommendations include:

· A Watcher can by defining a Presence List in RLS XDMS referencing an “oma_buddylist” subscribe for Presence Information for all other defined Presence Lists with references to a URI List; and,

· A Watcher can by defining a Presence List in RLS XDMS referencing the “oma_buddylist” list subscribe for Presence Information also from users defined by an XDMC using the “oma_pocbuddylist” list.
5.1.1.2 
It is RECOMMENDED that 

an “oma_blockedcontacts” URI List is 
referenced from all services (AUIDs) defining a polite-block/block or reject rule.


The reason for the recommendation includes:

· The “oma_blockedcontacts” URI List is a “block-a-user-from-everything” type of list.










5.1.1.4 

It is RECOMMENDED that an “oma_allcontacts” URI List :
· has a reference using an <external> child element to an “oma_buddylist” list to include all presence enabled users as a sub-list if such list exists; and
· 
· is not referenced from any other services or URI Lists.
The reasons for this recommendation include:

· An XDMC can use the “oma_allcontacts” list to collect all users independent of whether they are Presence enabled or not; and
· This list is a “contain-all-users-list” type of list and can be very large. It is quite unlikely that the owner of the list wants to apply the same service rules or procedures to all users in such a list. 
5.1.1.2 
It is RECOMMENDED that
 an “oma_grantedcontacts” URI List can include a reference (with an <external> child element) to an “oma_buddylist” list to grant all users in such a list access to applications granted by the “oma_grantedcontacts” URI list. 

The reason for the recommendation includes:

· An XDMC can have a need to grant a user access to e.g. Presence Information at the same time the user is added to the “oma_buddylist” URI List to implement Presence Authorization of the type “users that I have in my Presence Lists are also allowed to see my Presence Information”.
· 
5.1.1.2 URI Lists with XDMC assigned “name” Attributes
It is RECOMMENDED that:

·  this type of URI List does not have references to other lists. (I.e. only the <entry> element is recommended to be used as a child element of the <list> element); and
· this type of URI List  always has a “display-name” element attached to the list that a human user can understand (the human user needs to understand the referenced list or select the correct lists to reference from the set of URI lists with  XDMC assigned “name” attributes);and
· the value of the “name” attribute does not start with ‘oma_’ and does only contain lower case characters.

The reasons for the recommendations include: 

· The nesting in the list is limited to simplify the implementation; and
· Human user can  address a list by a name chosen by the user ; and
· Allowing for more OMA defined values starting with "oma_"; and
· Allowing for simplified implementations that does not need to consider lower or upper case values for the “name” attribute.

5.1.2 Usage of User and Group URI in URI Lists

It is RECOMMENDED that an XDMC :

· can handle that the same user URI can be included in more than one URI List; and
· does not include a user URI in an “oma_buddylist”; and
· does not include 
· 
· a group URI in any URI List.
The reasons for the recommendations include:

· As two applications can operate on the same URI List index document but on different URI lists, an implementation will be very complex if a client always needs to check if this user URI already exists in another list. It also exists cases where a user id must exist in two or more URI List; and
· If an “oma_buddylist” URI List only contains references to other URI List it is always possible for a Watcher to only subscribe for a subset of users. This means that a Watcher that wants to limited the number of back-end subscriptions from RLS can do that and still be able to include any user in a subscription. If the oma_buddylist include user URI’s the only way to include such user in a Presence subscription is to subscribe for the whole list; and
· Some applications have specific procedures when using a group URI. If such application is using a URI List with a group URI included unexpected behavior in a client may be the result causing bad user experience. If an XDMC has a need to store a group URI in the Shared XDMS it is better to use a Group Usage List in Shared XDMS.
5.1.3 Usage of the <appusages> Element in URI Lists

It is RECOMMENDED that
 the <appusages> element is not used when a URI List is referencing another URI List using the <external> child element.
The reason for the recommendation includes:
· A reference from one URI List to another URI List is a reference internally in the same document. An XDMC has a way of checking references as it has access to the document.

5.1.4 References to URI Lists from Presence-related XDM Documents

Lists are used for different purposes in Presence. Different possible lists that can be used in Presence are outlined below:

· Presence List. A list of users whose Presence Information is requested [PRS RLS XDM]. Presence List is defined within an RLS-services document and the Watcher can maintain multiple Presence Lists (identified by the value of the “uri” attribute of the corresponding <service> element) in a single RLS-services document.

· Grant List. A list of users allowed to subscribe for Presence Information. The users are listed in a Presence Authorization Rules document [PRS XDM] under the <conditions> element, whose corresponding <sub-handling> element has the value “allow”.  

· (Polite) Block List. A list of users blocked from subscribing for Presence Information. The users are listed in a Presence Authorization Rules document [PRS XDM] under the <conditions> element, whose corresponding <sub-handling> element has either the value “block” or “polite-block”.

It is RECOMMENDED that an XDMC creating  a Presence List:

· uses the <resource-list> element to refer to a URI List stored in the Shared XDMS; and 
· does not  use a <list> element in the Presence List document.

The reasons for the recommendations include:

· Smooth device migration and simplified implementation is possible if  all XDMC are using the same method to reference an URI List in Shared XDMS; and
· The list created can be reused on other document instead of duplicating the list. E.g. as a grant list for Presence Information.

It is RECOMMENDED that a Grant List and a (Polite) Block List
·  use the <external-list> element (as child element of <conditions> element of Presence Authorization Rules document) to refer to the URI List stored in the Shared XDMS; and 
·  do not use the <identity> element as a child element of the <conditions> element to implement a Grant List or a Block List. 
The reason for the recommendations includes:

· Smooth device migration and simplified implementation is possible if  all XDMC are using the same method to create a Presence Authorization Rule for a list of users; and

· The list created can be reused in other documents, e.g. as a Presence List, instead of duplicating the list.
Change 3:  Delete section 5.6. (The content is moved to section 5.1).
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