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1 Reason for Change

This contribution deals with handling of icon as part of presence information. Current specification defines that the value of the <status-icon> shall be a URI pointing to the icon document. It is not specified where such an icon document should be stored.

One option for storing icons is Content Server. Content Server is intended to be used for handling of large objects. However, presence specification does not specify any details how documents in Content Server are stored, if and how authorization rules to such documents apply or how such documents can be deleted.

If the icon is stored in the Content Server, based on the current specification such icon cannot be used using content indirection mechanisms as part of Permanent Presence State.

The icon is specified as jpeg, png or gif with reference to 3GPP 26.141. All these formats can be encapsulated in the SVG format (as also stated in 3GPP 26.141) that is XML based format for graphics.

This contribution proposes storing of icons in new Application Usage org.openmobilealliance.icon in SVG format. It is proposed as a new optional Application Usage on Presence XDMS. The Application Usage shall be collocated with PNA and any update of the icon document is published to the Presence Server.

Also the Authorization Rules of the Icon Application Usage are connected to Presence Authorization Rules – icon document can be obtained only by user that is authorized to retrieve the <status-icon> element from the Presence Information of the document owner.

The advantage of this solution is a simple usage of icon as part of Presence Information including the Permanent Presence State and also together with appropriate access rights.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree new subchapter 5.3 as proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  New subchapter 5.3 Icon

5.3 Icon
5.3.1 Structure

The Icon document SHALL be in the form of an SVG 1.2 document as defined in [SVG]. A document SHALL contain a single icon. The icon SHALL be represented as base64 encoded png, gif or jpg data included in the <image> graphics object.

The example template for the icon document:
<?xml version="1.0"?>

<svg width="XXX" height="YYY" xmlns="http://www.w3.org/2000/svg" version="1.2">

<image width="XXX" height="YYY" xlink:href=”data:image/png;base64, $encoded image data$"/>
</svg>
5.3.2 Application Unique ID

The AUID SHALL be “org.openmobilealliance.icon”. 
5.3.3 Default Namespace

The default namespace SHALL conform to “http://www.w3.org/2000/svg” as defined in [SVG].
5.3.4 XML Schema

The Icon document SHALL be composed according to the RelaxNG schema from Appendix N of [SVG]. 

5.3.5 MIME Type

The MIME type for this application usage SHALL be “image/svg+xml” as defined in Appendix M of [SVG].
5.3.6 Validation Constraints

The Icon document SHALL have only one <image> graphic object. The <image> graphic object SHALL include base64 encoded png, gif or jpeg data.
5.3.7 Data Semantics

The Icon document contains a picture that can be attached to the Primary Principal’s Presence Information.
5.3.8 Naming conventions

The name of the icon document SHALL be “icon”.

5.3.9 Global documents

This application usage defines no global documents.

5.3.10 Resource interdependencies

 This application usage defines no additional resource interdependencies.
5.3.11 Authorization policies

The Primary Principal SHALL have a permission to perform any operation of the Icon document. 
Principals SHALL have the read permission to the icon document only when they are allowed to obtain the <status-icon> element according to the Presence Authorization Rules of the Icon document owner.
Change 2:  References

2. References

2.1 Normative References
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Note: IETF Draft work in progress
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2.2 Informative References

	[PRESAD]
	“Stage 2 - Presence using SIMPLE”, Version 2.0, Open Mobile Alliance™, OMA-AD-Presence_SIMPLE-V1_0, URL: http://www.openmobilealliance.org/
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Change 3:  Definitions

3.2 Definitions

	Application Unique ID
	A unique identifier within the namespace of application unique IDs created by this specification that differentiates XCAP resources accessed by one application from XCAP resources accessed by another(Source: [RFC4825])

	Global Document
	A document placed under the XCAP global tree that applies to all users of that application usage.

	Global Tree
	A URL that represents the parent for all global documents for a particular application usage within a particular XCAP root. (Source: [RFC4825])

	Primary Principal
	The Primary Principal is the user associated with the XCAP User Identity, which defines where the document resides. (Source: [XDMSPEC])

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities (Source: [XDMSPEC])

	XCAP Application Usage
	Detailed information on the interaction of an application with an XCAP server.  (Source: [RFC4825])

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in [RFC4825].  (Source: [RFC4825])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825].  (Source: [RFC4825])
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