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	To:
	PAG WG

	Doc to Change:
	OMA-TS-PRS-V2_0-20080421-D

	Submission Date:
	5 June 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Ingemar Lindgren, Ericsson, ingemar.lindgren@ericsson.com

	Replaces:
	


1 Reason for Change

	C001
	2008.05.08
	E
	General
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: Inconsistent writing style

Proposed Change: Apply editorial changes according to guideline proposal in OMA-PAG-2008-0314
	Status: OPEN / CLOSED

<provide response>


This contribution aligns use of bullets with current PAG custom to improve readability.
2 Impact on Backward Compatibility

N/A. 
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the Specification.

6 Detailed Change Proposal
Change 1:  Section 5.5.1.4
NOTE to the Editor: Changes in OMA-PAG-2008-0351R01 must be applied first
5.2.1.1 Permanent Presence State

The PS MAY support Permanent Presence State. If supported, the PS SHALL use the Permanent Presence State as input for Presence Information processing. The PS SHALL ensure it has the latest available Permanent Presence State when applying the composition policy. It MAY do so by subscribing to and fetching the Permanent Presence State document from the Presence XDMS.

When fetching the Permanent Presence State document, the PS SHALL use the procedures defined in [XDM_Core] “Document Management”. and construct the HTTP URI as follows. The PS: 

1) SHALL set the XCAP Root URI as described in [XDM_Core];
2) SHALL set the AUID to “pidf-manipulation” as defined in [PRS_PresXDM];

3) SHALL set the document name to “perm-presence” as defined in [PRS_PresXDM]; and

4) SHALL set the XUI to the URI of the Presentity. 

If a <timestamp> element exists in a <tuple> element, <person> element or <device> element part of the Permanent Presence State, the PS SHALL ignore its value and remove the <timestamp> element respectively before using the Permanent Presence State as input for Presence Information processing.

Change 2:  Section 5.5.1.5
NOTE to the Editor: Changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.2 Retrieval of Presence Information from Presence Sources
The PS MAY issue a REFER request to retrieve Presence Information from one or more Presence Source(s) according to the procedures in [RFC3515] and [RFC4488]. 
For every REFER request the PS :

1) SHALL set the Request-URI to the Presentity URI, or a SIP URI determined by local configuration;

NOTE: the local configuration may include multiple target URIs. In that case, multiple REFER requests will be issued.

2) SHALL set the Refer-To header field to the Presentity URI;

3) SHALL set the “method” parameter of the Refer-To header field to the value “PUBLISH?Event=presence”;

4) SHALL include a Refer-Sub header field set to “false” according to the procedures described in [RFC4488];
5) SHALLinclude a Accept-Contact header field set to “g.oma-pres.pubcap” when the SIP/IP Core does not correspond with 3GPP IMS or 3GPP2 MMD networks, or “g.3gpp.app_ref ="urn%3Aurn-xxx%3A3gpp-application.ims.iari.oma-pres%3Apubcab"” when the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks; and
a) The PS MAY further specify the details of the desired Presence Source with the token value of the “g.oma-pres.pubcap” feature tag or the detailed IARI of the “g.3gpp.app_ref ” feature tag as defined in [PDE_DDS] “Registry for Presence Publication Capability Tokens”, together with the combination of ‘require’ or ‘explicit’ parameters as defined in [RFC3841].
6) SHALL set the originator identity of the request to the Presentity URI as if the request was sent on behalf of the Presentity.

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the PS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.S0013-004] and insert the Presentity URI in the P-Asserted-Identity header field used in the REFER request.
.

Change 3:  Section 5.5.2.1
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.3 Handling of Large MIME Objects

The PS MAY generate notifications using the ‘multipart/related’ content type in accordance with [RFC2387], if:

· the Presence Information formatted as ‘application/pidf+xml’ or ‘application/pidf-diff+xml includes references to other MIME objects; and 

· the Watcher indicates support for the ‘multipart/related’ content type using the “Accept” header field in the SUBSCRIBE request.

If the Watcher does not indicate support for the ‘multipart/related’ content type or a MIME object cannot be accessed by the PS, the PS SHOULD exclude the MIME object from the notification.

If the size of the MIME object in the NOTIFY request exceeds the limit defined for the Watcher, the PS SHALL handle the MIME object data as indirect content, i.e. store the MIME object in the Content Server and include an HTTP URI, or optionally HTTPS URI, in the notification pointing to the stored MIME object. 

If the reference to the MIME object is an HTTP URI, or optionally HTTPS URI, the PS:

· SHALLfetch the content using the HTTP GET method defined in [RFC2616] and include as direct content in the notification; or

· SHALL include an HTTP URI, or optionally HTTPS URI, as indirect content in the notification pointing to the MIME object.

Access to indirect content SHALL be restricted to the Watcher.  Any appropriate mechanism may be used, given it does not impose any requirements to the Watcher other than having to issue an HTTP GET to fetch the indirect content from the provided URI.

When sending the MIME object as direct content, the PS SHALL modify the value of the relevant Presence Information Element in the presence document to refer to the MIME object included in the ‘multipart/related’ content type.

Change 4:  Section 5.5.3.1
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.4 Applying Publication Authorization and Content Rules

The PS MAY support Publication Authorization and Content Rules. If supported, the PS SHALL verify if the Publication Authorization and Content Rules document exists in the Presence XDMS. 

In case the PS does not support Publication Authorization and Content Rules or the document does not exist, the PS SHALL apply the default publication authorization policy. The default publication authorization policy SHALL authorize the publication if the authenticated originator identity is the Presentity, and SHOULD reject the publication if the authenticated originator identity is any user other than the Presentity.
In case the Publication Authorization and Content Rules document exists in the Presence XDMS, the PS SHALL apply the Publication Authorization and Content Rules to all authenticated PUBLISH requests for the presence event package.
When the Presentity changes the Publication Authorization and Content Rules, the PS SHALL ensure it applies the rules with the most recent changes (see section 5.5.5).
When a PUBLISH request is received for the presence event package, the PS SHALL fetch the Presentity’s Publication Authorization and Content Rules document stored in the Presence XDMS according to the procedures defined in [XDM_Core] “Document Management”. When fetching the document, the PS constructs the HTTP URI as follows. The PS:

· SHALL set the XCAP Root URI as described in [XDM_Core];
· SHALL set the AUID to “org.openmobilealliance.pub-rules” as defined in [PRS_PresXDM]; and

· SHALL set the XUI to the SIP URI or tel URI of the Presentity.

For example, the HTTP URI of the Publication Authorization and Content Rules document for a Presentity with a SIP URI of sip:user@domain.com would be http://xcap.example.com/services/org.openmobilealliance.pub-rules/users/sip:user@domain.com/pub-rules, if the XCAP Root URI is http://xcap.example.com/services.
The PS SHALL determine which rules in the Publication Authorization and Content Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions” with the following clarifications:

Change 5:  Section 5.5.3.2.1
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.4.1 Composition Policy

The PS SHALL compose the Presence Information from the different Presence Sources according to the following rules, based on the “service”, “device”, and “person” components of the presence data model (see [PDE_DDS] “Presence Data Model”):

· Service component:
If the following conditions all apply:

· If one <tuple> element includes a <contact> element, other <tuple> elements include an identical <contact> element;

· If one <tuple> element includes a <service-description> element, other <tuple> elements include an identical <service-description> element. Two <service-description> elements are considered identical if they contain identical <service-id> and <version> elements;

· If one <tuple> element includes a <class> element, other <tuple> elements include an identical <class> element; and

· If there are no conflicting elements (i.e. same elements with different values or attributes) under the <tuple> elements. Different <timestamp> values are not considered as a conflict;
then the PS:

1) SHALL aggregate elements within a <tuple> element that are published from different Presence Sources into one <tuple> element. Identical elements with the same value and attributes SHALL not be duplicated;

2) SHALL set the “priority” attribute of the <contact> element in the aggregated <tuple> element to the highest one among those in the input <tuple> elements, if any “priority” attribute is present;

3)  SHALL set the <timestamp> of the aggregated <tuple> to the most recent one among the ones that contribute to the aggregation (a <tuple> element without a <timestamp> element corresponds with a <tuple> element with the oldest <timestamp> element); and
4) SHALL keep no more than one <description> element from the <service-description> elements of the aggregated <tuple> element when there are different values of the <description> elements.

In any other case, the PS SHALL keep <tuple> elements from different Presence Sources separate.

· Device component:
If the <deviceID> of the <device> elements that are published from different Presence Sources match, then the PS: 

1) SHALLaggregate the non-conflicting elements within one <device> element;
2) SHALL set the <timestamp> of the aggregated <device> element to the most recent one among the ones that contribute to the aggregation (a <device> element without a <timestamp> element corresponds with a <device> element with the oldest <timestamp>); and

3) SHALL use the element from the most recent publication for conflicting elements.

· Person component:
If the following conditions all apply:

· If one <person> element includes a <class> element, other <person> elements include an identical <class> element; and
· If there are no conflicting elements (same elements with different values or attributes) under the <person> elements. Identical elements with the same value SHALL not be duplicated. Different <timestamp> values are not considered as a conflict;
then the PS:

1) SHALL aggregate elements within a <person> element that are published from different Presence Sources into one <person> element. Identical elements with the same value and attributes SHALL not be duplicated; and

2) SHALL set the <timestamp> of the aggregated <person> element to the most recent one among the ones that contribute to the aggregation (a <person> element without a <timestamp> element corresponds with a <person> element with the oldest <timestamp> element during comparison).

In any other case, the PS SHALL keep <person> elements from different Presence Sources separate. 

The PS SHALL ignore the values of “id” (instance identifier) attributes of <tuple>, <person> and <device> instances in presence documents published by Presence Sources. 
The PS MAY change the values of “id” (instance identifier) attributes of <tuple>, <person> and <device> instances in presence documents that have been published by Presence Sources.

Change 6:  Section 5.5.3.3
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.5 Applying Presence Authorization Rules

The authorization decision in the PS SHALL be determined based on authorization policies defined by the service provider (local policy) and the Presence Authorization Rules document stored in the Presence XDMS.
Presence Information is considered very sensitive personal information; therefore, an authorization mechanism SHALL be supported. 

The PS SHALL apply the Presence Authorization Rules to all authenticated SUBSCRIBE requests and outgoing notifications for the presence event package.

When the Presentity changes the Presence Authorization Rules, the PS SHALL ensure it applies the Presence Authorization Rules with those most recent changes (see section 5.5.5).

As defined in [PRS_PresXDM] the Presence Authorization Rules has two parts defined by the Presentity:

· Subscription Authorization Rules, which determine if a Watcher is allowed to subscribe to the Presentity’s Presence Information; and
· Presence Content Rules, which determine the subset of the Presentity’s Presence Information the Watcher is allowed to receive.

When a SUBSCRIBE request is received for the presence event package, the PS SHALL fetch the Presentity’s Presence Authorization Rules document stored in the Presence XDMS according to the procedures defined in [XDM_Core] “Document Management”. When fetching the document, the PS constructs the HTTP URI as follows. The PS: 

· SHALL set the XCAP Root URI as described in [XDM_Core];
· SHALL set the AUID to “org.openmobilealliance.pres-rules” as defined in [PRS_PresXDM]; and

· SHALL set the XUI to the SIP URI or tel URI of the Presentity. 

For example, the HTTP URI of the Presence Authorization Rules document for a Presentity with a SIP URI of sip:user@domain.com would be http://xcap.example.com/services/org.openmobilealliance.pres-rules/users/sip:user@domain.com/presrules, if the XCAP Root URI is http://xcap.example.com/services.

The PS SHALL determine which rules in the Presence Authorization Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions”, with the following clarifications:

· When realized in 3GPP IMS or 3GPP2 MMD networks, the PS SHALL use the received P-Asserted-Identity header (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) in the SUBSCRIBE request to determine the URI value used for matching against a conditions element.
· If a presence subscription is identified as anonymous (see section 7.1), the PS SHALL always evaluate the rule with the <anonymous-request> condition element as defined in [XDM_Core].

· If an attempt to resolve an <external-list> condition element fails, the PS SHALL regard the Presence Authorization Rules document as invalid and act according to the default policy of the PS. If there is no matching rule then the PS SHALL further handle the subscription according to the default policy of the PS. The default policy SHALL apply one of the <sub-handling> actions defined below. However, it is out of scope of the present specification to define how the default policy is configured.
After evaluating the combined permissions, the PS SHALL handle the subscription for this Watcher based on the value of the <sub-handling> action as follows:

·  if the value is “block” or there is no value, then the PS SHALL reject the subscription by responding to the SUBSCRIBE request according to rules and procedures of [RFC5025], section 3.2; 

· if the value is “polite-block”, then the PS SHALL politely block the subscription following the procedures defined in section 5.5.3.3.1;

· if the value is “confirm”, then the PS SHALL place the subscription in the “pending” state according to rules and procedures of [RFC5025], section 3.2. The further treatment of the subscription will depend on the local policy of the PS, a typical example of such a local policy is the request for “reactive authorization” from the Presentity; and

· if the value is “allow”, then the PS SHALL place the subscription in the “active” state according to rules and procedures of [RFC5025], section 3.2 and apply the Presence Content Rules defined under the “transformations” element of the matched rules as specified in [PRS_PresXDM].

While a Watcher’s subscription is active, a Presentity may update its Subscription Authorization Rules. The PS SHALL re-evaluate the subscription state for each Watcher based on the new Subscription Authorization Rules.  For example, a Presentity may decide to block subscriptions from a Watcher. If the Watcher has an active subscription to the Presentity, the PS terminates the subscription and blocks any future subscription requests from this Watcher.

Furthermore, while a Watcher’s subscription is active, a Presentity may update its Presence Content Rules. The PS SHALL re-determine the subset of the Presentity’s Presence Information the Watcher is allowed to receive. For example, a Presentity may decide to stop disseminating specific Presence Information Elements to its Watchers. In such a case the PS will generate presence notifications that will omit those specific Presence Information Elements. 

The PS MAY determine that the Subscription Authorization and/or Presence Content Rules have been updated by subscribing to changes made to XML documents stored in the Presence XDMS and Shared List XDMS.

5.2.1.5.1 Polite Blocking

Polite blocking is a mechanism to deny providing Presence Information updates , while indicating to the Watcher that the subscription is active.  

If the result of applying Subscription Authorization Rules is to perform polite blocking (see section 5.5.3.3), the PS:

1) SHALL respond to the SUBSCRIBE request according to rules and procedures of [RFC5025], section 3.2; and
2) SHALL then send only one NOTIFY request with the following content:

a) provide only the <tuple> elements of the “raw presence document” of the Presentity indicating that the Presentity is “unwilling” and “un-available” for communication (see [PDE_DDS] “Presence Information Element Definitions”) for details of how these states are mapped to relevant Presence Information Elements). If further child elements are contained in the “raw presence document” within the <tuple> elements apart from “willingness” and “availability”, they SHALL be omitted by the PS; 

b) not provide the <device> and <person> elements if existing in the Presentity’s “raw presence document”; and 

c) perform all the subsequent steps in the Presence Information processing framework, as they are listed in section 5.5.3 and detailed in relevant sub-sections (e.g. apply filtering, partial notifications, throttling, etc).
Change 7:  Section 5.5.3.5
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.6 Generating Entity Tags

The PS MAY support the notifier procedures defined in [IETF-SubNotEtag].

Editor’s Note: The mandatory or optional support for performance optimization features should be revisited.

If supported, the PS:

· SHALL generate entity tags for presence documents. The entity tag SHALL be unique to the presence document over time, i.e the PS SHALL generate the same entity tag for the same presence document in different time samples. The algorithm to generate such entity tags is out of scope of this specification.

NOTE: 
The presence document here refers to the document the PS generates after “Event Notification Filtering” as shown in Figure 4. Several Watchers can receive the same presence document if they share common Presence Authorization Rules and apply the same event notification filtering.

· SHALL include the entity tag in all NOTIFY requests for those Watchers that indicated support for the [IETF-SubNotEtag] extension with the Supported header field as described in [IETF-SubNotEtag].

Change 8:  Section 5.5.4.2
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

5.2.1.7 Triggering Subscription to Watcher Information

The PS MAY be configured with a (list of) URI(s) of Presence Sources which implement the optimized publication of Presence Information according to section 5.1.1.6. If configured and the Watcher Information state changes from having no active Watchers to having one or more active Watchers, the PS SHALL send a REFER request towards those URIs which do not maintain an active Watcher Information subscription for the Presentity.

The REFER request SHALL be formulated according to the procedures in [RFC3515] and [RFC4488]. For each REFER request the PS:

1) SHALL set the Request-URI to the configured URI;

NOTE: the local configuration may include multiple target URIs. In that case, multiple REFER requests will be issued.

2) SHALL set the Refer-To header field to the Presentity URI;

3) SHALL set the “method” parameter of the Refer-To header field to the value “SUBSCRIBE?Event=presence.winfo”;

4) SHALL include a Refer-Sub header field set to “false” according to the procedures described in [RFC4488]; and

5) SHALL set the originator identity of the request to the Presentity URI as if the request was sent on behalf of the Presentity.


When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the PS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.S0013-004] and insert the Presentity URI in the P-Asserted-Identity header field used in the REFER request.
Change 9:  Section 5.5.5
NOTE to the Editor: Any changes in OMA-PAG-2008-0351R01 must be applied first

2.2.1 XDM Functions

Certain PS functionality depends on particular XML documents stored in the Presence XDMS and Shared List XDMS.  In order to provide this functionality the PS:
· SHALL support retrieval of XML documents stored in the Presence XDMS and Shared List XDMS, according to [XDM_Core] “Document Management” (via the PRS-8 and PRS-5 reference points, respectively); and
· SHALL support Presence Authorization Rules and Publication Authorization and Content Rules Application Usages as specified in [PRS_PresXDM] “Presence Authorization Rules” and “Publication Authorization and Content Rules” respectively, and all Application Usages specified in [XDM_List].

· MAY support the Permanent Presence State functionality as specified in section 5.5.1.4. If supported, the PS SHALL support the Permanent Presence State Application Usage as specified in [PRS_PresXDM] “Permanent Presence State”.

· MAY subscribe to changes made to XML documents stored in the Presence XDMS and Shared List XDMS, If so, the PS SHALL follow the procedure defined in [XDM_Core] “Subscribing to Changes in the XML Documents” (via the PRS-3 reference point).
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