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1 Reason for Change

This contribution resolves following review comment:

	F086
	2008.05.8
	T
	5.3.2.11
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: For what purpose is deviated from the default authorization policy? Why would “read-access” to the Publication Rules by other Principles be governed by the Publication Rules themselves? Furthermore, if it is really the intention that only the <transformations> could be viewed by other principles, then the R-URI of the XCAP GET request should also “point there” (and if it doesn’t the request should be denied with a 403 (Forbidden) response). Similarly this should also apply to the SIP SUBSCRIBE for changes (however, it is unclear from the OMA XDM V2.0 specification whether a UE is allowed to subscribe to an element of a document (-- as it is not specified --)).
Proposed Change: If there is a need/reason to view (part of) the Publication Rules, then this need/reason should be stated. If the view is to be restricted (to e.g. only the <transformations>), then the behavior should be clearly specified.
	Status: CLOSED

by OMA-PAG-2008-0419R02


	F087
	2008.05.8
	T
	5.3.2.11
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: resolve the editors note
	Status: CLOSED

by OMA-PAG-2008-0419R02-

	F089
	2008.05.08
	T
	5.3.2.11
	Source: Ericsson

Form: OMA-CONR-2008-0060

Comment: The editor’s Note must be addressed with a solution to solve the fetch issue from a Presence Source that publish Presence using SIP Publish, 

Proposed Change: A new section 5.3.2 is added “Publication Content Rules Views” that defines a new AUID, This AUID shall be used to fetch a “view” document. The structure of the document is a <ruleset> with one <rule> that contains a <transformations> element (same as Publication Content Rules).

The AUID name is “org.openmobilelliance.pub-rules-view”

The XML schema is the same as for the AUID “org.openmobilelliance.pub-rules”

Default namespace: is the same as for the AUID “org.openmobilelliance.pub-rules”

MIME-type: is the same as for the AUID “org.openmobilelliance.pub-rules”

Validation Constraints. None

Data semantics: The transformations child element is the same as for the Publication Content rules.

Naming Conventions: The document is called pub-rules-view.

No global document.

Resource Interdependencies:
When an XCAP GET is received for a view a document is created by the Presence XDMS that contains the Publication Content rules for the requestor as defined by the Publication Authorization and Content rules document. This document is returned in the response to the XDMC. The document is then deleted by the XDMS. 

Authorization policy: Any Principal can request a view document. The Principal is not included in the Publication Authorization and Content rules document and error response not found is returned.

The reason to have a new AUID defined is not to mix authentication for a principal’s view document with normal access permission rules to manipulate the rules document. In XDM 2.1 access permission rules including XCAP GET are needed to fetch the document to change to do updates of a rule.


	Status: CLOSED

by OMA-PAG-2008-0419R02

	F090
	2008.05.09
	
	5.3.2.11
	Source: Samsung

Form: INP
Comment: ‘authorization view sharing’ by XDMS brings much complexity, as the etag management should be done for part of document view.

As the ‘authorization view sharing’ is not supported for permanent presence state, it seems better to remove this function from Presence XDMS. Even without this, the ‘authorization view sharing’ can be provided by PS to the generic presence publication requestor.

(Editor’s note can be partly resolved with this apporoach.)
Proposed Change: <Recommended action>
	Status: CLOSED

by OMA-PAG-2008-0419R02

	F091
	2008.05.09
	
	5.3.2.11
	Source: Samsung

Form: INP
Comment: Resolve Editor’s note.

Proposed Change: <Recommended action>
	Status: CLOSED

by OMA-PAG-2008-0419R02


R01. The new Application Usage is moved to the Presence SIMPLE TS ( Change 2 in the 419 version) see CR OMA-PAG-2008-0439R01 after comments from Jaekwon. The reason is that it is the PS that has the knowledge about how to evaluate the pub-rules document. If the logic is also to be performed by the Presence XDMS it exist a risk that the result can differ as the Presence XDMS might not have all information needed (e.g. the PS might have some local policy or service provider policy that are not part of the present OMA Presence SIMPLE standard).
R02: The CR is changed to describe what was in first CR. I.E. The view document is handled by PresenceXDMS.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes as proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Modify section 5.3.2.11 Authorization Policies as follows
5.3.2.11 Authorization Policies

The authorization policies SHALL be defined according to [XDM_Core] “Authorization”. 









Change 2:  Add new section 5.3.3 Publication Content Rules Presence Source View
5.3.3 Publication Content Rules Presence Source View 
5.3.3.x Structure

The Publication Content Rules Presence Source View SHALL conform to the structure of the “ruleset” document described in [RFC4745] with the following clarifications.
a) Only one <rule> element SHALL be included as a child element to a <rule-set> element;
b) <Conditions> or <actions> elements SHALL NOT be included as child elements to a <rule> element;
c) A <transformations> element SHALL be included as a child element to a <rule> element;
d) Only child elements to a <transformations> element as defined in section 5.3.2.1 MAY be included.
.
6.3.3.x Application Unique ID

The AUID SHALL be “org.openmobilealliance.pub-rules-view”.

7.3.3.x XML Schema

The Publication Content Rules Presence Source View SHALL be composed according to the XML schema described in [RFC4745] section 13 with extensions given in [XSD_pubRules].
8.3.3.x Default Namespace
The default namespace used in expanding URIs SHALL be “urn:ietf:params:xml:ns:common-policy” defined in [RFC4745].

9.3.3.x MIME Type

The MIME type for this Application Usage SHALL be “application/auth-policy+xml” defined in [RFC4745].

10.3.3.x Validation Constraints

The validation constraints SHALL conform to those imposed by the XML schema.

11.3.3.x Data Semantics
The data semantics SHALL conform to the semantics defined in [RFC4745] with the extensions defined in this subclause.
The <transformations> element SHALL define all Presence Information that a Publication Content Rules Presence Source View  requesting Principal is allowed to publish using a PUBLISH request on behalf of a Primary Principal. 
The <transformations> element and its child elements SHALL be created combining all permissions that the Primary Principal’s Publication Authorization and Content Rules defined in section 5.3.1 and 5.3.2 give to the requesting Principal.
The data semantics of <transformations> child elements SHALL conform to the definitions in section 5.3.2.7 
12.3.3.x Naming Conventions

The name of the Publication Authorization and Content Rules document containing the Publication Content Rules SHALL be “pub-rules-view”.

13.3.3.x Global Documents

This Application Usage defines no Global Documents.

14.3.3.x Resource Interdependencies

This Application Usage has resource interdependency towards the AUID “org.openmobilealliance.pub-rules”. A “pub-rules-view” document SHALL at the time of a request for the document in the “users” tree of a Primary Principal  contain the Publication Content Rules specifying what Presence Information the requesting Principal is allowed to publish using a PUBLISH request on behalf of the Primary Principal. 
15.3.3.x Authorization Policies

The authorization policies SHALL be defined according to [XDM_Core] “Authorization” with the additions defined in this subsection. 

Principals SHALL have only permission to perform the “Retrieve a document” operation defined in [XDM_Core] “Retrieve a Document:
· The Presence XDMS SHALL determine the rules in the Publication Authorization and Content Rules document  see section 5.3.1 and 5.3.2 with regard to the retrieving Principal. 

· The Presence XDMS SHALL evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions” with the following clarification:

· If an attempt to resolve an <external-list> condition element fails, the Presence XDMS SHALL regard the Publication Authorization Rules document as invalid and reject the request by responding to the request with an HTTP 403 (Forbidden) error response.

· If there is no matching rule then the Presence XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.

· In case of matching rules, the Presence XDMS SHALL evaluate the <pub-handling> action of the combined permissions:

· If the value is “block”, the Presence XDMS SHALL reject the request by responding to the request with an HTTP 403 (Forbidden) error response.

· If the value is “allow”, then the Presence XDMS SHALL accept the request by responding to the request with an HTTP 200 (OK) response and return the “pub-rules-view” document with the combined <transformations> element from the matching rules to the Principal.
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