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1 Reason for Change

This CR aims to resolve the following CONRR comment:
	C346
	2008.05.09
	T
	Appendix C.1.5
	Source: Samsung

Form: INP
Comment: Resolve editor’s note.

Proposed Change: <Recommended action>
	Status: OPEN / CLOSED

<provide response>


There can be the case where a Presentity has multiple devices respectively publishing its presence information with its own UUID device id. In this scenario, it is the issue how an AS acting as PNA can know of those UUID and publish presence information related with the device.

RFC 4479 “A Data Model for Presence” section 3.4 describes this issue as: 

The UUID for a device would typically be chosen at the time of fabrication in the device, and then persisted in the device within flash or some other kind of non-volatile storage. The UUID URN has the properties of being globally and temporally unique, but because of its random component, it is not at all readily computable, and therefore useless as a correlation ID with other presence sources on a network. It is anticipated that future specifications will be developed that provide additional, superior device IDs.
In case of 3GPP 24.141 “Presence Service using IMS”, it has not included the device component at all.
There can be some ways to tackle this issue. However, this is matter of the interface between SIP/IP Core and AS acting as PNA, which is out of scope of OMA Presence but the scope of other standardization. 
Therefore, it is proposed to leave this issue as FFS in OMA Presence 2.0.
R01:

· It is noted that multiple devices scenarios for a user will be handled in other enablers like CPM and PoC 2.1. Considering this, it would be good to leave the example as it is and add some note for clarification on this.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to agree and implement the proposed changes in section 6, and close CONRR C346 and the action item PAG-2008-A010 DeviceID in PNA publications.
6 Detailed Change Proposal

Change 1:  Changes to Appendix D
Appendix D.  Common Content Types
(Normative)
The common content types for this specification are described in this Appendix.

D.1 Presence-based Event Notification Suppression Filter
The presence-based event notification suppression filter specifies the lists of Watcher’s presence attributes when the Watcher wishes not to receive event notifications. 

D.1.1 MIME Type
The MIME type for the presence-based event notification suppression filter SHALL be “application/vnd.oma.suppnot+xml”.
Editor’s Note:  The MIME type shall be OMNA registered.
D.1.2 XML Schema
The presence-based event notification suppression filter SHALL conform to the XML schema described in [XSD_suppNot].

D.1.3 Structure and Data Semantics
The presence-based event notification suppression filter SHALL conform to the structure and semantics as described in this subclause. 

The root element <suppnot-filter-set>:
a) SHALL include a “watcher-uri” attribute that contains the URI of the Watcher whose presence status is monitored by this filter;
b) MAY include any other attributes for the purposes of extensibility;
c) MAY include a <ns-bindings> element that contains the namespace bindings according to [RFC4661];
d) SHALL include one or more <suppnot-filter> elements that contain the conditions for notification suppress.
The <ns-bindings> element:

a) SHALL include one or more <ns-binding> elements, each of which SHALL contain the binding between the prefix and the namespace in a “prefix” attribute and a “namespace” attribute, respectively. This is used to express the XPATH formed presence attributes under <presattrib> elements.
The <suppnot-filter> element:

a) SHALL include a “id” attribute that contains the unique identification for the filter;
b) MAY include any other attribute for the purposes of extensibility;
c) MAY include zero or more <presattrib> elements that contain the presence attributes that decide the suppression of the notifications;
d) MAY include any other elements from other namespaces for the purposes of extensibility.
The <presattrib> element:

a) MAY include zero or more <suppress-if-match> elements, each of which contains the presence attribute;
b) MAY include any other elements from other namespaces for the purposes of extensibility.
The <suppress-if-match> element:

a) MAY include a “type” attribute that contains the expression type of the presence attribute in <suppress-if-match> element. The default value is “xpath” in case of the absence of this attribute;
b) MAY include any other attribute for the purposes of extensibility;
D.1.4 Evaluation
The evaluation of the presence-based event notification suppression filter is achieved as following:

· The evaluation of each <suppnot-filter> element under the root element <suppnot-filter-set> SHALL be logically ORed;

· The evaluation of each <presattrib> child element under a <suppnot-filter> element SHALL be logically ANDed;

· The evaluation of each <suppress-if-match> child element under a <presattrib> element SHALL be logically ANDed;

· The evaluation of <suppress-if-match> element SHALL be true if the corresponding presence attribute in the content matches.

D.1.5 Examples



(Informative)

The following is an example of the presence-based event notification suppression filter.
<?xml version="1.0" encoding="UTF-8"?>

<suppnot-filter-set xmlns="urn:oma:xml:prs:pidf:oma-suppnotfilter"
xmlns:sf="urn:ietf:params:xml:ns:simple-filter" 
watcher-uri="watcher@example.com">


<ns-bindings>



<sf:ns-binding prefix="pdm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>



<sf:ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>
   <sf:ns-binding prefix="op" urn="urn:oma:xml:prs:pidf:oma-pres"/>
   <sf:ns-binding prefix="pde" urn="urn:oma:xml:pde:pidf:ext"/>

</ns-bindings>


<!-- Condition1: Notification will be suppressed if the Watcher’s device is participating in PoC session -->


<suppnot-filter id="45i0s">



<presattrib>




<suppress-if-match>//pdm:tuple[*/op:service-id="org.openmobilealliance:PoC-session" and pdm:deviceID="urn:uuid:d27459b7-8213-4395-aa77-ed859a3e5b3a"]/op:session-participation[op:basic="open"]</suppress-if-match>



</presattrib>


</suppnot-filter>

<!--Condition2: Notification will be suppressed if the Watcher’s presence is 'away' -->


<suppnot-filter id="fe23de">



<presattrib>




<suppress-if-match>//pdm:person/rpid:activities/rpid:away</suppress-if-match>


</presattrib>


</suppnot-filter>

<!-- Condition3: Notification will be suppressed if the Watcher is roaming -->


<suppnot-filter id="we34is">



<presattrib>
      <suppress-if-match>//pdm:device[pdm:deviceID="urn:uuid:d27459b7-8213-4395-aa77-ed859a3e5b3a" and pde:roaming-info=1]</suppress-if-match>


</presattrib>


</suppnot-filter>
</suppnot-filter-set>

Note:
It is out of scope of this specification how a network (e.g. application server) to learn about the device ID of a device and publish the corresponding <deviceID> element for the device.
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