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1 Reason for Change

This contribution deals with following review comments:

	D007
	2008.05.8
	T
	5.1
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: The description of the Presence Content application usage is an inconsistent mixture of generic and status-icon specific usage.
Proposed Change: Create two subchapters (5.1.1 and 5.1.2), one for the generic usage (e.g. “Presence Content for any purpose”) and one for status-icon usage (e.g. “Presence Content for <status-icon>”). Each subchapter must contain the standard 11 chapter (“Structure” ( “Authorization Policies”) and the containing text should be in the scope of the respective chapter (i.e. generic vs. status-icon).
	Status: CLOSED

Closed in OMA-PAG-2008-0516R03

	D008
	2008.05.09
	T
	5.1
	Source: Samsung

Form: INP
Comment: Some description (e.g. structure) are generic for presence media contents while some (e.g. validation constraint) are specific for ‘status-icon’ subfolder. Need to restructure to separate these.

Proposed Change: <Recommended action>
	Status: CLOSED

Closed in OMA-PAG-2008-0516R03

	D009
	2008.05.8
	T
	5.1.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: mime-type may be useless in some cases

Proposed Change: Make mime-type as may
	Status: CLOSED

Closed in OMA-PAG-2008-0516R03

	D010
	2008.05.8
	T
	5.1.1

5.1.6

(5.1.7)
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: What is the sense of having the <encoding> element if it shall always be base64 encoding? One should have the option. The base64 encoding should be the default (in case the element is absent) that must be supported both client and server. Local policy may allow other encodings.
Proposed Change: In §5.1.1 state that the <encoding> element MAY be included. In §5.1.6 state that the value of the <encoding> element SHALL be “base64” or any other encoding identifier allowed by local policy. In §5.1.7 add that paragraph on the <encoding> element stating that both client and server MUST at least support base64 encoding and that base64 encoding is assumed when the <encoding> element is absent.
	Status: CLOSED

Closed in OMA-PAG-2008-0516R03

	D012
	2008.05.8
	T
	5.1.4
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: “… “urn:oma:xml:xdm:content” … in Section xxx …”
Proposed Change: Change to “… “urn:oma:xml:prs:content” … in [XSD_Content] …”
	Status: CLOSED

Closed in OMA-PAG-2008-0516R03

	D014
	2008.05.8
	T
	5.1.5
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Should the MIME type be “application/vnd.oma.prscontent+xml?

Proposed Change: 
	Status: CLOSED

Closed in OMA-PAG-2008-0516R03

	D017
	2008.05.8
	T
	5.1.6
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: mime-type is too restrictive, it is valid only for icon

Proposed Change: make it more general
	Status: CLOSED

Closed in OMA-PAG-2008-0516R03

	D018
	2008.05.8
	T
	5.1.6
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: encoding is too restrictive

Proposed Change: make it more general
	Status: CLOSED

Closed in OMA-PAG-2008-0516R03

	D019
	2008.05.8
	T
	5.1.6

(5.1.7)
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Assuming that generic Presence Content (thus not status-icon specific) can be any type of media, then the encoding should also support non-binary media. E.g. the SVG format (which is recommended by 3GPP) is an XML format. As such, one should also support the “plaintext” encoding (identifier).
Proposed Change: Update both §5.1.6 and §5.1.7 (for the generic usage) to also allow the “plaintext” encoding to support non-binary media.
	Status: CLOSED

Closed in OMA-PAG-2008-0516R03

	D022
	2008.05.8
	T
	5.1.11
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: The authorization policy is <status-icon> specific

Proposed Change: make it generic
	Status: CLOSED

Closed in OMA-PAG-2008-0516R03


R01: editorial – “and” in the list

Label of reference to SUP file
Granted permission to access

Particular Presence Information Element replaced with particular Presence Content

Presence Content is already defined as:

Media file logically connected with Presence Information. The Presence Information Element includes the URI that references the media file stored in the Presence Content XDMS.
R02: Editorial

New description in 5.1.12
R03: Included comments from R&A to section 5.1.12
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

SUP file with XML Schema has to be updated accordingly.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

5. Presence Content XDM Application Usages

5.1 Presence Content

5.2 The Presence Content Application Usage includes the definition for generic Presence Content stored in the Principal’s Home Directory and also further details for particular Presence Content stored in appropriate subfolders of the Principal’s Home Directory.
5.2.1 Structure

The Presence Content document SHALL conform to the schema definition provided in section 5.1.3.

The <content> root element:

a) 
b) MAY include a <mime-type> element containing the MIME type of the data included in the file;

c) MAY include an <encoding> element containing the method used to encode the data included in the file;

d) MAY include a <description> element containing free text describing the data content of the file;

e) SHALL include a <data> element containing the Presence Content; and
f) MAY include any other elements or attributes from any other namespaces for the purposes of extensibility.
5.2.2 Application Unique ID

The AUID SHALL be “org.openmobilealliance.pres-content”.
5.2.3 XML Schema

The Presence Content XML document SHALL be composed according to the XML schema described in [XSD_prsContent].

5.2.4 Default Namespace

The default namespace used in expanding URIs SHALL be “urn:oma:xml:prs:pres-content” defined in section 5.1.3.
5.2.5 MIME Type

The MIME type for the Presence Content document SHALL be “application/vnd.oma.pres-content+xml”.

5.2.6 Validation Constraints

The Presence Content document SHALL conform to the XML schema described in section 5.1.3, with the clarifications given in this section.

In case specific constraints apply to a particular Presence Content, further clarifications are given in section 5.1.12. The constraints for a particular Presence Content are applicable to documents stored in the corresponding subfolder of the Primary Principal’s Home Directory.
The constraints for a particular Presence Content MAY define allowed value(s) and/or a default value for the <mime-type> element.  If the <mime-type> element is missing and a default value is not defined, or the value of the <mime-type> element does not match any allowed value, the Presence Content XDMS SHALL return an HTTP 409 (Conflict) response as described in [RFC4825], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “Unsupported MIME type”.
The local policy of the service provider or a particular Presence Content MAY specify methods of encoding of the Presence Content. If 
· 
· 
· 

the value of the <encoding> element is not recognized as a value supported by the Presence Content XDMS, the Presence Content XDMS SHALL return an HTTP 409 (Conflict) response as described in [RFC4825], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “Unsupported encoding”.
Local policy of the service provider MAY limit the size of the Presence Content document stored in the Presence Content XDMS. If such limitation is present and the size of the file to be stored in the Presence Content XDMS exceeds the limit, the Presence Content XDMS SHALL return an HTTP 409 (Conflict) response as described in [RFC4825], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “Size limit exceeded, maximum allowed size is X bytes” where X is the maximum allowed size of a document in bytes.
Local policy of the service provider MAY limit the total storage available for the Primary Principal. If such limitation is present and the requested total storage exceeds the limit, the Presence Content XDMS SHALL return an HTTP 409 (Conflict) response as described in [RFC4825], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “User storage limit exceeded”.
5.2.7 Data Semantics

The value of the <data> element SHALL be the media file of the MIME type indicated by the <mime-type> element and encoded using the method indicated by the <encoding> element.
The value of the <mime-type> element identifies the MIME type of the data. The XDMC supporting the Presence Content Application Usage SHALL provide the corresponding MIME type in the <mime-type> element, unless a default MIME type has been specified for a particular Presence Information Element.
The value of the <encoding> element identifies the method used to encode the data. The XDMC supporting the Presence Content Application Usage SHALL support at least the “base64” encoding method. Further encoding methods as required by a particular Presence Content or local policy MAY also be supported. If the <encoding> element is absent, only XML character escaping is applied on the data.
5.2.8 Naming Conventions

Any name except those prefixed with “oma_” can be used as the name of a Presence Content document. 
The name of the subfolder used for storing Presence Content documents for a particular Presence Content that is described in section 5.1.12 SHALL be prefixed with “oma_”.
5.2.9 Global Documents

This Application Usage defines no Global Documents.
5.2.10 Resource Interdependencies

This Application Usage defines no additional resource interdependencies.
5.2.11 Authorization Policies

The authorization policies for manipulating a Presence Content document SHALL conform to those described in [XDM_Core] “Authorization” with the following exception:

· Principals other than the Primary Principal SHALL have permission to perform retrieve operations of any Presence Content document stored directly in the Home Directory.

· 
Presence Content Specific Details
This section defines Presence Content details related to specific Presence Information Elements.
Status Icon
Validation Constraints

The <mime-type> element SHALL be included and contain one of the following values:

· image/gif;
· image/jpeg; or

· image/png.
The <encoding> element SHALL be included and contain the value “base64”.
Naming Conventions

The subfolder of the Primary Principal’s Home Directory used for storing Presence Content documents for the Status Icon Presence Content SHALL be named “oma_status-icon”.
Authorization Policies

The authorization policies defined in section 5.1.11 for manipulating a Presence Content document SHALL be restricted in the following way:
· Principals other than the Primary Principal SHALL have permission to perform retrieve operations from the “oma_status-icon” subfolder of the Primary Principal’s Home Directory only if the Principal is allowed to see the <status-icon> Presence Information Element according to the Presence Authorization Rules of the Primary Principal. When receiving a request to access a resource in the “oma_status-icon” subfolder, the Presence Content XDMS SHALL fetch the Presence Authorization Rules of the Primary Principal from the Presence XDMS and check whether the Principal is granted permission to access the <status-icon> Presence Information Element by the Primary Principal.
Change 2:  Update the reference to the XML Schema as agreed in 358R04
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