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1 Reason for Change

This CR aims to resolve the following CONRR items:
	C161
	2008.05.8
	T
	5.4
	Source: Nokia Siemens Networks
Form: OMA-CONR-2008-0064

Comment: From the content of this section, it can be derived that the Watcher Agent only handles subscriptions for single presentities.

It is nowhere specified how presence list subscriptions containing an event notification suppression filter is to be handled in the network (section 5.6 on Resource List Server doesn’t contain any statements about this).

Proposed Change:

	Status: CLOSED


WA is valid for all presence service requests from Watcher, either single or list subscriptions.

No action needed.

Closed by OMA-PAG-2008-XXXX

	C162
	2008.05.08
	T
	5.4
	Source: Huawei

Form: OMA-CONR-2008-0065

Comment:
-according to the section 5.4.1, the Watcher Agent(WA) gets the SUBSCRIBE request from a Watcher directly. If a Watcher sends the Presentity List URI in the SUBSCRIBE request, the WA can’t get the real URLs and the Presentity’s number from the request. Hence, it can’t do the back-end subscription towards to the PS and limit the number of subscription described in section 5.4.2 and 5.4.3.

-in this section, the WA is going to do some parts of RLS’s jobs, e.g. back-end subscription. However, there isn’t an appropriate mechanism to resolve fetching Presentity List form RLS XDMS to WA. Hence, the functionalities of the WA should be re-specified.

-by my understanding, Event Notification Suppression (ENS) is used for stopping notifications when the Watcher is in the inconvenient presence states decided by itself. Thus, the WA should subscribe the Watcher’s Presence Information (WPI). However, it just indicates the WA does yet know the WPI without the how. More details should be appended
Proposed Change: connect the RLS XMDS to the WA. In this case, the WA does the works instead of the RLS so that the RLS is no long useful. In my opinion, it isn’t a good solution.
	Status: CLOSED


WA’s service authorization is different from presence list authorization by RLS.

No action needed.

WA does not need to resolve the Presence List.
No action needed.
Closed by OMA-PAG-2008-XXXX

	C163
	2008.05.8
	T
	5.4.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: forward the received SUBSCRIBE request to SIP/IP Core – not true for handling of suppression – it acts as B2BUA

Proposed Change: Clarify that forward is only if suppression is not supported.
	Status: CLOSED


Closed by OMA-PAG-2008-XXXX

	C180
	2008.05.09
	T
	5.4.3
	Source: Samsung

Form: INP
Comment: Need to handle the case where the service authorization is handled by P-CSCF than Watcher Agent.

Proposed Change: <Recommended action>
	Status: CLOSED


Closed by OMA-PAG-2008-XXXX



2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to agree the proposed changes in section 6 and close the CONRR items listed in section 1.
6 Detailed Change Proposal
Change 1:  Section 5.4
5.4  Watcher Agent

The Watcher Agent is an entity that controls the Watcher’s access to the Presence Service and optimizes the notification traffic based on the Watcher’s preferences or local policy.
5.4.1  Watcher Service Authorization

Upon receiving the SUBSCRIBE request from a Watcher, the Watcher Agent:

1) SHALL check whether the Watcher is authorized to use the Presence Service per local policy or any other appropriate mechanism that is out of scope of this specification; and
2) SHALL, if the authorization fails, generate the 403 (Forbidden) error response to the Watcher and terminate the request, or;
SHALL, if the authorization is successful, perform the following:

a. the Watcher Agent SHALL perform the procedures in section 5.4.2 and/or section 5.4.3 if the Watcher Agent supports section 5.4.2 and/or section 5.4.3, respectively; and
b. the Watcher Agent SHALL forward the received SUBSCRIBE request to the SIP/IP Core. 

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the above functionalities of the Watcher Agent MAY be implemented in the P-CSCF or S-CSCF as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively. 
NOTE: Upon successful service authorization in case of 3GPP IMS or 3GPP2 MMD networks, the SUBSCRIBE request should be forwarded to the Watcher Agent if the Watcher Agent implements section 5.4.2 and/or section 5.4.3.
NOTE: The method how the SUBSCRIBE request is routed to the Watcher Agent depends on the underlying SIP/IP Core and is out of scope of this specification.
5.4.2  Limiting the Number of Subscriptions
The Watcher Agent MAY have a local policy to limit the maximum number of simultaneous subscriptions for a Watcher. If the Watcher Agent determines to reject an initial subscription due to the current number of active subscriptions initiated by the Watcher being equal to or greater than the maximum, the Watcher Agent SHALL send a 480 (Maximum number of subscriptions exceeded) response. The response MAY include the Retry-After header field (e.g. based on the expiry of active subscriptions initiated by the Watcher) in order to suggest to the Watcher not to retry the subscription prior to the Retry-After time.
5.4.3  Handling of Event Notification Suppression
The Watcher Agent MAY support regulation of presence notifications sent to Watchers by requesting the PS to suppress presence notifications, based on the presence-based event notification suppression filters set by the Watcher as described in section 5.2.9 or per any other presence notification suppression conditions set by local policy. 

If this feature is supported, the Watcher Agent SHALL support the presence-based event notification suppression filter as defined in Appendix D.

If this feature is supported, the Watcher Agent, after the step 1 in section 5.4.1,:
1) SHALL, if the authorization is successful , check whether the body contains ‘application/vnd.oma.suppnot+xml’ MIME content as described in section 5.2.9 or whether there is any other presence notification suppression conditions set by the local policy;
2) SHALL, if there exists the ‘application/vnd.oma.suppnot+xml’ MIME content, extract the presence-based event notification suppression filter from the body of the received SUBSCRIBE request, validate it per Appendix D, and then store it;

3) SHALL generate the back-end presence subscription request towards the PS, for the received presence subscription request from the Watcher, with the following clarification; 

a) SHALL, when generating the back-end presence subscription request, include in the body of the request any other bodies of the received SUBSCRIBE request if they exist, than the extracted presence-based event notification suppression filter;
4) SHALL, if the presence-based event notification suppression filter has been successfully extracted and the Watcher Agent does yet know the Watcher’s Presence Information, generate and keep the presence subscription request targeted to the Watcher’s Presence Information; and
5) SHALL, upon receiving responses for the back-end presence subscription from the PS, forward the received to the Watcher.

During the active back-end presence event subscription per the above procedure, the Watcher Agent: 

1) SHALL keep evaluating the stored presence notification suppression filter against the Watcher’s Presence Information or the presence notification suppression conditions per local policy; and
2) SHALL, if any match is found per the above evaluation, request the PS to suppress the presence notifications per the procedure described in [see Editor’s Note].

Editor’s Note: At the time of writing this specification two candidates are under discussion to fulfill the event notificaiton suppression. They are draft-niemi-sipping-event-throttle-06 vs. draft-vakil-sipping-notify-pause-01. Upon its resolution the above texts shall be udpated.
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