Doc# OMA-PAG-2008-0694R02-CR_PRS2_XDMS_Move_ContentRules_to_PDE_F067_068_083 
Change Request

Doc# OMA-PAG-2008-0694R02-CR_PRS2_XDMS_Move_ContentRules_to_PDE_F067_068_083 
Change Request



Change Request

	Title:
	PRS2. XDMS Move ContentRules to PDE
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA PAG

	Doc to Change:
	OMA-TS-Presence_SIMPLE_XDM-V2_0-200801014-D

	Submission Date:
	22 Oct 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Anders Lindgren, Ericsson, anders.c.lindgren@ericsson.com
Ingemar Lindgren, Ericsson, ingemar.lindgren@ericsson.com

	Replaces:
	N/A


1 Reason for Change

This contribution is to support the CR that is handling the CONRR comment B0147 for the PDE v1.0 DDS.
The CR removes information from the Presence XDM TS that B0147 suggested to move to the DDS document and adds references to the DDS instead.
R01: Information moved back to the Presence XDM TS. The CR is merged with information from OMA-PAG-2008-0679.
R02: Also the comments F068 and F083 are addressed with this CR. 
The editor note described in F083 is removed and added information into the TS resolves the issue
F068 is address by checking all presence attribute making sure in the CR covers that all presence information can be put under publication content authorization. ( e.g. text about how publication content authorization for attribute and child element to an element is already authorized is added.
The following CONRR comments are addressed with this CR:

	F067
	2008.05.8
	T
	5.3.2.1
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: Whereas for Presence Content Rules reference can be made to RFC 5025 where extensively is described in section 3.3 how the <transformation> part consisting of <provide-XXX> elements has to be constructed along with the semantics, no such reference can be provided for the <transformation> part of the Publication Content Rules that contain <allow-XXX> elements. E.g. it is nowhere described that a publication authorization consists of a coarse grained publication authorization of Data Component Elements AND a fine grained publication authorization of presence attributes.

As a consequence, also the Data Semantics in section 5.3.2.7 have to be revised.

Aligning Presence Content Rules and Publication Content Rules has the advantage that the logic and capabilities (granularity) of subscription & publication authorization is identical.
Proposed Change: 
	Status: CLOSED

OMA-PAG-2008-0694R02


	F001
	2008.05.8
	T
	5.3.2.1

5.3.2.7
	Source: Nokia

Form: OMA-CONR-2008-0064

Comment: Should this list be extended with other <allow-xxx> elements also defined by OMA? For example, <allow-service-description> 
Proposed Change: Investigate and include new elements, if agreed
	Status: CLOSED

OMA-PAG-2008-0694R02



	F002
	2008.05.8
	T
	5.3.2.7
	Source: Nokia Siemens Networks

Form: OMA-CONR-2008-0064

Comment: 

Proposed Change: resolve the editors note
	Status:CLOSED

OMA-PAG-2008-0694R02




2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes as proposed in chapter 6.

6 Detailed Change Proposal

Change 1:  Modify section 5.1.2 as below.
5.1.6 Subscription Content Rules

5.3..1 Structure

The Subscription Content Rules SHALL conform to the structure of the “pres-rules” document described in [RFC5025] and extended in [XDM_Core] “Authorization Rules”, with the clarifications given below.

The Subscription Content Rules are described from the <transformations> element of the Presence Subscription Rules document.

The <transformations> element SHALL be used to define the visibility a Watcher is granted to a particular component of the presence document as described in [RFC5025] section 3.3. 

The <transformations> child element of any <rule> element MAY include the following child elements:

a) the <provide-persons> element as described in [RFC5025] section 3.3.1.2;

b) the <provide-devices> element as described in [RFC5025] section 3.3.1.1;

c) the <provide-services> element as described in [RFC5025] section 3.3.1.3 and in section ‎5.3..7;

d) the <provide-willingness> element as described in section ‎5.3..7;

e) the <provide-network-availability> element as described in section ‎5.3..7;

f) the <provide-session-participation> element as described in section ‎5.3..7;

g) the <provide-activities> element as described in [RFC5025] section 3.3.2.1;
h) the <provide-class> element as described in [RFC5025] section 3.3.2.2;
i) the <provide-mood> element as described in [RFC5025] section 3.3.2.4;

j) the <provide-place-type> element as described in [RFC5025] section 3.3.2.6;

k) the <provide-status-icon> element as described in [RFC5025] section 3.3.2.10;

l) the <provide-time-offset> element as described in [RFC5025] section 3.3.2.11;

m) the <provide-note> element as described in [RFC5025] section 3.3.2.13;

n) the <provide-geopriv> element as described in section ‎5.3..7;

o) the <provide-all-attributes> element as described in [RFC5025] section 3.3.2.15;

p) the <provide-registration-state> element as described in section ‎5.3..7;

q) the <provide-barring-state> element as described in section ‎5.3..7;

r) the <provide-unknown-attribute> element as described in [RFC5025] section 3.3.2.14;and
s) the <provide-deviceID> element as described in [RFC5025] section 3.3.2.3.
Other types of <transformations> elements described in [RFC5025] are not defined by this specification. 
NOTE: Other enablers defining Presence Information Element may also define their own <transformations> child element.
The <provide-services> element MAY include either the <all-services> child element, or a sequence of zero or more elements, each of which can be:

a) the <class>, the <service-uri>, or the <service-uri-scheme> element as described in [RFC5025] section 3.3.1.3; or

b) the <service-id> as described in section ‎5.3..7.

The <provide-persons> element MAY include either the <all-persons> child element, or a sequence of zero or more <class> element(s) as described in [RFC5025] section 3.3.1.2.

The <provide-devices> element MAY include either the <all-devices> child element, or a sequence of zero or more <class> or <deviceID> element(s) as described in [RFC5025] section 3.3.1.1.

NOTE: When the <provide-services>, <provide-persons> or <provide-devices> element is present with no child elements, it has the same meaning as if the element was omitted.

5.3..2 Application Unique ID

The AUID SHALL be “org.openmobilealliance.pres-rules”.

5.3..3 XML Schema

The Subscription Content Rules SHALL be composed according to the XML schema detailed in [RFC5025] section 6 and extended in [XDM_Core] “Authorization Rules”, with the extensions given in [XSD_presRules] and in other enablers defining Presence Information.
5.3..4 Default Namespace

The default namespace used in expanding URIs SHALL be “urn:ietf:params:xml:ns:common-policy” defined in [RFC4745]. 

5.3..5 MIME Type

The MIME type for this Application Usage SHALL be “application/auth-policy+xml” defined in [RFC4745].

5.3..6 Validation Constraints

The validation constraints SHALL conform to those imposed by the XML schema, with the following clarification:

A <rule> element with a <sub-handling> element value different than “allow” SHALL NOT contain a <transformations> element. If this constraint is violated, an HTTP 409 (Conflict) response SHALL be returned with the error condition identified by the <constraint-failure> element. If included, the “phrase” attribute SHOULD be set to “<transformations> element not allowed”.

5.3..7 Data Semantics

The data semantics SHALL conform to the semantics defined in [RFC5025] and extended in [XDM_Core] “Authorization Rules”, together with the clarifications given in this section and in other enablers defining Presence Information.
A <transformations> child element that control access to a certain presence element also controls access to the presence element’s attributes and child elements unless otherwise stated in the data semantics for the <transformation> child element.
The <provide-willingness> “transformation” controls access to <willingness> and <overriding-willingness> elements described in [PDE_DDS]. The value is of a Boolean type:
“false”
instructs the PS to remove the <willingness> and <overriding-willingness> elements if present. This is the default value taken in the absence of the element.

“true”
instructs the PS to report the <willingness> and <overriding-willingness> elements to the Watcher.
The <provide-network-availability> “transformation” controls access to the <network-availability> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
instructs the PS to remove the <network-availability> element if present. This is the default value taken in the absence of the element.

“true”
instructs the PS to report the <network-availability> element to the Watcher.
The <provide-session-participation> “transformation” controls access to the <session-participation> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
instructs the PS to remove the <session-participation> element if present. This is the default value taken in the absence of the element.

“true”
instructs the PS to report the <session-participation> element to the Watcher.

The <provide-registration-state> “transformation” controls access to the <registration-state> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
instructs the PS to remove the <registration-state> element if present. This is the default value taken in the absence of the element.

“true”
instructs the PS to report the <registration-state> element to the Watcher.

The <provide-barring-state> “transformation” controls access to the <barring-state> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
instructs the PS to remove the <barring-state> element if present. This is the default value taken in the absence of the element.

“true”
instructs the PS to report the <barring-state> element to the Watcher.

The <provide-geopriv> “transformation” controls access to the <geopriv> element described in [PDE_DDS]. The <provide-geopriv> element is an enumerated integer type, and its value defines what information is provided to Watchers:
false
instructs the PS to remove (if present ) the <geopriv> element and its child elements. It is assigned the numeric value of zero. This is the default value taken in the absence of the element.

full
instructs the PS to report the <geopriv> element and its child elements to the Watcher. It is assigned the numeric value of ten.

The <provide-services> “transformation” controls access to the <tuple> element and some of its child elements as described in [RFC5025]. If the <tuple> element includes a <service-description> child element described in [PDE_DDS], the PS is instructed to report this <service-description> child element to the Watcher in addition to the <contact>, basic <status>, and <timestamp> child elements specified in [RFC5025] section 3.3.2.
The <service-id> identifies a service by its service ID described in [PDE_DDS] and is used to identify a service occurrence in addition to the service occurrence identity elements <class>, <occurrence-id>, <service-uri> and <service-uri-scheme> described in [RFC5025] section 3.3.1.3.

5.3..8 Naming Conventions

The name of the Presence Subscription Rules document containing the Subscription Content Rules SHALL be “pres-rules”.

5.3..9 Global Documents

This Application Usage defines no Global Documents.

5.3..10 Resource Interdependencies

This Application Usage defines no additional resource interdependencies.

5.3..11 Authorization Policies

The authorization policies SHALL be defined according to [XDM_Core] “Authorization”.
Change 2:  Modify section 5.3.2 as below

5.1.6 Publication Content Rules 
5.3..1 Structure

The Publication Content Rules SHALL conform to the structure of the “ruleset” document described in [RFC4745] and extended in [XDM_Core] “Authorization Rules”, with the clarifications given below.

The <transformations> element SHALL be used to define the content a Presence Source is allowed to publish. 

The <transformations> child element of any <rule> element MAY include the following child elements described in section ‎5.3..7:

a) the <allow-persons> element;

b) the <allow-devices> element;

c) the <allow-services> element;

d) the <allow-willingness> element;

e) the <allow-network-availability> element;

f) the <allow-session-participation> element;

g) the <allow-activities> element;
h) the <allow-class> element;
i) the <allow-mood> element;

j) the <allow-place-type> element;

k) the <allow-status-icon> element;

l) the <allow-time-offset> element;

m) the <allow-note> element;

n) the <allow-geopriv> element;

o) the <allow-registration-state> element;

p) the <allow-barring-state> element;

q) the <allow-all-attributes> element;and;
r) the <allow-unknown-attribute> element.
NOTE: Other enablers defining Presence Information Element may also define their own <transformations> child element.

5.3..2 Application Unique ID

The AUID SHALL be “org.openmobilealliance.pub-rules”.

5.3..3 XML Schema

The Publication Content Rules SHALL be composed according to the XML schema described in [RFC4745] section 13 and extended in [XDM_Core] “Authorization Rules” and with extensions given in [XSD_pubRules] and  in other enablers defining Presence Information.
5.3..4 Default Namespace
The default namespace used in expanding URIs SHALL be “urn:ietf:params:xml:ns:common-policy” defined in [RFC4745].

5.3..5 MIME Type

The MIME type for this Application Usage SHALL be “application/auth-policy+xml” defined in [RFC4745].

5.3..6 Validation Constraints

The validation constraints SHALL conform to those imposed by the XML schema.

A <rule> element with an <actions> element including a <perm-handling> element with the value “allow” SHALL always contain the following <transformations> child elements: <allow-persons>, <allow-services>, <allow-devices>, and <allow-all-attributes> elements and no others. If this constraint is violated an HTTP 409 (Conflict) response SHALL be returned with the error condition identified by the <constraint-failure> element. If included, the “phrase” attribute SHOULD be set to “Invalid set of <transformations> child elements”.
A <rule> element with a <pub-handling> or <perm-handling> element with a value different than “allow” SHALL NOT contain a <transformations> element. If this constraint is violated an HTTP 409 (Conflict) response SHALL be returned with the error condition identified by the <constraint-failure> element. If included, the “phrase” attribute SHOULD be set to “<transformations> element not allowed”.

5.3..7 Data Semantics

The data semantics SHALL conform to semantics defined in this section and in other enables defining Presence Information. 
A <transformations> child element that control publication of a certain presence element also controls  publication of the presence element’s attributes and child elements unless otherwise stated in the data semantics for the <transformation> child element.
One group of <transformations> child elements grants coarse-grained publication of person (<allow-persons>), device (<allow-devices>) and tuple (<allow-services>) elements. Once publication authorization is granted to the person, device or tuple elements, publication authorization for specific Presence Information Elements is controlled by another group of <transformations> child elements. These fine-grained publication authorizations address particular well known Presence Information Elements (e.g. <allow-status-icon> element for the <status-icon> element), a particular but yet unknown Presence Information Element (i.e. <allow-unknown-attribute> element) or all presence attributes (i.e. <allow-all-attributes> element).

The <allow-persons> “transformation” controls publication of the <person> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <person> element and any of its child elements. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <person> element, a <timestamp> child element and any child elements that the fine-grained publication  authorization allows..

The <allow-devices> “transformation” controls publication of the <device> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <device> element and any of its child elements. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <device> element, a <timestamp> child  element, a <deviceID> child  element  and any child elements that the fine-grained publication  authorization allows.
The <allow-services> “transformation” controls publication of the <tuple> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <tuple> element and any of its child elements. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <tuple> element and a <contact> child  element, a <service-class> child element, a <status> child element, a <timestamp> child element, a <service-description> child element a <deviceID> child elements and any child elements that the fine-grained publication  authorization allows..
The <allow-willingness> “transformation” controls the fine-grained publication authorization of the <willingness> and <overriding-willingness> elements described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <willingness> and <overriding-willingness> elements. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <willingness> and <overriding-willingness> elements.
The <allow-network-availability> “transformation” controls  the fine-grained publication authorization of the <network-availability> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <network-availability> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <network-availability> element.
The <allow-session-participation> “transformation” controls  the fine-grained publication authorization of the <session-participation> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <session-participation> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <session-participation> element.

The <allow-activities> “transformation” controls  the fine-grained publication authorization of the <activities> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <activities> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <activities> element.

The <allow-class> “transformation” controls  the fine-grained publication authorization of the <class> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <class> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <class> element.

The <allow-mood> “transformation” controls  the fine-grained publication authorization of the <mood> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <mood> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <mood> element.

The <allow-place-type> “transformation” controls  the fine-grained publication authorization of the <place-type> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <place-type> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <place-type> element.

The <allow-status-icon> “transformation” controls  the fine-grained publication authorization of the <status-icon> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <status-icon> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <status-icon> element.

The <allow-time-offset> “transformation” controls  the fine-grained publication authorization of the <time-offset> element described in [PDE_DDS]. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <time-offset> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <time-offset> element.

The <allow-note> “transformation” controls  the fine-grained publication authorization of the <note> element described in [PDE_DDS] for <tuple>, <person> and <device> elements. The value is of a Boolean type:
“false”
disallows the Presence Source to publish the <note> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <note> element.

The <allow-geopriv> “transformation” controls  the fine-grained publication authorization of the <geopriv> element described in [PDE_DDS]. The <allow-geopriv> element is an enumerated integer type:
“false”
disallows the Presence Source to publish the <geopriv> element and its child elements. It is assigned the numeric value of zero. This is the default value taken in the absence of the element.

“full”
allows the Presence Source to publish the <geopriv> element and its child elements. It is assigned the numeric value of ten.

The <allow-registration-state> “transformation” controls  the fine-grained publication authorization of the <registration-state> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <registration-state> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <registration-state> element.

The <allow-barring-state> “transformation” controls  the fine-grained publication authorization of the <barring-state> element described in [PDE_DDS]. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the <barring-state> element if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the <barring-state> element.

The <allow-unknown-attribute> “transformation” controls  the fine-grained publication authorization of an unknown presence attribute with the given name and namespace. It also controls the fine-grained publication authorization of presence attributes defined by other enablers where a dedicated <transformations> child element has not been specified (e.g. the <session-answermode> and the <servcaps> elements described by the PDE v1.0 enabler).The value of the “name” attribute SHALL be an unqualified element name (i.e. namespace prefix SHALL NOT be included), and the value of the “ns” attribute SHALL be a namespace URI. The two are combined to form a qualified element name, which SHALL be matched to all unknown child elements of the <tuple>, <device>, or <person> elements with the same qualified name. The value is of a Boolean type:

“false”
disallows the Presence Source to publish the presence attribute with the given name and namespace, if present. This is the default value taken in the absence of the element.

“true”
allows the Presence Source to publish the presence attribute with the given name and namespace.

The <allow-all-attributes> “transformation” controls  the fine-grained publication authorization of all presence attributes in all <person>, <device>, and <tuple> elements. This implies that, so long as an entire person, service, or device occurrence is allowed, every single presence attribute, including ones not known to the PS and/or defined in future presence document extensions, is granted to be published by the Presence Source.


5.3..8 Naming Conventions

The name of the Presence Publication Rules document containing the Publication Content Rules SHALL be “pub-rules”.

5.3..9 Global Documents

This Application Usage defines no Global Documents.

5.3..10 Resource Interdependencies

This Application Usage defines no additional resource interdependencies.

5.3..11 Authorization Policies

The authorization policies SHALL be defined according to [XDM_Core] “Authorization”.
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