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1 Reason for Change

Introduction

Three OMA Enablers need multiple device XDMS support in XDMS 2.1. This contribution outlines the reasons and proposes a CR against the XDMS 2.1 RDRR. Indented yellow highlighted text is to draw attention to specific requirements.
The CPM System Doc referenced is:  OMA-TS-CPM_System_Description-V1_0-20090105-D
The PoC System Doc referenced is:  OMA-TS-PoC_System_Description-V2_1-20090108-D
The CAB Requirement Doc referenced is: OMA-RD-CAB-V1_0-20081203-D

Discussion
1.1 CPM
In the section of the CPM SD, Section "C.2.1.2.3
CPM Pre-defined Group Session Invitation, Terminating Side, Multiple CPM Clients",  we read the following: 

4. CPM Participating Function B executes the necessary terminating service control and determines to which CPM Clients to deliver/not deliver the CPM Session Invitation based on the offered Media Stream Types, the capabilities of the CPM Clients of invited CPM User B, the preferences of invited CPM User B and service provider policies. In this flow, CPM Participating Function B determines to route the CPM Session Invitation to CPM Clients B1 and B2 and not to route the CPM Session Invitation to CPM Client B3. CPM Participating Function B sends the CPM Session Invitation request to SIP/IP Core B and indicates not to route the CPM Session Invitation to CPM Client B3. 

In order to achieve this requirement, it is necessary to have per device document support in XDMS.  This is because the CPM PF Server needs to access the capabilities or preferences of the user on a per device basis. 
1.2 PoC

In the section of the PoC 2.1 SD, Section "4.26 PoC Service Settings", we read:  

Based on the local policy, the following PoC Service Settings SHOULD be stored as PoC Client Service Settings if received Instance Identifier URN in received PoC Service Setting:
· Answer Mode Indication; 
· Simultaneous PoC Sessions Support；
· Invited Parties Identity Information Mode;
· Support for Media Content included in a request ;
· Support for Referenced Media Content included in a request;
· Support for Text Content included in a request; and,
· Incoming Media Content Barring; and,
· Incoming Media Stream Barring.
From the above, we see that there is a need to store settings data in an XMDS document on a per device basis. 
1.3 CAB
From the CAB RD we read:

	CAB-HLF-005
	The CAB Enabler SHALL, according to the CAB User’s preferences and/or service provider's policy, be able to either automatically or by request keep up-to-date all information of the address books of all the CAB-enabled registered devices of a CAB. 


and

	CAB-HLF-014
	The CAB Enabler SHALL allow a CAB User to manage (e.g. modify, delete, access, keep up to date) a local subset of the Converged Address Book (which is resident in the network) on a registered device.


A user can have more than one registered device, and the information can vary per user device.  Therefore, it is necessary to support preferences, etc., on a per device basis in XDMS.  
Per XDMS 2.1 device functionality, including history and permissions, is also useful for a CAB architectural option outlined in OMA-ARC-2008-0265R05-INP_Initial_proposal_CAB_Architectural_Analysis, slide 9, which is proposed by the authors of this contribution. 
Permissions and History 
Permissions and history are support for one device,  Therefore, to provide a consistent user experience, these need to be supported on a multiple device basis, too.  

2 Impact on Backward Compatibility

None identified
3 Impact on Other Specifications

None identified 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to create the new comment in the XDMS 2.1 RDRR (listed below), and then agree to the solution also included below.  

6 Detailed Change Proposal

Change 1:  XDMS RD Review Comment Addition 
	ID
	Open Date
	Type
	Section
	Description
	Status

	A001
	2009.01.25
	T
	2.1
	Source: tomhiller@alcatel-lucent.com, Jerry Shih, JS9053@att.com
Form: 
Comment: Need to support per device functionality in XDMS 2.1, which includes history and permissions functionality.   

Proposed Change:  See below
	Status: 


Change 2:  Proposed XDMS 2.1 RD Change
Section 6.1.2.11  Support of Multiple Devices 
	Label
	Description
	Enabler Release

	FUNC-MD-001
	The XDM Enabler SHALL support per device documents.  Per device documents of the user SHALL be distinguished from one another using a Unique User Agent Identifier of the device.
	XDM 2.1

	FUNC-MD-002
	The XDM Enabler SHALL support per device document access permissions.
	XDM 2.1

	FUNC-MD-003
	The XDM Enabler SHALL support per device history. 
	XDM 2.1


Table X: Functional Requirements – Multiple Devices












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

