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1 Reason for Change

Motivation
OMA PAG WG agreed on XDM 2.1 resource definitions as outlined in OMA-PAG-2009-0051R01-CR_XDM2_1_XDM_Resource_Defs during Macau F2F.  The purpose of this CR is to introduce the specific naming changes applied to the latest XDM 2.1 RD.  
Scope of change
This CR applies the definitions relating to the terms ‘XDM Resource’, ‘XDM Document’, and ‘XDM Document Part’ based on the latest XDM 2.1 RD.
Situation if not accepted
If this particular CR is not accepted, then the work agreed in Macau was not worthwhile, and inconsistent naming will continue.  The XDM 2.1 RD will also have three (3) definitions currently NOT being referred to by the text.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the content of this CR and agree to include it in the next version of XDM RD.  Given the breadth and depth of this change, each usage will need to be considered to ensure that the proper term has been referenced.
Editor’s Note: For each change, the previous text is provided as a ‘comment’ to facilitate consideration and review.

6 Detailed Change Proposal

Change 1:  4 Introduction 
4. Introduction
(Informative)

Various OMA Enablers such as Presence SIMPLE, PoC, SIMPLE IM, CPM, CAB, etc. need support for access to and manipulation of certain information that is needed by these Enablers. One example of such information (whose semantics and syntax are outside the scope of the XDM Enabler) is Presence Subscription Rules, which define the Users who are allowed to subscribe for presence information of a particular User, and the subset of the particular User’s presence information they are allowed to receive.
The XDM requirements derive to some extent from the requirement documents of Presence SIMPLE ([PRS_RD-V2_0]), PoC ([PoC_RD-V2_1]), SIMPLE IM ([IM_RD]), CPM ([CPM_RD]) and CAB ([CAB_RD]). Please refer to the appropriate documentation for more information.
To make information accessible to the Enablers that need it, the information is stored in the network where it can be located, accessed and manipulated (created, changed, deleted) by authorized Principals. The XDM Enabler defines how such information is represented in XML format and also defines the common protocol for access and manipulation of such information by authorized Principals.  

The XDM Enabler specifies XDM Documents 
that can be re-used by multiple Enablers. One such case is a particular type of list, the URI List, which is a convenient way for a principal to group together a number of end users (e.g., “Friends” or “Family) or other resources, where such a list is expected to be reused for a number of different Enablers. Such a list can be re-used wherever a principal has a need to collectively refer to a group of other end users or resources.  

Other OMA Enablers can define the XDM Document
 structure, or define extensions to the XDM Document
 structure specified in the XDM Enabler needed for their information, as part of their Enabler specification and make use of the protocol defined in the XDM Enabler for access and manipulation of the information.
Change 2:  5 XML Document Management release description (Informative) 

5. XML Document Management release description 
(Informative)

5.1 Version 1.1

The XML Document Management (XDM) enabler defines a common mechanism that makes user-specific service-related information accessible to the service enablers that need it. XDM specifies how such information is represented in well-structured XDM Documents
, as well as the common protocol for access and manipulation (e.g. created, changed, deleted, etc.) of such XDM Resources
.
5.2 Version 2.0

The XDM V2.0 enabler defines new functionality that extends XDM to support the OMA SIMPLE Instant Messaging (IM) V1.0 and Push-to-talk over Cellular (PoC) V2.0 enablers.  

To accommodate the needs of these enablers, the following functionality is added in XDM V2.0: 

· Search for information in XDM Resources
 stored in an XDMS;
· Network to Network Interface to enable search and retrieval of information across multiple domains; and

· The SIP subscription/notification mechanism by which Principals can be notified of changes to XDM Resources
.
5.3 Version 2.1

The XDM V2.1 enabler defines new functionality that extends XDM to support the OMA Converged IP Messaging (CPM) and OMA Converged Address Book (CAB) enablers.

To accommodate the needs of this enabler, the following functionality is added in XDM V2.1:

· Access permissions to define which Principals have rights to perform XDM functions to an XDM Resource
;
· Document history management in order to capture some (or all) changes applied to an XDM Document
;

· Forwarding of an XDM Resource
 by a Principal with appropriate permissions to other principals; and

· A Web Service based interface to manage XDM D
ocuments
 stored in an XDMS.
Change 3:   6.2 High-Level Functional Requirements 
	Label
	Description
	Release
	Functional module

	GEN-001
	The end-user SHALL be able to store his per-user information (e.g., URI Lists) in the network.
	XDM 1.1
	General

	GEN-002
	Such information SHALL be stored as one or more XDM Documents 
described in an extensible and platform-neutral format.
	XDM 1.1
	General

	GEN-003
	Each XDM Document
 SHALL be identified by at least one globally unique identifier - i.e., a URI according to [RFC3986].
	XDM 1.1
	General

	GEN-004
	The XDM Enabler SHALL allow an authorized Principal to access and manage stored XDM Resources
 from any capable device type over any capable network.
	XDM 1.1
	General

	GEN-005
	Data consistency of information stored in the XDM Enabler SHALL be ensured, particularly if simultaneous access by multiple authorized end-users and/or multiple devices is allowed.
	XDM 1.1
	General

	GEN-006
	There SHALL be one and only one Primary Principal of a XDM Document
.
	XDM 1.1
	General

	GEN-007
	The XDM Enabler SHALL allow a Principal to retrieve a list of all stored XDM Documents
 for which the Principal is the Primary Principal.
	XDM 1.1
	General

	GEN-008
	The XDM Enabler SHALL allow a Principal to retrieve a list of all stored XDM Documents 
for which the Principal is the Primary Principal per type of service (e.g., all XDM Documents 
related to his PoC service).
	XDM 1.1
	General

	GEN-009
	It SHOULD be possible to provision the XDM Client using existing OMA Device Management and Provisioning Enablers.
	XDM 1.1
	General

	GEN-010
	XDM Documents SHALL support multiple character sets.
	XDM 1.1
	General

	GEN-011
	The XDM Enabler SHALL support interfaces that are access technology neutral.
	XDM 1.1
	General

	GEN-012
	The XDM Enabler SHALL provide a single contact point for all XDM Clients to access XDM Documents
 managed by the XDM Enabler.
	XDM 1.1
	General

	GEN-013
	The XDM Enabler SHALL provide a Web Service based interface to manage XDM Documents
 stored in the XDM Enabler.
	XDM 2.1
	General

	GEN-014
	The Service Provider SHALL be able to specify that a Principal is an Alias Principal.
	XDM 2.1
	General

	GEN-015
	The XDM Enabler SHALL support that an Alias Principal shares all XDM Documents
 associated with the associated Principal.
	XDM 2.1
	General

	GEN-016
	XML document management operations performed on the Alias Principal’s XDM Documents
 SHALL produce the same result as operations performed on XDM Documents  
belonging to the associated Principal.
	XDM 2.1
	General


Table 1: High-Level Functional Requirements - General
Change 4:   6.2.2 Charging 
	Label
	Description
	Release
	Functional module

	CHA-001
	Mechanisms SHALL be provided for the Service Provider to charge for the use of XDM.

Examples of charging events include:

1) The creation, modification or deletion of an XDM Resource
.
2) The number of XDM Documents
 for which the end-user is the Primary Principal.
	Future release
	


Table 3: High-Level Functional Requirements – Charging Items

Change 5:   6.2.3 Usability 
	Label
	Description
	Release
	Functional module

	USA-001
	The XDM Server SHALL use a version control mechanism to avoid unnecessary XDM Document
 retrievals prior to XDM Resource 
manipulation. 
	XDM 1.1
	

	USA-002
	The XDM Client MAY use a version control mechanism to avoid unnecessary XDM Document 
retrievals prior to XDM Resource 
manipulation. 
	XDM 1.1 
	


Table 4: High-Level Functional Requirements – Usability Items

Change 6:   6.2.4 Interoperability 
Interoperability of the XDM Enabler is provided through the definition of open interfaces and a consistent format of XDM Documents 
and XDM functions in compliance with the requirements presented in this document.
	Label
	Description
	Release
	Functional module

	
	The XDM functions, open interfaces and XDM Document
 formats SHALL provide interoperability to include at least the following:
	
	

	IOP-001
	Administration of XDM Documents
.
	XDM 1.1
	

	IOP-002
	Transfer of XDM Documents 
over open interfaces.
	XDM 1.1
	

	IOP-003
	Search XDM Documents 
over open interfaces.
	XDM 1.1
	

	IOP-004
	General structure of the XDM Documents 
transferred over open interfaces.
	XDM 1.1
	

	IOP-005
	Collection and general format of charging information.
	XDM 1.1
	

	IOP-006
	XDM 2.0 Enabler SHALL support XDM 1.1 Enabler functionality.
	XDM 2.0
	

	IOP-007
	While connected to the XDM 1.1 Enabler, XDM 2.0 Clients SHALL support the XDM 1.1 functionality.
	XDM 2.0
	

	IOP-008
	XDM 2.1 Enabler SHALL support XDM 2.0 Enabler functionality.
	XDM 2.1
	

	IOP-009
	While connected to the XDM 2.0 Enabler, XDM 2.1 Clients SHALL support the XDM 2.0 functionality.
	XDM 2.1
	


Table 5: High-Level Functional Requirements – Interoperability Items

Change 7:   6.2.7 Document Management Functions 
The sub-sections below identify the set of available XDM Resource 
management functions.
	Label
	Description
	Release
	Functional module

	
	Document management functions SHALL be controlled by Access Permissions which determine the capabilities available to a Principal wishing to perform a particular function on an XDM Resource
. Such Access Permissions SHALL be based on:
	
	

	FUNC-DMT-001
	A default authorization policy associated with the XDM Document
 type which cannot be modified by any Principal.
	XDM 1.1
	

	FUNC-DMT-002
	Access Permissions associated with each XDM Resource 
(see section 6.2.8).
	XDM 2.1
	

	FUNC-DMT-003
	Principals who try to perform a document 
management function SHALL first be authenticated.
	XDM 1.1
	

	FUNC-DMT-004
	The Primary Principal and the Admin Principal SHALL be assigned to an XDM Document
 when it is created.
	XDM 2.1 
	


Table 8: Functional Requirements – Document Management
Change 8:   6.2.7.1 Create 

	Label
	Description
	Release
	Functional module

	FUNC-CREAT-001
	Principals with appropriate permissions SHALL be able to create a XDM Document

	XDM 1.1
	


Table 9: Functional Requirements – Document Management Create
Change 9:   6.2.7.2 Retrieve 

	Label
	Description
	Release
	Functional module

	FUNC-RETR-001
	Principals with appropriate permissions SHALL be able to retrieve a XDM Document

	XDM 1.1
	

	FUNC-RETR-002
	Principals with appropriate permissions SHALL be able to retrieve information about the difference between the latest XDM Document 
version and the XDM Document 
version specified in the retrieve request.
	XDM 2.1
	

	FUNC-RETR-003
	The XDM Enabler SHALL support consolidation of different XDM Document parts and return an XDM Document when the Principals request to retrieve the XDM Document and they are permitted access only to the XDM Document parts.
	XDM 2.1
	


Table 10: Functional Requirements – Document Management Retrieve
Change 10:   6.2.7.3 Copy 

	Label
	Description
	Release
	Functional module

	FUNC-COPY-001
	Principals with appropriate permissions SHALL be able to copy XDM Documents 
within the same XDMS instance, or to another XDMS instance.
	Future release
	


Table 11: Functional Requirements – Document Management Copy

Change 11:   6.2.7.4 Delete 

	Label
	Description
	Release
	Functional module

	FUNC-DEL-001
	Principals with appropriate permissions SHALL be able to delete a XDM 
Resource.
	XDM 1.1
	


Table 12: Functional Requirements – Document Management Delete
Change 12:   6.2.7.5 Modify 

	Label
	Description
	Release
	Functional module

	FUNC-MOD-001
	Principals with appropriate permissions SHALL be able to modify an XDM Resource.

	XDM 1.1
	

	FUNC-MOD-002
	Principals with appropriate permissions SHALL be able to modify different parts of a document with one modify request.
	XDM 2.1
	


Change 13:   6.2.7.6 Forward 

	Label
	Description
	Release
	Functional module

	FUNC-FWD-001
	The XDM Enabler MAY support the forwarding of XDM Documents
 or XDM Document Parts
.
	XDM 2.1
	

	FUNC-FWD-002
	If forwarding is supported, the Principals with appropriate permissions SHALL be able to forward XDM Documents
 or XDM Document Parts
 to other Principals.
	XDM 2.1
	

	FUNC-FWD-003
	If forwarding is supported, the forwarding Principal SHALL be able to filter the contents of an XDM Document 
or XDM Document Parts 
without affecting the original XDM Document
, before forwarding it.
	XDM 2.1
	

	FUNC-FWD-004
	If forwarding is supported, the Principals receiving the forwarded XDM Documents 
or XDM Document Parts 
SHALL be able to accept or reject them. 
	XDM 2.1
	

	FUNC-FWD-005
	If forwarding is supported, the receiving Principals who accept forwarded XDM Documents or XDM Document Parts
 SHALL own the forwarded XDM Resource 
and SHALL be regarded as creators of those XDM Resources
.
	XDM 2.1
	


Table 14: Functional Requirements – Document Management Forward

Change 14:   6.2.7.7 Suspend 

	Label
	Description
	Release
	Functional module

	FUNC-SUSP-001
	Principals with appropriate permissions SHALL be able to suspend access to and use of an XDM Document
.
	Future release
	

	FUNC-SUSP-002
	When access to and use of an XDM Document 
is suspended, no operation SHALL be permitted on the XDM Document
, except to take it out of the suspend state or to delete it.
	Future release
	


Table 15: Functional Requirements – Document Management Suspend

Change 15:   6.2.7.8 Resume 

	Label
	Description
	Release
	Functional module

	FUNC-RESM-001
	Principals with the appropriate permission SHALL be able to resume access to and use of a suspended XDM Document
.
	Future release
	

	FUNC-RESM-002
	After a resume operation, all operations SHALL be possible to be performed on that XDM Document
. A subsequent resume operation SHALL be ignored.
	Future release
	


Table 16: Functional Requirements – Document Management Resume

Change 16:   6.2.7.9 Search 

	Label
	Description
	Release
	Functional module

	FUNC-SRCH-001
	The XDM Enabler MAY support search for information within XDM documents
.
	XDM 2.0
	

	FUNC-SRCH-002
	It SHALL be possible to search for the existence of certain content (e.g., the identifier of a User) in an XDM document
.
	XDM 2.0
	

	FUNC-SRCH-003
	It SHALL be possible to search for the existence of an XDM Document 
based on meta-data associated with the XDM Document
.
	Future release
	

	FUNC-SRCH-004
	It SHALL be possible for a User performing a search and for the Service Provider to limit the number of search results.
	XDM 2.0
	

	FUNC-SRCH-005
	It SHALL be possible to search XDM Documents 
hosted by the Service Provider. 
	XDM 2.0
	

	FUNC-SRCH-006
	It MAY be possible to search XDM Documents 
hosted by other Service Providers.
	XDM 2.0
	

	FUNC-SRCH-007
	The content of search results SHALL be subject to Service Provider policy or end-user privacy settings.
	Future release
	

	FUNC-SRCH-008
	It SHALL be possible to use wildcards in the search criteria when searching XDM Documents
.
	XDM 2.0
	

	FUNC-SRCH-009
	Search SHALL be limited to one XDM Document 
type (e.g. Group XDM Document
) at a time.
	XDM 2.0
	

	FUNC-SRCH-010
	The XDM Enabler MAY provide a mechanism to limit local User Profile searches to Users who have a searchable User Profile.
	Future release
	

	FUNC-SRCH-011
	The XDM Client SHALL be able to use basic logical operations (AND, OR, NOT) when searching XDM Documents
.
	XDM 2.0
	

	FUNC-SRCH-012
	The XDM Enabler SHALL combine the search results of all the entities in the service provider’s domain when sending a response to the XDM Client. 
	Future release 
	

	FUNC-SRCH-013
	The XDM Enabler MAY combine search responses received from other Service Providers.
	XDM 2.0
	

	FUNC-SRCH-014
	The Service Provider SHALL be able to limit the number of logical operations in a search request.
	XDM2.0
	

	FUNC-SRCH-015
	A User performing a search MAY specify which information the User wants to receive as a result of the search.
	XDM2.0
	


Table 17: Functional Requirements – Document Management Search

Change 17:   6.2.7.10 Subscription to Changes 

	Label
	Description
	Release
	Functional module

	FUNC-SUBCHG-001
	Principals with appropriate permissions SHALL be able to subscribe to and receive notifications regarding updates to XDM Resources
.
	XDM 2.0
	

	
	The XDM Enabler SHALL support SIP to perform subscription to XDM Resource
 changes and receive notifications:
	
	

	FUNC-SUBCHG-002
	1) Indicating XDM Resource 
creations, modifications and removals; OR
	XDM 2.0
	

	FUNC-SUBCHG-003
	2) Containing all individual updates performed on the XDM Resource
.
	XDM 2.0
	

	FUNC-SUBCHG-004
	The XDM Enabler SHALL support an alternative mechanism to SIP to perform subscription to XDM Resource 
changes and receive notifications indicating XDM Resource
 creations, modifications and removals.
	XDM 2.1
	

	FUNC-SUBCHG-005
	A Principal SHALL with a single subscription be able to subscribe to notifications regarding changes to multiple XDM Resources
.
	XDM 2.0
	

	FUNC-SUBCHG-006
	During a subscription to XDM Resource 
changes a Principal SHALL be able to suspend and resume the sending of notifications.
	XDM 2.1
	

	FUNC-SUBCHG-007
	When refreshing the subscription’s expiration time a Principal SHALL be able to request suppression of the initial notification if the information has not been changed.
	XDM 2.1
	

	FUNC-SUBCHG-008
	When terminating a subscription a Principal SHALL be able to request suppression of the final notification.
	XDM 2.1
	

	FUNC-SUBCHG-009
	A Principal SHALL be able to request a minimum time interval between two consecutive notifications.
	XDM 2.1
	


Table 18: Functional Requirements –Subscription to Changes

Change 18:   6.2.7.11 Document Share by Reference 

	Label
	Description
	Release
	Functional module

	FUNC-SHARE-001
	A Principal with appropriate permissions SHALL be able to share all content in an XDM Document 
with another Principalby, from its own XDM Document
, referencing the other Principal’s XDM Document
.
	XDM 2.1
	

	FUNC-SHARE-002
	A Principal with appropriate permissions SHALL be able to share a XDM Document
 Part with another Principal by, from its own XDM Document
, referencing a particular XDM Document Part of 
the other Principal’s XDM Document
.
	Future Release
	

	FUNC-SHARE-003
	A Principal with appropriate permissions SHALL be able to update the content in a XDM Document 
that he shares with another Principal.
	XDM 2.1
	

	FUNC-SHARE-004
	A Principal that shares an XDM Document or an XDM Document Part,
 by referencing another Principal’s XDM Document 
SHALL also share Access Permission rights to the referenced content with the other Principal.
	XDM 2.1
	

	FUNC-SHARE-005
	The XDM enabler SHALL support that all document management operations towards an XDM Document 
referencing another XDM Document 
or XDM Document 
Part is handled as an operation towards the referenced XDM Document
.
	XDM 2.1
	


Table 19: Functional Requirements – Document Share by Reference

Change 19:   6.2.7.12 Restore 

	Label
	Description
	Release
	Functional module

	FUNC-RES-001
	XDM Enabler MAY support an XDM Document 
restore function.
	XDM 2.1
	

	FUNC-RES-002
	Authorized Principals SHALL be able to restore an XDM Document 
to one of its previous versions when the XDM Document 
is associated with XDM history information.

Note: The Service Provider may limit use of the XDM Document 
restore function.
	XDM 2.1
	


Table 20: Functional Requirements –Restore

Change 20:   6.2.8 Access Permissions 

Access Permissions define which Principals have rights to perform which XDM functions on the associated XDM Resource
.

	Label
	Description
	Release
	Functional module

	
	Access Permissions SHALL include the following data:
	
	

	ACP-001
	1) Identities of the Principals who have Access Permissions to the associated XDM Document
.
	XDM 2.1
	

	
	2) Operations these Principals are allowed to perform on the associated XDM Document
. Operations SHALL include the following:
	
	

	ACP-002
	a) Retrieve 
NOTE: Access Permission for subscription to changes is dependant on having Access Permission for the Retrieve operation.
	XDM 2.1
	

	ACP-003
	b) Search
	XDM 2.1
	

	ACP-004
	c) Modify
	XDM 2.1
	

	ACP-005
	d) Delete
	XDM 2.1
	

	ACP-006
	e) Create

Editor’s Note: How to assign the create permission is FFS.
	XDM 2.1
	

	ACP-007
	f) Restore
	XDM 2.1
	

	ACP-008
	g) Copy
	Future release
	

	ACP-009
	h) Forward
	Future release
	

	ACP-010
	i) Suspend
	Future release
	

	ACP-011
	j) Resume
	Future release
	

	ACP-012
	k) Document share by reference
	XDM 2.1
	

	ACP-013
	l) Partial document share by reference
	Future release
	


	
	3) Operations these Principals are allowed to perform on XDM Document Parts
. Operations SHALL include the following:
	
	

	ACP-014
	a) Retrieve

NOTE: Access Permission for subscription to changes is dependant on having Access Permission for the Retrieve operation.
	XDM 2.1
	

	ACP-015
	b) Add or Modify
	XDM 2.1
	

	ACP-016
	c) Delete
	XDM 2.1
	

	ACP-017
	d) Copy
	Future release
	

	ACP-018
	e) Forward
	XDM 2.1
	

	
	Access Permissions MAY include the following data:
	
	

	ACP-019
	1) Rule to be applied to all identities not explicitly listed within identities of the Principals who have Access Permissions to the associated XDM Document
.
	XDM 2.1
	

	ACP-020
	The Admin Principal of the associated XDM Document 
SHALL be the only one who has rights to modify the Access Permissions.
	XDM 2.1
	

	ACP-021
	The Access Permissions SHALL be managed with the same underlying mechanisms as defined in section 6.2.7.
	XDM 2.1
	

	ACP-022
	At the creation of a document, the default Access Permissions SHALL be generated automatically and prevent all Principals, except the Primary Principal, to perform any document management 
operations.
	XDM 2.1
	

	ACP-023
	An Admin Principal SHALL be able to authorize other Principals to perform selected document management operations on an XDM Document or XDM Document
 Part.
	XDM 2.1
	

	ACP-024
	It SHALL be possible to modify the Access Permissions at any time, from creation to deletion of the associated XDM Document
.  
	XDM 2.1
	

	ACP-025
	It SHOULD be possible for Principals to retrieve their own Access Permissions applied to a specific XDM Document
.
	XDM 2.1
	

	ACP-026
	The Access Permissions associated with an XDM Document 
SHALL be deleted upon deletion of the XDM Document
.
	XDM 2.1
	

	ACP-027
	It SHALL be possible to notify Principals when their Access Permissions to a specific XDM Document or XDM Document
 Part are changed based on the Primary Principal’s User setting, Service Provider policy, type of document and/or type of Access Permission(s).
	XDM 2.1
	


	ACP-028
	The XDM Enabler SHALL provide means to enable an authorized Principal to be notified about any Principal’s subscription or retrieval operation of an XDM Document
.
	XDM 2.1
	

	ACP-029
	An Admin Principal SHALL be able to retrieve Access Permissions associated with an XDM Resource.
	XDM 2.1
	


Table 20: Functional Requirements – Access Permissions

Change 21:   6.2.9 XDM History 

The XDM history contains a history of XDM operations performed on the associated XDM Document.

	Label
	Description
	Release
	Functional module

	HST-001
	An XDM Document 
MAY be associated with XDM history information.
	XDM 2.1
	

	HST-002
	The XDM history information SHALL be associated with the XDM Document
, when Access Permissions for certain operations (e.g. create, modify, delete, suspend, resume) is granted to other Principals, unless the Primary Principal explicitly disables the XDM history function on this XDM Document
.
	XDM 2.1
	

	HST-003
	The Admin Principal SHALL be the only one who has rights to enable and disable the XDM history function, on a per-XDM Document 
basis.
	XDM 2.1
	

	
	The XDM history information of the performed operations SHALL include at least:
	
	

	HST-004
	1) Type of operation;
	XDM 2.1
	

	HST-005
	2) Timestamp of operation;
	XDM 2.1
	

	HST-006
	3) Identity of the Principal that performed the operation;
	XDM 2.1
	

	HST-007
	4) Change details (e.g. modified element(s)/attribute(s), deleted XDM Document
).
	XDM 2.1
	

	HST-008
	If the XDM history function is enabled, the XDM history information of the performed operations SHALL include information about the performed modification on the XDM Document 
Part (i.e. creation/deletion/modification of an element or attribute).
	XDM 2.1
	

	HST-009
	If the XDM history function is enabled, the XDM history information of the performed operations MAY include information about the performed operations other than modification. 
	XDM 2.1
	

	HST-010
	The XDM history information SHALL be managed with the same underlying mechanisms as defined in section 6.2.7.
	XDM 2.1
	

	HST-011
	An authorized Principal SHALL be able to retrieve the stored XDM history information.
	XDM 2.1 
	

	
	An authorized Principal MAY be able to:
	
	

	HST-012
	1) Delete XDM History information;
	XDM 2.1
	

	HST-013
	2) Search XDM History information;
	XDM 2.1
	

	HST-014
	3) Subscribe for changes in XDM History information.
	XDM 2.1
	

	
	Authorized Principals SHALL be able to search, at least, using the following criteria:
	
	

	HST-015
	1) Type of operation;
	XDM 2.1 
	

	HST-016
	2) Time range;
	XDM 2.1
	

	HST-017
	3) Identity of Principal that performed the operation(s);
	XDM 2.1
	

	HST-018
	4) Change details (e.g. modified element/attribute).
	Future release
	

	HST-019
	The Service Provider SHALL be able to limit XDM History information.
NOTE: The limitation may refer to the number of entries, length of time and/or number of bytes required to save history.
	XDM 2.1
	

	HST-020
	The XDM history information SHALL remain stored after deletion of the related XDM Document 
for the time interval specified by the Service Provider.
	XDM 2.1
	

	
	The Admin Principal SHOULD be able to set the XDM history related preferences to specify:
	
	

	HST-021
	1) Which XDM history information to be stored.
	XDM 2.1
	

	HST-022
	2) Conditions upon which the information is stored in XDM history.
	XDM 2.1
	


Table 21: Functional Requirements – XDM History

Change 22:   6.2.10 Document Properties
 

Document properties provide meta-data relating to an XDM Document 
that are not included with its content.
	Label
	Description
	Release
	Functional module

	DP-001
	XDM Documents 
MAY be associated with meta-data which describes certain properties of the XDM Document 
that are not included in its content
	Future release
	

	
	If XDM Document 
properties are supported, then they SHALL include the following data:
	
	

	DP-002
	1) Timestamp of XDM Document 
creation.
	Future release
	

	DP-003
	2) Timestamp of last XDM Document 
access.
	Future release
	

	
	If XDM Document 
properties are supported, then they MAY include the following data:
	
	

	DP-004
	1) Time-to-live after creation:  The expiry time relative to when the XDM Document 
was created.
	Future release 
	

	DP-005
	2) Time-to-live after last access:  The expiry time relative to when the XDM Document 
was last accessed.
	Future release 
	

	DP-006
	3) Expiration time:  An absolute expiry time.
	Future release 
	

	DP-007
	The Service Provider MAY define maximum possible values for the time-to-live after creation, time-to-live after last access and expiration time XDM Document
 properties.
	Future release
	

	DP-008
	A Principal with appropriate Access Permissions MAY be able to set the value of the time-to-live after creation, time-to-live after last access and expiration time XDM Document 
properties.
	Future release
	

	DP-009
	If the Service Provider defines maximum possible values for the time-to-live after creation, time-to-live after last access and expiration time XDM Document 
properties, Principal SHALL NOT exceed these values when setting the values of XDM Document 
properties.
	Future release
	

	DP-010
	An expired XDM Document 
MAY be deleted automatically.
	Future release
	


Table 22: Functional Requirements – Document Properties

Change 23:   6.2.11 Extended Group Advertisement
	Label
	Description
	Release
	Functional module

	GRPAD-001
	The XDM Enabler MAY support extended group advertisement.
	XDM 2.0
	

	GRPAD-002
	If the XDM Enabler supports extended group advertisement then it SHALL advertise group automatically to all members of that group when group is created.
	XDM 2.0
	

	GRPAD-003
	If the XDM Enabler supports extended group advertisement then it SHALL advertise group automatically to new member(s) of existing group when new member(s) is added to that group.
	XDM 2.0
	

	GRPAD-004
	Extended group advertisement sent by the XDM Enabler SHALL include information of supported communication means of the group (e.g. audio, message, video).
	XDM 2.0
	

	GRPAD-005
	If the XDM Enabler supports extended group advertisement then it MAY send an extended group advertisement automatically to all members of that group when properties of that group are modified (e.g. new communication mean is added to the group or removed from the group).
	XDM 2.0
	

	GRPAD-006
	Extended group advertisement sent by the XDM Enabler MAY include XCAP URI of corresponding group XDM Document
.
	XDM 2.1
	


Table 23: Functional Requirements – Extended Group Advertisement

Change 24:   6.3 Document Types
6.1 XDM Document Types

Change 25:   6.3.2 User Profile
	Label
	Description
	Release
	Functional module

	DOC-USP-001
	A User Profile XDM Document 
SHALL contain static user information that can be used by other Users and applications for means of communication i.e search for a chat partner.
	XDM 2.0
	

	DOC-USP-002
	The User Profile XDM Document 
contains mandatory information and a User SHALL NOT be able to create a profile unless all the mandatory information elements are completed.
	XDM 2.0
	

	DOC-USP-003
	Modifications to the User Profile SHALL ensure that all mandatory information elements are also completed.
	XDM 2.0
	

	DOC-USP-004
	The User Profile SHALL support the assignment of permissions to multiple elements in one operation.
	Future release
	

	DOC-USP-005
	A User Profile element MAY belong to several groups of elements
	XDM 2.0
	

	DOC-USP-006
	Each element SHALL be uniquely identifiable to be appropriately computed and used by services
	XDM 2.0
	

	
	The User Profile XDM Document 
MAY contain the following static information of the User:
	
	


Change 26:   6.3.3 Group
	Label
	Description
	Release
	Functional module

	DOC-GRP-001
	An XDMocument 
describing a Group SHALL include a URI attribute to represent a Group Identity.
	XDM 2.0
	

	
	An XDMocument 
describing a Group MAY have the following content:
	
	

	DOC-GRP-002
	1) Display name: This is a human readable name.
	XDM 2.0
	

	DOC-GRP-003
	2) Session Type: This identifies the nature of the Group e.g. chat, instant.  (In an instant group session, end-users are invited during session initiation.  In a chat group session, end-users are not invited during session initiation but are instead expected to individually join the session once it is active.)
	XDM 2.0
	

	DOC-GRP-004
	3) Allow session initiation: This describes who may initiate a group session
	XDM 2.0
	

	DOC-GRP-005
	4) Group member list: This identifies end-users who are members of the Group. The semantics of group membership may depend on the session type, and may also be Enabler-specific.
	XDM 2.0
	

	DOC-GRP-006
	5) Allow session access: This describes who may join a group session
	XDM 2.0
	

	DOC-GRP-007
	6) Maximum number of participants: This is the maximum number of end-users who can be active in the session
	XDM 2.0
	

	DOC-GRP-008
	7) Allow anonymous access: This describes who may join a group session anonymously, if anonymous access is requested
	XDM 2.0
	

	DOC-GRP-009
	8) Allow dynamic invitation: This describes who may invite additional participants to a group session.
	XDM 2.0
	

	DOC-GRP-010
	9) Key participant: This describes who may assume the role of a “Key Participant”.  The semantics of Key Participant may depend on the session type, and may also be Enabler-specific (e.g. a  “Distinguished Participant” of a 1-many-1 PoC group session).
	XDM 2.0
	

	DOC-GRP-011
	10) Subject: This contains a topic or description of a Group.
	XDM 2.0
	

	
	11) Session participation policy: This describes conditions that limit the participation in a group session.  The session participation policy MAY be based on the following:
	
	

	DOC-GRP-012
	a) Age minimum:  This indicates the minimum allowed age of a participant.
	XDM 2.0
	

	DOC-GRP-013
	b) Age maximum:  This indicates the maximum allowed age of a participant.
	XDM 2.0
	

	
	12) Session active policy: This describes the rules for determining the existence of a group session.
The session active policy MAY be based on the following:

NOTE: How to utilize the session active policy for the actual session initiation or termination is not the scope of XDM Enabler but that of the application Enabler (e.g., IM or PoC).
	
	

	DOC-GRP-014
	a) Maximum duration:  This indicates the maximum allowed time duration (e.g., 1 hour) for the session to remain active.
	XDM 2.0
	

	DOC-GRP-015
	b) Required participant: This describes who (e.g. session initiator) must participate for the session to get or remain active.
	XDM 2.0
	

	DOC-GRP-016
	c) Minimum number of participants: This describes how many must remain participating for the session to remain active.
	XDM 2.0
	

	DOC-GRP-017
	d) Allowed range of a time: This describes the allowed range of time (e.g., from 2pm to 4pm) for the session to get or remain active.
	XDM 2.0
	

	DOC-GRP-018
	e) Maximum media inactivity timeout: This describes the maximum allowed time of media inactivity (e.g. 40 seconds) for the session to remain active.
	XDM 2.1
	

	DOC-GRP-019
	13) Allow sub-conferencing: This describes who may create sub-conferences in a group session.
	XDM 2.0
	

	DOC-GRP-020
	14) Allow private messaging: This describes who may send private messages in a group session.
	XDM 2.0
	

	DOC-GRP-021
	15) Allowed media: This identifies which media are allowed to be used in a group session e.g. audio, text, video.
	XDM 2.0
	

	DOC-GRP-022
	16) Allow conference state: This describes who can see the state of the group session (e.g. who is currently online).
	XDM 2.0
	

	DOC-GRP-023
	17) QoE Profile: This describes the Quality of Experience profile assigned to the group. The profile defines how the end-user experience should be for the group session
	XDM 2.0
	

	DOC-GRP-024
	18) Dispatcher participant: This identifies who may assume the role of dispatcher (e.g. PoC Dispatcher).
	Deleted
	

	DOC-GRP-025
	19) Allow role transfer: This describes who can request the transfer of an active role (e.g. PoC Dispatcher) to another authorized participant.
	Deleted
	

	DOC-GRP-026
	20) Allow expelling: This describes who may expel other participants from the group session.
	XDM 2.0
	

	DOC-GRP-027
	21) Allow adding media: This describes who may add a media stream to a new or existing group session.
	XDM 2.0
	

	DOC-GRP-028
	22) Allow sending media: This describes who is allowed to send media in the group session.
	XDM 2.1
	

	DOC-GRP-029
	23) Allow receiving media: This describes who is allowed to receive media in the group session.
	XDM 2.1
	

	DOC-GRP-030
	24) Allow removing media: This describes who may remove an existing media stream from a group session.
	XDM 2.0
	

	
	25) Media add/modify/remove policy: This describes conditions for adding, modifying, or removing a media stream to a particular participant:
	
	

	DOC-GRP-031
	a) Allow to use multicast bearer service: This describes if a multicast bearer service is allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-032
	b) Allowed Media Burst Control scheme: This describes what Media Burst Control schemes are allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-033
	26) Allow to use multicast bearer service: This describes if a multicast bearer service is allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-034
	27) Allowed Media Burst Control scheme: This describes what Media Burst Control schemes are allowed to be used in the group session.
	XDM 2.1
	

	DOC-GRP-035
	28) Moderator: This identifies who is allowed to take the role of moderator (e.g. a PoC Moderator).
	XDM 2.1
	

	
	29) Allowed manner to render multiple media streams of same media type: This content describes the allowed manner to render media streams of same media type atin the client of application enableruser equipment (e.g. PoC Client):
	
	

	DOC-GRP-036
	a) Allow to mix media streams at a partial rate.
	XDM 2.1
	

	DOC-GRP-037
	b) Allow one media stream of multiple media streams of the same media type to be mandatory.
	XDM 2.1
	

	
	30) Allowed participating information principle:
NOTE: This content is used to send session related information to session participants (e.g. participants in a PoC session).
	
	

	DOC-GRP-038
	a) Allow subscription to limited participating information.
NOTE: Limited participant information is a subset of participating information.
	XDM 2.1
	

	DOC-GRP-039
	b) Allow subscription to participant information.
	XDM 2.1
	

	DOC-GRP-040
	31) Session control for crisis handling: This identifies that Session Control for Crisis Handling SHALL always be used for this group.
	XDM 2.1
	

	DOC-GRP-041
	32) Crisis Event handling entity address: This identifies the address of the entity handling PoC Session Control for Crisis Handling.
	XDM 2.1
	

	
	33) Group specific releasing policy: This describes the conditions under which a group session SHALL or SHALL NOT be released.
	
	

	DOC-GRP-041
	a) The group session is released or not released when the group session initiator leaves the group session.
	XDM 2.1
	

	DOC-GRP-042
	b) The group session is released or not released when the maximum media inactivity timeout expires for PoC speech.
	XDM 2.1
	

	DOC-GRP-043
	Each entry in a Group member list or Group reject list SHALL be a tuple consisting of a URI and, optionally, a display name.
	XDM 1.1
	

	DOC-GRP-044
	Each URI in the Group member list SHALL occur only once.
	XDM 1.1
	

	DOC-GRP-045
	Each URI in the Group reject list SHALL occur only once.
	XDM 1.1
	

	DOC-GRP-046
	The Service Provider SHALL be able to set the maximum number of participants in a Group XDM Document
.
	XDM 1.1
	

	DOC-GRP-047
	A Principal with appropriate management permissions MAY be able to set the maximum number of participants in a Group XDM Document 
to a value that does not exceed the maximum number set by the Service Provider.
	XDM 1.1
	

	DOC-GRP-048
	It SHALL be possible to create a Group XDM Document 
that contains members in the Group member list or Group reject list that belong to different Service Providers.
	XDM 1.1
	

	DOC-GRP-049
	If search of Group XDM Documents 
is supported (see section 6.2.7.9), an authorized Principal SHALL be able to search for Groups based on a given criteria (e.g. display name, session type, subject, Group Identity, etc).
	XDM 2.0
	


Change 27:   6.3.6 UPP Directory
	Label
	Description
	Release
	Functional module

	DOC-PPD-001
	The UPP Directory XDM Document 
SHALL contain meta data about a Primary Principal’s User Preferences Profiles.
	XDM 2.1
	

	
	A UPP Directory XDM Document 
SHALL, per User Preferences Profile, contain the following meta data:
	
	

	DOC-PPD-002
	1) A User Preferences Profile Identifier.
	XDM 2.1
	

	DOC-PPD-003
	2) A Display name representing a human readable name.
	XDM 2.1
	

	DOC-PPD-004
	The UPP Directory XDM Document 
SHALL contain information about which User Preferences Profile is the Active User Preferences Profile per device.
	XDM 2.1
	

	DOC-PPD-005
	The UPP Directory XDM Document 
SHALL contain information about which User Preferences Profile is the Default User Preferences Profile.
	XDM 2.1
	


Table 31: UPP Directory
Editor’s Note: Do we need to address the ‘naming issue’ for the Appendix (use-cases) or do we leave it as-is?
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