Doc# [image: image1.jpg]"sOMaQa

Open Mobile Alliance



OMA-PAG-2009-0117R01-CR_XDM_2.1_AD_Adding_a_new_protocol_to_some_reference_points
Change Request

Doc# OMA-PAG-2009-0117R01-CR_XDM_2.1_AD_Adding_a_new_protocol_to_some_reference_points
Change Request



Change Request

	Title:
	Adding_a_new_protocol_to_some_reference_points
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-PAG

	Doc to Change:
	OMA-AD-XDM-V2_1-20090327-D

	Submission Date:
	21 Apr 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Anders Lindgren, Ericsson, anders.c.lindgren@ericsson.com

	Replaces:
	n/a


1 Reason for Change

The analysis of some new XDM 2.1 requirements has shown that the XCAP protocol is not sufficient enough to carry some new XDM operations (e.g. to indicate Share by reference.) This CR adds HTTP as protocol to be used in parallel with XCAP at some reference points.
The CR also adds some changes to the entity descriptions. e.g. Instead of using the terms XCAP and SIP request the term XDM request is used to cover all types of requests introduced by the XDM enabler. The XDM TS will give the protocol details and defining which XDM operations that will be done using XCAP and which one that will be used using HTTP. The reference point descriptions will still contain the selection of protocol.
R01: The Protocol needed is give a name of its own as HTTP is to wide.
2 Impact on Backward Compatibility

The change has no impact on Backward Compatibility. 
3 Impact on Other Specifications

-
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 AD and update the AD document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 3.2 as described below.

a. Definitions
	Access Permissions
	Use definition in [XDM_RD].

	Chargeable Event
	Use definition in [Dict].

	History Information
	The information containing the details of XDM Operations performed on a particular XDM Document.

	Interface
	The common boundary between two associated systems. (Source: [Dict])

	Limited XQuery over HTTP
	The subset of XQuery functions that are used in OMA XDM Search requests.

	Primary Principal
	Use definition in [XDM_RD].

	Principal
	Use definition in [Dict].

	Reference Point
	Use definition in [Dict].

	Resource List Meta-Information
	A document describing the state of virtual subscriptions associated with a list subscription. (Source: [RFC4662])

	Resource List Server
	RLSes accept subscriptions to resource lists and send notifications to update subscribers of the state of the resources in a resource list. (Source: [RFC4662]) 

	Shared XDMSs
	A logical entity to group XDMSs defined by the XDM enabler.

	XCAP Resource
	An HTTP resource representing an XML document, an element within an XML document, or an attribute of an element within an XML document that follows the naming and validation constraints of XCAP. (Source: [RFC4825])

	XDM Operation Request Protocol
	A protocol used to access XDM Entities to request some XDM Enabler defined operations.


Change 2:  Modify section 3.3 as below
a. Abbreviations
	CPM
	Converged IP Messaging

	DM
	Device Management

	GAA
	Generic Authentication Architecture

	HTTP
	Hyper Text Transfer Protocol

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging

	IP
	Internet Protocol

	OMA
	Open Mobile Alliance

	PoC
	Push to talk over Cellular

	RLMI
	Resource List Meta-Information

	RLS
	Resource List Server

	SIMPLE
	SIP for Instant Messaging and Presence Leveraging Extension

	SIP
	Session Initiation Protocol

	TLS 
	Transport Layer Security

	UE
	User Equipment

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMC
	XML Document Management Client

	XDMS
	XML Document Management Server

	XDMORP
	XDM Operation Request  Protocol

	XML
	Extensible Markup Language

	XQuery
	XML Query


Change 3:  Modify section 5.3.1.2 to 5.3.2.1 as described below.

7.1.1.1 Aggregation Proxy
The Aggregation Proxy is the single contact point for the XDMC implemented in a UE to access XML documents stored in any XDMS. The Aggregation Proxy performs the following functions:

· Performs authentication of the XDMC;
· Receives and routes individual XDM requests to the appropriate XDM entities i.e. to  XDMS   Cross-Network Proxy or Search Proxy;
· 
· Optionally performs compression/decompression;
· Support secure data transfer between the Aggregation Proxy and the XDMC, using TLS or other means.
7.1.1.2 Subscription Proxy

The Subscription Proxy is the contact point for the XDMC to subscribe for notification of changes in XML documents stored in any XDMS. The Subscription Proxy supports the following functions:

· Receives subscriptions for notification of change in XML documents stored in any XDMS;

· Performs back-end subscriptions as an RLS as described in [RFC4662], using procedures defined in [IETF-XCAP_Diff_Event] for notification of changes in XML documents from a particular XDMS;

· Maps XCAP Resources to SIP addresses of appropriate XDMSs;

· Receives notifications from XDMS, and using RLMI as defined in [RFC4662] aggregates them prior to sending them to the XDMC;

· Sends aggregated notifications to the XDMC.

7.1.1.3 Search Proxy
The Search Proxy is a server entity that performs the following functions:
· Receives search requests;
· Forwards search requests to the XDMS and/or to the Cross-Network Proxy when appropriate;
· Receives search responses from the XDMS and/or from the Cross-Network Proxy when appropriate;
· Combines search results from the XDMS and/or also from the Cross-Network Proxy before sending responses to the XDMC;
· Sends search responses to the XDMC. 

7.1.1.4 Cross-Network Proxy

The Cross-Network Proxy is the single contact point for the XDM enablers located in different networks to communicate over trusted connection. The Cross-Network Proxy performs the following functions:

· Performs authentication and authorization of the remote network;

· Receives and routes individual outgoing XDM requests to the Cross-Network Proxy of the remote network;

· 
· Receives and routes individual incoming XDM requests to the appropriate XDM entity i.e. to the Aggregation Proxy or to the Search Proxy;

· 
· Optionally performs compression/decompression;
· Support secure data transfer between Cross-Network Proxies using TLS or other means.
7.1.1.5 Shared List XDMS 
The Shared List XDMS is a server entity that supports the following functions:

· Manages and supports content of URI List and Group Usage List XML documents;

· Performs authorisation of incoming XDM requests;
· Notifies subscribers of changes in XML documents;
· Stores the information about the operations performed on URI List and Group Usage List XML documents based on the preferences set by the user;

· Enforces Access Permissions for the URI List and Group Usage List XML documents;
· Provides aggregation of notifications of changes to multiple XML documents.
7.1.1.6 Shared Group XDMS
The Shared Group XDMS is a server entity that supports the following functions:

· Manages and supports content of Group XML documents;

· Performs authorisation of incoming XDM requests;

· Notifies subscribers of changes in XML documents;

· Stores the information about the operations performed on Group XML documents based on the preferences set by the user;

· Enforces Access Permissions for the Group XML documents;
· Provides aggregation of notifications of changes to multiple XML documents;

· Provides search results.
7.1.1.7 Shared Profile XDMS
The Shared Profile XDMS is a server entity that supports the following functions:

· Manages and supports content of User Profile XML documents;

· Performs authorisation of incoming XDM requests;
· Notifies subscribers of changes in XML documents;

· Provides aggregation of notifications of changes to multiple XML documents;

· Stores the information about the operations performed on User Profile XML documents based on the preferences set by the user;

· Enforces Access Permissions for the User Profile XML documents;
· Provides search results.
7.1.1.8 Shared Policy XDMS
The Shared Policy XDMS is a server entity that supports the following functions:

· Manages and supports content of user access policy XML documents;

· Performs authorisation of incoming XDM requests;
· Notifies subscribers of changes in XML documents;

· Stores the information about the operations performed on user access policy XML documents based on the preferences set by the user;

· Enforces Access Permissions for user access policy XML documents;
· Provides aggregation of notifications of changes to multiple XML documents.

7.1.1.9 Shared UPP Directory XDMS
The Shared UPP Directory XDMS is a server entity that supports the following functions:

· Manages and supports content of  UPP Directory XML documents;

· Performs authorisation of incoming XDM requests;
· Notifies subscribers of changes in XML documents;

· Provides aggregation of notifications of changes to multiple XML documents.

7.1.2 Enabler specific Functional Entities 
Each of these functional entities is defined in the specifications for the enabler in question.
7.1.2.1 Enabler specific XDMS
The enabler specific XDMSs are server entities that support the following functions:

· Performs authorisation of incoming XDM requests;
· Manages XML documents, which are specific to the service enabler;
· Provides aggregation of notifications of changes to multiple documents stored on the enabler specific XDMS;
· Notifies subscribers of changes to the enabler specific documents stored in the network;
· Provides search results if applicable.
· Stores the information about the operations performed on the enabler specific documents based on the preferences set by the user;

· Enforces Access Permissions for XDM documents stored on the enabler specific XDMS
Change 4:  Modify section 5.3.4.3 as described below.

7.1.2.2 Reference Point XDM-3: XDMC – Aggregation Proxy
The XDM-3 reference point is between the XDMC and the Aggregation Proxy. The protocols for the XDM-3 reference point are XCAP and XDMORP.  

The XDM-3 reference point provides the following functions:

· XML document management of XML documents (e.g. create, modify, retrieve, delete) handled by any XDMS;
· History Information management for XDM documents (e.g. retrieve the History Information related to a XML document);
· Access Permissions management for XDM documents handled by any XDMS;
· History function related preferences management (e.g. enable/disable History function) for XDM documents handled by any XDMS;

· Mutual authentication between XDMC and Aggregation Proxy;
· Optional compression.
When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, then the XDM-3 reference point conforms to the Ut reference point [3GPP-TS_23.002] [3GPP2-X.S0013-000].
Change 5:  Modify section 5.3.4.4 as described below.
7.1.2.3 Reference Point XDM-4: Aggregation Proxy – Shared XDMSs
The XDM-4 reference point is between the Aggregation Proxy and the Shared XDMSs. The protocols for the XDM-4 reference point are XCAP and XDMORP.  

The XDM-4 reference point provides the following functions:

· XML document management (e.g. create, modify, retrieve, delete) of XML documents handled by a particular Shared XDMS;
· History Information management for XDM documents (e.g. retrieve the History information related to a XML document);
· Access Permissions management for XDM documents handled by any XDMS;
History function related preferences management (e.g. enable/disable History function) for XDM documents handled by any XDMS
Change 6:  Modify section 5.3.4.8 as described below.
7.1.2.4 Reference Point XDM-8: Aggregation Proxy – Cross-Network Proxy
The XDM-8 reference point is between the Aggregation Proxy and the Cross-Network Proxy. The protocols for the XDM-8 reference point are XCAP and XDMORP. 

The XDM-8 reference point provides the following functions:

· Forwarding of requests/responses to the Cross-Network Proxy.

Change 7:  Modify section 5.3.4.12 as described below.
1. Reference Point NNI-1: Cross-Network Proxy – Cross-Network Proxy of remote network

The NNI-1 reference point supports the communication between XDM enablers in different domains connected via Cross-Network Proxies. The protocols for the NNI-1 reference point are XCAP, XDMORP and Limited XQuery over HTTP transported using any secure protocol or connection i.e. TLS.
Change 8:  Modify section 5.3.5.3 to 5.3.5.4 as described below.
7.1.2.5 Reference Points: Aggregation Proxy – “Enabler specific XDMS”
Each of these reference points are named in the specification for the enabler in question and owned by it. The basic XML Document Management requirements for the reference points are described in [XDM_Core].The enabler unique requirements for the reference points are described in the corresponding enabler specification".

The protocols for these reference points are XCAP and XDMORP.

These reference points provide the following functions:

· “Enabler specific” XML document management (e.g. create, modify, retrieve, delete).
7.1.2.6 Reference Points: Shared XDMSs – “Enabler Specific Server”
Each of these reference points are named in the specification for the enabler in question and owned by it. The requirements for the reference points are described in [XDM_Core] and in the enabler specific specification.

The protocols for the reference points are XCAP and XDMORP.
They provide the one or more of the following functions:

· Retrieval of URI Lists in Shared List XDMS;

· Retrieval of group data in Shared Group XDMS;

· Retrieval of user profile data in Shared Profile XDMS;

· Retrieval of user access policy data in Shared Policy XDMS.

· Retrieval of User Preferences Profiles Meta data stored in Shared UPP Directory XDMS.
Change 9:  Modify section 5.3.5.7 as described below.
7.1.2.7 Reference Points: “Enabler specific Server” – “Aggregation Proxy”
Each of these reference points are named in the specification for the enabler in question and owned by it. The basic XML Document Management requirements for the reference points are described in [XDM_Core]. The enabler unique requirements for the reference points are described in the corresponding enabler specification".

The protocol for these reference points are XCAP and XDMORP.

These reference points provide the following functions:

· “Enabler specific” XML document management (e.g. create, modify, retrieve, delete) in a remote network.
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