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1 Reason for Change

This contribution is to contain information elements which are expected in XDMv2.1 RD document and would be used in PoCv2.1 technical specifications.
Requirements in XDMv2.1 RD:
	
	The User MAY be able to specify the media content adding, replacement or removing preference for incoming or outgoing invitation requests:
	
	

	DOC-UAP-033
	1) Removing media content in an incoming invitation request
	XDM 2.1
	

	DOC-UAP-034
	2) The media content which adds or replaced media content in an incoming invitation request.
	XDM 2.1
	

	DOC-UAP-035
	3) Media content (reference or text based content) to be added in an outgoing invitiation request.
	XDM 2.1
	


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to changes proposed in section 6.

6 Detailed Change Proposal

5.1.1.   Structure

The User Access Policy document SHALL conform to the structure of the “ruleset” document described in [RFC4745], with the extensions and constraints given in this section.

The User Access Policy document makes use of the following two elements defined for the <rule> element in [RFC4745]: 

· <conditions>

· <actions>

The <transformations> child element defined for the <rule> element in [RFC4745] SHALL be ignored, if present.

The <conditions> child element of any <rule> element:

a) MAY include the <identity> element, as defined in [RFC4745], except the sub-elements that are ignored as defined in [XDM_Core] “Common Extensions”;

b) MAY include the <external-list> element, as defined in [XDM_Core]  “Common Extensions”;

c) MAY include the <other-identity> element, as defined in [XDM_Core]   “Common Extensions”;
d) MAY include the <anonymous-request> element, as defined in [XDM_Core] “Common Extensions” ;
e) MAY include the <media-list> element, as defined in [XDM_Core]  “Common Extensions”;
f) MAY include the <service-list> element, as defined in [XDM_Core] “Common Extensions” and
g) MAY include other elements from other namespaces for the purposes of extensibility.
The <actions> child element of any <rule> element:

a) MAY include the <allow-reject-invite> element;

b) MAY include the <allow-offline-storage> element;

c) MAY include the <allow-auto-answermode> element;

d) MAY include the <allow-manual-answer-override> element;
e) MAY include the <allow-remove-text-content> element;
f) MAY include the <allow-remove-reference-content> element;
g) MAY include the <allow-add-text-content> element and
h) MAY include the  <allow-add-reference-content> 
i) MAY include other elements from other namespaces for the purposes of extensibility.

5.1.7.   Data Semantics

The User Access Policy document SHALL conform to the semantics for the “conditions” and “actions” described in [RFC4745] and [XDM_Core] “Common Extensions”, with the additional extensions and clarifications described below.

The <allow-reject-invite> element defines the action the Application Server is to take when processing a communication request for a particular User. This element instructs the Application Server performing the terminating participant function to reject an incoming communication request. The value is of a Boolean type:

 “false”
instructs the Application Server performing the terminating participant function to not to reject the communication request. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to reject the communication request using procedures as defined by the enabler.

The <allow-auto-answermode> element defines the action the Application Server performing the terminating participant function is to take when processing an Automatic Answer Mode procedure for a particular User. The value is of a Boolean type:

“false”
instructs the Application Server performing the terminating participant function not to perform the Automatic Answer Mode procedures as defined by the enabler. This SHALL be the default value taken in the absence of the element;

“true”
instructs the Application Server performing the terminating participant function to perform the Automatic Answer Mode procedure as defined by the enabler.

The <allow-offline-storage> element defines the action the Application Server performing the terminating participant function is to take when processing a communication request for a particular User who is offline, and the type of Offline Communication Storage to be connected when the communication request is to be routed to an Offline Communication Storage. The <allow-offline-storage> element:

a) SHALL include the “allow” attribute to define the action the Application Server is to take when processing a  communication request for a particular User who is offline. The value is of a Boolean type:

"false"
instructs the Application Server not to route the communication request to the Offline Communication Storage when the User is offline. This SHALL be the default value of the attribute.

"true"
instructs the Application Server to route the communication request to the Offline Communication Storage when the User is offline. The type of Offline Communication Storage to be routed to is defined as a child element of the <allow-offline-storage> element.

b) MAY contain one or more elements from other namespaces defined by the enabler, which indicate the Offline Communication Storage types. 
c) MAY contain attributes from any other namespaces for the purpose of extensibility. 
The <allow-manual-answer-override> element defines the action the Application Server is to take when processing a communication request for a particular User and when the communication request contains a request to override the Manual Answer Mode procedure. The value is of a Boolean type:

"false"
instructs the Application Server to reject the communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to process the communication request using Automatic Answer Mode.
The <allow-remove-text-content> element defines the action the Application Server is to take when processing a communication request for a particular User. The value is of a Boolean type:
"false"
instructs the Application Server to allow text content included in particular header fields (e.g. Subject header of SIP invitation request) of communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to remove text content included in particular header fields (e.g. Subject header of SIP invitation request) of communication request.
The <allow-remove-reference-content> element defines the action the Application Server is to take when processing a communication request for a particular User. The value is of a Boolean type:

"false"
instructs the Application Server to allow referenced media content included in particular header fields (e.g. Call-info or Alert-info header of SIP invitation request) of communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to remove referenced media content included in particular header fields (e.g. Call-info or Alert-info header of SIP invitation request) of communication request.
The <allow-add-text-content> element defines the action the Application Server is to take when processing a communication request for a particular User. The value is of a Boolean type:

"false"
instructs the Application Server not to handle text content included in particular header fields (e.g. Subject header of SIP invitation request) of communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to add or replace text content included in particular header fields (e.g. Subject header of SIP invitation request) of communication request.
The <allow-add-reference-content> element defines the action the Application Server is to take when processing a communication request for a particular User. The value is of a Boolean type:

"false"
instructs the Application Server not to handle referenced media content included in particular header fields (e.g. Call-info or Alert-info header of SIP invitation request) of communication request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the Application Server to add or replace referenced media content included in particular header fields (e.g. Call-info or Alert-info header of SIP invitation request) of communication request.
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