Doc# OMA-PAG-2009-0218-INP_XDM_2.1_AD_Addressing_Editorial_Comments[image: image3.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-PAG-2009-0218-INP_XDM_2.1_AD_Addressing_Editorial_Comments
Input Contribution



Input Contribution

	Title:
	Addressing editorial ADRR comments 
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Submission Date:
	20 July 2009

	Source:
	 Arunprasath R, Samsung

	Attachments:
	OMA-ADRR-XDM-V2_1-20090714-D
OMA-AD-XDM-V2_1-20090616-D
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

The purpose of this contribution is to address the editorial ADRR comments for XDM2.1 AD and the comments addressed are highlighted in the embedded document.
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2 Summary of Contribution

This contribution is to address the editorial comments received for XDM2.1 AD during AD review.
3 Detailed Proposal

The detailed changes to the XDM2.1 AD while addressing the comments mentioned in section 1 are available in the following document.
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG WG to review the changes proposed in Section 3 and agree to it.
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XDM 2.1 AD Review Report


		Review Report Document Id

		OMA-ADRR-XDM-V2_1-20090714-D

		 FORMCHECKBOX 
 OMA Confidential



		Material Being Reviewed:

		OMA-AD-XDM-V2_1-20090616-D



		Group Presenting Document:

		PAG WG



		Date of This Report:

		14 July 2009





1. Instructions


Review comments should be collected and aggregated into a single review report.  This will facilitate efforts to resolve issues:


· If the review involves more than one document (e.g. ERP), use a separate table for each document.


· Avoid changing CommentIds once drafts have been published – source of possible confusion.


· The Type column should indicate 'E' for Editorial comment or 'T' for Technical comment


2. Review Information


2.1 OMA Groups Involved


		Name Of Group

		Role

		Invited

		Comments Provided



		Requirements

		

		 FORMCHECKBOX 


		



		Architecture

		Reviewer

		 FORMCHECKBOX 


		



		Security

		

		 FORMCHECKBOX 


		



		IOP

		

		 FORMCHECKBOX 


		



		PAG

		Source

		 FORMCHECKBOX 


		





2.2 Review History


		Review Type

		Date

		Review Method

		Participating Groups

		Full Document Id



		

		

		

		

		





3. Review Comments


3.1 OMA-AD-XDM-V2_1-20090616-D

		ID

		Open Date

		Type

		Section

		Description

		Status



		A001

		2009.07.03

		T

		1

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment:  “enabler” is not consistently used. Sometimes with/sometimes without capital initial letter..


Proposed Change: Align usage of “enabler” throughout text, e.g. by using definition from OMA dictionary.

		Status: OPEN 



		A002

		2009.07.01

		E

		2

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_


Comment: The references are not grouped. 


Proposed Change: Group the references to OMA, IETF etc

		Status: OPEN / CLOSED


<provide response>



		A003

		2009.07.01

		E

		2

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_


Comment:  Some of the references are pointing to the old documents.


Proposed Change: Update the references.

		Status: OPEN / CLOSED


<provide response>



		A004

		2009.07.03

		T

		2.1


[XDM_RD]

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment:  Reference points to old XDM version and there are new features in this XDM that must originate from a later RD.


Proposed Change: Update reference to point to XDM 2.1 RD.

		Status: OPEN 



		A005

		2009.07.03

		T

		2.1

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Reference for [PoC_XDM] used in 4.2 is missing.


Proposed Change: Add reference

		Status: OPEN 



		A006

		2009.07.03

		E

		3.2


Trusted XDMC,


Untrusted XDMC

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Comment: The definition refers to “interface” but a definition of it exists.


Proposed Change: Change to “Interfaces”.

		Status: OPEN 



		A007

		2009.07.03

		 T

		3.2


Shared User Access Policy

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The definition is never used in AD.


Proposed Change: Remove definition

		Status: OPEN 



		A008

		2009.07.03

		T

		3.2


Shared URI list

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The definition is never used in AD.


Proposed Change: Remove definition

		Status: OPEN 



		A009

		2009.07.03

		T

		3.2


Shared User Profile

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The definition is never used in AD.


Proposed Change: Remove definition

		Status: OPEN 



		A010

		2009.07.03

		T

		3.2


XCAP Resource

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The definitions “XDM Document”, “XDM Document Part” and “XDM Resource” from the XDM RD are to be used instead of “XCAP Resource”.


Proposed Change: Remove definition XCAP Resource and add the definitions “XDM Document” and “XDM Document Part” and replace “XCAP Resource” in all places in the AD with appropriate term.

		Status: OPEN 



		A011

		2009.07.03

		 T

		3.2

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: A definition of the term “UPP Directory” is missing.


Proposed Change: Add a definition.

		Status: OPEN 



		A012

		2009.07.03

		 T

		3.2

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Some entities belonging to this enabler, e.g. Trusted XDMC are defined here but others are not, e.g. Group XDMS, Cross-Network Proxy.


Proposed Change: Clarify if needed

		Status: OPEN 



		A013

		2009.07.01

		E

		3.2

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_


Comment: Way of re-using definitions from other specifications is not consistent


Proposed Change: Make it consistent either to Use definition in [XDM_RD] or Use definition from [XDM_RD].

		Status: OPEN / CLOSED


<provide response>



		A014

		2009.07.01

		T

		3.2

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_


Comment: Still the term “Shared” is used in some definitions.


Proposed Change: Remove the term “Shared”.

		Status: OPEN / CLOSED


<provide response>



		A015

		2009.07.01

		T

		3.2

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: Introduced new terms of XDM Resource in XDM2.1 RD


Proposed Change: Remove the term “XCAP resource” and the definition.

		Status: OPEN / CLOSED


<provide response>



		A016

		2009.07.01

		E

		3.2

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_


Comment: Definition for UPP Directory is missing and also for Group.


Proposed Change: Add the term UPP Directory and Group and refer to corresponding section in RD or Add a definition for it in RD.

		Status: OPEN / CLOSED


<provide response>



		A017

		2009.07.01

		E

		3.2

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_


Comment: Way of re-using definitions from other specifications is not consistent


Proposed Change: Make it consistent either to Use definition in [XDM_RD] or Use definition from [XDM_RD].

		Status: OPEN / CLOSED


<provide response>



		A018

		2009.7.8

		T

		3.2

		Source: Huawei (Jerry)


Form: input document


Comment: the definition of “XML Document Command Protocol” is not clear enough. For the reader, it seems including the XCAP and search request

Proposed Change: clarify

		Status: OPEN 



		A019

		2009.07.09

		T

		ALL

		Source: T-Mobile

Form: OMA-ARC-2009-0234


Comment: RD and AD introduction mention an alternative solution to SIP for subscribe/notify, but the rest of AD does not cover this.

Proposed Change: Add the alternative solution to SIP for subscribe/notify (at least via SMS) to the appropriate sections in the AD, i.e. make appropriate changes.

		Status: OPEN 



		A020

		2009.07.09

		T

		ALL

		Source: T-Mobile

Form: OMA-ARC-2009-0234


Comment: SIP/IP core issues:


1) a reference point includes components at both ends, so all these must be specified


2) OMA can only specify how a request should look like when arriving at the Server and has no influence to the underlying network, i.e. what may happen there.


Proposed Change: Consider to add a normative section XDM over IMS, i.e.


· remove SIP/IP Core throughout the AD


· replace SIP/IP Core with IMS and move the text to the new section


· add a diagram XDM over IMS


· show the IMS specifics in this section only, i.e.:


· mention Charging only here (is not defined in OMA, but in 3GPP)


· mention Compression only here


· mention NNI, i.e. Ici and Mw (just show an interface to a remote XDM enabler exposed by the XDM enabler directly in the AD diagram in section 5.2) only here




		Status: OPEN 



		A021

		2009.07.09

		T

		ALL

		Source: T-Mobile

Form: OMA-ARC-2009-0234


Comment: security is not intrinsic to XDM


Proposed Change:

- consider to move security mechanism which are specified in 3GPP IMS to the XDM over IMS section


- consider to move security mechanisms that are common to more OMA enablers to SEC CF enabler and refer to it


- security related text should be only in security considerations and may be in XDM over IMS

		Status: OPEN 



		A022

		2009.07.09

		T

		ALL

		Source: T-Mobile

Form: OMA-ARC-2009-0234


Comment: OGSA View is missing


Proposed Change:

Consider to add a section "OGSA View of XDM"

		Status: OPEN 



		A023

		2009.7.8

		T

		ALL

		Source: Huawei (Pozefsky)


Form: input document


Comment: compression is not an intrinsic function so remove it throughout the doc.  Compression is an aspect of the network transport, not this enabler, and should be a deployment choice


Proposed Change: 

		Status: OPEN 



		A024

		2009.07.01

		E

		4.2.1

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_


Comment: “)” is missing at the end of 1st para. 


Proposed Change: add the missing “)”

		Status: OPEN / CLOSED


<provide response>



		A025

		2009.07.03

		 T

		5

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The AD referring to old XDM RD version for architecture seems incorrect.


Proposed Change: refer to XDM V2.1 RD instead

		Status: OPEN 



		A026

		2009.07.03

		 E

		5.1

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The listed items are not using list style.


Proposed Change: Organize the list items in a bulleted list.

		Status: OPEN 



		A027

		2009.07.03

		 T

		5.1

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Charging is marked as “Future release” in the XDM 2.1 RD. What is it that the XDM enabler depends on in the Charging Enabler?


Proposed Change: Clarify.

		Status: OPEN 



		A028

		2009.07.08

		T

		5.1

		Source: Oracle


Form: INP doc


Comment: SIP/IP Core does not exist as an entity but as possible network supporting the service. How can this be a dependency? This is rather a possible realization 


Proposed Change: Update here and throughout the document as a possible realization, not a dependency. This also implies showing SIP/IPCore as I2 (if / when shown – AD guidelines recommend not to show in OMA ADs)).

		Status: OPEN / CLOSED


<provide response>



		A029

		2009.07.08

		T

		5.1

		Source: Oracle


Form: INP doc


Comment: DM and charging enablers are not dependencies of XDM. The can just be used by some implementations. Calls to them are I2 at best.


Proposed Change: Update here and throughout the document as a possible implementation, not a dependencies. This also implies showing them as I2 (if / when shown – AD guidelines recommend not to show in OMA ADs).

		Status: OPEN / CLOSED


<provide response>



		A030

		2009.7.8

		T

		5.1

		Source: Huawei (Pozefsky)


Form: input document


Comment: XDM does NOT depend on Charging or DM enablers – they provide functions that implementations might use, but the spec does not require nor define how to use these enablers.  


Proposed Change: Remove them from the list

		Status: OPEN 



		A031

		2009.07.03

		 T

		5.2


Figure 1

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: “Remote Network” used in diagram is not defined or described in AD.


Proposed Change: <Recommended action>

		Status: OPEN 



		A032

		2009.07.03

		 T

		5.2


Figure 2

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: “I2 Interface” is not defined or described in AD.

Proposed Change: Refer to doc defining it in OMA.

		Status: OPEN 



		A033

		2009.07.01

		T

		5.2


Figure 2

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: Where is “l2” interface is described.


Proposed Change: Add the description or clarify what it is.

		Status: OPEN / CLOSED


<provide response>



		A034

		2009.07.09

		T

		5.2

		Source: RIM


Form: <doc #0227>


Comment: The AD diagram does not show the reference point nor interface to support non-SIP subscription and notifications.


Proposed Change: Add necessary reference points/interfaces to support non-SIP subscription and notifications

		Status: OPEN / CLOSED


<provide response>



		A035

		2009.7.8

		T

		5.2 Fig 2

		Source: Huawei (Pozefsky)


Form: input document


Comment:  remove one instance of “Cross Network Proxy” and the arrows going into it (an architecture diagram should have only 1 instance of any component)


Proposed Change: 

		Status: OPEN 






		A036

		2009.7.8

		T

		5.2

		Source: Huawei (Pozefsky)


Form: input document


Comment: As indicated by the legend, the diagram shows I2 interfaces via the chained arrow.  The ARC guidelines say that you don’t show I2 interfaces in the generic arch picture.  Remove SIP/IP core (since it is external, not OMA, and is a specific network).  This picture can be in a separate normative section showing the arch in an IMS environment.


Proposed Change: 

		Status: OPEN 





		A037

		2009.7.8

		T

		5.2

		Source: Huawei (Pozefsky)


Form: input document


Comment:  security is not intrinsic to XDM so it is a deployment option, not a spec decision.  So the notion of trusted vs untrusted is outside the scope of the enabler.  


Proposed Change: 

		Status: OPEN 






		A038

		2009.7.8

		T

		5.2

		Source: Huawei (Pozefsky)


Form: input document


Comment:  interfaces 3 and 8.2 should be combined (since their only difference is security which should not be part of this enabler).  Likewise interfaces 5 and 6 should be combined.


Proposed Change: 

		Status: OPEN 






		A039

		2009.07.08

		T

		5.2 / Figure 1 /2

		Source: Oracle


Form: INP doc


Comment: Limit AD to what are OMA elements. Remove (at least as non dashed elements) the Cross Network proxy on the Remote network side.


Proposed Change: Update as requested

		Status: OPEN / CLOSED


<provide response>



		A040

		2009.07.08

		T

		5.2 / Figure 1 /2

		Source: Oracle


Form: INP doc


Comment: Limit AD to what are OMA elements. Remove the SIP/IP Core as it is to be treated as realization specific (I2) [And hence apply AD guidelines].


Proposed Change: Update as requested

		Status: OPEN / CLOSED


<provide response>



		A041

		2009.07.08

		T

		5.2 / Figure 1 /2

		Source: Oracle


Form: INP doc


Comment: SIP/IP Core implies that this is a realization only for a specific network that would expose a SIP/IP core. Per AD guidelines and OMA charter, the enabler must be network neutral. So per AD guidelines while we may have informative section describing network specific implementations or realizations / considerations, the AD figure must be a network independent / implementation independent architecture diagram.


Proposed Change: Update as requested: remove SIP/IP Core and treat as I2 (not shown per AD guidelines). Update also in corresponding section after about the component.

		Status: OPEN / CLOSED


<provide response>



		A042

		2009.07.08

		T

		5.2 / Figure 1 /2 and corresponding component descriptions in later sections

		Source: Oracle


Form: INP doc


Comment: We do not understand the distinctions between trusted and untrusted XDMC. These are just the same entity accessing the same interface with non intrinsic policies rules on the path (i.e. external to XDM) to control the exchanges


Note that while RP are allowed it should not result into incorrect interface identifications because RP representations have challenges. Per AD guidelines getting the interfaces correctly represented is what matters most. If RP diagram becomes problematic; drop it!


Proposed Change: Update as requested: have only one XDMC and collapse the interfaces / reference points. Combine interfaces XDM-3i and XDM-8.2i etc

		Status: OPEN / CLOSED


<provide response>



		A043

		2009.7.8

		T

		5.2 & 5.3.1.5

		Source: Huawei (Pozefsky)


Form: input document


Comment: are the functions of AP and Cross Network Proxy different in any way?  Are the interfaces different?  Could the Cross Network Proxy be eliminated and replaced by the AP?

Proposed Change: 

		Status: OPEN 





		A044

		2009.07.03

		 T

		5.3.1.1

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The term XDMC is used in the figure 1 and 2 in section 5.2 and in the text of section 5.3.1.1 but not in the header. 


Proposed Change: Change e.g. the header to “XDM Client (XDMC) and/or change “XDMC” to XDM Client (XDMC) in the text.

		Status: OPEN 



		A045

		2009.07.03

		 T

		5.3.1.1

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The text refers to “features” described in Section 4. Section 4 is not using the term features. Is the reference to section 4 correct? Shall it be Section 5.3.1.6 “XDMSs” instead and the term “functions”?


Proposed Change:  Clarify.

		Status: OPEN 



		A046

		2009.07.03

		 T

		5.3.1.1

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The XDM 2.1 RD has concepts like “User”, “Primary Principal”, “Subscriber”, “Admin Principal” and “Client”.  It is a bit unclear how an XDMC relates to these concepts.


Proposed Change: Clarify if needed.

		Status: OPEN 



		A047

		2009.07.03

		 T

		5.3.1.2

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The Aggregation Proxy acts also as a single contact point for a Trusted XDMC or a Cross Network Proxy to reach any XDMS. 


Proposed Change:  Add text also to describe this in the introduction.

		Status: OPEN 



		A048

		2009.07.09

		E

		5.3.1.2

		Source: RIM


Form: <doc #0227>


Comment: The last bullet is not in third person singular: “Support secure data transfer between the Aggregation Proxy and the XDMC, using TLS or other means.”


Proposed Change: change to: “Supports ….”

		Status: OPEN / CLOSED


<provide response>



		A049

		2009.7.8

		T

		5.3.1.2

		Source: Huawei (Pozefsky)


Form: input document


Comment:  AP should not handle secure data transfer – this is a deployment decision, not part of the spec


Proposed Change: 

		Status: OPEN 






		A050

		2009.07.08

		T

		5.3.1.2

		Source: Oracle


Form: INP doc


Comment: If aggregation proxy was not to perform authentication but that is delegated to extrinsic policy enforcement then A006 can immediately be satisfied. 


Proposed Change: Remove function from Aggregation Proxy.

		Status: OPEN / CLOSED


<provide response>



		A051

		2009.07.08

		T

		5.3.1.2

		Source: Oracle


Form: INP doc


Comment: “Support secure data transfer between the Aggregation Proxy and the XDMC, using TLS or other means.”: does it matter? It sounds like and implementation or deployment specific aspect… It affects the Aggregation proxy only to the extent that the AP must be able to perform other functions…


Proposed Change: Remove support statement from Aggregation Proxy.

		Status: OPEN / CLOSED


<provide response>



		A052

		2009.7.8

		T

		5.3.1.2

		Source: Huawei (Pozefsky)


Form: input document


Comment: AP should not do authentication; it is a decision left up to the deployment, not the spec.


Proposed Change: 

		Status: OPEN 



		A053

		2009.07.03

		 T

		5.3.1.3

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Referring to specific IETF procedures seems too stage 3 specific (it is at least not done for other entities in 5.3.1). 


Proposed Change: <Recommended action>

		Status: OPEN 



		A054

		2009.07.01

		T

		5.3.1.3

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: The description for Subscription proxy is misleading that XDMC 


Proposed Change: add the missing “)”

		Status: OPEN / CLOSED


<provide response>



		A055

		2009.7.8

		T

		5.3.1.3

		Source: Huawei (Jerry)

Form: input document


Comment:  Too many details for the 2nd bullet and 4th bullet

Proposed Change: rephrase and extract

		Status: OPEN 






		A056

		2009.07.01

		T

		5.3.1.5 3rd and 6th  Bulltet

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: Make it consistent with the other bullets 


Proposed Change: Add “Receives and” in the beginning.

		Status: OPEN / CLOSED


<provide response>



		A057

		2009.7.8

		T

		5.3.1.5

		Source: Huawei (Pozefsky)


Form: input document


Comment: authentication should not be done by the proxy; this is a deployment, not spec, choice


Proposed Change: 

		Status: OPEN 



		A058

		2009.7.8

		T

		5.3.1.5

		Source: Huawei (Jerry)

Form: input document


Comment:  The order of the bullets is unreasonable. 

Proposed Change: arrange the order of the bullets

		Status: OPEN 






		A059

		2009.07.08

		T

		5.3.1.5

		Source: Oracle


Form: INP doc


Comment: If cross network proxy was not to perform authentication/ authorization but that is delegated to extrinsic policy enforcement. 


Proposed Change: Remove function from cross network Proxy.

		Status: OPEN / CLOSED


<provide response>



		A060

		2009.07.08

		T

		5.3.1.5

		Source: Oracle


Form: INP doc


Comment: “Support secure data transfer between Cross-Network Proxies using TLS or other mean.”: does it matter? It sounds like and implementation or deployment specific aspect… It affects the cross network proxy only to the extent that the cross network proxy must be able to perform other functions…


Proposed Change: Remove support statement from Cross Network Proxy.

		Status: OPEN / CLOSED


<provide response>



		A061

		2009.07.08

		T

		5.3.1.5 + Figure 1 and 2 and associated related sections 

		Source: Oracle


Form: INP doc


Comment: The cross network proxy seem exactly the same as the aggregation proxy (give or take implementation / realization differences). At the level of a network neutral / implementation / realization independent architecture diagram and according to the AD guidelines the two components should be collapsed and interface / reference point consolidated…. 


Proposed Change: Update everywhere as requested. 

		Status: OPEN / CLOSED


<provide response>



		A062

		2009.07.03

		 T

		5.3.1.6

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment:  Rewrite the section defining all functions that a “generic” XDMS may have in one section and defined per XDMS type which of these function that a particular XDMS supports in order to avoid duplicated text as much as possible. 


Proposed Change:  Rewrite the section

		Status: OPEN 



		A063

		2009.07.01

		T

		5.3.1.6

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: Most of the listed functionalities are common for all XDMSs.  


Proposed Change: Identify the common functionalities and group them together under one section and remove from other places.

		Status: OPEN / CLOSED


<provide response>



		A064

		2009.07.01

		T

		5.3.1.6

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: Forward functionality has to be clarified in detail with the procedures involved in the originating and terminating side.


Proposed Change: Add the description accordingly.

		Status: OPEN / CLOSED


<provide response>



		A065

		2009.07.09

		T

		5.3.1.6

		Source: RIM


Form: <doc #0227>


Comment: The following bullet in each of the XDMSs, does not address the support for non-SIP requests


· Performs authorisation of incoming SIP, XDCP and XCAP requests;

Proposed Change: reword to the following:


· Performs authorisation of incoming SIP, non-SIP, XDCP and XCAP requests 

or

· Performs authorisation of incoming subscriptions, XDCP and XCAP requests;



		Status: OPEN / CLOSED


<provide response>



		A066

		2009.7.8

		T

		5.3.1.6.2

		Source: Huawei (Pozefsky)


Form: input document


Comment:  what does the last bullet in the list mean?  Why does it have both a big and small bullet symbol?


Proposed Change: 

		Status: OPEN 






		A067

		2009.07.09

		T

		5.3.1.6.1-6

		Source: RIM


Form: <doc #0227>


Comment: All the XDMSs state that they store the information about the operations performed and not necessarily the operations themselves. It is not clear that it is possible that neither operations nor information may be recorded, or that only operations without information about operations may be recorded


Proposed Change: Apply the changes from the agreed CR OMA-PAG-2009-0195R01-CR_RETR_requirements_AD_Impact

		Status: OPEN / CLOSED


<provide response>



		A068

		2009.07.09

		T

		5.3.1.6.1-6

		Source: RIM


Form: <doc #0227>


Comment: All the XDMSs state that they enforce Access Permissions for the documents they manage, but it is not specified that they also ensure the XML validity and consistency of XML node addressing of the documents subsets resulting from the AP enforcement.


Proposed Change: Apply the changes from the agreed CR OMA-PAG-2009-0195R01-CR_RETR_requirements_AD_Impact

		Status: OPEN / CLOSED


<provide response>



		A069

		2009.07.09

		T

		5.3.1.6.1-6

		Source: RIM


Form: <doc #0227>


Comment: All of the specific kinds of XDMS enumerate a substantial set of common functionalities. Some of the XDMS specific sections erroneously omit some of the common functionalities because of this approach. Also, identical functionality in some of the specific XDMS sections is formulated differently, causing confusion. 


Proposed Change: Re-factor the sections, and group all the common functionalities under the section 5.3.1.6 XDMSs and leave only the specific functionalities under the subsections. 

		Status: OPEN / CLOSED


<provide response>



		A070

		2009.07.03

		 T

		5.3.1.6.2

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment:  A bullet about extended Group Advertisement is missing.


Proposed Change: Add a bullet about extended Group Advertisement.

		Status: OPEN 



		A071

		2009.07.03

		 E

		5.3.1.6.2

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Last bullet: Remove superfluous bullet character.


Proposed Change: Remove superfluous bullet character.

		Status: OPEN 



		A072

		2009.07.01

		E

		5.3.1.6.2 last bullet

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_


Comment: Extra bullet is present 


Proposed Change: Remove it.

		Status: OPEN / CLOSED


<provide response>



		A073

		2009.07.01

		T

		5.3.1.6.4 

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: The concept of Profiles is missing in the description. 


Proposed Change: Add a description about the Policy XDMS supporting profiles of preferences.

		Status: OPEN / CLOSED


<provide response>



		A074

		2009.07.08

		T

		5.3.1.6.4 

		Source: Oracle


Form: INP doc


Comment: Recommend some caveat text to distinguish between PDP/PEP functions on access /manipulation versus PDP/PEP functions using the policies obtained from Policy XDMS (e.g. PEEM). The absence of such a distinction is a recipe for confusions. 


Proposed Change: Update as requested. 

		Status: OPEN / CLOSED


<provide response>



		A075

		2009.07.03

		 T

		5.3.1.6.5

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: How is e.g. UPP Directory XDMS supposed to be used? Will it used by a Service Enabler (not understood from text)?


Proposed Change: Clarify by e.g. refer to Appendix B for re-use of those entities which can be re-used by service enablers.

		Status: OPEN 



		A076

		2009.07.01

		T

		5.3.1.6.5

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: Restore functionality for UPP Directory document is missing. 


Proposed Change: Add a bullet about Restore function.

		Status: OPEN / CLOSED


<provide response>



		A077

		2009.7.8

		T

		5.3.1.6.5 & 4

		Source: Huawei (Pozefsky)


Form: input document


Comment: this document does not describe what is contained in the  various XDMSs.  Though I can guess at Profile and other Policy XDMS, I need some help with “UPP”.  I suggest adding some material (either informative or normative) to minimally describe the various (or at least new) XDMS contents.

Proposed Change: 

		Status: OPEN 





		A078

		2009.07.03

		 T

		5.3.1.6.6

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment:  An Enabler Specific XDMS does not need to support all function in the list (e.g. the entity implementing the application usage  “Active Session” does only support Search) as it will only expose some of the Interfaces that an “generic” XDMS can have.


Proposed Change: Update text to state that an Enabler Specific XDMS may support one or more of the following functions.

		Status: OPEN 



		A079

		2009.07.09

		E

		5.3.1.6.6

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: “Manages XML documents, which are specific to the service enabler;”


Proposed Change: Change to: “Manages XML documents specific to the service enabler;”

		Status: OPEN / CLOSED


<provide response>



		A080

		2009.07.03

		 T

		5.3.1.6.6

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment:  An Enabler Specific XDMS may support more functions when the functions in the list (e.g. inter-working with legacy data repositories and formats).


Proposed Change: Update text to state that an enabler Specific XDMS may support “enabler specific functions” as well.

		Status: OPEN 



		A081

		2009.07.09

		E

		5.3.1.6.6

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: “Restores XML document, which are specific to the service enabler, back to one of its previous versions;”

Proposed Change: Change to: “Restores XML documents specific to the service enabler to the one of the previous versions when requested;”

		Status: OPEN / CLOSED


<provide response>



		A082

		2009.07.08

		T

		5.3.2.1 

		Source: Oracle


Form: INP doc


Comment: Per OMA principles and OMA guidelines, remove SIP/IP core and treat as possible realization.


If assumptions exist on how the different components can rely on some capabilities today represented via interfaces to SIP/IP core, list these as assumptions on the components interacting with it…  


Proposed Change: Update as requested: remove Sip/IP core and map expected functions to expectations on the realization of the components that need them.

		Status: OPEN / CLOSED


<provide response>



		A083

		2009.07.03

		 T

		5.3.2.2

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Maybe text from CBUS AD Appendix C can be re-used here. 


Proposed Change: <Recommended action>

		Status: OPEN 



		A084

		2009.07.08

		T

		5.3.2.2/3 

		Source: Oracle


Form: INP doc


Comment: Per OMA principles and OMA guidelines, remove these two enablers and treat as possible realization.


If assumptions exist on how the different components can rely on some capabilities today represented via interfaces to these enablers, list these as assumptions on the components interacting with it…  


Proposed Change: Update as requested: remove the enablers and map expected functions to expectations on the implementation of the components that need them.

		Status: OPEN / CLOSED


<provide response>



		A085

		2009.7.8

		T

		5.3.2.2 & 5.3.2.3

		Source: Huawei (Pozefsky)


Form: input document


Comment:  remove Charging and DM since their use is not spec’ed by this enabler


Proposed Change: 

		Status: OPEN 






		A086

		2009.07.03

		 T

		5.3.2.3

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Charging is marked as “future release” in the XDM 2.1 RD. 


Proposed Change: Clarify the use of the Charging enabler in XDM V.2.1

		Status: OPEN 



		A087

		2009.07.01

		E

		5.3.2.3


4th Bullet

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_


Comment: Extra “and” is present


Proposed Change: Remove it

		Status: OPEN / CLOSED


<provide response>



		A088

		2009.07.01

		E

		5.3.2.3

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: The term Enabler is not used consistently 


Proposed Change: Make it consistent throughout the specification.

		Status: OPEN / CLOSED


<provide response>



		A089

		2009.07.09

		T

		5.3.3/5.4

		Source: RIM


Form: <doc #0227>


Comment: Missing reference point and interface description for non-SIP subscription and notifications


Proposed Change: Add new reference point and interface description for non-sip subscription and notifications

		Status: OPEN / CLOSED


<provide response>



		A090

		2009.07.08

		T

		5.3.3 

		Source: Oracle


Form: INP doc


Comment: Apply consolidation / removal of RPs per the recommendations of A001- A014 (Oracle)


Proposed Change: Update as requested.

		Status: OPEN / CLOSED


<provide response>



		A091

		2009.07.03

		 T

		5.3.3.2

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The Reference Point is also used for sending an Extended Group Advertisement. 


Proposed Change: Add bullet to the list about Extended Group Advertisement

		Status: OPEN 



		A092

		2009.7.8

		T

		5.3.3.2


Last 2 bullets

		Source: Huawei (Jerry)


Form: input document


Comment: It is no need to specify that an XDMS can subscribe to documents in the other XDMS. Actually the first 2 bullets already cover the last two. 

Proposed Change: remove the last 2 bullets. If it is really need to specify that the XDMS has this capability, it should describe in XDMSs section (5.3.1.6)

		Status: OPEN 





		A093

		2009.07.09

		E

		5.3.3.3-4

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: ”XML document management of XML documents”


Proposed Change: Change to: ”Management of XML documents”

		Status: OPEN / CLOSED


<provide response>



		A094

		2009.07.09

		E

		5.3.3.3-4

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: ”Forwarding of XDM Resources requests handled by ...”


Proposed Change: Change to: ”Forwarding of XDM Resources handled by …”

		Status: OPEN / CLOSED


<provide response>



		A095

		2009.07.03

		 T

		5.3.3.7

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Wording “when appropriate” seems too stage 3’ish. Is “at request” meant here?


Proposed Change: Clarify if needed.

		Status: OPEN 



		A096

		2009.07.01

		T

		5.3.3.11

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: Why the Trusted XDMC communicate to XDMSs through AP. 


Proposed Change: Clarify or remove the reference point

		Status: OPEN / CLOSED


<provide response>



		A097

		2009.07.09

		E

		5.3.3.11

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: “XML document management (e.g. create, modify, retrieve, delete) of XML documents handled by any XDMS.”


Proposed Change: Change to: “Management of XML documents (e.g. create, modify, retrieve, delete) handled by any XDMS.”

		Status: OPEN / CLOSED


<provide response>



		A098

		2009.07.03

		 T

		5.3.3.14

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Why is XDM-14 needed when the same things seem accessible using XDM-11 which also is used by a Trusted XDMC? 


Proposed Change: Clarify if needed that XDM-14 is in reality one Reference Point per application usage in own service provider domain and not a single reference point that can be used to reach any application usages in any service provider domain as XDM 11 ( XDM-2, XDM-4 and XDM-7 is also used to reach XDMS entities in own service provider domain).

		Status: OPEN 



		A099

		2009.07.09

		E

		5.3.3.14

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: “XML document management (e.g. create, modify, retrieve, delete) of XML documents handled by a particular XDMS.”


Proposed Change: Change to: “Management of XML documents (e.g. create, modify, retrieve, delete) handled by a particular XDMS.”

		Status: OPEN / CLOSED


<provide response>



		A100

		2009.07.09

		E

		5.3.3.14

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: ”Forwarding of XDM Resources requests handled by ...”


Proposed Change: Change to: ”Forwarding of XDM Resources handled by …”

		Status: OPEN / CLOSED


<provide response>



		A101

		2009.07.08

		T

		5.3.4

		Source: Oracle


Form: INP doc


Comment: Apply consolidation / removal of Interfaces per the recommendations of A001- A014 (Oracle)


Proposed Change: Update as requested.

		Status: OPEN / CLOSED


<provide response>



		A102

		2009.7.8

		T

		5.3.4.1

		Source: Huawei (Pozefsky)


Form: input document


Comment:  this section describes interactions completely separate from this enabler so per ARC-0141, should not be described in this doc


Proposed Change: remove the section

		Status: OPEN 






		A103

		2009.07.09

		E

		5.4.1.2

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: “XML document management (e.g. create, modify, retrieve, delete) of XML documents handled …”


Proposed Change: Change to: “Management of XML documents (e.g. create, modify, retrieve, delete) handled …”

		Status: OPEN / CLOSED


<provide response>



		A104

		2009.07.09

		E

		5.4.1.2

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: ”Forwarding of XDM Resources requests handled by ...”


Proposed Change: Change to: ”Forwarding of XDM Resources handled by …”

		Status: OPEN / CLOSED


<provide response>



		A105

		2009.07.01

		T

		5.4.1.3

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: The functions listed should be of particular XDMSs.


Proposed Change: Replace the term “any” with “Particular”.

		Status: OPEN / CLOSED


<provide response>



		A106

		2009.07.09

		E

		5.4.1.3

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: “XML document management (e.g. create, modify, retrieve, delete) of XML documents handled …”


Proposed Change: Change to: “Management of XML documents (e.g. create, modify, retrieve, delete) handled …”

		Status: OPEN / CLOSED


<provide response>



		A107

		2009.07.09

		E

		5.4.1.3

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: ”Forwarding of XDM Resources requests handled by ...”


Proposed Change: Change to: ”Forwarding of XDM Resources handled by …”

		Status: OPEN / CLOSED


<provide response>



		A108

		2009.07.09

		E

		5.4.1.4

		Source: RIM


Form: <doc #0227>


Comment: Introductory sentence is bulleted: ”The XDM-5 Interface provides the following functions:”


Proposed Change: Remove the bullet.

		Status: OPEN / CLOSED


<provide response>



		A109

		2009.07.01

		E

		5.4.1.4

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_


Comment: One bullet is extra.


Proposed Change: Remove the 1st bullet and retain the text.

		Status: OPEN / CLOSED


<provide response>



		A110

		2009.7.8

		E

		5.4.1.4

		Source: Huawei (Pozefsky)


Form: input document


Comment:  first bullet should not be part of the list


Proposed Change: 

		Status: OPEN 






		A111

		2009.7.8

		T

		5.4.1.4

		Source: Huawei (Pozefsky)


Form: input document


Comment: authentication should not be part of this enabler, but a choice of the deployment


Proposed Change: remove authentication from list

		Status: OPEN 



		A112

		2009.07.09

		E

		5.4.1.7

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: “Forwarding of requests to the Cross-Network Proxy for XML document management of XML documents (e.g. create, modify, retrieve, delete) handled by …”


Proposed Change: Change to: ”Forwarding of requests to the Cross-Network Proxy for management of XML documents (e.g. create, modify, retrieve, delete) handled by …”

		Status: OPEN / CLOSED


<provide response>



		A113

		2009.07.09

		E

		5.4.1.7

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: “Receiving responses from the Cross-Network Proxy for XML document management of XML documents (e.g. create, modify, retrieve, delete) handled by …”


Proposed Change: Change to: “Receiving responses from the Cross-Network Proxy for management of XML documents (e.g. create, modify, retrieve, delete) handled by …”

		Status: OPEN / CLOSED


<provide response>



		A114

		2009.07.09

		T

		5.4.1.7

		Source: RIM


Form: <doc #0227>


Comment: The last two bullets explicitly mention requests for forwarding of XDM Resources as if forwarding was not a management operation.


Proposed Change: Remove the last two bullets since their meaning is already covered by the first two bullets.

		Status: OPEN / CLOSED


<provide response>



		A115

		2009.07.09

		E

		5.4.1.8

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: “Forwarding of requests to the Aggregation Proxy for XML document management of XML documents (e.g. create, modify, retrieve, delete) handled by …”


Proposed Change: Change to: ““Forwarding of requests to the Aggregation Proxy for management of XML documents (e.g. create, modify, retrieve, delete) handled by …”

		Status: OPEN / CLOSED


<provide response>



		A116

		2009.07.09

		E

		5.4.1.8

		Source: RIM


Form: <doc #0227>


Comment: Awkward formulation: “Receiving responses from the Aggregation Proxy for XML document management of XML documents (e.g. create, modify, retrieve, delete) handled by …”


Proposed Change: Change to: “Receiving responses from the Aggregation Proxy for management of XML documents (e.g. create, modify, retrieve, delete) handled by …”

		Status: OPEN / CLOSED


<provide response>



		A117

		2009.07.09

		T

		5.4.1.8

		Source: RIM


Form: <doc #0227>


Comment: The last two bullets explicitly mention requests for forwarding of XDM Resources as if forwarding was not a management operation.


Proposed Change: Remove the last two bullets since their meaning is already covered by the first two bullets.

		Status: OPEN / CLOSED


<provide response>



		A118

		2009.07.09

		T

		General

		Source: RIM


Form: <doc #0227>


Comment: It is unclear how FUNC-SUBCHG-004 is addressed in the AD


Proposed Change: define a framework to support non-SIP subscription and notification of changes to documents stored in XDMSs.

		Status: OPEN / CLOSED


<provide response>



		A119

		2009.7.8

		T

		5.4.2.1 & 5.4.2.2

		Source: Huawei (Pozefsky)


Form: input document


Comment: where is the “SIP/IP core” defined – where are SIC-1 and SIC-2 defined? 


Proposed Change: remove these sections (and the interfaces from Fig 1 and 2)

		Status: OPEN 



		A120

		2009.07.03

		 T

		5.4.2.2

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The Interface is also used to send an Extended Group Advertisement. 


Proposed Change: Add bullet to the list about Extended Group Advertisement

		Status: OPEN 



		A121

		2009.7.8

		T

		5.4.2.4

		Source: Huawei (Pozefsky)


Form: input document


Comment:  the AD diagram (and I suspect the TS) will say nothing about required use of Charging enabler, so it is an implementation choice, not part of the enabler


Proposed Change: delete the section

		Status: OPEN 






		A122

		2009.07.09

		T

		5.5

		Source: RIM


Form: <doc #0227>


Comment: Relationship to Trusted Network is used instead of Trusted and Untrusted XDMC. Authorization is used in place of authentication.


Proposed Change: Use the defined terms Trusted and Untrusted XDMC. 

		Status: OPEN / CLOSED


<provide response>



		A123

		2009.7.8

		T

		5.5

		Source: Huawei (Pozefsky)


Form: input document


Comment:  choice of security mechanism should be left to the SP, not defined in the enabler.  


Proposed Change: Remove mention of TLS and HTTP Digest.  

		Status: OPEN 






		A124

		2009.06.23

		T

		5.5

		Source: ARC/SEC AHG 


Form: input doc


Comment: The security mechanisms proposed for an XDMC residing outside a Trusted Network are consistent with the enabler SEC_CF1.0. So ARC/SEC suggest to reuse the mechanisms defined in the enabler SEC_CF1.0.

Proposed Change:



		Status: OPEN 






		A125

		2009.07.03

		 T

		6

		Source: Ericsson. 


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: Backward compatibility needs to be described for XDM V2.1. 


Proposed Change: Add new section describing e.g. that “Shared Group XDMS” is the same thing as “Group XDMS” from a backward compatibility point of view.

		Status: OPEN 



		A126

		2009.07.03

		 T

		6

		Source: Ericsson.


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The description needs to consider the existence of later PoC versions than PoC V2.0. 


Proposed Change: Modify text to “PoC V2.0 or later”

		Status: OPEN 



		A127

		2009.07.01

		T

		6

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: Backward compatibility for XDM2.1 enabler is missing.


Proposed Change: Add the description for XDM2.1 enabler related to backward compatibility.

		Status: OPEN / CLOSED


<provide response>



		A128

		2009.07.03

		 T

		Appendix B

		Source: Ericsson,


Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review


Comment: The name “Shared xyz XDMS” is used in  figure 4. This needs to be changed to only “xyz XDMS”


Proposed Change: Update the figure with correct names.

		Status: OPEN 



		A129

		2009.07.01

		T

		Appendix B


Figure 4

		Source: Samsung


Form: OMA-ARC-2009-0221-Samsung_comments_to_XDM_V2.1_AD_Formal_Review_

Comment: The term “shared” is existing the names of XDMS names.


Proposed Change: Remove the term “shared” in XDMS names

		Status: OPEN / CLOSED


<provide response>



		A130

		2009.07.09

		T

		Appendix B

		Source: T-Mobile

Form: OMA-ARC-2009-0234


Comment: change wrt. SIP/IP Core and security have impact to this section


Proposed Change:

Consider to apply appropriate changes (as consequence of above changes) to the section "How to show a re-use of the XDM Enabler"

		Status: OPEN 
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1. Scope
(Informative)


This document presents an overview of the XML Document Management (XDM) enabler release 2.1. Specifically, it serves as an introduction to the functionality and architecture of the XDM enabler.
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		3GPP:
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions

		Access Permissions

		Use definition in [XDM_RD].



		Access Permissions List

		A list of XDM resources that the Primary Principal has permission to access



		Chargeable Event

		Use definition in [Dict].



		Document Share by Reference

		A function to share all content in two documents by using one document as the master document and in the other document only having a reference to that master document.



		Forward List

		A document used to store the information related to the XDM Resources received through XDCP requests from other users which is meant for forwarding XDM Resources.



		Group

		Use definition in [XDM_RD].



		Group Usage List

		Use definition in [XDM_RD].



		History Information

		The information containing the details of XDM Operations performed on a particular XDM Document.



		Interface

		The common boundary between two associated systems. (Source: [Dict])



		Limited XQuery over HTTP

		The subset of XQuery functions that are used in OMA XDM Search requests.



		Primary Principal

		Use definition in [XDM_RD].



		Principal

		Use definition in [Dict].



		Reference Point

		Use definition in [Dict].



		Resource List Meta-Information

		A document describing the state of virtual subscriptions associated with a list subscription. (Source: [RFC4662])



		Resource List Server

		RLSes accept subscriptions to resource lists and send notifications to update subscribers of the state of the resources in a resource list. (Source: [RFC4662]) 



		Shared User Access Policy

		A User Access Policy as described in [XDM_RD] section “Shared User Access Policy Document.“



		Shared URI List

		Use definition in [XDM_RD].



		Shared User Profile

		Use definition in [XDM_RD].



		Trusted Network

		A network that consists of elements that are trusted (i.e. are not required to authenticate themselves). It corresponds to the definition of 'Trust Domain' as defined in [RFC3324].



		Trusted XDMC

		An XDMC that uses XDM Interfaces that do not require security mechanisms, typically deployed within Trusted Networks



		Untrusted XDMC

		An XDMC that uses XDM Interfaces that require security mechanisms such as authentication, typically deployed outside of Trusted Networks



		URI List

		Use definition in [XDM_RD].



		User Access Policy

		A User Access Policy as described in [XDM_RD] section “User Access Policy“.



		User Profile

		Use definition in [XDM_RD].



		XDMSs

		A logical entity to group XDMSs defined by the XDM enabler.



		XCAP Resource

		An HTTP resource representing an XML document, an element within an XML document, or an attribute of an element within an XML document that follows the naming and validation constraints of XCAP. (Source: [RFC4825])



		XDM Resource

		Use definition in [XDM_RD].



		XML Document Command Protocol

		An HTTP based protocol used to issue commands related to XDM Resource processing. 





3.3 Abbreviations

		CPM

		Converged IP Messaging



		DM

		Device Management



		GAA

		Generic Authentication Architecture



		HTTP

		Hyper Text Transfer Protocol



		IETF

		Internet Engineering Task Force



		IM

		Instant Messaging



		IP

		Internet Protocol



		OMA

		Open Mobile Alliance



		PoC

		Push to talk over Cellular



		RLMI

		Resource List Meta-Information



		RLS

		Resource List Server



		SIC

		SIP/IP Core



		SIMPLE

		SIP for Instant Messaging and Presence Leveraging Extension



		SIP

		Session Initiation Protocol



		TLS 

		Transport Layer Security



		UE

		User Equipment



		UPP

		User Preferences Profile



		XCAP

		XML Configuration Access Protocol



		XDCP

		XML Document Command Protocol



		XDM

		XML Document Management



		XDMC

		XML Document Management Client



		XDMS

		XML Document Management Server



		XML

		Extensible Markup Language



		XQuery

		XML Query





4. Introduction
(Informative)

Architecture Document describes the features and architecture of the OMA XDM enabler.


4.1 Version 1.1

The XDM enabler defines a common mechanism that makes user-specific service-related information accessible to the service enablers that need it. XDM specifies how such information is represented in well-structured XML documents, as well as the common protocol for access and manipulation (e.g. create, modify, delete, etc.) of such XML documents. 


The XDM Specification [XDM_Core] defines the features of the XDM enabler, which include the following:


· The common protocol, XCAP [RFC4825], by which Principals can store and manipulate their service-related data, stored in a network as XML documents. 


Documents accessed and manipulated via XCAP are stored in logical repositories in the network, called XDMSs. Each repository may be associated with a functional entity which uses its data to perform its functions.  


Each XML document stored in an XDMS is described as an Application Usage, which enables applications to use the document via XCAP.  The XDM enabler describes Application Usages which can be reused by multiple enablers and are stored in logical entities called Shared XDMSs. The documents defined by the XDM V1.1 enabler are as follows:

· URI List and Group Usage List documents stored in the Shared XDMS.

4.2 Version 2.0

The XDM V2.0 enabler defines new functionalities that extend XDM to support the OMA SIMPLE IM V1.0 and PoC V2.0 enablers.


To accommodate the needs of these enablers, the following functionalities are added in XDM V2.0: 


· Search for information in documents stored in an XDMS;


· Network to Network Interface to enable search and retrieval of information across multiple domains; and


· The SIP subscription/notification mechanism by which Principals can be notified of changes to XML documents.

XDM V2.0 inherits the Shared XDMS from XDM V1.0, but renames it as the Shared List XDMS to accommodate several new documents that are stored in separate Shared XDMS logical entities:


· Group document stored in the Shared Group XDMS ;


· User Access Policy document stored in the Shared Policy XDMS; and


· User Profile document stored in the Shared Profile XDMS.


The Group and User Access Policy document structures are based on those of the PoC Group and PoC User Access Policy documents [PoC_XDM], respectively. The XDM V2.0 enabler defines how to handle backwards compatibility with the PoC V1.0 enabler when the Shared Group XDMS and Shared Policy XDMS are introduced in the network.


4.2.1 Version 2.1

The XDM V2.1 enabler defines new functionalities that extend XDM. Among those functionalities some are related to the requirements derived from other OMA Enablers (i.e. OMA CPM 1.0, OMA CAB 1.0 and OMA POC 2.1).


The following functionalities are added in XDM V2.1:


· Access permissions to define which Principals have rights to perform XDM functions to an XML document;


· Notifying Principals when their Access Permissions to a specific XDM Resource are changed;


· Document history management in order to capture some (or all) changes applied to an XML document;


· Restore operation which enables the authorized Principals to restore the XML documents to one of its previous versions;


· Forwarding of an XML document by a Principal with appropriate permissions to other Principals;


· User Preferences Profiles which controls aspects of how a user perceives and receives services;


· Support for searching for active sessions;


· Document Share by Reference which enables authorized Principals to share the contents in an XML document with other Principals;


· An alternative mechanism to SIP to perform subscription to document changes and receive notifications indicating document creations, modifications and removals; and


· Extensions to User Access Policy and Group documents.

All “Shared xyz XDMS”s defined by the XDM enabler are renamed to “xyz XDMS”.

NOTE: XDM V2.1 inherits the Shared List XDMS, Shared Group XDMS, Shared Profile XDMS and Shared Policy XDMS from XDM V2.0, but renames them as the List XDMS, Group XDMS, Profile XDMS and Policy XDMS.

5. Architectural Model


The XDM Enabler defines a common mechanism that makes user-specific service-related information accessible to the service enablers that need it.


The architecture model is based on the requirements defined in [XDM_RD].

5.1 Dependencies


The XDM Enabler depends on the following external functional entities:

· SIP/IP Core;

· Device Management Enabler [DM_ERELD] and 

· Charging Enabler [Charging_AD].

5.2 Architectural Diagram
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Figure 1: XDM Architecture using Reference Points
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Figure 2 XDM Architecture using Interfaces

5.3 Functional Components and Interfaces/Reference Points definition

5.3.1 XDM Functional Entities


5.3.1.1 XDM Client


The XDMC accesses various XDMS features as described in Section 4. An XDMC implementation may implement various subsets of those features, as required, subject to certain mandatory requirements.The XDMC can be implemented in both terminal and server entities.

5.3.1.2 Aggregation Proxy


The Aggregation Proxy is the single contact point for Untrusted XDMCs to access XML documents stored in any XDMS. The Aggregation Proxy performs the following functions:


· Performs authentication of the Untrusted XDMC;

· Receives and routes individual XCAP requests to the correct XDMS or to the Cross-Network Proxy;

· Receives and routes individual search requests to the Search Proxy;

· Receives and routes individual XDCP requests to appropriate XDM entity;

· Optionally performs compression/decompression;

· Supports secure data transfer between the Aggregation Proxy and the XDMC, using TLS or other means.

5.3.1.3 Subscription Proxy


The Subscription Proxy is the contact point for the XDMC to subscribe for notification of changes in XML documents stored in any XDMS. The Subscription Proxy supports the following functions:


· Receives subscriptions for notification of changes in XML documents stored in any XDMS;


· Performs back-end subscriptions as an RLS as described in [RFC4662], using procedures defined in [IETF-XCAP_Diff_Event] for notification of changes in XML documents from a particular XDMS;


· Maps XCAP Resources to SIP addresses of appropriate XDMSs;


· Receives notifications from XDMS, and using RLMI as defined in [RFC4662] aggregates them prior to sending them to the XDMC;

· Sends aggregated notifications to the XDMC.

5.3.1.4 Search Proxy

The Search Proxy is a server entity that performs the following functions:


· Receives search requests;


· Forwards search requests to a single or multiple instances of the XDMS and/or to the Cross-Network Proxy when appropriate;

· Receives search responses from a single or multiple instances of the XDMS and/or from the Cross-Network Proxy when appropriate;

· Combines search results from a single or multiple instances of the XDMS and/or also from the Cross-Network Proxy before sending responses to the XDMC;

· Sends search responses to the XDMC. 


5.3.1.5 Cross-Network Proxy


The Cross-Network Proxy is the single contact point for the XDM enablers located in different networks to communicate over trusted connection. The Cross-Network Proxy performs the following functions:


· Performs authentication and authorization of the remote network;


· Receives and routes individual outgoing XCAP requests to the Cross-Network Proxy of the remote network;


· Routes individual outgoing search requests to the Cross-Network Proxy of the remote network;

· Receives and routes individual outgoing XDCP requests to the Cross-Network Proxy of the remote network;


· Receives and routes individual incoming XCAP requests to the Aggregation Proxy;


· Routes individual incoming search requests to the Search proxy;


· Receives and routes individual incoming XDCP requests to the Aggregation Proxy;


· Optionally performs compression/decompression;

· Support secure data transfer between Cross-Network Proxies using TLS or other means.

5.3.1.6 XDMSs


5.3.1.6.1 List XDMS 

The List XDMS is a server entity that supports the following functions:


· Manages and supports content of URI List, Group Usage List, Access Permission List and Forward List XML documents;

· Restores URI List, Group Usage List, Access Permission List and Forward List XML documents back to one of its previous versions;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Notifies subscribers of changes in XML documents;

· Stores the information about the operations performed on URI List, Group Usage List, Access Permission List and Forward List XML documents based on the preferences set by the user;


· Manages and supports content of Access Permission XML documents associated with URI List, Group Usage List and Forward List XML documents;


· Enforces Access Permissions for the URI List, Group Usage List, Access Permission List and Forward List XML documents;

· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals’ XML documents;

· Provides aggregation of notifications of changes to multiple XML documents;

· Supports Document Share by Reference for the URI List, Group Usage List and Forward List XML documents;


· Supports forwarding of URI List and Group Usage List XDM Resources

5.3.1.6.2 Group XDMS

The Group XDMS is a server entity that supports the following functions:


· Manages and supports content of Group XML documents;


· Restores Group XML document back to one of its previous versions;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;


· Notifies subscribers of changes in XML documents;


· Stores the information about the operations performed on Group XML documents based on the preferences set by the user;


· Manages and supports content of Access Permission XML documents associated with Group XML documents;


· Enforces Access Permissions for the Group XML documents;


· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals XML documents;

· Provides aggregation of notifications of changes to multiple XML documents;


· Provides search results;


· Supports Document Share by Reference for the Group XML documents;


· Supports forwarding of Group XDM Resources.

5.3.1.6.3 Profile XDMS

The Profile XDMS is a server entity that supports the following functions:


· Manages and supports content of User Profile XML documents;


· Restores User Profile XML document back to one of its previous versions;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Notifies subscribers of changes in XML documents;


· Provides aggregation of notifications of changes to multiple XML documents;


· Stores the information about the operations performed on User Profile XML documents based on the preferences set by the user;


· Manages and supports content of Access Permission XML documents associated with User Profile XML documents;


· Enforces Access Permissions for the User Profile XML documents;


· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals XML documents;

· Provides search results;


· Supports Document Share by Reference for the User Profile XML documents;


· Supports forwarding of User Profile XDM Resources

5.3.1.6.4 Policy XDMS

The Policy XDMS is a server entity that supports the following functions:


· Manages and supports content of User Access Policy XML documents;


· Restores access policy XML document back to one of its previous versions;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Notifies subscribers of changes in XML documents;


· Stores the information about the operations performed on User Access Policy XML documents based on the preferences set by the user;


· Manages and supports content of Access Permission XML documents associated with User Access Policy XML document;


· Enforces Access Permissions for User Access Policy XML documents;


· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals XML documents;

· Provides aggregation of notifications of changes to multiple XML documents;

· Supports Document Share by Reference User Access Policy XML documents;


· Supports forwarding of User Access Policy XDM Resources

5.3.1.6.5 UPP Directory XDMS

The UPP Directory XDMS is a server entity that supports the following functions:


· Manages and supports content of  UPP Directory XML documents;


· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Notifies subscribers of changes in XML documents;

· Manages and supports content of Access Permission XML documents associated with UPP Directory XML documents;


· Enforces Access Permissions for UPP Directory XML documents;


· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals XML documents;

· Provides aggregation of notifications of changes to multiple XML documents;

· Supports Document Share by Reference for UPP Directory XML documents;


· Supports forwarding of UPP Directory XDM Resources

5.3.1.6.6 Enabler Specific XDMS

The enabler specific XDMSs are server entities that support the following functions:


· Manages XML documents specific to the service enabler;

· Restores XML documents specific to the service enabler to one of the previous versions when requested;

· Performs authorisation of incoming SIP, XDCP and XCAP requests;

· Provides aggregation of notifications of changes to multiple documents stored on the enabler specific XDMS;

· Notifies subscribers of changes to the enabler specific documents stored in the network;

· Manages and supports content of Access Permission XML documents associated with the Enabler specific XML documents;


· Enforces Access Permissions for the Enabler specific XML documents;

· Provides search results if applicable;

· Stores the information about the operations performed on the enabler specific documents based on the preferences set by the user;


· Enforces Access Permissions for XDM documents stored on the enabler specific XDMS;


· Updates authorised Principals Access Permissions List documents in case of a change in Access Permissions for Primary Principals XML documents.


· Supports Document Share by Reference for Enabler specific XML documents;


· Supports forwarding of Enabler Specific XDM Resources

5.3.2 External Functional Entities Providing Services to XDM

5.3.2.1 SIP/IP Core

The SIP/IP Core is a network of servers, such as proxies and/or registrars, which perform a variety of services in support of the XDM Service, such as routing, authentication, compression, etc. The specific features offered by different types of SIP/IP Core networks will depend on the particulars of those networks.


When the SIP/IP Core is realized using IMS, the OMA XDMSs utilizes the capabilities of IMS as specified in 3GPP [3GPP-TS_23.228] and 3GPP2 [3GPP2-X.S0013-002], respectively. In such cases the SIP/IP Core performs the following additional functions in support of the XDM Service:


· Routes the SIP signalling between the XDMC, Subscription Proxy and the XDMSs;

· Provides discovery and address resolution services; 


· Supports SIP compression;

· Performs a certain type of authorization of the XDMC based on user’s service profile;

· Maintains the registration state;

· Provides charging information.

5.3.2.2 Device Management Enabler

The Device Management Enabler performs the following functions:


· Initializes and updates the configuration parameters necessary for an XDMC residing in e.g. a UE  by using mechanisms specified in [DM_Bootstrap] and [DM_ERELD].

5.3.2.3 Charging Enabler

The OMA Charging Enabler [Charging_AD] coordinates charging data triggers and flow from OMA enablers into an underlying charging infrastructure, supporting on-line and off-line charging.  XDM entities that may optionally report Chargeable Events are:


· Aggregation Proxy;

· Subscription Proxy;

· Search Proxy;

· XDM enabler defined XDMSs (i.e. Profile XDMS, Group XDMS, Policy XDMS, List XDMS and UPP Directory XDMS);

· Enabler specific XDMSs.

5.3.3 Description of XDM Reference Points

5.3.3.1 Reference Point XDM-1: Untrusted XDMC – SIP/IP Core

The XDM-1 Reference Point supports the communication between the Untrusted XDMC and the SIP/IP Core network. The protocol for the XDM-1 Reference Point is SIP. 


The XDM-1 Reference Point provides the following functions:


· Subscription to the modification of any XDM documents;

· Notification of the modification of any XDM documents.


When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the XDM-1 Reference Point conforms to the Gm Reference Point for XDMCs implemented in a terminal entity as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].

The XDM-1 Reference Point consists of the SIC-1 Interface.

5.3.3.2 Reference Point XDM-2: XDMSs – SIP/IP-Core

The XDM-2 Reference Point supports the communication between the XDMSs (i.e. Profile XDMS, Group XDMS, Policy XDMS, List XDMS, UPP directory XDMS and Enabler Specific XDMSs) and the SIP/IP Core. The protocol for the XDM-2 Reference Point is SIP.


The XDM-2 Reference Point provides the following functions:


· Subscription to the modification of XML documents handled by a particular XDMS;

· Notification of the modification of XML documents handled by a particular XDMS;

· Subscription to the modification of XML documents requested by an XDMS but handled by any other XDMS;

· Notification of the modification of XML documents requested by an XDMS but handled by any other XDMS.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the XDM-2 Reference Point conforms to the ISC Reference Point [3GPP-TS_23.002] [3GPP2-X.S0013-000].

The XDM-2 Reference Point consists of the XDM-2i and the SIC-2 Interfaces.

5.3.3.3 Reference Point XDM-3: Untrusted XDMC – Aggregation Proxy

The XDM-3 Reference Point is between the Untrusted XDMC and the Aggregation Proxy. The protocols for the XDM-3 Reference Point are XCAP and XDCP.


The XDM-3 Reference Point provides the following functions:


· Management of XML documents (e.g. create, modify, retrieve, delete, restore) handled by any XDMS;

· History Information management for XDM documents (e.g. retrieve the History Information related to an XML document);

· Forwarding of XDM Resources handled by any XDMS;

· Access Permissions management for XDM documents handled by any XDMS;

· History function related preferences management (e.g. enable/disable History function) for XDM documents handled by any XDMS;


· Mutual authentication between XDMC and Aggregation Proxy;

· Optional compression.

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, then the XDM-3 Reference Point conforms to the Ut Reference Point [3GPP-TS_23.002] [3GPP2-X.S0013-000].

The XDM-3 Reference Point consists of the XDM-3i Interface.

5.3.3.4 Reference Point XDM-4: Aggregation Proxy – XDMSs

The XDM-4 Reference Point is between the Aggregation Proxy and the XDMSs. The protocols for the XDM-4 Reference Point are XCAP and XDCP.  


The XDM-4 Reference Point provides the following functions:


· Management of XML documents (e.g. create, modify, retrieve, delete, restore) handled by a particular XDMS;

· History Information management for XDM documents (e.g. retrieve the History information related to an XML document);

· Forwarding of XDM Resources handled by a particular XDMS;

· Access Permissions management for XDM documents handled by a particular XDMS.

· History function related preferences management (e.g. enable/disable History function) for XDM documents handled by particular XDMS;

· XML document management (e.g. create, modify, retrieve, delete, restore) of XML documents requested by an XDMS but handled by any other XDMS.

The XDM-4 Reference Point consists of the XDM-4i and the XDM-8.2i Interfaces.

5.3.3.5 Reference Point XDM-5: Untrusted XDMC – Aggregation Proxy

The XDM-5 Reference Point is between the Untrusted XDMC and the Aggregation Proxy. The protocol for the XDM-5 Reference Point is Limited XQuery over HTTP [XDM_Core].


The XDM-5 Reference Point provides the following functions:


· Searching information from XML documents stored in any XDMS;

· Searching information from History Information documents stored in any XDMS;

· Mutual authentication of search requests between XDMC and Aggregation Proxy;

· Optional compression.

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, then the XDM-5 Reference Point conforms to the Ut Reference Point [3GPP-TS_23.002] [3GPP2-X.S0013-000].

The XDM-5 Reference Point consists of the XDM-5i Interface.

5.3.3.6 Reference Point XDM-6: Aggregation Proxy – Search Proxy

The XDM-6 Reference Point is between the Aggregation Proxy and the Search Proxy. The protocol for the XDM-6 Reference Point is Limited XQuery over HTTP.


The XDM-6 Reference Point provides the following functions:


· Searching information from XML documents stored in any XDMS;


· Searching information from History Information documents stored in any XDMS.

The XDM-6 Reference Point consists of the XDM-6i Interface.

5.3.3.7 Reference Point XDM-7: Search Proxy – XDMSs

The XDM-7 Reference Point is between the Search Proxy and the XDMSs. The protocol for the XDM-7 Reference Point is Limited XQuery over HTTP.


The XDM-7 Reference Point provides the following functions:


· Searching information from XML documents stored in a particular XDMS when appropriate;

· Searching information from History Information documents stored in a particular XDMS when appropriate.

The XDM-7 Reference Point consists of the XDM-7i Interface.

5.3.3.8 Reference Point XDM-8: Aggregation Proxy – Cross-Network Proxy

The XDM-8 Reference Point is between the Aggregation Proxy and the Cross-Network Proxy. The protocols for the XDM-8 Reference Point are XCAP and XDCP. 


The XDM-8 Reference Point provides the following functions:


· Forwarding of XML document management requests/responses between the Aggregation Proxy and the Cross-Network Proxy.

The XDM-8 Reference Point consists of the XDM-8.1i and the XDM-8.2i Interfaces.


5.3.3.9 Reference Point XDM-9: Search Proxy – Cross-Network Proxy 

The XDM-9 Reference Point is between the Search Proxy and the Cross-Network Proxy. The protocol for the XDM-9 Reference Point is Limited XQuery over HTTP.

The XDM-9 Reference Point provides the following functions:


· Forwarding of search requests/responses between the Search Proxy and the Cross-Network Proxy.

The XDM-9 Reference Point consists of the XDM-9i and the XDM-6i Interfaces.

5.3.3.10 Reference Point XDM-10: Subscription Proxy – SIP/IP Core


The XDM-10 Reference Point supports the communication between the Subscription Proxy and the SIP/IP Core network. The protocol for the XDM-10 Reference Point is SIP. 


The XDM-10 Reference Point provides the following functions:


· Subscription to the modification of any XML documents;

· Notification of the modification of any XML documents;


· Back-end subscription to the modification of XML documents handled by a particular XDMS;


· Notification of the modification of XML documents handled by a particular XDMS.


When SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, then the XDM-10 Reference Point conforms to the ISC Reference Point as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].

The XDM-10 Reference Point consists of the XDM-10i and the SIC-2 Interfaces.


5.3.3.11 Reference Point XDM-11: Trusted XDMC - Aggregation Proxy

The XDM-11 Reference Point supports the communication between the Trusted XDMC and the Aggregation Proxy. The protocol for the XDM-11 Reference Point is XCAP and XDCP. 


The XDM-11 Reference Point provides the following functions:


· Management of XML documents (e.g. create, modify, retrieve, delete) handled by any XDMS.


The XDM-11 Reference Point consists of the XDM-8.2i Interface.


5.3.3.12 Reference Point XDM-12: Trusted XDMC– SIP/IP Core

The XDM-12 Reference Point supports the communication between the Trusted XDMC and the SIP/IP Core. The protocol for the XDM-12 Reference Point is SIP.


The XDM-12 Reference Point provides the following functions:


· Subscription to the modification of XML documents handled by a particular XDMS;


· Notification of the modification of XML documents handled by a particular XDMS.


When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the XDM-11 Reference Point conforms to the ISC Reference Point [3GPP-TS_23.002] [3GPP2-X.S0013-000].


The XDM-12 Reference Point consists of the SIC-2 Interface.


5.3.3.13 Reference Point XDM-13: Trusted XDMC - Search Proxy

The XDM-13 Reference Point is between the Trusted XDMC and the Search Proxy. The protocol for the XDM-13 Reference Point is Limited XQuery over HTTP.


The XDM-13 Reference Point provides the following functions:


· Searching information from XML documents stored in any XDMS.


The XDM-13 Reference Point consists of the XDM-6i Interface.


5.3.3.14 Reference Point XDM-14: Trusted XDMC – XDMSs

The XDM-14 Reference Point is between the Trusted XDMC and the XDMSs. The protocol for the XDM-14 Reference Point is XCAP and XDCP.


The XDM-14 Reference Point provides the following functions:


· Management of XML documents (e.g. create, modify, retrieve, delete) handled by a particular XDMS;


· Forwarding of XDM Resources handled by a particular XDMS.

The XDM-14 Reference Point consists of the XDM-4i Interface.

5.3.3.15 Reference Point NNI-1: Cross-Network Proxy – Cross-Network Proxy of remote network


The NNI-1 Reference Point supports the communication between XDM enablers in different domains connected via Cross-Network Proxies. The protocols for the NNI-1 Reference Point are XCAP, XDCP and Limited XQuery over HTTP transported using any secure protocol or connection e.g. TLS.


5.3.4 External Reference Points Providing Services to XDM

5.3.4.1 Reference Point IP-1: SIP/IP Core – SIP/IP Core of remote network

The IP-1 Reference Point supports the communication between the SIP/IP Core network and an XDMS in the remote network via the SIP/IP Core of the remote network. The protocol for the IP-1 Reference Point is SIP.


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, then the IP-1 Reference Point conforms to the Ici Reference Point as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].


The IP-1 Reference Point consists of the SIC-3 Interface.


5.4 Description of Interfaces

5.4.1 XDM Interfaces

5.4.1.1 Interface XDM-2i: XDMSs

The XDM-2i Interface is exposed by the XDMSs. The protocol for the XDM-2i Interface is SIP.


The XDM-2i Interface provides the following functions:


· Subscription to the modification of XML documents handled by a particular XDMS;


· Notification of the modification of XML documents handled by a particular XDMS.

5.4.1.2 Interface XDM-3i: Aggregation Proxy

The XDM-3i Interface is exposed by the Aggregation Proxy. The protocol for the XDM-3i Interface is XCAP and XDCP.


The XDM-3i Interface provides the following functions:


· Management of XML documents (e.g. create, modify, retrieve, delete, restore) handled by any XDMS;


· History Information management for XDM documents (e.g. retrieve the History Information related to an XML document);

· Forwarding of XDM Resources handled by any XDMS;

· Access Permissions management for XDM documents handled by any XDMS;


· History function related preferences management (e.g. enable/disable History function) for XDM documents handled by any XDMS;


· Mutual authentication between XDMC and Aggregation Proxy;


· Optional compression.

5.4.1.3 Interface XDM-4i: XDMSs

The XDM-4i Interface is exposed by the XDMSs. The protocol for the XDM-4i Interface is XCAP and XDCP.


The XDM-4i Interface provides the following functions:


· Management of XML documents (e.g. create, modify, retrieve, delete, restore) handled by a particular XDMS;


· History Information management for XDM documents (e.g. retrieve the History information related to an XML document);

· Forwarding of XDM Resources handled by any XDMS;

· Access Permissions management for XDM documents handled by any XDMS;


· History function related preferences management (e.g. enable/disable History function) for XDM documents handled by particular XDMS.

5.4.1.4 Interface XDM-5i: Aggregation Proxy

The XDM-5i Interface is exposed by the Aggregation Proxy. The protocol for the XDM-5i Interface is Limited XQuery over HTTP.


The XDM-5 Interface provides the following functions:


· Searching information from XML documents stored in any XDMS;


· Searching information from History Information documents stored in any XDMS;


· Mutual authentication of search requests between XDMC and Aggregation Proxy;


· Optional compression.

5.4.1.5 Interface XDM-6i: Search Proxy


The XDM-6i Interface is exposed by the Search Proxy. The protocol for the XDM-6i Interface is Limited XQuery over HTTP.


The XDM-6 Interface provides the following functions:


· Searching information from XML documents stored in any XDMS;


· Searching information from History Information documents stored in any XDMS.


5.4.1.6 Interface XDM-7i: XDMSs


The XDM-7i Interfaces is exposed by the XDMSs. The protocol for the XDM-7i Interface is Limited XQuery over HTTP.


The XDM-7i Interface provides the following functions:


· Searching information from XML documents stored in an particular XDMS when appropriate;

· Searching information from History Information documents stored in an particular XDMS when appropriate.

5.4.1.7 Interface XDM-8.1i: Cross-Network Proxy


The XDM-8.1i Interface is exposed by the Cross-Network Proxy. The protocol for the XDM-8.1i Interface is XCAP and XDCP. 


The XDM-8.1i Interface provides the following functions:


· Forwarding of requests to the Cross-Network Proxy for management of XML documents (e.g. create, modify, retrieve, delete) handled by any XDMS in remote networks;


· Receiving responses from the Cross-Network Proxy for management of XML documents (e.g. create, modify, retrieve, delete) handled by any XDMS in remote networks;


· Forwarding of requests to the Cross-Network Proxy for forwarding of XDM Resources to the users in remote networks;


· Receiving responses from the Cross-Network proxy for forwarding of XDM Resources to the users in remote networks.

5.4.1.8 Interface XDM-8.2i: Aggregation Proxy


The XDM-8.2i Interface is exposed by the Aggregation Proxy. The protocol for the XDM-8.2i Interface is XCAP and XDCP. 


The XDM-8.2i Interface provides the following functions:


· Forwarding of requests to the Aggregation Proxy for management of XML documents (e.g. create, modify, retrieve, delete) handled by any XDMS;


· Receiving responses from the Aggregation Proxy for management of XML documents (e.g. create, modify, retrieve, delete) handled by any XDMS;


· Forwarding of requests to the Aggregation Proxy for forwarding of XDM Resources handled by any XDMS;


· Receiving responses from the Aggregation proxy for forwarding of XDM Resources handled by any XDMS.

5.4.1.9 Interface XDM-9i: Cross-Netwok Proxy 


The XDM-9i Interface is exposed by the Cross-Network Proxy. The protocol for the XDM-9i Interface is Limited XQuery over HTTP. 


The XDM-9i Interface provides the following functions:


· Forwarding of search requests to the Cross-Network Proxy for searches in remote domains;


· Receiving search responses from the Cross-Network Proxy for searches in remote domains.


5.4.1.10 Interface XDM-10i: Subscription Proxy


The XDM-10i Interface is exposed by the Subscription Proxy. The protocol for the XDM-10i Interface is SIP.


The XDM-10i Interface provides the following functions:


· Subscription to modifications of any XML documents;


· Notification of modifications of any XML documents.


5.4.1.11 Interface XDM-15i: Cross-Network Proxy


The XDM-15i Interface is exposed by the Cross-Network Proxy. The protocols for the XDM-15i Interface is XCAP and XDCP transported using any secure protocol or connection e.g. TLS between remote networks. 


The XDM-15i Interface provides the following functions:


· Forwarding of requests to the Cross-Network Proxy for XML document management of XML documents (e.g. create, modify, retrieve, delete) handled by any XDMS residing in the same domain as the Cross-Network Proxy;


· Receiving responses from the Cross-Network Proxies for XML document management of XML documents (e.g. create, modify, retrieve, delete) handled by any XDMS residing in the same domain as the Cross-Network Proxy;


· Forwarding of requests to the Cross-Network Proxy for forwarding of XDM Resources to the users residing in the same domain as the Cross-Network Proxy;


· Receiving responses from the Cross-Network proxy for the requests of forwarding of XDM Resources to the users residing in the same domain as the Cross-Network Proxy.

5.4.1.12 Interface XDM-16i: Cross-Network Proxy 


The XDM-16i Interface is exposed by the Cross-Network Proxy. The protocols for the XDM-16i Interface is Limited XQuery over HTTP transported using any secure protocol or connection e.g. TLS between remote networks.


The XDM-16i Interface provides the following functions:


· Forwarding of search requests to the Cross-Network Proxy for searching information from XML documents stored in any XDMS residing in the same domain as the Cross-Network Proxy;


· Receiving search responses from the Cross-Network Proxy for the search requests.

5.4.2 External Interfaces used by the XDM enabler


5.4.2.1 Interface SIC-1: SIP/IP Core


The SIC-1 Interface is exposed by the SIP/IP Core network and reused by the XDM enabler. The protocol for the SIC-1 Interface is SIP.


The SIC-1 Interface provides the following functions:


· Authentication;


· Subscription to the modification of any XDM documents;


· Notification of the modification of any XDM documents.


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, then the SIC-1 Interface conforms to the interface that the Gm Reference Point is accessed through as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].


5.4.2.2 Interface SIC-2: SIP/IP Core


The SIC-2 Interface is exposed by the SIP/IP Core network and reused by the XDM enabler. The protocol for the SIC-2 Interface is SIP.


The SIC-2 Interface provides the following functions:


· Subscription to the modification of any XDM documents;


· Notification of the modification of any XDM documents.


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, then the SIC-2 Interface conforms to the interface that the ISC Reference Point is accessed through as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].


5.4.2.3 Interface SIC-3: SIP/IP Core


The SIC-3 Interface is exposed by the SIP/IP Core and reused by the XDM enabler. The protocol for the SIC-3 Interface is SIP.


· The SIC-3i Interface supports the communication between SIP/IP Core networks.


When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, then the SIC-3 Interface conforms to the interface that the Ici Reference Point is accessed through as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-000].


5.4.2.4 Interfaces CH-1/CH-2: Charging Enabler

The CH-1 and CH-2 Interfaces are described in [Charging_AD].


Implementations of XDM components may act as Charging Enabler users [Charging_AD]. Figure 3 shows the interfaces between these entities and the charging enabler. Two Interfaces are currently supported by the Charging Enabler, CH-1 for offline charging and CH-2 for on line charging. These are described in [Charging_AD].
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Figure 3 XDM Enabler Use of the Charging Enabler’s CH-1 and CH-2 Interfaces

5.5 Security Considerations


The XDMC is to be authenticated when accessing the XDM service 


· For an XDMC residing within a Trusted Network, authorisation in an XDMS is based on received identity information;

· For an XDMC residing outside a Trusted Network, TLS is used as specified in [RFC4825] in order to provide integrity and confidentiality protection to the exchanged messages. HTTP Digest is the default authentication mechanism as specified in [RFC4825]. For a 3GPP realisation the Generic Authentication Architecture (GAA) can be used as an underlying network mechanism as specified in [3GPP-TS_33.222].


6. Backward compatibility towards the XDM Enabler version 1.1 and the PoC Enabler version 1.0.

The following deployment scenarios are supported for the purpose of backward compatibility:


Scenario A) where:


· The XDM Enabler version 1.1 [XDM_ERELD-V1_1] is replaced with the XDM Enabler version 2.0 [XDM_ERELD-V2_0]. The PoC Enabler version 1.0 [PoC_ERELD-V1_0] is replaced with the PoC Enabler version 2.0 [PoC_ERELD-V2_0]. The PoC Enabler version 2.0 shares Group and User Access Policy documents in Shared Group XDMS and Shared Policy XDMS, with other enablers (e.g., SIMPLE IM Enabler version 1.0 [IM_ERELD-V1_0]);

· The XDM version 1.1 clients implemented in a PoC version 1.0 compliant UE are supported for the purpose of backward compatibility;

· The XDM version 1.1 clients implemented in a PoC version 1.0 compliant PoC Application Server are not supported, as the PoC Enabler is upgraded to version 2.0;

· The XDM version 2.0 clients implemented in a PoC version 2.0 compliant UE are supported;

· The XDM version 2.0 clients implemented in a PoC version 2.0 compliant PoC Application Server are supported.

In order to support the above Scenario A),

· The Aggregation Proxy supports also via the Reference Point XDM-4 the Reference Point PoC-7 [PoC_AD-V1_0] to route the PoC group or PoC user access policy document requests to Shared Group XDMS or Shared Policy XDMS respectively;

· The Shared Group XDMS supports also via the Reference Point XDM-2 the Reference Point PoC-6 [PoC_AD-V1_0] to process the PoC group documents SIP requests and to generate corresponding responses and to generate SIP requests and to process corresponding responses as if it is PoC XDMS [PoC_AD-V1_0];

· The Shared Group XDMS supports also via the Reference Point XDM-4 the Reference Point PoC-7 [PoC_AD-V1_0] to process the PoC group documents requests and to generate corresponding responses as if it is PoC XDMS [PoC_AD-V1_0];

· The Shared Policy XDMS supports also via the Reference Point XDM-2 the Reference Point PoC-6 [PoC_AD-V1_0] to process the PoC user access policy document SIP requests and to generate corresponding responses and to generate SIP requests and to process corresponding responses as if it is PoC XDMS [PoC_AD-V1_0];

· The Shared Policy XDMS supports also via the Reference Point XDM-4 the Reference Point PoC-7 [PoC_AD-V1_0] to process the PoC user access policy document requests and to generate corresponding responses as if it is PoC XDMS [PoC_AD-V1_0];


· The XDM version 1.0 clients implemented in a PoC version 1.0 compliant UE are able to make requests through the Reference Point XDM-3 to access the PoC group or PoC user access policy documents in Shared Group XDMS or Shared Policy XDMS, as if they reside in PoC XDMS.


Scenario B) are where:


· The XDM Enabler version 1.1 [XDM_ERELD-V1_1] is replaced with the XDM Enabler version 2.0 [XDM_ERELD-V2_0] due to other enablers (e.g., SIMPLE IM version 1.0 [IM_ERELD-V1_0]) than PoC Enabler version 1.0 [PoC_ERELD-V1_0]. However, the PoC Enabler version 1.0 remains as it is. The PoC Enabler version 1.0 does not share PoC group or PoC user access policy documents with other enablers, but keep those in PoC XDMS [PoC_AD-V1_0];

· The XDM version 1.1 clients implemented in a PoC version 1.0 compliant UE are supported for the purpose of backward compatibility;

· XDM version 1.1 clients implemented in a PoC version 1.0 compliant PoC Application Server are supported for the purpose of backward compatibility;

· The XDM version 2.0 clients implemented in a PoC version 2.0 compliant UE are supported;

· XDM version 2.0 clients implemented in a PoC version 2.0 compliant PoC Application Server are not supported as the PoC Enabler remain as version 1.0.

In order to support the above Scenario B), 


· The Aggregation Proxy supports also via the Reference Point XDM-4 the Reference Point PoC-7 [PoC_AD-V1_0] to route the PoC group or PoC user access policy documents requests to PoC XDMS;

· The XDM version 2.0 clients implemented in a PoC version 2.0 compliant UE are able to use their embedded PoC version 1.0 functions to make requests through the Reference Point XDM-3 to access the PoC group or PoC user access policy documents in PoC XDMS.
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Appendix B. How to show re-use of the XDM Enabler (Informative)

This section describes how OMA Enabler can re-use the XDM Enabler and shows how this should be reflected in the Enabler’s architecture diagrams.


To make the architecture diagrams of Enablers re-using XDM Enabler simpler, the architecture diagrams should show only how the Enabler is using the different XDMSs and not the entire XDM archictecture model. The architecture document is recommended to include the following information:


· A figure as shown below as part of the “Architectural Diagram” section. It is recommended 


· to shows which Enabler specific entities that are using the XDM Enabler; 


· to show which XDMSs that the enabler is using;


· to show which of XDM/SIC Interfaces Enabler specific entities are using;


· to show an Enabler Specific Entry with an embedded Untrusted XDMC when the functions of an Untrusted XDMC defined in the XDM Enabler does not cover needs of the reusing Enabler; 


· not to show in the “main” Enabler architectural diagram how the XDM Enabler is used.


· In the section “Functional Entities” it is recommended that per Entity using the XDM enabler it is listed which particular XDMSs this entity is using;


· In the section “Functional Entities” it is recommended that per Enabler Specific XDMS it is listed which XDM functions in the list in section 5.3.1.6.6 it supports;


· The XDM Interfaces in the diagram are recommended to be described under a Sub section “External Interfaces” under the “Interfaces” Section in the architecture document. The description is recommended only to contain a text that contains a reference to the XDM-AD e.g. “The XDM-8.2i Interface is described in [XDM_AD]”.




[image: image5.emf]Shared Group XDMS 


Shared List XDMS 


Shared Profile XDMS 


Shared Policy XDMS 


Enabler Specific XDMS 


XDM Enabler and SIP/IP Core


Enabler 


specific 


Entity


(Trusted 


XDMC)


XDM-8.2i


XDM-6i


SIC-2


XDM-4i


Untrusted XDMC 


Enabler 


specific 


Entity


(Untrusted 


XDMC)


SIC-1


XDM-5i


XDM-3i


Dashed Boxes and Interfaces are described in  [XDM_AD]
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