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1 Reason for Change

This CR introduces changes necessary to accommodate for the newly introduced XDCP subscribe / OMA PUSH notify mechanism for subscription for notifications of XDM Resource changes. It addresses the procedures performed at the XDM server side components.
R01 adds detailed handling of the XDCP Subscribe request regarding resource lists
R02 removed the last two bullets from change 2 because “From”, “To” and “Contact” headers are handled in the exact same way for both SIP and XDCP subscriptions by the Subscription Proxy
R03 adds 3gpp intended and asserted identity headers
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG is kindly asked to review and agree with this CR.
6 Detailed Change Proposal

Change 1:  Adding handling of the subscribe XDCP requests to Aggregation Proxy
6.3.1 HTTP Request Handling

6.3.1.1 General

Upon receiving an XCAP Request targeted to the Aggregation Proxy, the Aggregation Proxy: 

1) SHALL check whether the domain of the XUI matches with the domain of the Aggregation Proxy;

2) SHALL perform one of the following:

a) If the domain of the XUI matches with the domain of the Aggregation Proxy, forward the XCAP request to the corresponding XDMS based on the HTTP Request-URI; or

b) If the domain of the XUI does not match the domain of the Aggregation Proxy, forward the XCAP request to the Cross-Network Proxy.

Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search, the Aggregation Proxy SHALL forward the HTTP POST request to the Search Proxy. 
Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI]/[document-name] the Aggregation Proxy SHALL perform one of the following:

a) If the domain of the XUI matches with the domain of the Aggregation Proxy, forward the XDCP request to the corresponding XDMS based on the HTTP Request-URI; or
b) If the domain of the XUI does not match the domain of the Aggregation Proxy, forward the XDCP request to the Cross-Network Proxy.
Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/org.openmobilealliance.xdcp.sp, the Aggregation Proxy SHALL forward the HTTP POST request to the Subscription Proxy.
Upon receiving the responses to the XCAP Request, the Aggregation Proxy SHALL aggregate and forward responses back to the XDMC.
Upon receiving the responses to the HTTP POST request, the Aggregation Proxy SHALL forward the responses back to the XDMC.

The Aggregation Proxy MAY, when generating HTTP responses to XDMC (e.g., when challenging the XDMC for authentication), include the Server HTTP header [RFC2616] with the value set to “XDM-proxy/OMA2.0” to indicate that the Aggregation Proxy is compliant with this specification. 

NOTE: It is out of scope of this specification how the Aggregation Proxy to handle the received Server HTTP headers included in the received HTTP responses, when aggregating and forwarding those HTTP responses to XDMC. 

The Aggregation Proxy SHALL protect the HTTP traffic between the XDMC and the Aggregation Proxy as specified in section 5.1.4 “Integrity and Confidentiality Protection”.

Change 2:  Adding handling of the subscribe XDCP requests to Subscription Proxy
6.4 Procedures at the Subscription Proxy

The Subscription Proxy is the contact point for the XDMC and the XDM Agent to subscribe for notification of changes in XDM Resources stored in any XDMS.
6.4.1 Handling of the XDCP Subscribe Command
Upon receiving the XDCP “Subscribe” request the Subscription Proxy:

1. SHALL extract XDM Resource URIs from the <resource-URI> element of the <target-documents> element if it is present in the request and generate back-end subscriptions as described in the section 6.6.2 and clarified below;
2. SHALL extract the resource list from the <resource-lists> element of the <target-documents> element if it is present in the request and generate back-end subscriptions as described in the section 6.6.2 and clarified below;
3. SHALL save the extracted resource list and provide in the response the URI of the created resource list as specified in [RFC5367];
4. SHALL extract the URIs of the existing resource lists from the <list-URI> element of the <target-documents> element if it is present in the request and then retrieve those lists and generate back-end subscriptions as described in the section 6.6.2 with the following clarification:
a) SIP “Expires” header SHALL be set to the value of the <duration> element of the XDCP Document included in the body of the XDCP request;
b) SIP “P-Asserted-Identity” header SHALL be set to the value of the “X-XCAP-Asserted-Identity” header or “X-3GPP-Asserted-Identity” or “X-3GPP-Intended-Identity”vfrom the  HTTP POST request forwarded by the Aggregation Proxy;
Editor’s Note: The relationship and priority of different Identity headers are FFS
6.4.2 Handling of the SIP SUBSCRIBE Request
The Subscription Proxy SHALL act as a Resource List Server as defined in [RFC4662] with the following clarifications. 

Upon receiving the subscription request for the “xcap-diff” event package, the Subscription Proxy SHALL for each entry in the resource list included in the body of the SIP SUBSCRIBE request generate a back-end subscription to the appropriate XDMS or Subscription Proxy in remote network. The Subscription Proxy SHALL include XCAP Resources from the same AUID and user in a single back-end subscription.

Each back-end subscription SHALL be realized by sending a SIP SUBSCRIBE request according to [RFC3265] and [IETF-XCAP_Diff_Event] with the following clarifications:

· The Subscription Proxy SHALL check whether the resource list entry indicates a collection, a document from the Global Tree, or a document from the Users Tree.

· For documents from the Global Tree, the Subscription Proxy SHALL set the request URI to the SIP URI obtained from the P-Asserted-Identity SIP header identifying the request initiator and set the “auid” parameter defined in Appendix F.1 “AUID URI Parameter” to the value of the AUID of the document.

· For documents from the Users Tree, the Subscription Proxy SHALL check the domain from the XUI in the Document Selector. 

· When the domain is the same as the domain of the Subscription Proxy, the Subscription Proxy SHALL set the Request URI to the XUI from the Document Selector and set the “auid” parameter defined in Appendix F.1 “AUID URI Parameter” to the value of AUID of the document. 

· When the domain is different from the domain of the Subscription Proxy, the Subscription Proxy SHALL set the Request URI to the preconfigured SIP URI identifying the Subscription Proxy in the remote network. The Subscription Proxy SHALL include all XCAP Resources in the same remote domain in one back-end subscription, regardless of the AUID or XUI of the document. If no such SIP URI is preconfigured for the Subscription Proxy in remote network, the Subscription Proxy SHALL set the Request URI to the XUI from the Document Selector and set the parameter defined in Appendix F.1 “AUID URI Parameter” to the value of AUID of the document.

· For the collection “/” the Subscription Proxy SHALL generate back-end subscription to each preconfigured XDMS in the same domain for each AUID that supports the subscription for notification of changes in XDM Resources and replace the value “/” with the value “/[AUID]/users/[XUI]” where the SIP URI received in the P-Asserted-Identity header is used as an XUI value. The Subscription Proxy SHALL set the Request URI for each AUID as the SIP URI from the P-Asserted-Identity SIP header identifying the request initiator and set the “auid” parameter defined in Appendix F.1 “AUID URI Parameter” to the value of the AUID as preconfigured.

· For the collection “/[AUID]/” or ”/[AUID]/users/” the Subscription Proxy SHALL generate back-end subscription to the appropriate XDMS and replace the value “/[AUID]/” or “/[AUID]/users/” with the value “/[AUID]/users/[XUI]/” where the SIP URI received in the P-Asserted-Identity header is used as an XUI value. The Subscription Proxy SHALL set the Request URI for each AUID as the SIP URI from the P-Asserted-Identity SIP header identifying the request initiator and set the “auid” parameter defined in Appendix F.1 “AUID URI Parameter” to the value of the AUID from the collection.

NOTE: This is in contradiction with [IETF-XCAP_Diff_Event] but for some Application Usages, the User can have read privilege also to documents owned by other users and so using such collection can generate very long notifications.
6.4.3 Establishing the Mapping Between XDCP Subscribe and SIP Back-end SUBSCRIBE
Editor’s Note: The contents of this section will be provided in a separate CR
6.4.4 Handling of the Back-end SIP NOTIFY for SIP Subscriptions
Upon receiving the SIP NOTIFY from the back-end subscription, the Subscription Proxy SHALL generate notification according to procedures described in [RFC4662] with the following clarifications:

· The “uri” attribute of the <list> element SHALL include the domain of the Subscription Proxy generating the notification. 

· The value of the “uri” attribute in the <resource> element SHALL include the XUI and “auid” parameter defined in Appendix F.1 “AUID URI Parameter” as was included in the Request URI of related SIP SUBSCRIBE request in case of documents from the Users Tree.

· The value of the “uri” attribute in the <resource> element SHALL include the SIP URI obtained from the P-Asserted-Identity header of related SIP SUBSCRIBE request and “auid” parameter defined in Appendix F.1 “AUID URI Parameter” as was included in the Request URI of related SIP SUBSCRIBE request in case of documents from the Global Tree in the same domain.

· The value of the “uri” attribute in the <resource> element SHALL include the domain from the SIP URI of the Subscription Proxy in remote network in case of documents from the remote network obtained using a Subscription Proxy in the remote network.

If a received SUBSCRIBE request contains an Accept-Encoding header field with the value “gzip”, the Subscription Proxy SHALL, dependent on local policy, compress the NOTIFY request body using the GZIP algorithm [RFC1952] and add a Content-Encoding header field with the value “gzip” to the NOTIFY request before sending the NOTIFY request to the SIP/IP Core.
6.4.5 Handling of the Back-end SIP NOTIFY for XDCP Subscriptions

Editor’s Note: The contents of this section will be provided in a separate CR
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