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1 Reason for Change

This CR adds information to the Request History function in the XDM Core TS. This function is a solution req ACP-028 and HST-001 to HST-022 concerning history about non modifying XDM operations.
R01: A new “counter” attribute added. Editorial fixes done.
2 Impact on Backward Compatibility

The change has no impact on Backward Compatibility.
3 Impact on Other Specifications

An XSD file with is needed for the new XML schema.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 2.1 Normative References
2.1 Normative References

	OMA
	

	[CP_ProvCont]
	“Client Provisioning ProvBoot”, Version 1.1, Open Mobile Alliance(, OMA-WAP-TS-ProvCont-V1_1, URL: http://www.openmobilealliance.org/

	[Dict]
	“Dictionary for OMA Specifications”, Version 2.4, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_4,                                                                                                                                                              URL: http://www.openmobilealliance.org/

	[DM_ERELD]
	“Device Management (based on SyncML DM)”, Version 1.2, Open Mobile Alliance(, OMA-DM-V1_2, Open Mobile Alliance(,                                                                                                                                 URL: http://www.openmobilealliance.org/

	[DMStdObj]
	“OMA Device Management Standardized Objects”, Version 1.2, Open Mobile Alliance(, OMA-TS-DM_StdObj-V1_2,                                                                                                                                             URL: http://www.openmobilealliance.org/

	[IM_TS]
	“Instant Messaging using SIMPLE”, Version 1.0, Open Mobile Alliance(, OMA-TS-SIMPLE_IM-V1_0, URL: http://www.openmobilealliance.org/

	[PoC_CP]
	“Push to talk Over Cellular (PoC) – Control Plane Specification”, Version 2.1, Open Mobile Alliance(, OMA-TS-PoC-ControlPlane-V2_1,                                                                                                             URL: http://www.openmobilealliance.org/

	[Push_ERELD-V2_2]
	“Enabler Release Definition for Push”, Version 2.2, Open Mobile Alliance(,
OMA-ERELD-Push-V2_2,                                                                                                                           URL: http://www.openmobilealliance.org/

	[RLS_XDM]
	“Resource List Service (RLS) XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_RLS_XDM-V1_1,                                                                                                           URL: http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures “,Version 1.0, Open Mobile Alliance(, OMA-ORG-SCR_Rules_and_Procedures-V1_0,                                                                                                               URL: http://www.openmobilealliance.org/

	[W3C-XQUERY]
	W3C Recommendation “XQuery 1.0: An XML Query Language”, Scott Boag et al, January 23 2007, World Wide Web Consortium (W3C),                                                                                                             URL: http://www.w3.org/TR/xquery/

	[XDM_AC]
	“XDM Application Characteristics file of XDM V2.0”, Version 1.0, Open Mobile Alliance(, OMA-SUP-AC_ap0007_xdm-v1_0,                                                                                                                                  URL: http://www.openmobilealliance.org/

	[XDM_AD]
	“XML Document Management Architecture”, Version 2.1, Open Mobile Alliance(, OMA-AD-XDM-V2_1,                                                                                                                                                               URL: http://www.openmobilealliance.org/

	[XDM_ERELD-V1_1]
	“Enabler Release Document for XDM”, Version 1.1, Open Mobile Alliance(,
OMA-ERELD-XDM-V1_1,                                                                                                                            URL: http://www.openmobilealliance.org/

	[XDM_ERELD-V2_0]
	“Enabler Release Document for XDM”, Version 2.0, Open Mobile Alliance(,
OMA-ERELD-XDM-V2_0,                                                                                                                           URL: http://www.openmobilealliance.org/

	[XDM_Group]
	“Group XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Group-V1_1,                                                                                                                          URL: http://www.openmobilealliance.org/

	[XDM_List]
	“List XDM Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_List-V2_1,                                                                                                                                                               URL: http://www.openmobilealliance.org/

	[XDM_MO]
	“OMA Management Object for XML Document Management”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_MO-V2_0,                                                                                                                           URL: http://www.openmobilealliance.org/

	[XDM_RD]
	“XML Document Management Requirements”, Version 2.1, Open Mobile Alliance(, OMA-RD-XDM-V2_1,                                                                                                                                                               URL: http://www.openmobilealliance.org/

	[XSD_commPol]
	“XML Schema Definition: “XDM – Common Policy”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_commonPolicy-V1_0,                                                                                              URL: http://www.openmobilealliance.org/

	[XSD_commPol-V1_1]
	“XML Schema Definition: “XDM – Common Policy”, Version 1.1, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_commonPolicy-V1_1,                                                                                              URL: http://www.openmobilealliance.org/

	[XSD_ext]
	“XML Schema Definition: XDM Extensions”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_extensions-V1_0,                                                                                                                          URL: http://www.openmobilealliance.org/

	[XSD_search]
	“XML Schema Definition: “XDM – Search”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_search-V2_0,                                                                                                            URL: http://www.openmobilealliance.org/

	[XSD_xcapDir]
	“XML Schema Definition: “XDM – XCAP Directory”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_xcapDirectory-V2_0,                                                                                                   URL: http://www.openmobilealliance.org/

	[XSD_xcapDirExt]
	TBD

	[XSD_xcapErr]
	“XML Schema Definition: “XDM – XCAP Error”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_xcapError-V1_0,                                                                                                        URL: http://www.openmobilealliance.org/

	[XSD_xdm2Rhi]
	TBD

	IETF
	

	[IETF-XCAP_Diff]
	IETF draft-ietf-simple-xcap-diff-09 “An Extensible Markup Language (XML) Document Format for Indicating A Change in XML Configuration Access Protocol (XCAP) Resources”, J. Rosenberg, J. Urpalainen, May 2008,                                                                                                                                       URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-diff-09.txt
                                                                                                                                                                   Note: Work in progress

	[IETF-XCAP_Diff_Event]
	IETF draft-ietf-sip-xcapevent-03 “An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Diff Event Package “, J. Urpalainen, May 2008.
URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-xcapevent-03.txt
Note: Work in progress 

	[RFC1952]
	IETF RFC 1952 “GZIP file format specification version 4.3”, P. Deutsch, May 1996, 
URL: http://www.ietf.org/rfc/rfc1952.txt

	[RFC2046]
	IETF RFC 2046 “Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed, N. Borenstein, November 1996,
URL: http://www.ietf.org/rfc/rfc2046.txt

	[RFC2119]
	IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	IETF RFC 2234 “Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997,                                                                                                                                              URL: http://www.ietf.org/rfc/rfc2234.txt

	[RFC2246]
	IETF RFC 2246 “The TLS Protocol”, T.Dierks at al, January 1999, 
URL: http://www.ietf.org/rfc/rfc2246.txt

	[RFC2616]
	IETF RFC 2616 “Hypertext Transfer Protocol -- HTTP/1.1”, R. Fielding, June 1999,                                URL: http://www.ietf.org/rfc/rfc2616.txt

	[RFC2617]
	IETF RFC 2617 "HTTP Authentication: Basic and Digest Access Authentication", Franks, J., Hallam-Baker, P., Hostetler, J., Lawrence, S., Leach, P., Luotonen, A. and L. Stewart, June 1999,                         URL: http://www.ietf.org/rfc/rfc2617.txt

	[RFC2818]
	IETF RFC 2818 "HTTP Over TLS", Rescorla, E., May 2000, 
URL: http://www.ietf.org/rfc/rfc2818.txt

	[RFC3040]
	IETF RFC 3040 “Internet Web Replication and Caching Taxonomy”, I. Cooper, I. Melve, G. Tomlinson, January 2001,                                                                                                                                            URL: http://www.ietf.org/rfc/rfc3040.txt

	[RFC3261]
	IETF RFC 3261 “SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002,                                           URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	IETF RFC 3265 “Session Initiation Protocol (SIP)-Specific Event Notification”, A. B. Roach, June 2002, URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC3428]
	IETF RFC 3428 “Session Initiation Protocol (SIP) Extension for Instant Messaging”, B. Campbell, J. Rosenberg, H. Schulzrinne, C. Huitema, D. Gurle, December 2002,                                                            URL: http://www.ietf.org/rfc/rfc3428.txt

	[RFC3840]
	IETF RFC 3840 “Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”, J. Rosenberg, H. Schulzrinne, P. Kyzivat, August 2004,                                                                                  URL: http://www.ietf.org/rfc/rfc3840.txt

	[RFC3966]
	IETF RFC 3966 “The tel URI for Telephone Numbers”, H. Schulzrinne, December 2004,                                  URL: http://www.ietf.org/rfc/rfc3966.txt

	[RFC3986]
	IETF RFC 3986 “Uniform Resource Identifier (URI): Generic Syntax”, T. Berners-Lee, R. Fielding, L. Masinter, January 2005,                                                                                                                                    URL: http://www.ietf.org/rfc/rfc3986.txt

	[RFC4119]
	“Presence-based GEOPRIV Location Object Format”, J. Peterson, Dec. 2005,                                           URL: http://www.ietf.org/rfc/rfc4119.txt

	[RFC4480]
	“RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”, H. Schulzrinne et al., July 2006,                                                                                                                                                        URL: http://www.ietf.org/rfc/rfc4480.txt

	[RFC4662]
	IETF RFC 4662 “A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach, B. Campbell, J. Rosenberg, August 2006,                                                                                      URL: http://www.ietf.org/rfc/rfc4662.txt

	[RFC4745]
	IETF RFC 4745 “Common Policy: A Document Format for Expressing Privacy Preferences”, H. Schulzrinne, J. Morris, H. Tschofenig, J. Cuellar, J. Polk, J. Rosenberg, February 2007,                           URL: http://www.ietf.org/rfc/rfc4745.txt

	[RFC4825]
	IETF RFC 4825 “The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May 2007,                                                                                                                                    URL: http://www.ietf.org/rfc/rfc4825.txt

	[RFC4826]
	IETF RFC 4826 “Extensible Markup Language (XML) Formats for Representing Resource Lists”, J. Rosenberg, May 2007,                                                                                                                                        URL: http://www.ietf.org/rfc/rfc4826.txt

	[RFC4975]
	IETF RFC 4975 “The Message Session Relay Protocol (MSRP)”, B. Campbell, R. Mahy, C. Jennings, September 2007,                                                                                                                                                URL: http://www.ietf.org/rfc/rfc4975.txt

	[RFC5367]
	IETF RFC 5367 “Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)”, G. Camarillo, A.B. Roach, O. Levin, October 2008,                                                                      URL: http://www.ietf.org/rfc/rfc5367.txt

	3GPP/3GPP2
	

	[3GPP2-S.S0086]
	3GPP2 S.S0068-B “IMS Security Framework”,                                                                                            URL: http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.P0027-002]
	3GPP2 X.P0027-002 “Presence Security”,                                                                                                     URL: http://3gpp2.org/Public_html/specs/index.cfm
Note: Work in progress, awaiting IETF drafts

	[3GPP2-X.S0013-002]
	3GPP2 X.S0013-002 “All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, URL: http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.S0013-004]
	3GPP2 X.S0013-004 “All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP, Stage 3”,                                                                                                                   URL: http://3gpp2.org/Public_html/specs/index.cfm

	[3GPP-TS_23.003] 
	3GPP TS 23.003 “Numbering, addressing and identification”,                                                                     URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.003/

	[3GPP-TS_23.228]
	3GPP TS 23.228 “IP Multimedia Subsystem (IMS); Stage 2”,                                                                        URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP-TS_24.109]
	3GPP TS 24.109 “Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details”,                                                                                                                                                           URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.109/

	[3GPP-TS_24.229]
	3GPP TS 24.229 “IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)"; Stage 3”,                                                                                             URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.229/

	[3GPP-TS_33.141]
	3GPP TS 33.141 “Presence service; Security”,                                                                                                URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.141/

	[3GPP-TS_33.210]
	3GPP TS 33 210 “Network Domain Security; IP network layer security”,                                                   URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.210/

	[3GPP-TS_33.222]
	3GPP TS 33.222 “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)”,                                              URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.222/

	[3GPP-TR_33.978]
	3GPP TR 33.978 “Security aspects of early IP Multimedia Subsystem (Release 6)”,                                    URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.978/


Change 2:  Modify section  3.2 Definitions
3.2 Definitions

	Access Permissions
	Use definition in [XDM-RD]

	Access Permissions Document
	A document that contains a set of rules that defines which Principals have rights to perform document management operation on User Documents related to a particular Application Usage.

	Application Server
	A functional entity that implements the service logic for SIP sessions (e.g. PoC Server or IM Server).

	Application Unique ID 
	A unique identifier within the namespace of Application Unique IDs that differentiates XCAP Resources accessed by one application from XCAP Resources accessed by another. (Source: [RFC4825])

	Application Usage
	Detailed information on the interaction of an application with an XCAP Server. (Source: [RFC4825])

	Document Selector
	A sequence of path segments, with each segment being separated by a "/", that identify the XML document within an XCAP Root that is being selected. (Source: [RFC4825])

	Document URI
	The HTTP URI containing the XCAP Root and Document Selector, resulting in the selection of a specific document. (Source: [RFC4825])

	Global Document
	A document placed under the Global Tree that applies to all users of that Application Usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular Application Usage within a particular XCAP Root. (Source: [RFC4825])

	Group
	A predefined set of Users together with its policies and attributes. A Group is identified by a Group Identity.

	Group Identity
	The SIP URI of the Group.

	Group Usage List
	A list of Service URIs as defined by [XDM_List].

	History Information 
	Use definition in [XDM-AD]

	HTTP URI
	An HTTP Request-URI as defined by [RFC2616].

	Modification History Information
	A subset of History Information containing information about XDM operations that has modified an XDM Document (i.e. successful create, modify and delete operations)

	Node Selector
	A sequence of path segments, with each segment being separated by a "/", that identify the XML node (element or attribute) being selected within a document. (Source: [RFC4825])

	Node Selector Separator
	A single path segment equal to two tilde characters "~~" that is used to separate the Document Selector from the Node Selector within an HTTP URI. (Source: [RFC4825])

	Node URI
	The HTTP URI containing the XCAP Root, Document Selector, Node Selector Separator and Node Selector, resulting in the selection of a specific XML node. (Source: [RFC4825])

	Presence List URI 
	A Service URI as defined by [RLS_XDM].

	Primary Principal
	The user associated with the XCAP User Identity, which defines where the document resides.

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities (Source: [Dict])

	Public User Identity
	Use definition in [3GPP-TS_23.003] section 3.14 “Public User Identity”.

	Quality of Experience
	Use definition in [XDM_RD]

	Request History Information
	A subset of History Information containing information about requests to perform XDM operations related to an XDM Document.

	Request History Information Document
	An XDM Document containing Request History Information.

	Request-URI
	A part of the start line of a request using the SIP protocol as defined by [RFC3261].

	Reverse Proxy
	A web server system that is capable of serving web pages sourced from other web servers (AS), making these pages look like they originated at the Reverse Proxy. (Source: [3GPP-TS_33.222])

	Search Request
	A request to perform a search operation towards one or more XCAP Resources.

	Service Provider
	A legal or administrative entity that provides a service to its clients or customers. Typically it is (but is not restricted to) a network operator.

	SIP NOTIFY
	The SIP method NOTIFY as defined by [RFC3265].

	SIP SUBSCRIBE
	The SIP method SUBSCRIBE as defined by [RFC3265].

	SIP URI
	A communication resource as defined by [RFC3261].

	Tel URI
	A globally unique identifier used to describe a resource identified by a telephone number as defined by [RFC3966].

	Trusted Network
	A network that consists of elements that are trusted (i.e. are not required to authenticate themselves). It corresponds to the definition of 'Trust Domain' as defined in [RFC3324].

	URI
	A Uniform Resource Identifier as defined by [RFC3986].

	URI List
	A list of URIs as defined by [XDM_List].

	User
	An entity which uses services. (Source: [Dict])

	User Address
	A User Address identifies a User. The User Address can be used by one User to request communication with other Users. If the SIP/IP Core is 3GPP IMS or 3GPP2 MMD realization, the User Address is a Public User Identity.

	User Directory
	A directory that represents all User Documents that belongs to a particular XCAP User Identity of a particular Users Tree.

	User Directory Document Selector
	A sequence of path segments, with each segment being separated by a "/", that identify a particular User Document within a particular User Directory(i.e. a User Directory Document Selector can be derived by removing the Users Tree and the XCAP User Identifier parts of a Document URI).

	User Document
	A document that belongs to a particular User identified by an XCAP User Identifier.

	Users Tree
	A URI that represents the parent for all User Documents for a particular Application Usage within a particular XCAP Root.

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825]) 

	XCAP Resource
	An HTTP resource representing an XML document, an element within an XML document, or an attribute of an element within an XML document that follows the naming and validation constraints of XCAP. (Source: [RFC4825])

	XCAP Root
	A context that includes all of the documents across all Application Usages and users that are managed by a server. (Source: [RFC4825]) In this specification, the XCAP Root means all documents in all XDMSs accessible via the Aggregation Proxy.

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. (Source:[RFC4825])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825])

	XCAP URI
	An HTTP URI that represents an XCAP Resource.

	XCAP User Identifier 
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [RFC4825])

	XDM Document
	Use definition from [XDM_RD].

	XDM Document Part
	Use definition from [XDM_RD].

	XDM Resource
	Use definition from [XDM_RD].


Change 3:  Modify section 5.7.2 Request History Information Document. 

5.7.2 Request History Information Document

5.7.2.1 Structure

The structure of a Request History Information document SHALL be as follows:

The document SHALL have one root element <request-history>.
The <request-history> element
a) SHALL include zero or more <document> elements

The <document> element

a) SHALL include an “udds” attribute; and

b) SHALL include zero or more <requestor> elements.
The <requestor> element

a) SHALL include an “id” attribute;
b) MAY include a <last-requests> element; and
c) MAY include a <request-log> element.

The <last-requests> element

a) SHALL include zero or more <request> elements;
The <request-log> element

a) SHALL include zero or more <request> elements;

The <request> element

a) SHALL include a “type” attribute;
b) SHALL include a “result”  attribute;
c) SHALL include a “timestamp” attribute;
d) SHALL include a “counter” attribute;  and

e) MAY include a <node-selector> element.
Editor’s Note: Extensions points to the structure are FFS
5.7.2.2 Application Unique ID

An Application Usage MAY requires the use of a Request History Information Document. The Request History Information Document SHALL shared the Application Unique ID with the XDM document it contains the Request History Information of.

5.7.2.3  Default Namespace
The default namespace SHALL be “urn:oma:xml:xdm:rhi”.


5.7.2.4 XML Schema

The Request History Information document SHALL conform to the XML schema defined in [XSD_xdm2Rhi].

5.7.2.5 MIME Type

The MIME Type for the document is “application/vnd.oma.xdm-rhi+xml”

5.7.2.6 Validation Constraints

N/A

5.7.2.7 Data Semantics
The <document> element SHALL contain information about XDM Request performed towards a particular XDM Document. The “udds” attribute SHALL contain the User Directory Document Selector for this XDM Document.
The <requestor> element SHALL contain information about XDM Requests performed by a particular Principal. The “id” attribute SHALL contain the identity of the requesting Principal as received in the XDM request.

The <last-requests> SHALL contain the last XDM requests for each type of XDM requests performed by a particular Principal. 
The <request-log> element SHALL contain “N” number of XDM requests performed by a particular Principal. Local policy SHALL define what “N” is.
The <request> element SHALL contain information about the performed XDM request
a) type of request ( the “type” attribute); 
b) the result of the request ( the “result” attribute);
c)  the time the XDM  request was performed (the “timestamp” attribute); 
d)  the Node Selector of  XDM Document Part if the XDM request was made targeting a particular XDM Document Part (the <node-selector> child element); and
e) Number of previous requests of the same type (the “counter” attribute).
Editor’s Node: Values of the “type” attribute are FFS

5.7.2.8 Naming conventions

There is one Request History Information Document per XUI in the Users Tree of an Application Usage .The Request History Information Document SHALL be addressed using the User Directory Document Selector “/oma_requests/history i.e. the Document Selector to the document SHALL be “[auid]/users/[xui]/oma_requests/history”.

5.7.2.9 Global Documents

N/A

5.7.2.10 Resource interdependencies
The Request History Information Document SHALL contain information about XDM Requests targeting XDM Resources residing in the same User Directory as the Request History Information Document. 

5.7.2.11 Authorization Policies
The XDMS is the only one entity that is allowed to create or modify elements and attributes in the Request History Information Document.

An authenticated Principal SHALL be allowed to retrieve the whole Request History Information Document or a XDM Document Part of it and to delete an element in it. Before the XDMS accept such request the XDMS SHALL do authorization as described in section 5.1.5 making use of the Access Permissions Document associated the Application Usage if such exists. If such document does not exist, the XDMS SHALL apply the default authorization policy as described in section 5.1.5.

6 Modify section 6.2.7 Handling of History Information 
6.2.7 Handling of History Information
6.2.7.1 Handling of Request History Information
When the XDMS receives and XDM request, it SHALL check the History Preferences in the XDM Preference Document as described in section 5.7.3 to determine if it SHALL update the Request History Information Document.  If required the XDMS SHALL update the <last-requests> and <request-log) elements  related to the XDM document addressed and the requesting Principal as described in section 5.7.2.7 “Data Semantics”. When the XDMS updates the “counter” or the “timestamp” attributes, the XDMS SHALL NOT update the etag value of the Request History Information Document and notify subscribers to changes in the Request History Information Document.
The XDMS SHALL support the following XDM operations targeting a Request History Information Document:

1. Get handling as described in section 6.2.1.2
2. Delete handling as described in section 6.2.1.3
3. Subscriptions to changes in an XDM Resource as described in section 6.2.2
The XDMS SHALL apply authorization policies as described in section 5.7.2.11 for all XDM requests targeting a Request History Information Document.
6.2.7.2 Handling of Modification History Information
Editor’s Note: The section is TBD

7 Modify section B.3 XDM Server 

B.3 XDM Server

	Item
	Function
	Reference
	Requirement

	XDM_Core-XCAP-S-001-M
	Support for XCAP  (XDMv1.1)
	Error! Reference source not found., Error! Reference source not found.
	XDM_Core-XOP-S-001-M

	XDM_Core-XOP-S-001-M
	Processing different HTTP requests (XDMv1.1)
	Error! Reference source not found.,
Error! Reference source not found.,
Error! Reference source not found.
	

	XDM_Core-SUB-S-001-O
	Support Initial Subscription when SIP SUBSCRIBE message received
(XDMv2.0)
	Error! Reference source not found.
	XDM_Core-SUB-S-002-O

	XDM_Core-SUB-S-002-O
	Generating a SIP NOTIFY request (XDMv2.0)
	Error! Reference source not found.
	XDM_Core-SUB-S-001-O

	XDM_Core-SEC-S-001-M
	Support XDMC identity access authorization (XDMv1.1)
	Error! Reference source not found.,Error! Reference source not found. , Error! Reference source not found.
	

	XDM_Core- ERR-S-001-M
	Support Error Handling
(XDMv1.1)
	Error! Reference source not found., Error! Reference source not found., Error! Reference source not found., Error! Reference source not found., Error! Reference source not found., Error! Reference source not found.,
	

	XDM_Core-CAPS-S-001-M
	Support Application Usage “xcap-caps” (XDMv1.1)
	Error! Reference source not found.
	

	XDM_Core-DIR-S-001-M
	Support Application Usage “org.openmobilealliance.xcap-directory” (XDMv1.1)
	Error! Reference source not found.
	

	XDM_Core-SRC-S-001-O
	Support Search document
	Error! Reference source not found.
	XDM_Core -SRC-S-002-O

	XDM_Core-SRC-S-002-O
	Searching for XML documents (XDMv2.0)
	Error! Reference source not found.
	XDM_Core-SRC-S-001-O

	XDM_Core-XOP-S-002-O
	Including Server HTTP header with the required value in HTTP response to XDMC/XDM Agent (XDMv2.0)
	Error! Reference source not found.
	

	XDM_Core-ERR-S-002-O
	Not using other types of <error-element> than what is recommended.
(XDMv1.1)
	Error! Reference source not found.
	

	SCR items that is needed for  Access Permission is for FFS.
Editor’s Note: SCR items for Request History are FFS.
	
	
	


8 Modify section C.9 Examples of History Information Documents.

C.9 Examples of History Information Documents
C.9.1 Request History Information Document Example

This example shows a Request History Information Document for a user with XUI “sip:joe@domain” for the URI List Application Usage where the users with the identities “sip:bob@domain” and  “sip:alice@domain” have made some XDM operations towards the document with the Document Selector “resource-lists/users/sip:joe@domain/index”. “sip:bob@domain” has tried to retrieve the whole “index” document and “sip:alice@domain” has tried to delete a <list> element with the “name” attribute “list-c” twice. Both requests failed. The local policy states the XDMS shall not store any requests in the <request-log> element (“N”=0).
<?xml version="1.0" encoding="UTF-8"?>

<request-history xmlns="urn:oma:xml:xdm:request-history">

 <document id="index">

  <requestor id="sip:bob@domain">

    <last-requests>


    <request type="retrieve" result="not-authorized" timestamp="2010-03-28T22:20:00Z" counter="0"/>

    </last-requests>

  </requestor>

  <requestor id="sip:alice@domain">

    <last-requests>


    <request type="delete" result="not-authorized" timestamp="2010-03-28T20:20:00Z" counter="1">

         <node-selector>/resource-lists/list%5B@name=list-c%5D</node-selector>

      </request>

   </last-requests>

  </requestor>

 </document>

</request-history>
C.9.2 Modification History Information Document Examples
Editors’s Note: Examples of Modification History Information Documents are to be added.
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