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1 Reason for Change

To resolve the following CONR comments
	C232
	2010.02.25
	T
	6.2
	Source: Ericsson

Form: OMA-CONR-2010-0033

Comment: [document-name] is not a defined term use [User Directory Document Selector] instead.

Proposed Change:  as described above.
	Status: OPEN / CLOSED

<provide response>

	C233
	2010.02.25
	T
	6.2
	Source: Ericsson

Form: OMA-CONR-2010-0033

Comment: An XDMS can also receive an HTTP Request URI what stops after [XUI] in case of remote forwarding.

Proposed Change:  Add the case to the section.
	Status: OPEN / CLOSED

<provide response>

	C234
	2010.03.25
	T
	6.2
	Source: antti.laurila@nsn.com

Form: OMA-CONR-2010-0039-XDM_2_1_CONR_Comments

Comment: “When generating HTTP responses towards the XDMC”

Add XDM Agent

Proposed Change: Add XDM Agent


	Status: OPEN / CLOSED

<provide response>

No Action needed since the sentence is generalized.

	C235
	2010.03.21
	T
	6.2
	Source: Samsung

Form: OMA-CONR-2010-0042

Comment: Handle all the types of URIs needed for the XDCP request. 

Proposed Change: Rephrase the sentence to state what are the URI forms considered valid.
	Status: OPEN / CLOSED

<provide response>

	C286
	2010.02.25
	T
	6.3.1.1
	Source: Ericsson

Form: OMA-CONR-2010-0033

Comment: [document-name] is not a defined term use [User Directory Document Selector instead.

Proposed Change: Update as described above.
	Status: OPEN / CLOSED

<provide response>

	C287
	2010.02.25
	Q
	6.3.1.1
	Source: Orange

Form: INP doc

Comment: Can only the XDMC send requests that may need aggregation of responses ?

Proposed Change: If not, clarify.
	Status: OPEN / CLOSED

<provide response>

	C288
	2010.02.25
	T
	6.3.1.2
	Source: Ericsson

Form: OMA-CONR-2010-0033

Comment: [document-name] is not a defined term use [User Directory Document Selector instead.

Proposed Change: Update as described above.
	Status: OPEN / CLOSED

<provide response>

	C195
	2010.02.25
	T
	6.1.1.3
	Source: Ericsson

Form: OMA-CONR-2010-0033

Comment: It is clear what [document-name] is in the text defining an XDCP Request HTTP URI.

Proposed Change: Use the term “User Directory Document Selector” instead as this is a defined term in section 3.2.
	Status: OPEN / CLOSED

<provide response>

	C196
	2010.02.25
	T
	6.1.1.3
	Source: Orange

Form: INP doc

Comment: The XDM Agent should also be able to perform XDM operations using XDCP.

Proposed Change: Add XDM Agent when needed.
	Status: OPEN / CLOSED

<provide response>

	C209
	2010.03.25
	T
	6.1.1.3.4.1
	Source: antti.laurila@nsn.com

Form: OMA-CONR-2010-0039-XDM_2_1_CONR_Comments

Comment: Are Diff write/read applicable for XDM Agent as well?

Proposed Change: Clarify
	Status: OPEN / CLOSED

<provide response>


Note: Check usage of XDM Agent in 6.3.1.1
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-XDM is kindly asked to review and agree with this CR

6 Detailed Change Proposal

Change 1:  Section 5.8.7.1
6.1.1.1 XDM Operations using XDCP

An XDMC or XDM Agent MAY support XDM operations as described in this subsection.

When performing an XDCP operation, the XDMC or XDM Agent SHALL issue an XDCP Request by using a HTTP POST request containing an XDCP Document as defined in section 5.4.2 “XDCP Document”. 

The HTTP Request-URI for the XDCP Request SHALL be set with any of the following values accordingly:

1. “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI]/[User Directory Document Selector]”, if the XDCP Request is targeting the XDM Document with the XCAP URI “http://[XCAP Root URI]/[AUID]users/[XUI]/[ User Directory Document Selector]”.

2. “http://[XCAP Root URI]/org.openmobilealliance.xdcp.sp”, if the XDCP Request is targeting the Subscription Proxy. 

3. “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” , if the XDCP Request is targeting the XDMS serving the specific Application Usage.
6.1.1.3.1 Document Share by Reference Operations.

When setting a Document Share Reference, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. The <request> element SHALL be set to “SetDocumentReference”;
2. The <shared-document> element SHALL contain the Document Selector pointing to the XDM Document to be shared;and 
3. The <display-name> element MAY contain a descriptive text of the reference used.

When removing a Document Share Reference, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. the <request> element SHALL be set to “RemoveDocumentReference”.

When retrieving a Document Share Reference, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. the <request> element SHALL be set to “RetrieveDocumentReference”.

As part of a Document Share by Reference Operation, The XDMC or XDM Agent SHALL set the HTTP Request-URI of the XDCP Request to the URI of the XDM Document containing the reference.
6.1.1.3.2 XDM Resource Forwarding Operations
When forwarding an XDM Resource, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. The <request> element SHALL be set to “Forward”;

2. SHALL include the <list> element as child element of <recipients-list> which carries the list of recipients to whom the XDM Resource has to be forwarded. The <list> element SHALL conform to the structure of <list> element specified in [RFC4826] with the following clarifications:

a. The “name” attribute of the <list> element is not needed and is ignored by the XDMS even if present; and
b. The <entry> element SHALL contain the "uri" attribute set to a valid User Address, e.g. a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]);

3. MAY include <note> element which carries the information set by the Principal forwarding the XDM Resource wants to send to the recipients;

4. MAY include <expiration-time> element which can be used to indicate the time period of keeping the XDCP Forward request active. The maximum and default time periods for keeping a Forward Request active SHALL be determined by the Service Providers local policy;
5. MAY include <what> element as child element of <filter> element which contains the information about filters to be applied to the XDM Resource before forwarding it to the recipients. The <what> element SHALL conform to the structure of <what> element specified in [RFC4661]; and

6. MAY include <display-name> element which carries the name suggested by the Principal forwarding the XDM Resource to send to the recipients.

6.1.1.3.3 Subscription to Changes in XDM Resources

When subscribing to changes in XDM Resources, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. The <request> element SHALL be set to “Subscribe”;

2. The <target-documents> element of  the <subscription> element SHALL contain a <resource-URI> element containing XCAP URIs of XDM Resources of interest and/or, a <resource-lists> element as specified in [RFC4826] containing a list of XDM Resources of interest, and/or a <list-URI> element containing URIs of already existing resource lists containing XDM Resources of interest;
3. The <duration> element of the <subscription> element SHALL contain the duration of the subscription in seconds;

4. The <push-address> element of the <push> element SHALL contain the tel URI to which the notification of changes will be sent;

5. The <wap-application-id> element of the <notification> element SHALL contain the OMNA registered application identifier of the application acting as an XDMC or XDM Agent;

6. The <user-interaction-level> element of the <push> element SHALL contain the level of user interaction required for processing notifications.  If the value is set to “none”, the notifications will be processed in the background without user interaction.  If the value is set to “low”, “medium” or “high” the user will be prompted with corresponding degrees of urgency (i.e. low, medium, or high). The values of this element correspond to the values of the “action” attribute associated with the <indication> element of the “Service Indication” type of the Push Message as specified in [Push_ERELD-V2_2]; and
7. The <preferred-notification-type> element of the <push> element SHALL specify the preferred contents of the Push notifications. If this element is set to “push”, the XDMC or XDM Agent expects notifications containing XDM Document changes in the format of “xcap-diff” MIME type as part of its payload. If this element is set to “pull”, the XDMC or XDM Agent expects notifications containing as part of its payload the XCAP URI which refers to a document containing the changes in the xcap-diff format. If this element is set to “none”, the XDMC or XDM Agent expects notifications containing as part of its payload the XCAP URI of the changed XDM Document.

6.1.1.3.4 XDM Optimization 

XDM Optimization involves differential read and write operations.  The differential read operation provides a patch-ops based set difference between the current master copy and a previous version of the master copy. Because a user may desire that some devices do not store all XML nodes of a given document on a particular device, or the device may have insufficient resources to store the document. The differential read operation defines the use of a filter based on XCAP Node Selector grammar to identify subsets of an XDM Document. In order to use the filter in a differential read, it is necessary to initially read the subset into the device. After that, the same filter must be consistently used in subsequent differential read operations. 

The differential write operation provides a patch-ops based edit of multiple nodes of a subset of an XDM Document. As with the differential read, the subset is expressed via a filter based on XCAP Node Selector grammar. After an initial read of the subset of the XDM Document, the same filter must be utilized in any subsequent differential write operation.
6.1.1.3.4.1. XDM Differential Read

A successful XDCP differential read request results in an xdm-differential based comparison ("application/xcap-diff+xml") between current and previous views of an XDM Document being returned to the XDMC or XDM Agent. The current XDM Document is the currently stored XDM Document on the XDMS identified in the Request URI of the XDCP Request.  The ETAG of the XDCP Request, which is carried in the body of the request, identifies a previous version of the same XDM Document currently stored on the device of the XDMC or XDM Agent. 
In order to perform XDCP Differential Read on a subset of the target XDM Document, the XDMC or XDM Agent MAY include filter in the body of the XDCP Document  containing one or more expressions based on XCAP Node Selector grammar [RFC4825],.   Unlike XCAP Node Selectors of XCAP URIs, these filter expressions  are defined to match one or more (XML) nodes of the XDM Document or node selection of the XDM Document being read with the XDCP Differential Read request.  In order to avoid arbitrarily involved predicates in filters, Application Usage specifications specify the subset of XCAP Node Selector grammar possible in a filter for the particular Application Usage.  Note that once an XDMC or XDM Agent uses a filter to read an XDM Document, the XDMC or XDM Agent SHALL use the same filter until the XDMC or XDM Agent refreshes the entire XDM Document or new subset of the XDM Document.
When reading a differential comparison between the current version and a previous version of an XDM Document, the XDMC or XDM Agent SHALL create an XDCP Request as follows: 

1. SHALL include the XDCP Document of the format “application/vnd.oma.xdcp+xml” with the following clarifications:
a. The <request> element SHALL be set to “DiffRead”;
b. SHALL include the <ETAG> element containing the value of the ETAG of the XDM Document the XDMC or XDM Agent currently possesses; 
c. MAY include a <filter> element containing one or more filter expressions based on  XCAP Node Selector grammar, in accordance with the Application Usage document specification.
If the XDMC or XDM Agent has not previously sent an XDM differential read to this XDMS, or is not aware of whether the XDMS supports XDM read optimization, the XDMC or XDM Agent SHOULD consult the XCAP Capabilities XDM Document of the XDMS before sending the request. 

6.1.1.3.4.2. XDM Differential Write Operation

The XDCP differential write request uses an XDM differential ("application/xcap-diff+xml") to specify changes that need to be applied to the XDM Document identified in the Request URI of the XDCP Request.  An ETAG in the body of the XDCP Request must match the ETAG of the XDM Document currently stored on the XDMS.  
Once an XDMC or XDM Agent uses the filter the XDMC or XDM Agent SHALL use the same filter until the XDMC or XDM Agent entirely refreshes the entire XDM Document. Furthermore the XDMC or XDM Agent SHALL perform an XDCP Differential Read with a filter before performing any XDCP Differential Write with the same filter. In order to perform XDCP Differential Write on a subset of the target XDM Document, the XDMC or XDM Agent MAY include filter in the body of the XDCP Document that contains one or more expressions based on XCAP Node Selector grammar. An expression in the context of the filter can match one or more (XML) nodes of the XDM Document being written to which the XDCP Differential Write request is applicable. The Application Usage specification specifies the types of expressions that are possible in a filter.
When writing an XDM Document using the XDM differential write operation, the XDMC or XDM Agent SHALL create an XDCP Request as follows:

1. SHALL include the XDCP Document of the format “application/vnd.oma.xdcp+xml” with the following clarifications:
a. The <request> element SHALL be set to “DiffWrite”;

b. SHALL include an <edit> element that contains a desired set of patch-ops based edits to the requested XDM Document;
c. SHALL include the <ETAG> element containing the value of the ETAG of the XDM Document the XDMC or XDM Agent currently possesses;
d. MAY include a <filter> element containing one or more filter expressions based on XCAPNode Selector grammar, in accordance with the Application Usage document specification.
If the XDMC or XDM Agent has not previously sent an XDM differential write to this XDMS, or is not aware of whether the XDMS supports XDM write optimization, the XDMC or XDM Agent SHOULD consult the XCAP Capabilities XDM Document of the XDMS before sending the request. 

6.1.1.3.5 XDM Restore

When restoring an XDM Resource, the XDMC or XDM Agent SHALL make an XDCP request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. The <request> element SHALL be set to “Restore”;
2. SHALL include the <back-to-etag> element containing the etag value of XDM Document which is requested to restore to;
3. MAY include the <current-etag> element containing the value of the etag of the XDM Document the XDMC or XDM Agent currently possesses.

Editor’s Note: The Procedures for restore MAY be not complete and needs to be clarified more.
Change 2:  Section 5.4.1.3

5.4.1.3     Structure

The Search Document SHALL conform to the XML schema described in section 5.4.1.2 “XML Schema”, with the clarifications given in this section.

The <search> element: 

· SHALL include the “id” attribute with the value unique among the Search Requests generated by the same XDMC or the same XDM Agent. The Search Request generated by the XDMC or the XDM Agent SHALL include a <request> element. The non-error response generated by the XDMS SHALL include a <response> element. The value of the “id” attribute in case of response SHALL be the same as in the request for which the response was generated.

· MAY include the “max-results” attribute with the positive integer value indicating the maximum number of results requested by the XDMC or the XDM Agent.

· MAY include any other attribute for the purposes of extensibility.

The <query> element SHALL include an XQuery expression [W3C-XQUERY]. It is RECOMMENDED to include the XQuery expression into the CDATA section.

The XQuery expression SHALL include one input function – collection. The collection of the data to be searched is created as a set of all XDM Documents stored in the Users Tree of an appropriate Application Usage, as a set of all XDM Documents in the particular User’s home directory of an appropriate Application Usage, or as a particular XDM Document in the particular User’s home directory of an appropriate Application Usage. As such, the parameter of the collection function SHALL be either the string of “[AUID]/users/”, that of “[AUID]/users/[XUI]”, or that of “[AUID]/users/[XUI]/[User Directory Document Selector]”. For example, 

collection(“org.openmobilealliance.user-profile/users/”)

represents all User Profile XDM Documents stored in the Users Tree on Profile XDMS to which the Search Request is targeted;

collection(“org.openmobilealliance.groups/users/sip:joebloggs@example.com”)

represents all Group XDM Documents stored in the home directory of “sip:joebloggs@example.com” on Group XDMS to which the Search Request is targeted;

collection (“resource-lists/users/sip:joebloggs@example.com/index”)

represents the URI List XDM Document with the name “index” stored in the home directory of “sip:joebloggs@example.com” on List XDMS to which the Search Request is targeted.

The <request> element MAY include any other element or attribute from any other namespace for the purpose of extensibility.

The <response> element MAY include any other element or attribute from any other namespace for the purpose of extensibility.

In addition, each Application Usage that supports the Search feature SHALL define one or more basic XQuery expressions that are supported by the Application Usage. Such basic XQuery expressions allows the Application Usage to restrict the data that can be searched and also restrict the results provided to the XDMC or the XDM Agent.
Change 3:  Section 6.2

6.2 Procedures at the XDM Server

An XDMS is a HTTP origin server that manipulates XDM Resources according to the conventions described in [RFC4825], and processes Search Requests.

An XDMS SHALL authorize the requests as described in section 5.1.5 “Authorization”.
An XDMS receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search SHALL process the request as described in section 6.2.3 “Searching for Data in XML Documents”. An XDMS receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI]/[User Directory Document Selector] or http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” SHALL process the request as described in section 6.2.6 “Handling of XDCP Operations”. The XDMS SHALL reject any other HTTP POST requests with an HTTP “405 Method not allowed” response.

An XDMS receiving an XCAP Request SHALL process the request as described in section 6.2.1 “Document Management”.

When generating HTTP responses, the XDMS MAY include a Server HTTP header as defined in [RFC2616] with the value set to “XDM-serv/OMA2.0” to indicate that the XDMS is compliant with this specification.

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the XDMS SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.
Change 4:  Section 6.3.1.1
6.3.1.1    General

Upon receiving an XCAP Request targeted to the Aggregation Proxy, the Aggregation Proxy: 

1) SHALL check whether the domain of the XUI matches with the domain of the Aggregation Proxy;

2) SHALL perform one of the following:

a) If the domain of the XUI matches with the domain of the Aggregation Proxy, forward the XCAP request to the corresponding XDMS based on the HTTP Request-URI; or

b) If the domain of the XUI does not match the domain of the Aggregation Proxy, forward the XCAP request to the Cross-Network Proxy.

Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search, the Aggregation Proxy SHALL forward the HTTP POST request to the Search Proxy. 

Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI]/[User Directory Document Selector] the Aggregation Proxy SHALL perform one of the following:

a) If the domain of the XUI matches with the domain of the Aggregation Proxy, forward the XDCP Request to the corresponding XDMS based on the HTTP Request-URI; or

b) If the domain of the XUI does not match the domain of the Aggregation Proxy, forward the XDCP Request to the Cross-Network Proxy.

Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/org.openmobilealliance.xdcp.sp, the Aggregation Proxy SHALL forward the HTTP POST request to the Subscription Proxy.

Upon receiving the responses to the XCAP Request, the Aggregation Proxy SHALL aggregate and forward responses back to the XDMC or XDM Agent.
Upon receiving the responses to the HTTP POST request, the Aggregation Proxy SHALL forward the responses back to the XDMC or XDM Agent.

The Aggregation Proxy MAY, when generating HTTP responses to XDMC or XDM Agent (e.g., when challenging the XDMC for authentication), include the Server HTTP header [RFC2616] with the value set to “XDM-proxy/OMA2.0” to indicate that the Aggregation Proxy is compliant with this specification. 

NOTE: It is out of scope of this specification how the Aggregation Proxy to handle the received Server HTTP headers included in the received HTTP responses, when aggregating and forwarding those HTTP responses to XDMC or XDM Agent. 

The Aggregation Proxy SHALL protect the HTTP traffic between the XDMC and the Aggregation Proxy as specified in section 5.1.4 “Integrity and Confidentiality Protection”.

Change 5:  Section 6.3.1.2

6.3.1.2    Error Cases

If the Aggregation Proxy receives an HTTP request targeted at an XDM Resource whose Application Usage is not recognized, the Aggregation Proxy or XDMS SHALL reject the request with an HTTP “404 Not Found” error response
Upon receiving an HTTP request containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search where HTTP Method is different from POST, the Aggregation Proxy SHALL reject the request with an HTTP “405 Method not allowed” error response.

Upon receiving an HTTP request containing an HTTP Request-URI of the form http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI]/[ User Directory Document Selector] or http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID], where HTTP Method is different from POST, the Aggregation Proxy SHALL reject the request with an HTTP “405 Method not allowed” error response.

Upon receiving an HTTP POST request not containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search or http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI]/[User Directory Document Selector] or http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID], the Aggregation Proxy SHALL reject the request with an HTTP “405 Method not allowed” error response.

Upon receiving an HTTP POST request containing an HTTP Request-URI of the form http://[XCAP Root URI]/ org.openmobilealliance.search or http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]/users/[XUI]/[ User Directory Document Selector] and the Application Usage described by the [AUID] part of the URI is not recognized the Aggregation Proxy SHALL reject the request with an HTTP “404 Not Found” error response.
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