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1 Reason for Change

This CR addresses the following XDM 2.1 CONRR comments: 
	C0161
	2010.02.25
	T
	5.8.1
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: the “path” attribute of the <document> element is a User Directory Document Selector or a folder in the User Directory.
Proposed Change:  Change “the path of the XDM Document” to “a User Directory Document Selector Document or a User Directory Folder Selector.” Add this new term to definitions. A sequence of path segments, with each segment being separated by a “/” that identify a particular folder within a particular User Directory ( e.g. “oma_hist” if the User Directory Document Selector is “oma_hist/index”) 
	Status: OPEN / CLOSED

<provide response>

	
	
	
	
	
	

	
	
	
	
	
	


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 3.2 as described below. 
3.2 Definitions

	Access Permissions
	Use definition from [XDM_RD]

	Access Permissions Document
	An XDM Document that contains a set of rules that defines which Principals have rights to perform document management operation on User Documents related to a particular Application Usage.

	Active User Preferences Profile
	Use definition from [XDM_RD].

	Alias Principal
	Use definition from [XDM_RD]

	Application Server
	A functional entity that implements the service logic for SIP sessions (e.g. PoC Server or IM Server).

	Application Unique ID 
	A unique identifier within the namespace of Application Unique IDs that differentiates XDM Resources accessed by one application from XDM Resources accessed by another. (Source: [RFC4825])

	Application Usage
	Detailed information on the interaction of an application with an XCAP Server. (Source: [RFC4825])

	Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XDM Document within an XCAP Root that is being selected. (Source: [RFC4825])

	Document URI
	The HTTP URI containing the XCAP Root and Document Selector, resulting in the selection of a specific XDM Document. (Source: [RFC4825])

	Enabler
	Use definition from [Dict].

	Forwarding Notification List Document
	Use definition from [XDM_List].

	Global Document
	An XDM Document placed under the Global Tree that applies to all users of that Application Usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular Application Usage within a particular XCAP Root. (Source: [RFC4825])

	Group
	Use definition from [XDM_RD].

	Group Identity
	Use definition from [XDM_RD].

	Group Usage List
	Use definition from [XDM_RD].

	History Information 
	Use definition from [XDM_AD]

	HTTP URI
	An HTTP Request-URI as defined by [RFC2616].

	Modification History Information
	A subset of History Information containing information about XDM operations that has modified an XDM Document (i.e. successful create, modify and delete operations)

	Modification History Information Document
	An XDM Document containing Modification History Information.

	Node Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XML node (element or attribute) being selected within an XDM Document. (Source: [RFC4825])

	Node Selector Separator
	A single path segment equal to two tilde characters “~~” that is used to separate the Document Selector from the Node Selector within an HTTP URI. (Source: [RFC4825])

	Node URI
	The HTTP URI containing the XCAP Root, Document Selector, Node Selector Separator and Node Selector, resulting in the selection of a specific XML node. (Source: [RFC4825])

	Primary Principal
	Use definition from [XDM_RD].

	Principal
	Use definition from [Dict].

	Public User Identity
	Use definition from [3GPP-TS_23.003] section 3.14 “Public User Identity”.

	Quality of Experience
	Use definition from [XDM_RD].

	Reference Point
	Use definition from [Dict].

	Remote Network
	Use definition from [XDM_AD].

	Request History Information
	A subset of History Information containing information about requests to perform XDM operations related to an XDM Document.

	Request History Information Document
	An XDM Document containing Request History Information.

	Request-URI
	A part of the start line of a request using the SIP protocol as defined by [RFC3261].

	Reverse Proxy
	A web server system that is capable of serving web pages sourced from other web servers (AS), making these pages look like they originated at the Reverse Proxy. (Source: [3GPP-TS_33.222])

	Search Document
	An XML document include as part of a Search Request or as part of the response to a Search Request.

	Search Request
	A request to perform a search operation towards one or more XDM Resources.

	Service Provider
	Use definition from [Dict].

	SIP NOTIFY
	The SIP method NOTIFY as defined by [RFC3265].

	SIP SUBSCRIBE
	The SIP method SUBSCRIBE as defined by [RFC3265].

	SIP URI
	A communication resource as defined by [RFC3261].

	Tel URI
	A globally unique identifier used to describe a resource identified by a telephone number as defined by [RFC3966].

	Trusted Network
	Use definition from [XDM_AD].

	URI
	A Uniform Resource Identifier as defined by [RFC3986].

	URI List
	Use definition from [XDM_RD].

	User
	Use definition from [Dict].

	User Address
	A User Address identifies a User. The User Address can be used by one User to request communication with other Users. If the SIP/IP Core is 3GPP IMS or 3GPP2 MMD realization, the User Address is a Public User Identity.

	User Directory
	A directory that represents all User Documents that belongs to a particular XCAP User Identity of a particular Users Tree.

	User Directory Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify a particular User Document within a particular User Directory (i.e. a User Directory Document Selector can be derived by removing the Users Tree and the XCAP User Identifier parts of a Document URI).

	User Directory Folder Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify a particular folder within  a particular User Directory (i.e. a User Directory Folder Selector can be derived by removing the XDM Document name part of a User Directory Document Selector).

	User Document
	An XDM Document that belongs to a particular User identified by an XCAP User Identifier.

	User Preferences Profile
	Use definition from [XDM_RD].

	User Profile 
	Use definition from [XDM_RD].

	Users Tree
	A URI that represents the parent for all User Documents for a particular Application Usage within a particular XCAP Root.

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825]) 

	XCAP Root
	A context that includes all of the XDM Documents across all Application Usages and users that are managed by a server. (Source: [RFC4825]) In this specification, the XCAP Root means all XDM Documents in all XDMSs accessible via the Aggregation Proxy.

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. (Source:[RFC4825])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825])

	XCAP URI
	An HTTP URI that represents an XDM Resource.

	XCAP User Identifier 
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [RFC4825])

	XDCP Document
	An XML document included as part of an XDCP Request or as part of an XDCP Response.

	XDCP Response
	A response to an XDCP Request.

	XDCP Request
	A request to perform an XDCP operation.

	XDM Agent
	Use definition from [XDM_AD].

	XDM Document
	Use definition from [XDM_RD].

	XDM Document Part
	Use definition from [XDM_RD].

	XDM Resource
	Use definition from [XDM_RD].

	XDMC
	Use definition from [XDM_AD].

	XDMS
	Use definition from [XDM_AD].


Change 2:  Modify section 5.8.1 as described below. 

5.8.1 Structure

The structure of the XDM Preferences Document SHALL be as follows:

The XDM Preferences SHALL include the root element <preferences>. The <preferences> element 

a) MAY include <history-prefs> element as described in section 5.8.7;

b) MAY include <forward-prefs> element as described in section 5.8.7;

c) MAY include any other elements from any other namespaces for the purposes of extensibility ;and

d) MAY include any other attributes from any other namespaces for the purposes of extensibility.

The <history-prefs> element:

a) SHALL include <history-info> element as described in section 5.8.7;and

b) MAY include one or more <filter> elements as described in section 5.8.7.

The <history-info> element:

a) SHALL include an attribute “state” as described in section 5.8.7;and

b) MAY include <except> element as described in section 5.8.7.

The <except> element MAY include one or more <document> element.

The <document> element SHALL include an attribute “path” which carries a User Directory Document Selector, a User Directory Folder Selector or a “/” character as its string value.

The <filter> element:

a) SHALL include <conditions> element as described in section 5.8.7;

b) SHALL include <actions> element as described in section 5.8.7; and

c) SHALL include an attribute “state” as described in section 5.8.7.

The <conditions> element SHALL include any of the following child elements

a) <operation-type> element as described in section 5.8.7;

b) <identity> element as described in section 5.8.7;

c) <validity> element as described in section 5.8.7;and

d) <document> element as described in section 5.8.7

The <actions> element SHALL include any of the following child elements:

a) <store-changelog> element as described in section 5.8.7;
Editor’s Note. Need for <actions> element and re-using elements from Common Extensions (See Section 5.2) are FFS.

The <forward-prefs> element: 

a) SHALL include <conditions> element as described in section 5.8.7; and

b) SHALL include <actions> element as described in section 5.8.7.

The <conditions> element:

a) MAY include <identity> element as described in section 5.8.7;

b) MAY include <content-type> element as described in section 5.8.7; and

c) MAY include <max-size> element as described in section 5.8.7.

Change 3:  Modify section 5.8.7.1 as described below. 

5.8.7.1     History-Prefs Elements

The <history-info> element SHALL be used to enable or disable the recording of History Information of all or few XDM Documents residing under the same AUID as XDM Preferences Document by setting the “state” attribute of the <history-info> element with the following values:

“on”          instructs the XDMS to record the History Information for particular XDM Documents.

“off”         instructs the XDMS not to record the History Information for particular XDM Documents.

When value of “state” attribute of the <history-info> element is set to “on”, the XDMS SHALL store the following information into the Modification History Information Document irrespective of the preferences set in the XDM Preferences Document:

· Identity of the Principal who performed the XDM Operation

· Type of the XDM Operation

· E-Tag value of the XDM Document before performing the XDM Operation 

· E-Tag value of the XDM Document after performing the XDM Operation.

The XDMS SHALL store the above listed information in the Modification History Information Document when no <filter> element is present and the “state” attribute of the <history-info> element is set to “on”.

If the state attribute of <history-info> element is set to “off”, the XDMS SHALL NOT record History Information for any XDM Documents other than the ones listed under the <except> element.

The <except> element SHALL be used to instruct XDMS to exclude some of the XDM Documents when enabling or disabling History Information as instructed by the <history-info> element. I.e. when “state” attribute of <history-info> element is set to “on” and some XDM Documents are listed under <except> element the XDMS has to enable the History Information for all other XDM Documents than listed under <except> element.

The <filter> element specifies the conditions upon which the History Information to be stored and also what information need to be stored in the Modification History Information Document or in the Request History Information Document. When no <filter> element is present and “state” attribute of the <history-info> element is set to “on”,the XDMS SHALL store last XDM request for each type of XDM requests performed by the requesting Principal in the Request History Information Document.
The <conditions> element SHALL be the child element of <filter> element which includes the conditions set by the User for storing the History Information into the History Information Document and conforms to [RFC4745].

The <operation-type> SHALL be the child element of the <conditions> element. This element specifies that History Information has to be stored when a particular XDM operation is applied to the corresponding XDM Document. Details of the History Information to be stored are based on <actions>element. The <operation-type> element could take one or multiple values. If multiple values are present each are separated with comma identifier. Value of this element could be one or more of the following:
“add”
          instructs the XDMS to store the History Information when new content is added to the target XDM Document.


“remove”        instructs the XDMS to store the History Information when content is removed from the target XDM Document.

“replace”        instructs the XDMS to store the History Information when existing content is replaced with new content in the target XDM Document.

“restore”        instructs the XDMS to store the History Information when the target XDM Document is restored to any of the previous version.

“diff-write”   instructs the XDMS to store the History Information when XDCP Differential Operation is performed to the target XDM Document.

Editor’s note: Need to enumerate the Operation types based on the schema of the Request History Information Document.

The <validity> element SHALL be used to indicate the time period for recording the XDM History Information and conforms to [RFC4745]. The XDMS SHALL record the History Information for the time period specified by this element. Even if recording of History Information is enabled the XDMS SHALL NOT record the History Information if the validity period specified by this element is expired.

The <identity> element SHALL be the child element of the <conditions> element and conforms to [RFC4745]. The <identity> condition is used to indicate that the XDMS SHALL record the History Information if the XDM Operation is performed by the principals identified by this element.

The <document> element SHALL be the child element of the <conditions> element which can be used to indicate the path of the XDM Document(s) to which the preferences mentioned as part of the parent <filter> element has to be applied while storing the History Information. The “path” attribute carries a User Directory Document Selector, a User Directory Folder Selector or a “/” character as its string value. If the preferences have to be applied to a particular XDM Document then the then the ”path” attribute carries aUser Directory Document Selector as its string value If the preferences have to be applied to all the XDM Documents in a particular folder then the ”path” attribute carries the User Directory Folder Selector as its string value. If the preferences have to be applied to all XDM Documents in the User Directory not located under a particular folder then the “path” attribute carries the “/” character.
The <actions> element SHALL be the child element of <filter> element and conforms to [RFC4745]. This element is used to instruct the XDMS about what History Information SHALL be stored. 
The <store-changelog> element SHALL be the child element of the <actions> element. This element is used to control storage of change details in to the Modification History Document. The value is of a Boolean type:

“false”
instructs the XDMS not to store change details. This is the default value taken in the absence of the element.

“true”
instructs the XDMS to store change details.
Editor’s note: Syntax and Semantics of some of the elements has to be updated based on the History Information. 
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