Doc# OMA-MWG-XDM-2010-0149R01-CR_XDM2_1_Core_CONRR_C044_045_046_0289_0316
Change Request

Doc# OMA-MWG-XDM-2010-0149R01-CR_XDM2_1_Core_CONRR_C044_045_046_0289_0316
Change Request



Change Request

	Title:
	XDM2_1_Core_CONRR_C044_045_046_0289_0316
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-COM/XDM WA

	Doc to Change:
	OMA-TS-XDM_Core-V2_1-20100324-D

	Submission Date:
	13 Apr 2010

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Anders Lindgren, Ericsson, anders.c.lindgren@ericsson.com

	Replaces:
	 n/a


1 Reason for Change

This CR addresses the following XDM 2.1 CONRR comment: 
	C044
	2010.02.25
	T
	5.3.1
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: It is not possible to detect what new XDM 2.1 features an XDMS supports.
Proposed Change:  Update the XCAP server capabilities application usage with information that an XDMS can set per application usage and feature supported.
	Status: CLOSED

by OMA-COM-XDM-2010-0149R01

	C045
	2010.02.25
	Q
	5.3.1
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: XCAP Server Capabilities is an Application Usage. Does the TS need to describe how new XDM 2.1 features shall be handled to make this section consistent with other application usage sections?
Proposed Change:  Use the same structure for this application usage as for all other application usages and write normative statements per feature stating if this application usage support the feature or not.
	Status:  CLOSED

 by OMA-COM-XDM-2010-0149R01

	C046
	2010.02.25
	Q
	5.3.1
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: The section contains normative procedure statements about the XDMC, the XDM Agent and the XDMS. Is this the right place for such statements? Shall they be move to section 6.1 and section 6.2 where almost all other procedures are located? 
Proposed Change:  Move the statements?
	Status: CLOSED

 by OMA-COM-XDM-2010-0149R01

	C0289
	2010.02.25
	T
	6.3.1.3
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: Use the term “XCAP Server Capabilities Document instead of “xcap-caps” XDM Document.
Proposed Change: Update as described above.
	Status: CLOSED

 by OMA-COM-XDM-2010-0149

	C0317
	2010.01.25
	T
	5.3.1
	Source: <Alcatel-Lucent>

Form: <Review Comment>

Comment: An XDMC should be able to check the XCAP Server Capabilities to determine if that server supports XDM Optimization for the particular application document.  It is not reflected. 
Proposed Change: to be resolved
	Status: CLOSED

by OMA-COM-XDM-2010-0149R01


R01: Updated after feedback from the COM XDM WA meeting. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 5.3.2 as described below. To the editor 5.3.2.x shall be proper section headers.
5.3.2 XCAP Server Capabilities

The XCAP Server Capabilities Application Usage allows an XDMC or XDM Agent to retrieve an XDM Capabilities Document to determine what extensions, Application Usages, namespaces, XDM Documents and XDM requests a domain supports before making an XDM request targeting e.g. a particular Application Usage.
The XDM Capabilities Document SHALL conform to what is specified in the section. 
5.3.2.1 Structure
The structure of an XDM Capabilities Document SHALL conform to the structure of XDM Document as defined in [RFC4825] with extensions given in this section.
The <xcap-caps> element MAY include a new child element <xdm-caps>.

The <xdm-caps> element:
1. MAY include a sequence of <au> elements;
2. MAY include a <subscribe> element; and

3. MAY include other elements from other namespaces for the purposes of extensibility.
The <au> element: 

1. SHALL include an “auid” attribute;
2. MAY include a <requests> element;
3. MAY include a <docs> element; and

4. MAY include other elements from other namespaces for the purposes of extensibility;
The <requests> element:
1. MAY include a <diffread> element;

2. MAY include a <diffwrite> element;

3. MAY include a <docshare> element;

4. MAY include a <forward> element;
5. MAY include a <restore> element;

6. MAY include a <search> element;

7. MAY include a <subscribe> element; and
8. MAY include other elements from other namespaces for the purposes of extensibility.

The <docs> element element:
1. MAY include an <apd> element;
2. MAY include a <modhist> element;

3. MAY include a <prefs> element;

4. MAY include a <requesthist> element; and
5. MAY include other elements from other namespaces for the purposes of extensibility.
The <subscribe> element:

1. MAY include a <sip> element; and

2. MAY include an <xdcp> element.
5.3.2.2 Application Unique ID

The default namespace SHALL be as defined in [RFC4825] section 12.1 “Application Unique ID (AUID)”.

5.3.2.3 XML Schema

The XDM Capabilities Document SHALL conform to the XML Schema define in [RFC4825] section 12.2 “XML Schema” and to the XML Schema defined in [XSD_ext_1_1].
5.3.2.4 Default Namespace
The default namespace SHALL be as defined in [RFC4825] section 12.3 “Default Document Namespace”.
5.3.2.5 MIME Type

The MIME type of the XDM Capabilities Document SHALL be as defined in [RFC4825] section 12.4 “MIME Type”.
5.3.2.6 Validation Constraints
There are no additional validation constraints associated with this application usage.
5.3.2.7 Data Semantics
The data semantics for the elements defined in [RFC4825] SHALL be as defined in [RFC4825] section 12 “XCAP Server Capabilities”.
The <xdm-caps> element defines which XDM capabilities the domain supports. The <au> element defines the capabilities that a particular Application Usage supports. The “auid” attribute SHALL contain the AUID specified for the Application Usage. 
The <requests> element defines which optional XDM requests the Application Usage supports.
The <forward> element defines that the Application Usage supports XDM forwarding as described in section 6.2.6.2.

The <restore> element defines that the Application Usage supports XDM restore as described in section 6.2.6.4.
The <docshare> element defines that the Application Usage supports Document Share by Reference as described in section 6.2.6.1.
The <search> element defines that the Application Usage supports search as described in section 6.2.3.
The <subscribe> element defines that the Application Usage supports subscribe to changes as described in section 6.2.2.
The <diffread> element defines that the Application Usage supports XDM differential read as described in section 6.2.6.3.1.
The <diffwrite> element defines that the Application Usage supports XDM differential write as described in section 6.2.6.3.2.
The <docs> element defines which optional XDM Documents the Application Usage supports. 
The <apd> element defines that the Application Usage supports the Access Permissions Document as described in section 5.6.
The <prefs> element defines that the Application Usage supports the XDM Preferences Document as described in section 5.8.
The <requesthist> element defines that the Application Usage supports the Request History Information Document as described in section 5.7.2.

The <modhist> element defines that the Application Usage supports the Modification History Document as described in section 5.7.1.
The <subscribe> element defines subscribe for changes capabilities for the Subscription Proxy of the domain.
The <sip> element defines that the Subscription Proxy supports subscribe to changes using a SIP SUBSCRIBE request as described in section 6.6.2.
The <xdcp> element defines that the Subscription Proxy supports subscribe to changes using an XDCP Request as described in section 6.6.1.
5.3.2.8 Naming Conventions
The XDM Capabilities Document shall have the name as defined in [RFC4825] section 12.7 “Naming Conventions”.
5.3.2.9 Global Document
This Application Usage defines one Global Document and no XDM Documents in the Users Tree.
5.3.2.10 Resource Interdependencies
As defined in [RFC4825] section 12.8 “Resource Interdependencies”
5.3.2.11 Authorization Policies

All authenticated Principals SHALL have access to the XDM Capabilities Document.
5.3.2.12 Search Capabilities
Not applicable.

5.5.2.13 XDM Preferences Document

Not applicable.

5.3.2.14 History Information Documents

Not applicable.

5.3.2.15 Forwarding

Not applicable.

5.3.2.16 Restore

Not applicable.

5.3.2.17 Document Share by Reference
Not applicable.

Change 2:  Modify section 3.2 as described below. 

Definitions

	Access Permissions
	Use definition from [XDM_RD]

	Access Permissions Document
	An XDM Document that contains a set of rules that defines which Principals have rights to perform document management operation on User Documents related to a particular Application Usage.

	Active User Preferences Profile
	Use definition from [XDM_RD].

	Alias Principal
	Use definition from [XDM_RD]

	Application Server
	A functional entity that implements the service logic for SIP sessions (e.g. PoC Server or IM Server).

	Application Unique ID 
	A unique identifier within the namespace of Application Unique IDs that differentiates XDM Resources accessed by one application from XDM Resources accessed by another. (Source: [RFC4825])

	Application Usage
	Detailed information on the interaction of an application with an XCAP Server. (Source: [RFC4825])

	Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XDM Document within an XCAP Root that is being selected. (Source: [RFC4825])

	Document URI
	The HTTP URI containing the XCAP Root and Document Selector, resulting in the selection of a specific XDM Document. (Source: [RFC4825])

	Enabler
	Use definition from [Dict].

	Forwarding Notification List Document
	Use definition from [XDM_List].

	Global Document
	An XDM Document placed under the Global Tree that applies to all users of that Application Usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular Application Usage within a particular XCAP Root. (Source: [RFC4825])

	Group
	Use definition from [XDM_RD].

	Group Identity
	Use definition from [XDM_RD].

	Group Usage List
	Use definition from [XDM_RD].

	History Information 
	Use definition from [XDM_AD]

	HTTP URI
	An HTTP Request-URI as defined by [RFC2616].

	Modification History Information
	A subset of History Information containing information about XDM operations that has modified an XDM Document (i.e. successful create, modify and delete operations)

	Modification History Information Document
	An XDM Document containing Modification History Information.

	Node Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XML node (element or attribute) being selected within an XDM Document. (Source: [RFC4825])

	Node Selector Separator
	A single path segment equal to two tilde characters “~~” that is used to separate the Document Selector from the Node Selector within an HTTP URI. (Source: [RFC4825])

	Node URI
	The HTTP URI containing the XCAP Root, Document Selector, Node Selector Separator and Node Selector, resulting in the selection of a specific XML node. (Source: [RFC4825])

	Primary Principal
	Use definition from [XDM_RD].

	Principal
	Use definition from [Dict].

	Public User Identity
	Use definition from [3GPP-TS_23.003] section 3.14 “Public User Identity”.

	Quality of Experience
	Use definition from [XDM_RD].

	Reference Point
	Use definition from [Dict].

	Remote Network
	Use definition from [XDM_AD].

	Request History Information
	A subset of History Information containing information about requests to perform XDM operations related to an XDM Document.

	Request History Information Document
	An XDM Document containing Request History Information.

	Request-URI
	A part of the start line of a request using the SIP protocol as defined by [RFC3261].

	Reverse Proxy
	A web server system that is capable of serving web pages sourced from other web servers (AS), making these pages look like they originated at the Reverse Proxy. (Source: [3GPP-TS_33.222])

	Search Document
	An XML document include as part of a Search Request or as part of the response to a Search Request.

	Search Request
	A request to perform a search operation towards one or more XDM Resources.

	Service Provider
	Use definition from [Dict].

	SIP NOTIFY
	The SIP method NOTIFY as defined by [RFC3265].

	SIP SUBSCRIBE
	The SIP method SUBSCRIBE as defined by [RFC3265].

	SIP URI
	A communication resource as defined by [RFC3261].

	Tel URI
	A globally unique identifier used to describe a resource identified by a telephone number as defined by [RFC3966].

	Trusted Network
	Use definition from [XDM_AD].

	URI
	A Uniform Resource Identifier as defined by [RFC3986].

	URI List
	Use definition from [XDM_RD].

	User
	Use definition from [Dict].

	User Address
	A User Address identifies a User. The User Address can be used by one User to request communication with other Users. If the SIP/IP Core is 3GPP IMS or 3GPP2 MMD realization, the User Address is a Public User Identity.

	User Directory
	A directory that represents all User Documents that belongs to a particular XCAP User Identity of a particular Users Tree.

	User Directory Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify a particular User Document within a particular User Directory(i.e. a User Directory Document Selector can be derived by removing the Users Tree and the XCAP User Identifier parts of a Document URI).

	User Document
	An XDM Document that belongs to a particular User identified by an XCAP User Identifier.

	User Preferences Profile
	Use definition from [XDM_RD].

	User Profile 
	Use definition from [XDM_RD].

	Users Tree
	A URI that represents the parent for all User Documents for a particular Application Usage within a particular XCAP Root.

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825]) 

	XCAP Root
	A context that includes all of the XDM Documents across all Application Usages and users that are managed by a server. (Source: [RFC4825]) In this specification, the XCAP Root means all XDM Documents in all XDMSs accessible via the Aggregation Proxy.

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. (Source:[RFC4825])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825])

	XCAP URI
	An HTTP URI that represents an XDM Resource.

	XCAP User Identifier 
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [RFC4825])

	XDCP Document
	An XML document included as part of an XDCP Request or as part of an XDCP Response.

	XDCP Response
	A response to an XDCP Request.

	XDCP Request
	A request to perform an XDCP operation.

	XDM Agent
	Use definition from [XDM_AD].

	XDM Capabilities Document
	An XDM Document as described in section 5.3.1.

	XDM Document
	Use definition from [XDM_RD].

	XDM Document Part
	Use definition from [XDM_RD].

	XDM Resource
	Use definition from [XDM_RD].

	XDMC
	Use definition from [XDM_AD].

	XDMS
	Use definition from [XDM_AD].


Change 3:  Modify section 5.5 as described below. 

5.5 Global Documents
[RFC4825] specifies a Global Tree which is used to place XDM Documents applicable to a particular Application Usage but which are not specific to any particular user. An example of this is the XDM Capabilities Document (see section 5.3.2 “XCAP Server Capabilities”) describing the Application Usages supported by an XDMS.
If Global Documents are used, each Application Usage SHALL describe how each Global Document is constructed and whether there is any associated authorization policy that controls the access to the Global Document.

Such a definition of a Global Document does not imply that the XDMS must actually store this Global Document. But, this implies that the XDMS SHALL always be prepared to process the requests against this Global Document and the contents of this XDM Document at any point in time SHALL always accurately represent the state of all XDM Documents (with appropriate restrictions, if defined) in the Users Tree of the corresponding Application Usage.

Change 4:  Modify section 6.3.1.4 as described below. 

6.3.1.4 XCAP Server Capabilities Retrieval

Upon receiving an XCAP GET request for the XCAP Server Capabilities Application Usage as described in section 5.3.2 , the Aggregation Proxy:

1. SHALL act as an HTTP Reverse Proxy;

2. SHALL obtain XCAP Server Capabilities from all XDMSs that serve the request originator. To perform this operation the Aggregation Proxy SHALL forward the XCAP request to all XDMSs that serve the request originator and if the target XDMSs respond with HTTP “200 OK” response, collect the <auid>, <extension><namespace>  and <au> elements;

3. SHALL add  information about the subscribe capabilities of the domain by updating the <subscribe> element with the subscribe methods supported;
4. SHALL return the HTTP “200 OK” response with the “application/xcap-caps+xml” body including all received <auid>, <extension>, <namespace> and <xdm-caps> elements.

Upon receiving any other XCAP requests than XCAP GET for an XDM Capabilities Document, the Aggregation Proxy SHALL respond with an HTTP “405 Method Not Allowed” response.

Change 5:  Add a new section 6.2.x at the end of section 6.2. 

6.2.x XCAP Server Capabilities Retrieval

The XDMS SHALL support the HTTP GET operation as described in section 6.2.1.2.

for retrieval of an XDM Capabilities Document described in section 5.3.2.
Change 6:  Add a new section 6.1.x at the end of section 6.1. 

6.1.x XCAP Server Capabilities Retrieval

The XDMC MAY support the retrieval of an XDM Capabilities Document described in section 5.3.2 using retrieve operations as described in sections 6.1.1.2.3 and 6.1.1.2.6.
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