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1 Reason for Change
R01
Per discussion, this removes "xqt error" including the reference.  The author will examine xqt errors and determine if there are a few (versus many) error codes applicable to relevant XPATH(-like) <filter> errors.  For the time being instead, the edit herein uses <constraint-failure>, which is based upon, and is consistent with, the direction of CR 148.  If it turns out there are only a very small number of relevant xqt-errors, the author will then present an input contribution to the WG for discussion.  
At the same time, the sections being edited herein had not been updated with <filter-set>, so the material below takes a step in that direction
Based on discussion today, the author then will walk the edit the rest of the way after this meeting.  
Some of the wording in this CR needs to be tuned for improved readability; instead we should just check today if it is correct as well heading in a correct direction. The author can word-smith it off-line to improve readability and flow. 
---
The is a reference to the xqt-error document that is not listed in the references.  The reference is added in change #1, and then the reference label is edited into the actual text in change #2 and #3. 
	C0313
	2010.01.25
	T
	2.1
	Source: <Alcatel-Lucent>

Form: <Review Comment>

Comment: An error code name space http://www.w3c.org/2005/xqt-errors is referenced in 6.2.6.3.2 

Proposed Change:  to be resolved
	Status: OPEN / CLOSED

<provide response>


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes.
6 Detailed Change Proposal
Change 1:  Deleting mention of xqt error in 6.2.6.3.1 while also adding <filter-set> at the same time
6.2.6.3.1 XDM Differential Read

A successful XDCP differential read request results in an xdm-differential based comparison ("application/xcap-diff+xml") between current and previous views of an XDM Document being returned to the XDMC. The current XDM Document is the currently stored XDM Document on the XDMS identified in the Request URI of the XDCP Request.  The ETAG of the XDCP Request, which is carried in the body of the request, identifies a previous version of the same XDM Document currently stored on the device of the XDMC. 
The differential read operation defines the use of a <filter-set> element [RFC 4661] to identify a subset of an XDM Document.   At most one <filter-set> element can be contained in the body of the XDCP Differential Read Request.  
The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:
a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then ,if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d) The "expression" production of RFC 4661 Section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality.     


Note that once an XDMC uses a filter to read an XDM Document, the XDMC uses the same filter until the XDM Client refreshes the entire XDM Document or new subset of the XDM Document. After that, the XDMC must consistently use the same, identical <filter-set> in subsequent differential read operations. 
For purposes of explanation, the set of XML elements of an XDM Document that a <filter-set> element identifies (i.e., selects) is defined herein to be the “Target Node Set”. When a <filter-set> is present an XDCP Differential Read, the XDM Server returns a differential document based on the difference between the XDM Server document Target Node Set (i.e., currently stored on the XDM Server) and the Target Node Set version that previously existed on the XDM Server based on the ETag parameter conveyed in the XDCP Differential Read Request body.  
If there is a <filter-set> element in the <transformation> element of the Access Permissions Document, that <filter-set> is applied after a <filter-set> element of the XDCP Differential Read request. 
Upon receiving an XDCP request, the XDM Server SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body. 

If the child element is the <DiffRead> element and the XDMS supports XDM differential read operations, the XDMS:
1. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <etag-missing> child element, and not continue with the following steps, if there is no <etag> element in the XDCP Document of the XDCP Request body;
2. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <unknown-etag-value> child element and not continue with the following steps, if the ETAG value contained in the <etag> element of the XDCP Request does not correspond to a known version of the XDM Document;
3. SHALL generate an HTTP 409 "Conflict" response including an XDCP Response containing a <constraint-failure>  element, and do not continue with these steps, if a <filter-set> element is included in the XDCP Request and is erred or results in an error;

4. SHALL generate an HTTP 304 "Not Modified" response with an empty body and do not continue with the following steps, if the body of the XDCP Request includes the current ETAG value; and
5. SHALL generate an HTTP 200 "OK" response to the XDMC including an XDCP Document containing a <response> element with a <diff-read-result> child element containing a <document-patch> child element with the new ETAG value and the differential between the two XDM Documents according to the filter element of in the <filter> element, if included.
Note that even if there are no modifications to the XDM Document it is possible the ETAG value has changed, and so the <document-patch> element may have no patch-ops, but still has a previous and new ETAG value.
Change 2:  Using new reference label in 6.2.6.3.2
6.2.6.3.2 XDM Differential Write

The XDCP differential write request uses an XDM differential ("application/xcap-diff+xml") to specify changes that need to be applied to the XDM Document identified in the Request URI of the XDCP Request.  An ETAG in the body of the XDCP Request must match the ETAG of the XDM Document currently stored on the XDMS.  
The differential write operation defines the use of a <filter-set> element [RFC 4661] to identify a subset of an XDM Document.   At most one <filter-set> element can be contained in the body of the XDCP Differential Write Request.  


The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:
a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then ,if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d) The "expression" production of RFC 4661 Section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality.     

The set of XML elements of an XDM Document identified by a <filter-set> is defined as the “Target Node Set”. In addition to this definition, the set complement of the “Target Node Set” of the XDM Document, is defined as the “Preserved Node Set”.  
When a <filter-set> element is present in an XDCP Differential Write, the XDM Server edits the Target Node Set of the XDMS document using the differential document in the XDCP Write Request body.  That resulting set of XML elements  is defined as the “Edited Node Set”.  To accomplish an XDCP Differential Write with a <filter-set> element, the XDM Server replaces the server XDM Document with the Edited Node Set, preserving XML elements of the Preserved Node Set, except where the parent of a preserved element is deleted in the Edited Node Set.   
If a <filter-set> element is contained in the <transformation> element of the Access Permissions Document and is applicable for a particular XDCP Differential Write request (i.e., the requesting XDM Client does not have complete access to the XDM document), and there is a <filter-set> element in the XDCP request itself, the XDM Server SHALL reject the XDCP differential write request.  In other words:  An XDMC must have complete access to an XDM document in order to include a <filter-set> element in an XDCP differential write request or the request is rejected.    
Upon receiving an XDCP request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP request body. 

If the child element is the <DiffWrite> element and the XDMS supports XDM differential write operations, the XDMS: 

1. SHALL generate an HTTP 409 "Conflict" response including an XDCP Response containing a <constraint-failure> element , and do not continue with these steps, if the filter expression of the <filter-set> element included in the XDCP Differential Write Request is erred, is not in accordance with the constraints of the Application Usage specification, or results in some other error;
2. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <etag-missing> child element, and not continue with the following steps, if there is no <etag> element in the XDCP Document of the XDCP Request;
3. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with <no-diff-document> child element , and not continue with the following steps, if there is no content in the <document-patch> child element of the <DiffWrite> element;
4. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <diff-write-conflict> child element with an <patch-ops-error> child element as described in [RFC5261], and not continue with the following steps, if the differential document modifications included in the XDCP Request is invalid;
5. SHALL generate an HTTP 409 “Conflict” response including an XDCP Document containing a <response> element with a <diff-write-conflict> child element with an <xcap-error> child element as described in [RFC4825], and not continue with the following steps, if the XDM document can not be modified due to a constraint described in [RFC4825] or in the technical specification for the Application Usage related to the XDM Document;
6. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <diff-write-conflict> child element, and do not continue with the following steps, if the differential document of modifications included in the XDCP Request are inconsistent with the requested XDM Document; and
SHALL apply the patch-ops operations contained in the <document-patch> child element of the <DiffWrite> element to the XDM Document, and generate an HTTP 200 "OK" response including an XDCP Document 
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