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1 Reason for Change

This CR addresses the following XDM 2.1 CONRR comments: 
	C0230
	2010.02.25
	T
	6.1.4
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: Editor’s note must be resolved.
Proposed Change: <Recommended action>
	Status: CLOSED

 by OMA-COM-XDM-2010-0141R01 and -163

	
	
	
	
	
	

	
	
	
	
	
	


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Add new Appendix X “Reactive Authorization of XDM Requests using Request History Information” after last existing Appendix as described below.  Same as in 0142R02.
Appendix X “Reactive Authorization of XDM Requests using Request History Information” (informative)

This appendix contains an implementation example how a UE can use an embedded XDMC to implement “reactive authorization” of a requesting User’s Access Permission to the User’s XDM Documents by combine some XDMC procedures that the XDM enabler provides.  The following sequence shows a simplified view of the implementation in the UE.
1. The UE prompts the User if she/he wants to active “Reactive Authorizations” for access to information that is maintained in a one or more Application Usages.                                        
2. If “Yes” the next steps are execute by the UE if “No” the sequence stops here.

3. The UE orders the XDMC to update the XDM Preferences Document for each Application Usages in such away that the Request History Information Documents for each Application Usage are updated with information about unsuccessful XDM Requests using procedures in section 6.1.1.2 or in section 6.1.1.3.4..

4. The UE orders the XDMC to subscribe for changes to the Request History Documents. The XDMC can do this via SIP or via XDCP depended on the capability of the XDMC and the network. XDCP requires an embedded PUSH Client and HTTP access to the XDM Aggregation Proxy in the UE and SIP a SIP access via a SIP network to the Subscription Proxy using procedures described in section 6.1.2.1 or section 6.1.2.3
5. The UE starts to wait for Notifications from the XDMC

6. The UE receives the first notification from the XDMC. The XDMC has received this notification via the SIP Access or via the Push Client using procedures described in section 6.1.2.2 or in [PUSH_ERELD-V2.2] .
7. The UE orders the XDMC to use procedures described in section 6.1.1.2.3 to fetch the Request History Documents indicated in the notification and the UE checks if the received documents contains old unauthorized XDM requests. If that is the case the UE prompts the User with the list of unauthorized old XDM requests and asks what to do with them  The user is given  3 choices by the UE per request, ”keep the request and take decision later”, “authorize the requesting user” or “block new requests to pop up again”. and continues in step 9

8. The UE receives a new notification from the XDMC. The UE checks if it contains a new unauthenticated XDM Request and if that is the case, the UE as prompt as in step 7 but with only one XDM request.
9. The UE receives the selected choices per XDM Request and does one the following:
· ”keep the request and take decision later”: The UE does not have to do anything as the request remain in Request History Information Document and will be shown next time the list of old unauthorized requests are presented.

· “authorize the requesting user”: The UE orders the XDMC to update the Access Permissions Document related to the Application Usage, by using procedure described on section 6.1.1.2.4 to grant the User access to the requested XDM Document. The UE also order the XDMC to use procedures described in section 6.1.1.2.5 to delete the part in the Request History Document that contained request information about the now authorized user. This is done because the UE needs to make sure that the user is not prompted again with old unauthorized requests from e.g. other UEs that the user might have.
· “block new requests to pop up again from this user”: The UE orders the XDMC to use procedures described in section 6.1.1.2.4 or section 6.1.1.3.4.3 to update the XDM Preferences Document in such away that requests from this user no longer is recorded. The UE also order the XDMC to use procedures described in section 6.1.1.2.5 to delete the part in the Request History Document that contains request information about the blocked user. XDM requests from this user will no longer be recorded for this Application Usage and can therefore not pop up again.
10. The UE starts to wait for next notification.

Alternative procedures:
1.  In step 4 the UE can instead of subscribing for notifications execute step 7 and 9 at regular intervals. This method only requires an HTTP Access to the Aggregation Proxy. The disadvantage with this method  is that the User will not be prompted in real time,
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