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1 Reason for Change

This CR addresses the following XDM 2.1 CONRR comments: 
	C034
	2010.01.23
	T
	5.2.1
	Source: Samsung

Form: OMA-CONR-2010-0042

Comment: Last 2 para’s are confusing.

Proposed Change: Rephrase the para if needed.
	Status: OPEN / CLOSED

<provide response>

	
	
	
	
	
	

	
	
	
	
	
	


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 5.2.1 as described below.
5.2.1URI Lists defined in List XDMS

Various Application Usages may wish to refer to URI Lists stored in the List XDMS (see [XDM_List]).  The <external> element provides the means to make such references, in a similar manner across different Application Usages.

The attribute “anchor” of the <external> element SHALL contain a Node URI pointing to a <list> element within a “resource-lists” XDM Document in the List XDMS.

The value of the attribute “anchor” SHALL be percent-encoded as defined by the procedures in [RFC4825] section 6 before it is inserted into an XDM Document.

NOTE: 
There is an <external-list> condition element defined in section Error! Reference source not found.. It points to e.g. URI Lists in the List XDMS [XDM_List], against which the authorization rules are specified according to [RFC4745].

Application Usages that utilize the <external> element SHALL resolve a Node URI only to URIs within the specific <list> element that is pointed to.

In order to avoid circular referencing when resolving a URI List, an <external> element that has already been resolved SHALL be ignored.


Change 2:  Modify section 5.2.2.2 as described below.

5.2.2.2 Data Semantics

If present in any rule, the <external-list> element SHALL match those identities that are contained in a URI List [XDM_List] or contained in an XDM Document Part as described by the Application Usage defining an authorization policy according to this section. The “anc” attribute of the <entry> elements of an <external-list> element SHALL contain a Node URI or a Node URI without the XCAP Root URI part pointing to an XDM Document Part containing an element with a list of identities in the form of URIs.  A URI in this list MAY be an identity of a Principal (e.g. a TEL URI) or an identity of another list of identities (e.g. an element containing a Node URI to a URI List). The “anc” attribute of the <entry> elements of an <external-list> element SHALL therefore be resolved in such way that already resolved URIs are ignored to avoid circular referencing (i.e. a resolving process that never ends). 
If present in any rule, the <anonymous-request> element SHALL match those incoming requests that have been identified as anonymous.

NOTE 1: 
In certain cases, the <identity> condition can also match anonymous requests.  For example, the <many/> child element of the <identity> condition matches any authenticated identity, either anonymous or not.  However, any rules matching the <anonymous-request> condition would have precedence as described in section Error! Reference source not found. “Combining Permissions”

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD, an AS SHALL use the procedures as defined in section 5.7.1.4 in [3GPP-TS_24.229]/[3GPP2-X.S0013-004] to identify the source of the anonymous request.

NOTE 2: 
If the authorization policy document includes a rule having an <anonymous-request> condition element, an XDMC should not specify another rule containing an <identity> condition element with a <many/> child element and the same <actions> and/or <transformations> element(s) as the rule with the <anonymous-request> condition element.

If present in any rule, the <other-identity> element, which is empty, SHALL match all identities that are not referenced in any rule. It allows for specifying a default policy.

If present in any rule, the <media-list> element SHALL match incoming requests associated with particular media types.  A <media-list> element with a list of media elements SHALL be used to specify allowed media types.  A <media-list> element with an <all-media-expect> element SHALL be used to specify that all media types are allowed apart from those listed as child elements. The <media-list> condition SHALL be considered TRUE if any of its child media elements evaluate to TRUE, i.e., the results of the individual child elements are combined using a logical OR.  The <media-list> condition SHALL also be considered TRUE if all of the child media elements to an <all-media-except> element evaluate to FALSE. 

If neither a <full-duplex> nor <half-duplex> duplex specific sub element is included, it means that the access rule is applicable to both cases (i.e. half-duplex and full-duplex).

If a child element of a media element is not known or not supported, the child element SHALL be ignored and evaluated as FALSE.

NOTE 3:
How the AS determines the media type of the incoming request (i.e. in order to evaluate if a match exists for a rule containing the <media-list> condition) must be specified by the individual Enabler.

If present in any rule, the <service-list> element SHALL match incoming requests associated with a particular service.  A <service-list> element with a list of <service> element SHALL be used to specify allowed services.  A <service-list> element with an <all-services-expect> element SHALL be used to specify that all services are allowed apart from those listed as child elements.  A <service-list> element with an <all-service-expect> element without any child element SHALL be used to specify that all services are allowed.  The <service-list> element SHALL be evaluated to TRUE if one of its child <service> elements evaluates to TRUE. The <service-list> element SHALL also be evaluated to TRUE if all of the child <service> elements to an <all-services-except> element evaluate to FALSE. The <service-list> element SHALL be evaluated to TRUE if it contains an <all-services-except> element without any child elements.

The <service> element SHALL be used to define a service.

The attribute “enabler” SHALL specify the Enabler defining the service. The “enabler” attribute SHALL be used only for OMA defined Enablers. The Enabler SHALL use the OMNA registered Enabler XML schema domain token as the value of the “enabler” attribute (e.g. “poc” for the Push to talk over Cellular Enabler and “im” for the IM SIMPLE Enabler).

NOTE 4: Usage of the <service> element outside OMA can be done by extending the <service> element.

The Enabler specifies how an Application Server can use the information in an incoming request to recognize a request for a service. A <service> element SHALL be evaluated to TRUE if the incoming request to the Application Server contains the information defined and to FALSE if not.
If present in any rule, the <invited-identities> element SHALL match identities of Users being invited to communications sessions.

If present in any rule, the <activities> element SHALL match invited identities with particular activities.

If present in any rule, the <qoe-list> element SHALL match incoming requests associated with particular Quality of Experience profiles.

If present in any rule, the <country-region-list> element SHALL match invited identities with particular countries or regions of their home network.

If present in any rule, the <location-list> element SHALL match either inviting or invited identities with particular geographical locations.

If present in any rule, the value of “upp_id” attribute of <upp> element SHALL match any of  the User Preference Profiles as described in section “UPP Directory” in [XDM_UPPD] related to the Primary Principal of the authorization policy document where the element is included.

If present in any rule, the <all-upp-except> element, when empty, SHALL match all of the User Preferences Profiles as described in section “UPP Directory” in [XDM_UPPD].
Change 3:  Modify section x.x as described below.

Change 4:  Modify section x.x as described below.

Change 5:  Modify section x.x as described below.

Change 6:  Modify section x.x as described below.

Change 7:  Modify section x.x as described below.

Change 8:  Modify section x.x as described below.
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