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1 Reason for Change

This CR addresses the following XDM 2.1 CONRR comments: 
R01;
Updated with RIM’s R&A comments

etag changed to E-Tag in a number of places
a typo in the definition of XDM Directory Document fixed.
	C048
	2010.02.25
	T
	5.3.2
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: This section is a mixture of an application usage description and procedure descriptions. The application usage description is not consistent with other application usage descriptions in how information is structured. The procedures for the Aggregation Proxy are proposed to be moved to section 6.3 and XDMS procedures to section 6.2. 
Proposed Change: Rewrite the section using the application usage section structure used in the Application Usages TSs and move the procedures to section 6.

Add the subsection “Structure”, introduce a new term “XDM Directory Document” instead of ‘“directory.xml” XDM Document etc’.
	Status: OPEN / CLOSED

<provide response> by OMA-COM-XDM-2010-172R01.

	C056
	2010.02.24
	T
	5.3.2.9
	Source: dpetronijevic@rim.com

Form: INP doc

Comment: Remove the editor’s note

Proposed Change: Add text to specify ACP based filtering of the directory.xml
	Status: OPEN CLOSED
by OMA-COM-XDM-2010-172R01.


	C057
	2010.03.25
	T
	5.3.2.9
	Source: antti.laurila@nsn.com

Form: OMA-CONR-2010-0039-XDM_2_1_CONR_Comments

Comment: Address the editors note. 

Proposed Change: No need to have a part of document directory as User can see from another list which document it can access.
	Status: CLOSED

by OMA-COM-XDM-2010-172R01.

	C059
	2010.02.25
	T
	5.3.2.9
	Source: Orange

Form: INP doc

Comment: Solve Editor's note.

Proposed Change: If a Principal has access to only a limited set of XDM Documents, if there are no Access Permissions, it shouldn't be able to retrieve the "directory.xml". It could retrieve a “directory.xml” XDM Document filtered only if a specific right allows it to do so in the Access Permissions.
	Status: CLOSED

by OMA-COM-XDM-2010-172R01.

	C060
	2010.03.21
	T
	5.3.2.9

	Source: Wenjie Zhu, Huawei

Form: INP doc

Comment: resolve the editor’s notes. From the user’s point of view, if the directory document lists all XDM Documents that the user has permission to fetch, it is useful for the user to access the other users’ documents. But in this case, the Admin Principal should be able to enable or disable this function in Access Permission.
Proposed Change: resolve and delete the editor’s notes
	Status: CLOSED

by  OMA-COM-XDM-2010-172R01.

	C062
	2010.03.21
	T
	5.3.2.9
	Source: Samsung

Form: OMA-CONR-2010-0042

Comment: Editor’s note is existing. 

Proposed Change: Resolve the editor’s note.
	CLOSED

by OMA-COM-XDM-2010-172R01.

	C0290
	2010.02.25
	T
	6.3.1.4
	Source: Ericsson
Form: OMA-CONR-2010-0033
Comment: Use the term “XCAP Directory Document instead of “xcap-directory XDM Document” etc.
Proposed Change: Update as described above.
	Status: CLOSED

by OMA-COM-XDM-2010-172R01.

	
	
	
	
	
	

	
	
	
	
	
	


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 XDM Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 5.3.2 as described below. To the editor. Note that sections number are wrong and shall be as they are in the spec today.
5.3.2 XML Documents Directory

The XML Documents Directory Application Usage allows an XDMC and an XDM Agent (corresponding to a given XUI) to fetch: 

1. the list of all XCAP managed XDM Documents corresponding to that XUI across all Application Usages, or 

2. the list of all XDM Documents for a given AUID corresponding to that XUI stored for that AUID.



5.3.2.1 Structure

The structure of an XDM Directory Document SHALL be as follows:
It is a well-formed and valid XML document encoded in UTF-8 that begins with the root element <xcap-directory>.
The <xcap-directory> element SHALL include one or more <folder> elements. 

The<folder> element:

1. SHALL include an “auid” attribute , whose value corresponds to an AUID and for which there are XDM Documents in the User Directory corresponding to a given XUI; and
2. SHALL include either one or more <entry> elements or an <error-code> element.
The <entry> element:
1. SHALL include a “uri” attribute;
2. SHALL include an “etag” attribute; 
3. MAY include a “last-modified” attribute; 
4. MAY include a “size” attribute; 

5. MAY include a “reference” attribute; and 
6. MAY include a “reference-display-name” attribute. 








The character escaping SHALL be applied in HTTP URI representation according to [RFC4825] Section 6.3.

5.3.2.2 Application Unique ID

The AUID SHALL be “org.openmobilealliance.xcap-directory”.

5.3.2.3 MIME Type

The MIME type for the XDM Directory Document SHALL be “application/vnd.oma.xcap-directory+xml”

5.3.2.4 Default Namespace

The default namespace SHALL be “urn:oma:xml:xdm:xcap-directory”.
5.3.2.5 XML Schema

The XDM Directory Document SHALL conform to the XML schema described in [XSD_xcapDir] and in [XSD_xcapDirExt].

5.3.2.6 Additional Constraints

None.

5.3.2.7 Data Semantics

The “uri” attribute SHALL contain the Document URI or Document Selector for an XDM Document corresponding to the “auid” attribute value in the parent <folder> element and for the given XUI. The character escaping SHALL be applied in HTTP URI representation according to [RFC4825] Section 6.3.
The “etag” attribute SHALL contain either the server computed E-Tag value of the current instance of the XDM Document identified by the “uri” attribute value or if the value of the “uri” attribute identifies an XDM Document Reference, the E-Tag value of the referenced XDM Document. (This allows the XDMC or an XDM Agent to determine whether the locally cached copy of an XDM Document is up-to-date).
The “last-modified” attribute SHALL contain either the date and time the XDM Document identified by the “uri” attribute was last modified or if the value of the “uri” attribute identifies an XDM Document Reference, the date and time the referenced XDM Document was last modified. (This allows an XDMC or an XDM Agent to determine if whether an XDM Document has changed recently or not.)
The “size” attribute SHALL contain either the size, in octets, of the XDM Document as identified above or if the value of the “uri” attribute identifies an XDM Document Reference, the size, in octets, of the referenced XDM Document. (This can help an XDMC or an XDM Agent determine if it wants to upload the entire XDM Document or an XDM Document Part, as appropriate based on any resource limitation such as bandwidth.)
The “reference” attribute SHALL be a reference to an XDM Document. The value SHALL correspond to the <reference> element provided by the XDCP Request with the <SetDocumentReference> child element as described in section 6.1.1.3.1 and section 6.2.6.1.
The “reference-display-name” SHALL be present only when a “reference” attribute is present. The value of “reference-display-name” attribute SHALL correspond to the <display-name> element provided by the XDCP Request with the <SetDocumentReference> child element as described in section 6.1.1.3.1 and section 6.2.6.1.
The <error-code> child element of a <folder> element SHALL contain the Status-Code and Reason-Phrase retrieved from the Status-Line of the received HTTP response message returned by an XDMS (see [RFC2616]).

5.3.2.8 Naming Conventions

There SHALL be only one XDM Directory Document per XUI in each XDMS. The name of the XDM Directory Document SHALL be “directory.xml”.

5.3.2.9 Data Interdependencies

For every XDM Document created/deleted/modified in the “users” tree for a particular XUI and Application Usage, the XDMS SHALL add/delete/update the appropriate <entry> child element in the appropriate <folder> element of the XDM Directory Document corresponding to that XUI. 

NOTE 1: 
This does not imply that the server must actually store this XDM Directory Document.  All that is required is that the XDMS is able to serve an up-to-date version of such an XDM Document when requested.

The XDMS SHOULD NOT generate an E-Tag value for the XDM Directory Document.

NOTE 2: 
This implies that conditional operations are not supported against the XDM Directory Document. An XDMC or an XDM Agent should always refresh any cached copy.

5.3.2.10 Authorization Policies

The XDMS SHALL be the only entity allowed to create and modify the XDM Directory Document. Thus, the Authorized Principals SHALL only be allowed to retrieve this XDM Document.

The authorization policies for retrieving a XDM Directory Document SHALL conform to those described in section Error! Reference source not found..

If an Access Permissions Document exists for a User Directory, Authenticated Principals that have permission to read the  User Directory and its content SHALL be authorized to retrieve the XDM Directory Document information related to the User Directory. Authenticated Principals that have permission to read a single XDM Document or XDM Document Part SHALL only be authorized to retrieve information about that XDM Document.
If an Access Permissions Document does not exist only the Primary Principal and an associated Alias Principal SHALL be authorized to retrieve the XDM Directory Document.

5.3.2.11 Global Document

This Application Usage defines no Global Documents.

5.3.2.12 Subscription to changes

Not applicable.

5.3.2.13 Search Capabilities

Not applicable.

5.3.2.14 XDM Preferences Document

Not applicable.

5.3.2.15 History Information Documents

Not applicable.

5.3.2.16 Forwarding

Not applicable.

5.3.2.17 Restore

Not applicable.

5.3.2.18 Document Reference

Not applicable.

5.3.2.19 XDM Differential Read and Write

Not applicable.
Change 2:  Add a new section 6.1.x at the end.  XCAP Directory Information Retrieval, as described below.

6.1.x  XCAP Directory Information Retrieval.
The XDMC or XDM Agent MAY support the retrieval of an XDM Directory Document as described in section 5.2.2 using procedures defined in section 6.1.1.2.3.
The XDMC or XDM Agent MAY support the retrieval of the XDM Document Part of an XDM Directory Document that corresponds to a particular Application Usage as described in section 5.2.2 by retrieving a <folder> element with the particular “auid” attribute set to the AUID value of the Application Usage using procedures defined in section 6.1.1.2.6.  
Change 3:  Add a new section 6.2.x at the end.  XCAP Directory Information Retrieval, as described below.

6.2.x XCAP Directory Information Retrieval.
The XDMS SHALL support the XML Documents Directory Application Usage as described in section 5.3.2.  

The XDMS SHALL maintain one XDM Directory Document in the Users Tree per XUI named “directory.xml” as described in section 5.3.2.8.
The XDMS SHALL in a XDM Directory Document maintain one <folder> element per Application Usage it supports. 
The XDMS SHALL authorize an authenticated Principal retrieving the XDM Directory Document as described in section 5.1.5 and section 5.3.2.10.
For an XCAP Get Request targeting at the XDM Directory Document belonging to a user, for example, with a Document Selector “org.openmobilealliance.xcap-directory /users/sip:joe@example.com/directory.xml”, the XDMS SHOULD return an XDM Directory Document containing a <folder> element for each supported AUID providing a list of all authorized XDM Documents associated with the respective AUID for the user identified by sip:joe@example.com. If an XDMS is aware of the XCAP Root URI, the XDMS SHALL include the Document URI as the value of the “uri” attribute returned otherwise, it SHALL include the Document Selector.
For an XCAP GET request targeting at a specific AUID as specified by the Node Selector, for a user, for example URI http://[XCAP Root URI]/org.openmobilealliance.xcap-directory/users/sip:joe@example.com/directory.xml/~~/ directory/folder[@auid=”org. xcap- openmobilealliance.groups”], the XDMS serving the AUID SHOULD return to a <folder> element containing a list of all authorized XDM Documents associated with the AUID for the user. The list in this example would be a list of all XDM Documents for Group belonging to sip:joe@example.com. The content type SHALL be “application/xcap-el+xml”.

Change 4:  Modify section 6.3.1.4 as described below.

 XCAP Directory Retrieval

Upon receiving an XCAP GET request for the “org.openmobilealliance.xcap-directory” AUID (described in section 0), the Aggregation Proxy:

1. SHALL act as an HTTP Reverse Proxy;

2. SHALL obtain the requested XCAP Directory from the corresponding XDMSs that serve the Primary Principal as indicated in the XUI of the request. To perform this operation the Aggregation Proxy :

a. SHALL forward the XCAP request either to all XDMSs that serve the Primary Principal as indicated in the XUI of the request if the request is targeted at the XDM Directory Document, or to the XDMS serving the specific AUID if the request is targeted at a specific AUID as specified by the Node Selector;

b. SHALL if the target XDMSs responded with HTTP “200 OK” response, collect the <folder> elements;

c. SHALL prepend the XCAP Root  URI to the received “uri” attribute value if it contains only the Document Selector;
d. SHALL aggregate all received <folder> element from the different XDMSs responding wih a HTTP “200 OK” into one XDM Directory Document;
e. SHALL when an XDMS response is received with an error message, insert one <folder> element per AUID, that the XDMS serve, containing an <error-code> child element with the error message included for every corresponding AUID.
3. SHALL return an HTTP “200 OK” response, either with the “application/vnd.oma.xcap-directory+xml” body as defined in section 5.3.2,2  that contains XDM Directory Document including all received <folder> elements if the request was targeted at the XDM Directory Document, or with the “application/xcap-el+xml” body that includes the received <folder> element for a specific AUID if the request was targeted at a specified Node Selector.

Upon receiving any other XCAP requests for an XDM Directory Document than XCAP GET, the Aggregation Proxy SHALL respond with an HTTP “405 Method Not Allowed” response.
Change 5:  Modify section C.4 as described below.

C.4 Sample XCAP Directory Retrieval Operation of all User XDM Documents

Figure C.3 describes how an XCAP operation is performed to retrieve all of a user’s XDM Documents for all Application Usages. For simplicity, only three XDMSes are shown and the authentication steps are omitted. In this example is the XDMC in the same domain as List XDMS, Policy XDMS and Group XDMS. It is also assumed that the address of Aggregation Proxy is “xcap.example.com” and the XCAP Root URI is xcap.example.com/”.
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Figure C.1 - Sample XCAP Directory retrieval operation

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his XDM Documents stored in all XDMSes. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET /org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA2.0

Date: Mon, 08 Jan 2007 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

2) The Aggregation proxy forwards the HTTP GET from step 1) to the Group XDMS.

3) The Aggregation proxy forwards the HTTP GET from step 1) to the Policy XDMS.

4) The Aggregation proxy forwards the HTTP GET from step 1) to the List XDMS.

5) The Group XDMS returns the  XDM Directory  Document containing a list of all the Group Usage List Documents belonging to sip:joebloggs@example.com in a HTTP “200 OK” response

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Mon, 08 Jan 2007 10:50:39 GMT

Content-Type: application/vnd.oma.xcap-directory+xml; charset="utf-8"

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns="urn:oma:xml:xdm:xcap-directory">

  <folder auid="org.openmobilealliance.groups">

    <entry uri="http://xcap.example.com/org.openmobilealliance.groups/users/sip:joebloggs@example.com/skiing" etag="abc123"/>

    <entry uri="http://xcap.example.com/org.openmobilealliance.groups/users/sip:joebloggs@example.com/shopping" etag="def456"/>

  </folder>

</xcap-directory>

where the folder element identifies the supported AUID and each <entry> element lists an XDM Document containing one of sip:joebloggs@example.com’s Groups called “skiing” and “shopping” in this example.

6) The Policy XDMS returns the XDM Directory Document containing the User Access Policy  Document belonging to sip:joebloggs@example.com in a HTTP “200 OK” response

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Mon, 08 Jan 2007 10:51:12 GMT

Content-Type: application/vnd.oma.xcap-directory+xml; charset="utf-8"

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns="urn:oma:xml:xdm:xcap-directory">

  <folder auid="org.openmobilealliance.access-rules">

    <entry uri="http://xcap.example.com/org.openmobilealliance.access-rules/users/sip:joebloggs@example.com/access-rules" etag="hjk987"/>

   </folder>

</xcap-directory>

where the folder element identifies the supported AUID and <entry> element lists the sip:joebloggs@example.com’s User Access Policy Document.

7) The List XDMS returns the XDM Directory Document containing the URI lists and the Group Usage List Documents belonging to sip:joebloggs@example.com in a HTTP “200 OK” response

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Mon, 08 Jan 2007 10:51:44 GMT

Content-Type: application/vnd.oma.xcap-directory+xml; charset="utf-8"

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns="urn:oma:xml:xdm:xcap-directory">

  <folder auid="resource-lists">

    <entry uri="http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/index" etag="pqr999"/>    

  </folder>

<folder auid="org.openmobilealliance.group-usage-list">

    <entry uri="http://xcap.example.com/org.openmobilealliance.group-usage-list/users/sip:joebloggs@example.com/index" etag="stx111"/>

  </folder>

</xcap-directory>

where the folder element identifies the supported AUID and the <entry> element lists XDM Documents under that AUID.

8) The Aggregation Proxy returns the consolidated XDM Directory Document to the user in a HTTP “200 OK” response.

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Mon, 08 Jan 2007 10:55:39 GMT

Etag: "eti101"

Content-Type: application/vnd.oma.xcap-directory+xml; charset="utf-8"

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-directory xmlns="urn:oma:xml:xdm:xcap-directory">

  <folder auid="resource-lists">

    <entry uri="http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/index" etag="pqr999"/> 

  </folder>

<folder auid="org.openmobilealliance.group-usage-list">

    <entry uri="http://xcap.example.com/org.openmobilealliance.group-usage-list/users/sip:joebloggs@example.com/index" etag="stx111"/>

  </folder>

  <folder auid="groups">

    <entry uri="http://xcap.example.com/org.openmobilealliance.groups/users/sip:joebloggs@example.com/skiing" etag="abc123"/>

    <entry uri="http://xcap.example.com/org.openmobilealliance.groups/users/sip:joebloggs@example.com/shopping" etag="def456"/>

  </folder>

<folder auid="org.openmobilealliance.access-rules">

    <entry uri="http://xcap.example.com/org.openmobilealliance.access-rules/users/sip:joebloggs@example.com/access-rules" etag="hjk987"/>

   </folder>

</xcap-directory>

A.1 Sample XCAP Directory Retrieval Operation of Specific User Documents

Figure C.4 describes how an XCAP operation is performed to retrieve all of a user’s XDM Documents corresponding to a particular Application Usage. For simplicity, the authentication steps are omitted.
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Figure C.2 - Sample XCAP Directory retrieval operation from a particular XDMS

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain a list of all his XDM Documents (URI lists) stored in the List XDMS. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.


GET /org.openmobilealliance.xcap-directory/users/sip:joebloggs@example.com/directory.xml/~~/xcap-directory/folder%5B@auid=%22resource-lists%22%5D HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA2.0

Date: Mon, 08 Jan 2007 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

2) The Aggregation proxy forwards the HTTP GET from step 1) to the List XDMS.

3) The List XDMS responds with a HTTP “200 OK” including the <folder> element containing the URI ListDocument belonging to sip:joebloggs@example.com


HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Mon, 08 Jan 2007 10:55:39 GMT

Content-Type: application/xcap-el+xml; charset="utf-8"

Content-Length: (...)

  <folder auid="resource-lists">

    <entry uri="/resource-lists/users/sip:joebloggs@example.com/index" etag="pqr999"/>    

  </folder>

where the “uri” attribute contains the Document Selector as the XCAP Root URI is not known by the XDMS in this example.

4) The Aggregation proxy returns the consolidated XDM Directory Document to the user in a HTTP “200 OK” response including the addition of the XCAP Root URI to the “uri” attribute value.

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Mon, 08 Jan 2007 10:55:59 GMT

Content-Type: application/xcap-el+xml; charset="utf-8"

Content-Length: (...)

  <folder auid="resource-lists">

    <entry uri="http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/index" etag="pqr999"/>

  </folder>

Change 6:  Modify section 3.2 as described below.

3.2 Definitions

	Access Permissions
	Use definition from [XDM_RD]

	Access Permissions Document
	An XDM Document that contains a set of rules that defines which Principals have rights to perform document management operation on User Documents related to a particular Application Usage.

	Active User Preferences Profile
	Use definition from [XDM_RD].

	Alias Principal
	Use definition from [XDM_RD]

	Application Server
	A functional entity that implements the service logic for SIP sessions (e.g. PoC Server or IM Server).

	Application Unique ID 
	A unique identifier within the namespace of Application Unique IDs that differentiates XDM Resources accessed by one application from XDM Resources accessed by another. (Source: [RFC4825])

	Application Usage
	Detailed information on the interaction of an application with an XCAP Server. (Source: [RFC4825])

	Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XDM Document within an XCAP Root that is being selected. (Source: [RFC4825])

	Document URI
	The HTTP URI containing the XCAP Root and Document Selector, resulting in the selection of a specific XDM Document. (Source: [RFC4825])

	Enabler
	Use definition from [Dict].

	Forwarding Notification List Document
	Use definition from [XDM_List].

	Global Document
	An XDM Document placed under the Global Tree that applies to all users of that Application Usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular Application Usage within a particular XCAP Root. (Source: [RFC4825])

	Group
	Use definition from [XDM_RD].

	Group Identity
	Use definition from [XDM_RD].

	Group Usage List
	Use definition from [XDM_RD].

	History Information 
	Use definition from [XDM_AD]

	HTTP URI
	An HTTP Request-URI as defined by [RFC2616].

	Modification History Information
	A subset of History Information containing information about XDM operations that has modified an XDM Document (i.e. successful create, modify and delete operations)

	Modification History Information Document
	An XDM Document containing Modification History Information.

	Node Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XML node (element or attribute) being selected within an XDM Document. (Source: [RFC4825])

	Node Selector Separator
	A single path segment equal to two tilde characters “~~” that is used to separate the Document Selector from the Node Selector within an HTTP URI. (Source: [RFC4825])

	Node URI
	The HTTP URI containing the XCAP Root, Document Selector, Node Selector Separator and Node Selector, resulting in the selection of a specific XML node. (Source: [RFC4825])

	Primary Principal
	Use definition from [XDM_RD].

	Principal
	Use definition from [Dict].

	Public User Identity
	Use definition from [3GPP-TS_23.003] section 3.14 “Public User Identity”.

	Quality of Experience
	Use definition from [XDM_RD].

	Reference Point
	Use definition from [Dict].

	Remote Network
	Use definition from [XDM_AD].

	Request History Information
	A subset of History Information containing information about requests to perform XDM operations related to an XDM Document.

	Request History Information Document
	An XDM Document containing Request History Information.

	Request-URI
	A part of the start line of a request using the SIP protocol as defined by [RFC3261].

	Reverse Proxy
	A web server system that is capable of serving web pages sourced from other web servers (AS), making these pages look like they originated at the Reverse Proxy. (Source: [3GPP-TS_33.222])

	Search Document
	An XML document include as part of a Search Request or as part of the response to a Search Request.

	Search Request
	A request to perform a search operation towards one or more XDM Resources.

	Service Provider
	Use definition from [Dict].

	SIP NOTIFY
	The SIP method NOTIFY as defined by [RFC3265].

	SIP SUBSCRIBE
	The SIP method SUBSCRIBE as defined by [RFC3265].

	SIP URI
	A communication resource as defined by [RFC3261].

	Tel URI
	A globally unique identifier used to describe a resource identified by a telephone number as defined by [RFC3966].

	Trusted Network
	Use definition from [XDM_AD].

	URI
	A Uniform Resource Identifier as defined by [RFC3986].

	URI List
	Use definition from [XDM_RD].

	User
	Use definition from [Dict].

	User Address
	A User Address identifies a User. The User Address can be used by one User to request communication with other Users. If the SIP/IP Core is 3GPP IMS or 3GPP2 MMD realization, the User Address is a Public User Identity.

	User Directory
	A directory that represents all User Documents that belongs to a particular XCAP User Identity of a particular Users Tree.

	User Directory Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify a particular User Document within a particular User Directory(i.e. a User Directory Document Selector can be derived by removing the Users Tree and the XCAP User Identifier parts of a Document URI).

	User Directory Folder Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify a particular folder within  a particular User Directory (i.e. a User Directory Folder Selector can be derived by removing the XDM Document name part of a User Directory Document Selector).

	User Document
	An XDM Document that belongs to a particular User identified by an XCAP User Identifier.

	User Preferences Profile
	Use definition from [XDM_RD].

	User Profile 
	Use definition from [XDM_RD].

	Users Tree
	A URI that represents the parent for all User Documents for a particular Application Usage within a particular XCAP Root.

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825]) 

	XCAP Root
	A context that includes all of the XDM Documents across all Application Usages and users that are managed by a server. (Source: [RFC4825]) In this specification, the XCAP Root means all XDM Documents in all XDMSs accessible via the Aggregation Proxy.

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. (Source:[RFC4825])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825]. (Source: [RFC4825])

	XCAP URI
	An HTTP URI that represents an XDM Resource.

	XCAP User Identifier 
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [RFC4825])

	XDCP Document
	An XML document included as part of an XDCP Request or as part of an XDCP Response.

	XDCP Response
	A response to an XDCP Request.

	XDCP Request
	A request to perform an XDCP operation.

	XDM Agent
	Use definition from [XDM_AD].

	XDM Directory Document
	An XDM Document containing meta data about the XDM Documents in a User Directory.

	XDM Document
	Use definition from [XDM_RD].

	XDM Document Part
	Use definition from [XDM_RD].

	XDM Resource
	Use definition from [XDM_RD].

	XDMC
	Use definition from [XDM_AD].

	XDMS
	Use definition from [XDM_AD].
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