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1 Reason for Change

This CR proposes to resolve the following CONRR comments:
	C0122
	2010.03.21
	T
	5.7.1.1
	Source: Wenjie Zhu, Huawei
Form: INP doc

Comment: resolve the editor’s notes

The structure of <diff-write> can reuse the structure of <filter> element defined for forwarding.

Proposed Change: resolve and remove the editor’s notes.
	Status: CLOSED

By OMA-COM-XDM-2010-0186

	C0123
	2010.02.25
	Q
	5.7.1.2
	Source: Orange

Form: INP doc

Comment: Is the term operator really suited for the attribute defining the operation requester?

Proposed Change: Replace operator by requestor. This will be inline with section 5.7.2.1.
	Status: CLOSED

By OMA-COM-XDM-2010-0186

	C0129
	2010.03.21
	T
	5.7.1.7
	Source: Wenjie Zhu, Huawei

Form: INP doc

Comment: resolve the 1st editor’s notes

Proposed Change: resolve and remove the editor’s notes.
	Status: CLOSED

By OMA-COM-XDM-2010-0186

	C0130
	2010.03.21
	T
	5.7.1.7
	Source: Wenjie Zhu, Huawei

Form: INP doc

Comment: resolve the 2nd editor’s notes

Proposed Change: resolve and remove the editor’s notes.
	Status: CLOSED

By OMA-COM-XDM-2010-0186


R01:
Fix some editorial issues
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1 Core TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modification in section 5.7.1.1
5.7.1.1 Structure

The structure of a Modification History Information Document SHALL be as follows:

The Modification History Information Document SHALL have one root element <history-information>.

The <history-information> element MAY include one or more <patch> element as described in section 5.7.1.7;


a) 
b) 
c) 
d) 
The <patch> element:

a) SHALL include an attribute “id” as described in section 5.7.1.7;
b) SHALL include an attribute “operation-requester” as described in section 5.7.1.7;
c) SHALL include an attribute “timestamp” as described in section 5.7.1.7;
d) SHALL include an attribute “new-etag” as defined in [IETF-XCAP_Diff];

e) SHALL include an attribute “previous-etag” as defined in [IETF-XCAP_Diff];

f) 
g) SHALL include an attribute “type” to capture the type of XDM Operation performed;
h) MAY include <modified-information> as described in section 5.7.1.7;
i) MAY include one of the following elements:

· an <add> element as defined in [IETF-XCAP_Diff]; or

· a <remove> element as defined in [IETF-XCAP_Diff] and described in section 5.7.1.7; or

· a <replace> element as defined in [IETF-XCAP_Diff] and described in section 5.7.1.7; or

· a <restore> element as described in section 5.7.1.7; or

· a <diff-write> element as described in section 5.7.1.7.


The <remove> and <replace> elements SHALL include an attribute “modified-ref” as described in section 5.7.1.7.
The <diff-write> element SHALL include an <patch> element as described in section 5.7.1.7.
The <modified-information> element SHALL include <change-logs> element as described in section 5.7.1.7.

The <change-logs> element SHALL include one of the following elements:

a) a <previous-element> element as described in section 5.7.1.7; 

b) a <previous-attribute> element as described in section 5.7.1.7.

The <modified-information> element SHALL include an attribute “id”.

Change 2:  Modification in section 5.7.1.7
5.7.1.7 Data Semantics

The <history-information> element contains the history information of an XDM Document with the same file name and folder name.

The <patch> element SHALL be the child of the <history-information> element which records each history of the operation towards to the XDM Document. The operation requester SHALL be indicated by “operation-requester” attribute. The “timestamp” attribute SHALL be used to store the timestamp of when the operation toward to the XDM Document. The “id” attribute in the <patch> element SHALL be unique among all <patch> elements in this Modification History Information Document and recorded in ascendant order. 
NOTE: the “id” attribute can be used to address a particular <patch> element as the XDMS may remove the older ones if the storage reaches the limit based on the Service Provider’s policy.
The <add> element as defined in [IETF-XCAP_Diff] SHALL be the child of the <patch> element which records history information of adding an element or attribute located in corresponding XDM Document indicated by “sel” attribute as defined in [IETF-XCAP_Diff]. The value of the “sel” attribute SHALL be the same as Request-URI in XCAP PUT request. The “new-etag” attribute of the <patch> element SHALL be set to the etag of the corresponding XDM Document after performing XCAP PUT operation. The “previous-etag” attribute of the <patch> element SHALL be set to the etag of the corresponding XDM Document before performing XCAP PUT operation.

The <replace> element as defined in [IETF-XCAP_Diff] SHALL be the child of the <patch> element which records history information of replacing an element or attribute located in corresponding XDM Document indicated by “sel” attribute as defined in [IETF-XCAP_Diff]. The value of the “sel” attribute SHALL be the same as Request-URI in XCAP PUT request. The “new-etag” attribute of the <patch> element SHALL be set to the etag of the corresponding XDM Document after performing XCAP PUT operation. The “previous-etag” attribute of the <patch> element SHALL be set to the etag of the corresponding XDM Document before performing XCAP PUT operation. The “modified-ref” attribute of the <replace> element SHALL be set to the same value of the “id” attribute of <modified-information> element which records the previous element or attribute before operating the XCAP PUT operation.

The <remove> element as defined in [IETF-XCAP_Diff] SHALL be the child of the <patch> element which records history information of replacing an element or attribute located in corresponding XDM Document indicated by “sel” attribute as defined in [IETF-XCAP_Diff]. The value of the “sel” attribute SHALL be the same as Request-URI in XCAP DELETE request. The “new-etag” attribute of the <patch> element SHALL be set to the etag of the corresponding XDM Document after performing XCAP DELETE operation. The “previous-etag” attribute of the <patch> element SHALL be set to the etag of the corresponding XDM Document before performing XCAP DELETE operation. The “modified-ref” attribute of the <remove> element SHALL be set to the same value of the “id” attribute of <modified-information> element which records the previous element or attribute before operating the XCAP DELETE operation.

The <diff-write> element SHALL be the child of the <patch> element which records history information of differential writing located in corresponding XDM Document indicated by “sel” attribute as defined in [IETF-XCAP_Diff]. The value of the “sel” attribute SHALL be the same as Request-URI in XDCP differential write request. The “new-etag” attribute of the <patch> element SHALL be set to the etag of the corresponding XDM Document after performing XDCP differential write operation. The “previous-etag” attribute of the <patch> element SHALL be set to the etag of the corresponding XDM Document before performing XDCP differential write operation.

The <restore> element SHALL be the child of the <patch> element which records history information of restoring located in corresponding XDM Document indicated by “sel” attribute as defined in [IETF-XCAP_Diff]. The value of the “sel” attribute SHALL be the same as Request-URI in XDCP restore request. The “new-etag” attribute of the <patch> element SHALL be set to the etag of the corresponding XDM Document after performing XDCP restore operation. The “previous-etag” attribute of the <patch> element SHALL be set to the etag of the corresponding XDM Document before performing XDCP restore operation.

The <modified-information> element SHALL be the child of the <entry> element which is used to record the previous element or attribute before performing the operation towards to the XDM Document. The value of “id” attribute SHALL be unique in the whole Modification History Information Document
The <previous-element> SHALL be the child of the <change-logs> element which is used to record the previous element before performing the operation towards to the XDM Document.

The <previous-attribute> SHALL be the child of the <change-logs> element which is used to record the previous attribute before performing the operation towards to the XDM Document.



Change 3:  Modification in section 2.1
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Change 4:  Modification in section 5.7.1.4
5.7.1.4 XML Schema

The Modification History Information Document SHALL conform to the XML schema defined in [XSD_modHist].
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