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1 Reason for Change

Justification

	C294 C029
	2010.02.25
	T
	6.5
	Source: Orange

Form: INP doc

Comment:.The Cross Network Proxy should also be able to receive XDCP Requests from the local domain.
Proposed Change: Reflect this in the second sentence.
	Status: OPEN / CLOSED

<provide response>


Summary/Scope of Change

See section 6.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the Core TS and update the document as described in section 6.
6 Detailed Change Proposal

Change 1:  Modify section 6.5
6.5 Procedures at the Cross-Network Proxy
The Cross-Network Proxy SHALL act as an HTTP Proxy defined in [RFC2616] with the following clarifications. 

6.5.1 Outbound Requests
Upon receiving XCAP or XDCP requests from the Aggregation Proxy or Search Requests from the Search Proxy, the Cross-Network Proxy:

1. SHALL act as an HTTP Reverse Proxy (see [RFC3040]);

2. SHALL share the XDMC authentication and its identity assertion with the Aggregation Proxy and the Search Proxy as described in section 5.1.3“XDM Client Identity Sharing”;
3. SHALL verify whether the target remote domain (determined from the XUI) is a trusted domain. If not, the Cross-Network Proxy SHALL reject the request with an HTTP “404 Not Found” error response. Otherwise, continue with the rest of the steps;
4. SHALL forward the request to the Cross-Network Proxy of Remote Network; 
a. When forwarding an XCAP request, the Cross-Network Proxy SHALL set the XCAP Root URI of the forwarded XCAP request to the XCAP Root URI of the Remote Network based on the domain of the XUI. 

b. When forwarding a Search Request, the Cross-Network Proxy SHALL set the XCAP Root URI of the forwarded Search Request to the XCAP Root URI of the Remote Network based on the “domain” query parameter and SHALL remove the “domain” query parameter from the HTTP URI. 

c. When forwarding an XDCP Request, the Cross-Network Proxy SHALL set the XCAP Root URI of the forwarded XDCP Request to the XCAP Root URI of the Remote Network based on the domain of the XUI.

5. SHALL protect the HTTP traffic as described in section 5.1.4“Integrity and Confidentiality Protection”.
NOTE 1: How the Cross-Network Proxy determines the target remote domain is outside the scope of this specification. 

NOTE 2: How the Cross-Network Proxy determines if the target remote domain is a trusted domain is outside the scope of this specification. 

6.5.2        Inbound Requests
Upon receiving XCAP requests, XDCP Requests or Search Requests from Remote Networks, the Cross-Network Proxy:

1. SHALL act as an HTTP Reverse Proxy (see [RFC3040]);

2. SHALL share the XDMC authentication and its identity assertion with the originating network as described in section 5.1.3 “XDM Client Identity Sharing” if they are from trusted domains;
3. SHALL verify whether the request comes from a trusted remote domain. If not, the Cross-Network Proxy SHALL reject the request with an HTTP “403 Forbidden” error response. Otherwise, continue with the rest of the steps;
4. SHALL verify whether the Cross-Network Proxy is responsible for the target domain of the received XCAP requests, XDCP requests or Search Requests. If not, the Cross-Network Proxy SHALL reject the request with an HTTP “404 Not Found” error response. Otherwise, continue with the rest of the steps;
5. SHALL forward XCAP requests or XDCP Requests to the Aggregation Proxy and forward Search Requests to the Search Proxy; 

6. SHALL protect the HTTP traffic as described in section 5.1.4 “Integrity and Confidentiality Protection”.
NOTE : How the Cross-Network Proxy determines if the remote domain is a trusted domain is outside the scope of this specification. 

6.5.1 
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