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1 Reason for Change

Existing client procedures for XDMC/XDM Agent states that the type of XDCP request is sent as content of <request> element. But the XDCP Schema and Server Procedures state them as child element of <request> element. This CR fixes the client side procedures to be in sync with Server procedures and schema.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-XDM is kindly asked to review and agree with this CR .
6 Detailed Change Proposal

Change 1:  Section 6.1.1.3.1 – 6.1.1.3.4
6.1.1.3.1
Document Share by Reference Operations.

When setting a Document Share Reference, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <SetDocumentReference> element as child element of the <request> element;

2. The <shared-document> element SHALL contain the Document Selector pointing to the XDM Document to be shared; and 

3. The <display-name> element MAY contain a descriptive text of the reference used.

When removing a Document Share Reference, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <RemoveDocumentReference> element as child element of the <request> element.

When retrieving a Document Share Reference, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a  <RetrieveDocumentReference> element as child element of the <request> element.

As part of a Document Share by Reference Operation, The XDMC or XDM Agent SHALL set the HTTP Request-URI of the XDCP Request to the URI of the XDM Document containing the reference.

6.1.1.3.2
XDM Resource Forwarding Operations
When forwarding an XDM Resource, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <Forward> element as child element of the <request> element;

2. SHALL include the <list> element as child element of <recipients-list> which carries the list of recipients to whom the XDM Resource has to be forwarded. The <list> element SHALL conform to the structure of <list> element specified in [RFC4826] with the following clarifications:

a. The “name” attribute of the <list> element is not needed and is ignored by the XDMS even if present; and
b. The <entry> element SHALL contain the "uri" attribute set to a valid User Address, e.g. a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]);

3. MAY include <note> element which carries the information set by the Principal forwarding the XDM Resource wants to send to the recipients;

4. MAY include <expiration-time> element which can be used to indicate the time period of keeping the XDCP Forward request active. The maximum and default time periods for keeping a Forward Request active SHALL be determined by the Service Providers local policy;
5. MAY include a <filter-set> element containing information about filters to be applied to the XDM Resource before forwarding it to the recipients. The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:
a. The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b.  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c. The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then ,if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d. The "expression" production of RFC 4661 Section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality. 

and;

6. MAY include <display-name> element which carries the name suggested by the Principal forwarding the XDM Resource to send to the recipients;

7. MAY include <delivery-report> element to indicate whether the Principal forwarding the XDM Resource wants to receive delivery report of the XDM Forward Request from each of the recipients. The <delivery-report> SHALL contain one of the following values :

“true”           if the Principal forwarding the XDM Resource wants to receive the delivery report from each of the recipients.

“false”         if the Principal forwarding the XDM Resource does not want to receive the delivery report from each of the recipients. This is the default value taken in the absence of <delivery-report> element.

8. SHALL include <request-id> element which carries an unique identifier for a particular XDM Forward Request if <delivery-report> element value is set to “true”.

6.1.1.3.3
Handling of XDM Resource Forwarding Notifications

When <actions> element of the <forward-prefs> element of the XDM Preferences Document defined in section 5.8 is set to “confirm”, the XDMS sets the <status> element of the <request> element in the Forwarding Notification List Document to “pending” before notifying the XDMC or XDM Agent about the received XDCP Forward Request. Upon receiving that notification, the XDMC or XDM Agent SHALL obtain receiving Principal’s disposition for the Forward Request and act as follows:

If the disposition is “accept”, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:
1. The HTTP Request-URI for the XDCP Request SHALL be set to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” where the AUID corresponds to the Application Usage of the forwarded document;
2. SHALL include a <ForwardAccept> element as child element of the <request> element; and

3. SHALL include the <document-uri> element set to the value of “document-uri” attribute of the <request> element contained in the Forwarding Notification List Document defined in [XDM_List] section 5.3, and as specified in section 6.2.6.2.4 “Notifying the Recipients about the Status of the Received  XDM Forward Request”.
If the disposition is “reject”, the XDMC or XDM Agent SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:
1. The HTTP Request-URI for the XDCP Request SHALL be set to: “http://[XCAP Root URI]/org.openmobilealliance.xdcp/[AUID]” where the AUID corresponds to the Application Usage of the forwarded document,
2. SHALL include a <ForwardReject> element as child element of the <request> element; and

SHALL include the <document-uri> element set to the value of “document-uri” attribute of the <request> element contained in the Forwarding Notification List Document defined in [XDM_List] section 5.3, and as specified in section 6.2.6.2.4 “Notifying the Recipients about the Status of the Received  XDM Forward Request”.
6.1.1.3.4
Subscription to Changes in XDM Resources

When subscribing to changes in XDM Resources, the XDMC SHALL make an XDCP Request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <Subscribe> element as child element of the <request> element;

2. The <target-documents> element of  the <subscription> element SHALL contain a <resource-URI> element containing XCAP URIs of XDM Resources of interest, which MAY include a <filter-set> element per [RFC4661]  and/or, a <resource-lists> element as specified in [RFC4826] containing a list of XDM Resources of interest, which MAY include a <filter-set> element per [RFC4661], and/or a <list-URI> element containing URIs of already existing resource lists containing XDM Resources of interest. Note that the <uri> attribute SHALL be set  to the Document Selector that selects the  XDM Document to which the filter applies
The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:
a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then ,if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d) The "expression" production of RFC 4661 Section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality.
3. The <duration> element of the <subscription> element SHALL contain the duration of the subscription in seconds;

4. The <push-address> element of the <push> element SHALL contain the tel URI to which the notification of changes will be sent;

5. The <wap-application-id> element of the <notification> element SHALL contain the OMNA registered application identifier of the application acting as an XDMC;

6. The <user-interaction-level> element of the <push> element SHALL contain the level of user interaction required for processing notifications.  If the value is set to “none”, the notifications will be processed in the background without user interaction.  If the value is set to “low”, “medium” or “high” the user will be prompted with corresponding degrees of urgency (i.e. low, medium, or high). The values of this element correspond to the values of the “action” attribute associated with the <indication> element of the “Service Indication” type of the Push Message as specified in [Push_ERELD-V2_2]; and

7. The <preferred-notification-type> element of the <push> element SHALL specify the preferred contents of the Push notifications. If this element is set to “push”, the XDMC expects notifications containing XDM Document changes in the format of “xcap-diff” MIME type as part of its payload. If this element is set to “pull”, the XDMC expects notifications containing as part of its payload the XCAP URI which refers to a document containing the changes in the xcap-diff format. If this element is set to “none”, the XDMC expects notifications containing as part of its payload the XCAP URI of the changed XDM Document.

6.1.1.3.5
XDM Optimization 

XDM Optimization involves differential read and write operations.  The differential read operation provides a patch-ops based set difference between the current master copy and a previous version of the master copy. Because a user may desire that some devices do not store all XML nodes of a given document on a particular device, or the device may have insufficient resources to store the document. The differential read operation defines the use of a filter based on XCAP Node Selector grammar to identify subsets of an XDM Document. In order to use the filter in a differential read, it is necessary to initially read the subset into the device. After that, the same filter must be consistently used in subsequent differential read operations. 

The differential write operation provides a patch-ops based edit of multiple nodes of a subset of an XDM Document. As with the differential read, the subset is expressed via a filter based on XCAP Node Selector grammar. After an initial read of the subset of the XDM Document, the same filter must be utilized in any subsequent differential write operation.

XDM Differential Read

A successful XDCP differential read request results in an xdm-differential based comparison ("application/xcap-diff+xml") between current and previous views of an XDM Document being returned to the XDMC or XDM Agent. The current XDM Document is the currently stored XDM Document on the XDMS identified in the Request URI of the XDCP Request.  The ETAG of the XDCP Request, which is carried in the body of the request, identifies a previous version of the same XDM Document currently stored on the device of the XDMC or XDM Agent. 

In order to perform XDCP Differential Read on a subset of the target XDM Document, the XDMC or XDM Agent MAY include a <filter-set> element in the body of the XDCP Document per [RFC4661]. The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:
a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then ,if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
d) The "expression" production of RFC 4661 Section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality.     

NOTE: A filter can match one or more XML elements of the XDM Document. 

Once an XDMC or XDM Agent uses a filter to read an XDM Document, the XDMC or XDM Agent SHALL use the same filter until the XDMC or XDM Agent refreshes the entire XDM Document or new subset of the XDM Document.

When reading a differential comparison between the current version and a previous version of an XDM Document, the XDMC or XDM Agent SHALL create an XDCP Request as follows: 

1. SHALL include the XDCP Document of the format “application/vnd.oma.xdcp+xml” with the following clarifications:
a. SHALL include a <DiffRead> element as child element of the <request> element;
b. SHALL include the <ETAG> element containing the value of the ETAG of the XDM Document the XDMC or XDM Agent currently possesses; 
c. MAY include a <filter-set> element in accordance with the Application Usage document specification.
If the XDMC or XDM Agent has not previously sent an XDM differential read to this XDMS, or is not aware of whether the XDMS supports XDM read optimization, the XDMC or XDM Agent SHOULD consult the XCAP Capabilities XDM Document of the XDMS before sending the request. 

XDM Differential Write Operation

The XDCP differential write request uses an XDM differential ("application/xcap-diff+xml") to specify changes that need to be applied to the XDM Document identified in the Request URI of the XDCP Request.  An ETAG in the body of the XDCP Request must match the ETAG of the XDM Document currently stored on the XDMS.  

Once an XDMC or XDM Agent uses the filter the XDMC or XDM Agent SHALL use the same, identical filter (i.e., the <filter-set> element) until the XDMC or XDM Agent entirely refreshes the entire XDM Document. Furthermore the XDMC or XDM Agent SHALL perform an XDCP Differential Read with a filter before performing any XDCP Differential Write with the same filter. 
In order to perform XDCP Differential Write on a subset of the target XDM Document, the XDMC or XDM Agent MAY include a <filter-set> element in the body of the XDCP Document per [RFC4661]. The <filter-set> element SHALL have a structure as defined by [RFC 4661] with the following clarifications:
a) The <filter-set> element SHALL have a structure that include one or more <filter> element and MAY include a <ns-bindings> element but SHALL NOT include a “package” attribute.

b)  The <filter> element SHALL include one <what> element and a “id” attribute but SHALL NOT include a <trigger> element, a “uri” attribute, a “domain” attribute, an “enabled” attribute or a “remove” attribute.
c) The <what> element MAY include one or more <include> elements and MAY include one or more <exclude> elements. If an <exclude> element is present then ,if any <include> elements are present they SHALL include a “type” attribute with the value set to “namespace”.
The "expression" production of RFC 4661 Section 5 SHALL not use an "oper" value of "or" (the Boolean OR); instead it SHALL instead use additional <include> or <exclude> elements to achieve the Boolean "OR" functionality. 
NOTE: A filter can match one or more XML elements of the XDM Document. 

When writing an XDM Document using the XDM differential write operation, the XDMC or XDM Agent SHALL create an XDCP Request as follows:

1. SHALL include the XDCP Document of the format “application/vnd.oma.xdcp+xml” with the following clarifications:
a. SHALL include a <DiffWrite> element as child element of the <request> element;

b. SHALL include an <edit> element that contains a desired set of patch-ops based edits to the requested XDM Document;
c. SHALL include the <ETAG> element containing the value of the ETAG of the XDM Document the XDMC or XDM Agent currently possesses;
d. MAY include a <filter-set> element as outlined above and, in accordance with the Application Usage document specification.
If the XDMC or XDM Agent has not previously sent an XDM differential write to this XDMS, or is not aware of whether the XDMS supports XDM write optimization, the XDMC or XDM Agent SHOULD consult the XCAP Capabilities XDM Document of the XDMS before sending the request. 

6.1.1.3.6
XDM Restore

When restoring an XDM Resource, the XDMC or XDM Agent SHALL make an XDCP request containing an XDCP Document as described in section 5.4.2 with the following clarifications:

1. SHALL include a <Restore> element as child element of the <request> element;
2. SHALL include the <back-to-etag> element containing the E-Tag value of XDM Document which is requested to restore to;
3. MAY include the <current-etag> element containing the value of the E-Tag of the XDM Document the XDMC or XDM Agent currently possesses.













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2010 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20100101-I]

© 2010 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 7 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20100101-I]

