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1 Reason for Change
The following comments are open against section 6.2.6.3 and 6.2.6.4 (newly renumbered as of May 25 in Helsinki), and are solved in the edit below. Edits from CR 218 are absorbed below. Note that some xml element names were superficially changed, such as "DiffWrite" became "diff-write", so this needs to be reflected in the XDCP schema.   
Two RFCs involved in the edit below were recently published, and so associated references are updated in a separate change section of this CR. 
Much of this edit might be more readily viewed in Word "final" mode, except for the changes to the reference section, which can only be visualized with "final showing markup".

See companion CR for discussion on the multipart MIME changes in the edit.

	C0215
	2010.03.21
	T
	6.1.1.3.4

6.2.6.3
	Source: Wenjie Zhu, Huawei

Form: INP doc

Comment: many contents are duplicated.
Proposed Change: rearrange and rephrase to keep them simple and unduplicated.
There was replication of text between the client and server sections, esp regards filter-sets.  The replication is eliminated.

Done. 
	Status: CLOSED

<provide response>

	C0247
	2010.03.21
	T
	6.2.6
	Source: Samsung

Form: OMA-CONR-2010-0042

Comment: Check whether all the error responses listed 

Proposed Change: Verify all the XDCP requests and add more error codes if needed.

	Status: OPEN / CLOSED

<provide response>

	C0270
	2010.02.25
	T
	6.2.6.3
	Source: Ericsson

Form: OMA-CONR-2010-0033

Comment: The header “XDM Optimization” is misleading as the section contain a very specific case of optimizations that can be done in XDM both also a function to support devices with limited capabilities that can not be seen as an “optimization” of XDM. It is more a new feature.

Proposed Change:  Change the heading to “XDM differential Operations”?
Done, similar as in the client section. 
	Status: CLOSED

<provide response>

	C0272
	2010.03.25
	T
	6.2.6.3
	Source: antti.laurila@nsn.com

Form: OMA-CONR-2010-0039-XDM_2_1_CONR_Comments

Comment: Delete header as name of the feature differential read & write is enough.

Proposed Change:
The section itself is deleted.
	Status: CLOSED

<provide response>

	C0273
	2010.02.25
	T
	6.2.6.3.1
	Source: Ericsson

Form: OMA-CONR-2010-0033

Comment: The bullets 3 and 4 are not using the same type of wording as the other bullets.

Proposed Change: Align the wording between the bullets.
Done. 
Lists in both the client and server sections made to be similar in wording, etc. 
	Status: CLOSED

<provide response>

	C0274
	2010.02.25
	T
	6.2.6.3.1
	Source: Ericsson

Form: OMA-CONR-2010-0033

Comment: The terms used in the text needs to be more aligned E.g. “ “ “differential read operation” “XDCP differential read request”  XDCP Differential Read” “XDCP Differential Read request” are these just different wording for the same thing

Proposed Change:  Clarify and update the text if needed.
Made uniform to 
XDM Differential Read/Write

XCDP Differential Read/Write request
	Status: CLOSED

<provide response>

	C0275
	2010.02.25
	T
	6.2.6.3.2
	Source: Ericsson

Form: OMA-CONR-2010-0033

Comment: The terms used in the text needs to be more aligned

Proposed Change: Clarify and update the text if needed.
Done
	Status: CLOSED

<provide response>

	C0276
	2010.02.25
	T
	6.2.6.3.2
	Source: Ericsson

Form: OMA-CONR-2010-0033

Comment: The bullet 1 is not using the same type of wording as the other bullets.

Proposed Change: Align the wording between the bullets

Proposed Change: <Recommended action>
Done 

Bulletized lists in this section and in the client section are made to be similar. 
	Status: CLOSED

<provide response>

	C0277
	2010.03.25
	T
	6.2.6.3.2
	Source: antti.laurila@nsn.com

Form: OMA-CONR-2010-0039-XDM_2_1_CONR_Comments

Comment: Please refer to the above section "6.2.6.3.1 XDM Differential Read" for a discussion on filters.  Is not good way to say things in the spec.

Proposed Change: Modify sentence
The section itself is deleted. 
	Status: CLOSED

<provide response>

	C278
	2010.03.25
	T
	6.2.6.3.2
	Source: antti.laurila@nsn.com

Form: OMA-CONR-2010-0039-XDM_2_1_CONR_Comments

Comment: What happen if the etag doesn’t match?

Proposed Change: Clarify
This invalid etag error case has been added
	Status: CLOSED

<provide response>

	C0331
	2010.02.25
	T
	6.2.6
	Source: <Alcatel-Lucent>

Form: <Review Comment>

Comment:  XDM Differential Read/Write conflict cases of 6.2.6.3 need to be incorporated here.

Proposed Change: to be resolved
Closed without action  
	Status: CLOSED

<provide response>

	C0333
	2010.02.25
	T
	6.2.6.3
	Source: <Alcatel-Lucent>

Form: <Review Comment>

Comment:  Delete the reference back to 6.1.1.3.4, as it is proposed above to move the intro of that section into the actual sections.  As noted above, there are terms defined here but not appearing in section 3.2.  

Proposed Change: <Recommended action>
The sections were renumbered eliminating the issue.
	Status: CLOSED

<provide response>

	C0334
	2010.02.25
	T
	6.2.6.3.1
	Source: <Alcatel-Lucent>

Form: <Review Comment>

Comment: Move the bullets to a list of sub-bullets in section 6.2.6.  

Proposed Change: <Recommended action>
It would be difficult to follow the responses out of the context of this section

Closed without action
	Status: CLOSED

<provide response>

	C0335
	2010.02.25
	T
	6.2.6.3.1
	Source: <Alcatel-Lucent>

Form: <Review Comment>

Comment:  The schema in draft-ietf-simple-xcap-diff-13 has been edited (compared to previous draft versions) so that xcap element and attribute types can now work like xcap document type in terms of etags. Therefore, are these allowed in an XCAP diff document of an XDCP Rd, i.e., as an assertion of a new element or attribute existing in the document being read?

Proposed Change: to be resolved
To review what the comment means, elementType and attributeType did not have attributes in the previous versions of the IETF draft with with to store Etags; however, version #14 of the xcap-diff draft and obviously the final RFC 5874 allow for attribute extensions.  In fact this extension was at the request of the XDM/PAG WG via myself to the draft's authors, based on a suggestion from Dejan.
However, attributes extensions for attributeType and elementType are below the headlights of this section. 
Closed without action, but it needs to be mentioned elsewhere. 
	Status: CLOSED

<provide response>

	C0336
	2010.02.25
	T
	6.2.6.3.1
	Source: <Alcatel-Lucent>

Form: <Review Comment>

Comment:  <document patch> needs elaboration in terms of the xcap diff draft schema. For example, the changes are aggregated. 

Proposed Change: to be resolved
The problem is a change awhile ago in how the xcap diff should be conveyed.  We discussed it might as well be a multipart MIME because implementations already know how to handle the MIME.  Unfortunately, I did not update the text to reflect this everywhere.. 
This edit reflects a multipart MIME using xcap-diff. 

Closed
	Status: CLOSED

<provide response>

	C0337
	2010.02.25
	T
	6.2.6.3.2
	Source: <Alcatel-Lucent>

Form: <Review Comment>

Comment: Move the bullets to a list of sub-bullets in section 6.2.6. 

Proposed Change: <Recommended action>
An original idea was that http responses to the XDM differential read/write requests are consolidated outside this section. However, if the responses are moved out of this section it will be nearly impossible for readers to decipher what is going on.  Therefore the edit is not made. 

Comment closed without action.  
	Status: CLOSED

<provide response>

	C0338
	2010.02.25
	T
	6.2.6.3.2
	Source: <Alcatel-Lucent>

Form: <Review Comment>

Comment:  <document patch> needs elaboration in terms of the xcap diff draft schema. For example, the changes are aggregated. 

Proposed Change: to be resolved
Done

As mentioned above in comment C0336, the  problem is that over time the edit became inconsistent with how differential edits are conveyed.  
One part of the baseline says that it happens via a MIME type, as in a multipart MIME, and another part of says the differential is a child element in XDCP documents. It cannot be both. 

The edit below has differentials conveyed in xcap-diff MIME as part of a multipart MIME. 

	Status: CLOSED

<provide response>

	C0339
	2010.02.25
	T
	6.2.6.3.2
	Source: <Alcatel-Lucent>

Form: <Review Comment>

Comment:  A client may subscribe to either aggregated or xcap patching style notifications.  Therefore, when a differential edit is made, the server needs to generate individual etags for each edit.  A note should exist in this section outlining the fact to the reader.

Proposed Change: to be resolved
Done

In the edit it's clarified that the XDMS creates intermediary Etags and stores them in the History document, if modification history is enabled.  Further it is clarified these intermediary ones are the ones used in the xcap-patching mode. 
The new XCAP Event and Diff RFCs are published and updated to the references as part of this comment. 

In the baseline, it is already clear that the new Etag is the Etag value that is returned in the HTTP 200 OK., so no editing needed there. 
	Status: CLOSED

<provide response>


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes.
6 Detailed Change Proposal

Change 1:  Remove the section 6.2.6.3
1. 

Change 2:  Edit to Section 6.2.6.3.1 [Note to Editor : Replace entire section 6.2.6.3.1 with the following text- Section name is also changed Renumber 6.2.6.3.1 to 6.2.6.3]
6.2.6.3 Differential Read

The XDMS MAY support Differential Read. Upon receiving a XDCP Request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP Request body.

If the child element is the <diff-read> element and the XDMS supports Differential Read, the XDMS:
1. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <etag-missing> child element, and do not continue with the following steps, if there is no <etag> element in the XDCP Document;
2. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <unknown-etag-value> child element, and do not continue with the following steps, if the E-Tag value contained in the <etag> element of the XDCP Document does not correspond to a known version of the XDM Document;

3. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <constraint-failure> child element, and do not continue with the following steps, if a <filter-set> element included in the XDCP Document is invalid;

4. SHALL generate an HTTP 304 "Not Modified" response with an empty body and do not continue with the following steps, if the E-Tag supplied in the XDCP Document matches with the E-Tag of the latest version of the XDM Document;
5. SHALL generate an HTTP 200 "OK" response with content-type header set to “multipart/mixed” ; and
6. SHALL include XDCP Document and XCAP Diff document (see [RFC5874]) in the body of the response with the following clarifications:

a) The XDCP Document SHALL contain the <response> element with the child element <done>.
b) The XCAP Diff document (see [RFC5874]) SHALL contain the new and previous E-Tag values and the document change information between the two XDM Documents versions, based on the <filter> element, if one had been included in the request. 
Change 3:  Edit to Section 6.2.6.3.2 [Note to Editor : Replace the existing 6.2.6.3.2 with following text and renumber the section to 6.2.6.4]
6.2.6.4 Differential Write

The XDMS MAY support Differential Write. Upon receiving an XDCP Request, the XDMS SHALL check the child element of the <request> element of the XDCP Document included in the XDCP Request body.

If the child element is the <diff-write> element and the XDMS supports Differential Write, the XDMS:
1. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with <constraint-failure> child element, and do not continue with these steps, if the filter expression of the <filter-set> element included in the XDCP Request  is invalid or not in accordance with the constraints of the Application Usage specification;

2. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <etag-missing> child element, and do not continue with the following steps, if there is no <etag> element in the XDCP Document of the XDCP Request;
3. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <invalid-etag> child element, and do not continue with the following steps, if the value of the <etag> element in the XDCP Document does not match the E-Tag of the current document stored in the XDMS;
4. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with <no-diff-document> child element , and do not continue with the following steps, if there is no content in the XCAP Diff document (see [RFC5874]);
5. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with an <diff-write-conflict> child element with an <patch-ops-error> child element as described in [RFC5261], and do not continue with the following steps, if the XCAP Diff document (see [RFC5874]) is invalid;

6. SHALL generate an HTTP 409 “Conflict” response including an XDCP Document containing a <response> element with a <diff-write-conflict> child element with an <xcap-error> child element as described in [RFC4825], and do not continue with the following steps, if the XDM Document can not be modified due to a constraint described in [RFC4825] or in the technical specification for the Application Usage related to the XDM Document;

7. SHALL generate an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <diff-write-conflict> child element, and do not continue with the following steps, if the XCAP Diff document (see [RFC5874]) included in the XDCP Request is inconsistent with the requested XDM Document;
8. SHALL apply the differential contained in the XCAP Diff document (see [RFC5874]) as described in section 6.2.6.4.1 “Applying Filters”; and
9. SHALL generate an HTTP 200 "OK" response including an XDCP Document containing a <response> element with a <new-etag> child element that includes the new E-Tag value.

Change 4:  Update the references with RFC 5874 and 5875
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Change 5:  Add new Section 6.2.6.4.1
6.2.6.4.1     Applying Filters
The set of XML elements of an XDM Document identified by a <filter-set> is defined as the “Target Node Set”. In addition to this definition, the set complement of the “Target Node Set” of the XDM Document is defined as the “Preserved Node Set”.
When a <filter-set> element is present in an Differential Write XDCP Request, the XDMS SHALL edit the “Target Node Set” of the XDM Document using XCAP Diff document (see [RFC5874]) received in the Differential Write XDCP Request body. That resulting set of XML elements is defined as the “Edited Node Set”. When processing this Differential Write XDCP Request, the XDMS SHALL replace the XDM Document with the “Edited Node Set”, preserving XML elements of the “Preserved Node Set”, except where the parent element of a preserved element is deleted in the “Edited Node Set”.
If the Access Permissions Document contains a <filter-set> element as child element of <transformations> element applicable for a particular Differential Write XDCP Request (i.e., implying the requesting XDMC or XDM Agent does not have complete access to the XDM document it seeks to modify), and there is a <filter-set> element in the Differential Write XDCP Request, the XDMS SHALL reject the Differential Write XDCP Request with an HTTP 409 "Conflict" response including an XDCP Document containing a <response> element with a <filter-set-not-allowed> child element.
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